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Abstract of the contribution: This contribution proposes to add policy function description of PCF, SMF and UPF in TS 23.501. 
1
Discussion

1.1
PCF and SMF

The details for policy control related description are in TS 23.503.

Proposal 1: Make the all policy related description refer to TS 23.503.

1.2
UPF

There is a table for the spilt functionality of Policy Control Enforcement in clause A.3.1.3.1 of TS 23.503.

Table 2: Functional distribution of policy enforcement functionality in the SMF and the UPF
	Main enforcement functionality
	Sub-functionality
	SMF
	UPF
	Comments

	PDU session policing
	1.
UL/DL Session AMBR enforcement
	
	X
	

	Policy Framework related functions
	1.
Service detection, per SDF traffic matching 
	
	X
	Service detection includes the detection of both IP PDU traffic and Ethernet PDU traffic

	
	2.
SDF QoS to QoS Flow QoS mapping
	X
	 
	

	
	3.
UL QFI to QoS flow mapping verification and mapping of DL traffic to corresponding QoS flow
	
	X
	

	
	4.
UL and DL SDF level gating
	
	X
	

	
	5.
UL and DL SDF level MBR enforcement
	
	X
	

	
	6.
UL and DL SDF level GBR enforcement
	
	X
	

	
	7a.
UL and DL per SDF level charging control
	X
	
	(NOTE)

	
	7b.
UL and DL SDF level measurement for charging
	
	X
	

	
	8.
Usage monitoring
	X
	X
	

	
	9.
Event reporting (including application detection)
	X
	X
	

	
	10.
Redirection
	X
	X
	

	
	11.
Predefined PCC rules activation and deactivation
	X
	X
	

	
	12.
PCC support for SDCI
	X
	X
	

	
	13. Traffic steering control
	X 
	X
	

	
	14. Reflective QoS Control
	
	X
	

	NOTE:
The detailed requirements and the reference points between SMF and charging functions are defined in 3GPP 32-series TSs.


So, The User Plane Function (UPF) provides the policy related functionality of as following:

· UL/DL Session AMBR enforcement;

· Service detection, per SDF traffic matching;

· UL QFI to QoS flow mapping verification and mapping of DL traffic to corresponding QoS flow;

· UL and DL SDF level gating;

· UL and DL SDF level MBR enforcement;

· UL and DL SDF level GBR enforcement;

· UL and DL SDF level measurement for charging;

· Usage monitoring;

· Application detection;

· Redirection;

· Predefined PCC rules activation and deactivation;

· PCC support for SDCI;

· Traffic steering control;

· Reflective QoS Control.

The Anchor UPF will provide all the functionality above. But for UL CL/BP, Session-AMBR enforcement is only on the UL CL/BP connecting to the RAN. And For UL CL, it should provide UL Packet filter based on the destination IP address; for BP, it should provide UL packet filter based on source IPv6 prefix.

Proposal 2: Add details of UPF for policy related functionality in TS 23.501. 

2
Proposal

The following changes are proposed to TS 23.501.
* * * First change* * * *
6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:

-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (including optional Authorization).
-
DHCPv4 (server and client) and DHCPv6 (server and client) functions.

-
ARP proxying as specified in IETF RFC 1027[53] and / or IPv6 Neighbour Solicitation Proxying as specified in IETF RFC 4861[54] functionality for the Ethernet PDUs. The SMF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-
Selection and control of UP function, including controlling the UPF to proxy ARP or IPv6 Neighbour Discovery, or to forward all ARP/IPv6 Neighbour Solicitation traffic to the SMF, for Ethernet PDU Sessions.

-
Configures traffic steering at UPF to route traffic to proper destination.
-
Termination of interfaces towards Policy control functions.


-
Lawful intercept (for SM events and interface to LI System).
-
Charging data collection and support of charging interfaces. 
-
Control and coordination of charging data collection at UPF.
-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session.
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU Session authorization/authentication by external DN.

NOTE:
Not all of the functionalities are required to be supported in a instance of a network slice.
In addition to the functionalities of the SMF described above, the SMF may include policy related functionalities as described in clause 6.2.2 in TS 23.503 [45].
6.2.3
UPF

The User plane function (UPF) includes the following functionality. Some or all of the UPF functionalities may be supported in a single instance of a UPF:

-
Anchor point for Intra-/Inter-RAT mobility (when applicable).

-
External PDU Session point of interconnect to Data Network.

-
Packet routing & forwarding (e.g. Redirection, Traffic steering control, Uplink classifier to support routing traffic flows to a data network, Branching point to support multi-homed PDU session).

-
Packet inspection (e.g. Application detection, PCC support for SDCI).

-
Lawful intercept (UP collection).

-
Traffic usage reporting.



-
QoS handling for user plane, e.g. Uplink Traffic verification (SDF to QoS flow mapping), gating, UL/DL rate enforcement.

-
Transport level packet marking in the uplink and downlink and Reflective QoS marking in downlink.

-
Downlink packet buffering and downlink data notification triggering.
-
Sending and forwarding of one or more "end marker" to the source NG-RAN node.

-
ARP proxying as specified in IETF RFC 1027[53] and / or IPv6 Neighbour Solicitation Proxying as specified in IETF RFC 4861[54] functionality for the Ethernet PDUs. The UPF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
NOTE:
Not all of the UPF functionalities are required to be supported in an instance of user plane function of a network slice.
6.2.4
PCF

The Policy Control Function (PCF) includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to Control Plane function(s) to enforce them.

-
Accesses subscription information relevant for policy decisions in a Unified Data Repository (UDR).
NOTE:
The PCF accesses the UDR located in the same PLMN as the PCF.
The details of the PCF functionality are defined in clause 6.2.1 of TS 23.503 [45].
* * * End of the changes* * * *
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