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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution updates Network Slicing Roaming in clause 5.15.6 and NSSF description in clause 6.2.14 in TS 23.501.
Introduction 
The contribution proposes to update the following changes,
1. Update the role of NSSF in Network Slicing Roaming to support the NSSAI mapping between VPLMN and HPLMN.
2. Clarify the S-NSSAI/NSSAI included in the Registration Request and PDU session establishment Request for Network Slicing Roaming scenario.
3. Update NSSF description in clause 6.2.14.
Discussion
1. Configured NSSAI in requested NSSAI
It was agreed that even for non-roaming case, the S-NSSAIs in allowed NSSAI and requested NSSAI can be mapped by the network.
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE.
If the mapping in network is not 1:1 unique, when the UE provide Allowed NSSAI in next registration request, the network cannot map the allowed NSSAI back to the Configured S-NSSAIs for subscription verification. Hence for this case, the UE need to provide the corresponding Configured S-NSSAIs together with the Allowed NSSAI in the registration request.
Proposal 1: It is proposed that the Request NSSAI should include the mapped Configured S-NSSAI(s), if the UE received mapping information together with the Allowed NSSAI
2. S-NSSAI mapping between VPLMN and HPLMN
for Network Slicing Roaming scenario, the VPLMN shall do the S-NSSAI mapping between VPLMN and HPLMN:
	-	If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.


Assuming the S-NSSAI in the NSSP is the value valid in HPLMN, the mapping information is used by the UE to determine the S-NSSAI valid in the VPLMN, which should be used in the PDU session establishment for the V-SMF discovery.
However, which NF in VPLMN performs the Subscribed S-NSSAIs mapping during UE’s registration is not very clear.
To support mapping Subscribed S-NSSAIs in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. Only the NSSF in VPLMN can have such knowledge of roaming agreement. 
Proposal 2: It is proposed that the NSSF of the VPLMN maps S-NSSAI values valid in HPLMN to respective S-NSSAI values valid in the VPLMN and provide the mapping information together with Allowed NSSAI.
3. S-NSSAI included in the a PDU session establishment request
The high-level descriptions of PDU session establishment for Network Slicing Roaming scenario are captured in TS 23.501 as described below: 
	-	In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.


However, if UE includes only VPLMN specific S-NSSAI in the PDU session establishment request, the AMF may not be able to determine the mapped HPLMN Subscribed S-NSSAI in case n:1 S-NSSAI mapping between HPLMN and VPLMN happens. So the S-NSSAI mapping information between VPLMN and HPLMN shall be provided to the UE during UE’s registration. Then the UE includes both the VPLMN S-NSSAI and HPLMN Subscribed S-NSSAI corresponding to the VPLMN S-NSSAI in the PDU session establishment request, in order to allow the AMF to perform SMF discovery respectively in the VPLMN and HPLMN for the home-routing roaming scenario.


Proposal 3: It is proposed that the UE should include both the VPLMN S-NSSAI and HPLMN Subscribed S-NSSAI corresponding to the VPLMN S-NSSAI  in the PDU session establishment request, so the AMF can use the S-NSSAI values valid in the HPLMN to discover SMF in the HPLMN if necessary.
4. Update NSSF description to support Early vs. Late Binding 
Last meeting S2-176704 regarding Early vs. Late Binding of UE with the associated NSI corresponding to Allowed S-NSSAI has been approved. So the functional description of NSSF in the existing TS need to be updated to align with S2-176704.
Proposal
It is proposed to update TS 23.501 as follows:
[bookmark: _Toc473547355][bookmark: _Toc488397066][bookmark: _Toc475575502]* * * Begin of 1st Change * * * 
[bookmark: _Toc493627694][bookmark: _Toc494040419][bookmark: _Toc493627699][bookmark: _Toc494040424][bookmark: _Toc494348602]5.15.1	General
A Network Slice is defined within a PLMN and shall include:
-	the Core Network Control Plane and User Plane Network Functions, as described in clause 4.2,
and, in the serving PLMN, at least one of the following:
-	the NG Radio Access Network described in 3GPP TS 38.300 [27],
-	the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.
Network slicing support for roaming is described in clause 5.15.6.
Network slices may differ for supported features and network functions optimisations. The operator may deploy multiple Network Slice instances delivering exactly the same features but for different groups of UEs, e.g. as they deliver a different committed service and/or because they may be dedicated to a customer.
A single UE can simultaneously be served by one or more Network Slice instances via a 5G-AN. A single UE may be served by at most eight Network Slices at a time. The AMF instance serving the UE logically belongs to each of the Network Slice instances serving the UE, i.e. this AMF instance is common to the Network Slice instances serving a UE.
The selection of the set of Network Slice instances , where each of the Network Slice instances can correspond to one or more Allowed S-NSSAIs, for a UE is triggered by the first contacted AMF in a registration procedure normally by interacting with the NSSF, and it may lead to change of AMF. This is further described in clause 5.15.5.
SMF discovery and selection within the selected Network Slice instance is initiated by the AMF when a SM message to establish a PDU session is received from the UE. The NRF is used to assist the discovery and selection tasks of the required network functions for the selected Network Slice instance.	Comment by Nihui (Wireless Research): Move to 5.15.5.3 since this related to the PDU session establishment and tightly related to the existing text in 5.15.5.3 on SMF selection.
A PDU session belongs to one and only one specific Network Slice instance per PLMN. Different Network Slice instances do not share a PDU session, though different slices may have slice-specific PDU sessions using the same DNN.
[bookmark: _Toc493627695][bookmark: _Toc494040420]5.15.2	Identification and selection of a Network Slice: The S-NSSAI and the NSSAI
[bookmark: _Toc493627696][bookmark: _Toc494040421]5.15.2.1	General
An S-NSSAI identifies a Network Slice.
An S-NSSAI is comprised of:
-	A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;
-	A Slice Differentiator (SD), which is optional information that complements the Slice/Service type(s) to differentiate amongst multiple Network Slices of the same Slice/Service type.
The S-NSSAI can have standard values or PLMN-specific values. S-NSSAIs with PLMN-specific values are associated to the PLMN ID of the PLMN that assigns it. An S-NSSAI shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.
The NSSAI is a collection of S-NSSAIs. There can be at most 8 S-NSSAIs in the NSSAI sent in signalling messages between the UE and the Network. Each S-NSSAI assists the network in selecting a particular Network Slice instance.
The same Network Slice instance may be selected by means of different S-NSSAIs.
Based on the operator's operational or deployment needs, multiple Network Slice instances of a given S-NSSAI may be deployed in the same or in different registration areas. When multiple Network Slice instances of a given S-NSSAI are deployed in the same registration area, the AMF instance serving the UE may logically belong to more than one Network Slice instances of that S-NSSAI, i.e. this AMF instance may be common to multiple Network Slice instances of that S-NSSAI. When a S-NSSAI is supported by more than one Network Slice instance in a PLMN, any of the Network Slice instances supporting the same S-NSSAI in a certain area may serve, as a result of the Network Slice instance selection procedure defined in clause 5.15.5, a UE which is allowed to use this S-NSSAI. Upon association with an S-NSSAI, the UE is served by the same Network Slice instance for that S-NSSAI until cases occur where e.g. Network Slice instance is no longer valid in a given registration area, or a change in UE's Allowed NSSAI occurs etc. In such cases, procedures mentioned in clause 5.15.5.2.2 or clause 5.15.5.2.3 applies.
The selection of a Network Slice instance(s) serving a UE and the Core Network Control Plane and user plane Network Functions corresponding to the Network Slice instance is the responsibility of 5GC.
The (R)AN may use Requested NSSAI in access stratum signalling to handle the UE Control Plane connection before the 5GC informs the (R)AN of the Allowed NSSAI. The Requested NSSAI is not used by the RAN for routing when the UE provides also a Temporary User ID.
When a UE is successfully registered, the CN informs the (R)AN by providing the whole Allowed NSSAI for the Control Plane aspects.
Editor's note:	The need for informing the (R)AN by providing the whole Allowed NSSAI is to be checked with RAN WGs.
When a PDU Session for a given S-NSSAI is established using a specific Network Slice instance, the CN provides to the (R)AN the S-NSSAI corresponding to this Network Slice instance to enable the RAN to perform access specific functions.	Comment by Nihui (Wireless Research): Move to 5.15.5.3 since this is part of PDU session establishment procedure.
NOTE:	The details of how the RAN uses NSSAI information are described in TS 38.300 [27].

* * * Begin of 2nd Change * * * 
[bookmark: _Toc493627706][bookmark: _Toc494040431]5.15.5.3	Establishing connectivity a PDU session to the requiredin a Network Slice Instance(s)
[bookmark: _GoBack]The establishment of a PDU session in a Network Slice to a DN allows data transmission in a Network Slice. A Data NetworkPDU session is associated to an S-NSSAI and a DNN. A UE that is registered in a PLMN and has obtained an Allowed NSSAI, shall indicate in the PDU Session Establishment procedure the S-NSSAI and, if available, the DNN the PDU session is related to. 

The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain Subscribed S-NSSAI. A default rule which matches all applications to a Subscribed S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:
-	If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.
The UE shall store the NSSP until a new NSSP is provided to the UE by the HPLMN.
If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session corresponding to this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.
If a Network Slice instance was not selected during the Registration procedure for this specific S-NSSAI, the AMF may query the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI to select the Network Slice instance to serve the UE and to determine the NRF to be used to select NFs/services within the selected Network Slice instance.
SMF discovery and selection within the selected Network Slice instance is initiated by the AMF when a SM message to establish a PDU session is received from the UE. The NRF is used to assist the discovery and selection tasks of the required network functions for the selected Network Slice instance.
The AMF queries the NRF to select an SMF in a Network Slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies, when the UE triggers the establishment of a PDU session. The selected SMF establishes a PDU session based on S-NSSAI and DNN.
When the AMF belongs to multiple Network Slices, based on configuration, the AMF may use an NRF at the appropriate level for the SMF selection.
When a PDU Session for a given S-NSSAI is established using a specific Network Slice instance, the CN provides to the (R)AN the S-NSSAI corresponding to this Network Slice instance to enable the RAN to perform access specific functions.

* * * Begin of 3rd Change * * * 

[bookmark: _Toc493627708][bookmark: _Toc494040433]5.15.6	Network Slicing Support for Roaming
For roaming scenarios:
-	If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.
-	If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.
-	In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.
-	In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.
-	When the NSSF in the VPLMN determines the Allowed NSSAI, it may take into account the availability only of the VPLMN part of the Network Slice instances that are able to serve the UE in the current registration area.
-	The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in VPLMN.
-	In a PDU Ssession Establishment management procedures, the UE includes the a Subscribed S-NSSAI based on the NSSP (HPLMN S-NSSAI), and the related S-NSSAI from the Allowed NSSAI (VPLMN S-NSSAI) value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. For home routed case, the V-SMF send the PDU Session Establishment Request message to the H-SMF along with the HPLMN S-NSSAI.The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.
-	When a PDU Session is established, the CN provides to the AN the VPLMN S-NSSAI corresponding to this PDU session.
-	The Network Slice specific network functions in the VPLMN are selected by the VPLMN by using the VPLMN S-NSSAI values and querying the NRF either pre-configured or provided by the NSSF in the VPLMN. The Network Slice specific functions in of the HPLMN (if applicable) are selected by using the related HPLMN S-NSSAI via the support from the NRF in the HPLMN
Editor’s note: The details of the procedure to select specific functions in the HPLMN minimizing the interactions between VPLMN and HPLMN and the exposure of HPLMN topology are FFS.
Next change
[bookmark: _Toc493627614]5.6.1	Overview
The 5GC supports a PDU Connectivity Service i.e. a service that provides exchange of PDUs between a UE and a data network identified by a DNN. The PDU Connectivity Service is supported via PDU sessions that are established upon request from the UE.
Subscription Information may include multiple DNNs and may contain a Default DNN. The UE is assigned to a default DNN if it does not provide a valid DNN in a PDU Session Establishment Request sent to the network.
Each PDU session supports a single PDU session type i.e. supports the exchange of a single type of PDU requested by the UE at the establishment of the PDU session. The following PDU session types are defined: IPv4, IPv6, Ethernet, Unstructured.
NOTE 1:	In this release, the 5GC does not support dual stack PDU Session (PDU Session type IPv4v6): The 5GC supports dual Stack UEs by using separate PDU sessions for IPv4 and IPv6.
PDU sessions are established (upon UE request), modified (upon UE and 5GC request) and released (upon UE and 5GC request) using NAS SM signalling exchanged over N1 between the UE and the SMF. Upon request from an Application Server, the 5GC is able to trigger a specific application in the UE. When receiving that trigger message, the UE shall pass it to the identified application in the UE. The identified application in the UE may establish a PDU Session to a specific DNN, see clause 4.4.5.
SMF may support PDU sessions for LADN where the access to a DN is only available in a specific LADN service area. This is further defined in clause 5.6.5.
The SMF is responsible of checking whether the UE requests are compliant with the user subscription. For this purpose, it retrieves SMF level subscription data from the UDM. Such data may indicate per DNN and, if applicable, per S-NSSAI:
-	The allowed PDU session Types and the default PDU session Type.
-	The allowed SSC modes and the default SSC mode.
-	QoS Information (refer to clause 5.7):  the subscribed Session-AMBR, Default 5QI and Default ARP
[bookmark: _Hlk492925869]An UE that is registered over multiple accesses chooses over which access to establish a PDU session. As defined in TS 23.503 [45], the HPLMN may send policies to the UE to guide the UE selection of the access over which to establish a PDU session.
NOTE 2:	In this release, at a given time, a PDU session is routed over only a single access network.
An UE may request to move a PDU session between 3GPP and Non 3GPP accesses. The decision to move PDU sessions between 3GPP access and Non 3GPP access is made on a per PDU session basis, i.e. the UE may, at a given time, have some PDU sessions using 3GPP access while other PDU sessions are using Non 3GPP access.
In a PDU session establishment request sent to the network, the UE shall provide a PDU Session Identifier. PDU session ID is unique per UE and is the identifier used to uniquely identify one of an UE's PDU sessions. PDU session ID shall be stored in the UDM to support handover between 3GPP and non-3GPP access when different PLMNs are used for the two accesses. The UE may also provide:
-	A PDU session Type.
-	S-NSSAI.
-	The DNN (Data Network Name).
-	The SSC mode (Service and Session Continuity mode defined in clause 5.6.9.2).
Table 5.6.1-1: Attributes of a PDU session
	PDU session attribute
	May be modified later during the lifetime of the PDU session
	Notes

	S-NSSAI
	No
	(Note 1)(Note 2)


	DNN (Data Network Name)
	No
	(Note 1)(Note 2)

	PDU session Type
	No
	(Note 1)

	SSC mode
	No
	(Note 1)
The semantics of Service and Session Continuity mode is defined in clause 5.6.9.2

	PDU session Id
	No
	

	NOTE 1:	If it is not provided by the UE, the network determines the parameter based on default information received in user subscription. Subscription to different DNN(s) may correspond to different default SSC modes and different default PDU session Types
NOTE 2:	S-NSSAI and DNN are used by AMF to select a SMF to handle a new session. Refer to clause 6.3.2.



An UE may establish multiple PDU sessions, to the same data network or to different data networks, via 3GPP and via and Non-3GPP access networks at the same time.
An UE may establish multiple PDU sessions to the same Data Network and served by different UPF terminating N6.
A UE with multiple established PDU sessions may be served by different SMF.
The user plane paths of different PDU Sessions (to the same or to different DNN) belonging to the same UE may be completely disjoint between the AN and the UPF interfacing with the DN.
NOTE 3:	User Plane resources for PDU sessions of a UE, except for regulatory prioritized service like Emergency Services and MPS, can be deactivated by the network decision when a UE moves into a Non-allowed area from an Allowed area.
NOTE 4:	The handling if the UE goes out of the SMF service area is not specified in this release.

END of changes

* * * End of Changes * * * 
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