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Abstract of the contribution: This contribution proposes to add the requirements of 5G Policy Framework. 
1
Discussion
The requirements of 5G Policy Framework should be added in TS 23.503.
1.1

Proposal Changes
	Revise part
	Change number
	Revise type

	Add the Abbreviations
	First Change
	\

	General requirements
	Second Change 
	take over from A.1 in 503

	Access and mobility policy control requirements
	
	take over from A.1 in 503

	UE policy control requirements
	
	take over from A.3.8.1 in 503

	Network status analytics information requirements
	
	New context referencing A2.2.6 in 501 and clause 6.2.9 in 503

	Delete A.1
	Third Change
	\


1.2
Network status analytics information requirements

According to clause A.1 and 6.2.9, the PCF shall be able to take input from Network Data Analytics Function (NWDAF) into consideration for policies on assignment of network resources and for traffic steering policies.
NWDAF represents operator managed network analytics logical function. NWDAF provides slice specific network data analytics to the PCF. ..
So the Network status analytics information requirements should be added as:

The PCF shall be able to collect directly slice specific network status analytic information from NWDAF. NWDAF provides network data analytics (i.e., load level information) to PCF on a network slice level and the NWDAF is not required to be aware of the current subscribers using the slice. PCF shall be able to use that data in its policy decisions.
2
Proposal

The following changes are proposed to TS 23.503.
* * * First change* * * *
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
NWDAF
Network Data Analytics Function
PCF BSF
PCF Binding Support Functionality
URSP
UE Route Selection Policy
* * * Second change* * * *
4
High level architectural requirements
4.1
General requirements

Editor's note:
This clause will contain a description for the new functional requirements that are independent from PCC related functionality together with a reference to TS 23.203 [4] for the PCC related functional requirements.











4.2
Non-session management related policy control requirements
4.2.1
Access and mobility policy control requirements


The policy framework shall provide following functionality for the access and mobility enforcement:

-
Policy Control Function (PCF) shall support interactions with the access and mobility policy enforcement in the AMF, through service-based interfaces.

-
The PCF shall be able to provide Access and Mobility Management related policies to the AMF.

-
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.
4.2.2
UE policy control requirements


The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

-
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. 
-
UE Route Selection Policy (URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session
4.2.3
Network status analytics information requirements

 
The PCF shall be able to collect directly slice specific network status analytic information from NWDAF. NWDAF provides network data analytics (i.e., load level information) to PCF on a network slice level and the NWDAF is not required to be aware of the current subscribers using the slice. PCF shall be able to use that data in its policy decisions.
4.3
Session management related policy control requirements
4.3.1
Policy control and charging

Editor's note:
This clause acts as a place holder for PCC related functionality which is described in TS 23.203 [4] in this Release of the specification.
* * * Third change* * * *
A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF.

e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a Unified Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,

h.
The PCF shall be able to take input from Network Data Analytics Function (NWDAF) into consideration for policies on assignment of network resources and for traffic steering policies.

NOTE 1:
The existing PCC framework is applicable to PDU sessions of IPv4 or IPv6 type only. In 5GC, the term IP‑CAN bearer and IP-CAN session, as are defined in TS 23.203 [4], are only applied to the functionalities and interfaces for legacy interworking, and the policy control enforcement on the PDU session includes the policy control of both IP type and non-IP type traffic.




* * * End of the changes* * * *
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