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Abstract of the contribution: Adding new text to subclause 5.16.6 to specify that Mission Critical Service will utilize priority mechanism defined in subclause 5.22. 
Discussion
[bookmark: _Hlk487620997]During SA WG2 Meeting #122bis, it was agreed to add subclause 5.22 “System Enablers for priority mechanism” to capture priority services common priority mechanism. This subclause was added with understanding that specific services in subclause 5.16 will reference the 5.22 subclause as appropriate.  This contribution proposes to add new text to subclause 5.16.6 to specify that Mission Critical Service will utilize priority mechanism defined in subclause 5.22.
Proposal
[bookmark: _Toc476030922][bookmark: _Toc470196727]***** 1st Change *****
[bookmark: _GoBack]5.16.6	Mission Critical Services
According to TS 23.280 [37], a Mission Critical Service (MCX) is a communication service reflecting enabling capabilities Mission Critical Applications and provided to end users from Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g. utilities, railways). An MCX Service is either Mission Critical Push To Talk (MCPTT) as defined in TS 23.379 [38], Mission Critical Video (MCVideo) as defined in TS 23.281 [39], or Mission Critical Data (MCData) as defined in TS 23.282 [40] and represents a shared underlying set of requirements between two or more MCX service types.
Mission Critical Services (MCS) are based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. As specified in TS 22.261 [2] clause 6.8, MCX Users require 5GS functionality that allows for real-time, dynamic, secure and limited interaction with the QoS and policy framework for modification of the QoS and policy framework by authorized users. The limited interaction is based on operator policy, and provides specific limitations on what aspects of the QoS and policy framework an authorized MCX User can modify. MCS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.
Mission Critical Services leverages the foundation of the 5G QoS Model as defined in clause 5.7, and 5G Policy Control as defined in clause 5.14. It requires that the necessary subscriptions are in place for both the 5G QoS Profile and the necessary Policies. In addition, Mission Critical Services leverage priority mechanism as defined in subclause 5.22.
The terminating network identifies the priority of the MCS session and applies priority treatment, including paging with priority, to ensure that the MCS session can be established with priority to the terminating user (either an MCX User or normal user).
Priority treatment for MCS includes priority message handling, including priority treatment during authentication, security, and location management procedures.
Priority treatment for MCS sessions requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.
NOTE:	Use of QoS Flows for MCS with non-standardized 5QI values enables the flexible assignment of 5G QoS characteristics (e.g. priority level) for MCS.
When a MCS session is requested by an MCX User, the following principles apply in the network:
-	QoS Flows employed in a Mission Critical Service session shall be assigned ARP value settings appropriate for the priority level of the MCX User.
-	Setting ARP pre-emption capability and vulnerability for MCS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.
-	Pre-emption of non-MCX Users over MCX Users during network congestion situation, subject to operator policy and national/regional regulations.
Priority treatment is applicable to IMS based multimedia services and priority PDU connectivity service.
The 5G network needs to support flexible means to make relative PDU priority decisions based on real-time data of the state of the network and/or based on modification of the QoS and policy framework by authorized users as described in clause 6.8 of TS 22.261 [2].
***** End of 1st Change *****
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