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1
Discussion

CT1 sent LS C1-173790 about device triggering:
CT1 is studying the stage 2 requirements for device trigger in 5GS and the related Device Trigger procedure specified in TS 23.502. CT1 has the following question:

Is there a need to define an end-to-end protocol between the NEF and the UE to carry the device trigger? If yes, will SA2 provide the requirements/stage 2 for this protocol?

In TS 23.502 there is a procedure documented in clause 5.2.6 called “Application Triggering Service”. This procedure is triggered from Application [Server?] via NEF. Here is the signalling flow of this procedure: 
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Figure 5.2.6.1-1: Application Trigger service

There are though some issues that need to be resolved before answering to CT1 that this procedure is viable in rel.15.
Issue 1) How it interacts with device triggering documented in TS 23.682

Since rel.10 3GPP specified device triggering using SMS and is initiated via MTC-IWF and/or SCEF. This procedure is documented in TS 23.682 and there is an SMS Application Port ID that is reserved and used for this purpose (e.g. from oneM2M). In 5GC though we have not discussed what is the interaction of NEF and SCEF and we have not discussed how an external application server can “discover” NEF e.g. using T8 or something else. Interaction with the existing device triggering procedure is important because the Application should be access agnostic and not care if the UE is on NG-RAN or LTE or NB-IOT. 

Issue 2) Is NEF supposed to perform store and forward, and retry/rewrite

The existing device triggering procedure using SMS has baked in support for store and forward. The UE is also notified when there is new SMS e.g. after recovering from OOC. With this new procedure it is not explained whether it is supposed to be re-tried by the Application or the NEF has store and forward capability. Also triggering via MTC-IWF has re-write capability. 

Issue 3) How it works in roaming

In previous occasions when similar proposals were discussed (see T5 triggering in TR 23.888) a network function in visited network was also defined. The current architecture does not define a Visited NEF for this purpose and therefore is not clear, how charging in VPLMN can work i.e. whether the trigger can be identified and charged for and by which entity. 
Issue 4) How it works for MTC/IoT

IoT functionalities e.g. small data, Non-IP Data Delivery (NIDD) were postponed to rel.16 (now there is a dedicated SID for to study these aspects). Device triggering of rel.10 was also defined for MTC Without though knowing all the IoT architecture requirements it is difficult to define a procedure that will be future proof. For instance will the NEF support T6 style procedures for NIDD is not clear.

2. Proposal

SA2 has 2 meetings remaining to freeze stage-2 and as mentioned above, fundamental aspects like the CIOT architecture will not be defined in this release. Some of these issues took quite a long time to define for the existing triggering mechanism that is defined in TS 23.682. 

For this reason it is proposed that this procedure is removed from TS 23.502 in rel.15. Since 5G System supports SMS the existing SMS based triggering mechanism can also be used. It is a matter of aligning with the architecture figures and procedures in TS 23.682 to indicate that SMS can also be delivered over 5G NAS. 

In rel.16 device triggering can be studied further in the context of 5G Architecture Enhancements for IoT.

3. Proposed text to TS 23.502

Start of Changes
4.3.2
PDU Session establishment

4.3.2.1
General

A PDU Session establishments may correspond to:

-
a UE initiated PDU Session establishment procedure.

-

If the UE is simultaneously registered to a non-3GPP access via a N3IWF located in a PLMN different from the PLMN of the 3GPP access, the functional entities in the following procedure are located in the PLMN of the access used to exchange NAS with the UE for the PDU Session.

Next Change



















End of Changes
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