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Abstract of the contribution: This contribution analyses the feasibility of applying access control mechanism as per network slice granularity, responding to the incoming LS S2-176841.
1.	Introduction
3GPP CT WG1 sent a reply LS (S2-176841 / C1-171965) in order to reply to the LS from RAN2 (S2-171763/C1-171293/R2-1702441). In this incoming LS, CT1 especially asked the following question to SA2:
“
To the question from RAN2 on 
3. The feasibility of applying this unified access barring mechanism in network slices scenario.
CT1 is in very early stages of their 5G work and it would be better to direct this question to SA2 and SA1.
To SA2
ACTION1: CT1 kindly request SA2 to answer RAN2's 3rd question on the feasibility of applying a unified access barring mechanism in network slices scenario.
”
Note that the each stage for standardization of the access control are mainly handled in SA1, CT1 and RAN2. Even though SA2 is not a main WG to make decision on this issue, SA2 may provide some general observations and information from architectural perspective, for responding to the incoming LS asking for the feasibility. So this paper will examine some scenarios and observations regarding applicability of access control to the network slicing scenario.
2.	Discussion
SA1 has discussed on the unified access control for the 5GS, agreed S1-173548 for TS 22.261 (included in the incoming LS from SA1, S2-176879/S1-173552) as follows:
The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects).
(…)
Editor's note:	It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.
However, from architectural perspective, there are still issues remained and needs to be resolved. We would like to analyze the access control per network slice, by questioning some possible scenario as follows.
2.1.	What parameter shall be used for access control per network slicing?
For example, ACB (Access Class Barring) is performed with the barring related information based on the access class, while ACDC (Application specific Congestion control for Data Communication) is performed based on the application ID/ACDC category. If the access control per network slicing is required, there should be a clear parameter both for the network and the UE in order to make a decision of barring from the network side. 
According to the current SA2 agreements in TS 23.501, S-NSSAI is the only information that the UE is aware of. Network Slice instance is not shown to the UE, but only shown to the AMF. However, SA2 also agreed that the relationship between S-NSSAI and NS instance is not one-to-one. Especially one S-NSSAI can be served by the multiple Network Slice instances. This means the UE cannot be aware of the slice “instance” that is serving the UE, with S-NSSAI itself. In terms of access control, the network slice (instance) that the UE attempts to access should be deterministic. Considering the purpose of the access control, barring access attempt to the network which has congestion or overloaded, network slice based access control seems not feasible if the UE cannot specifies the actual instance. Of course, if the network wants to prohibit a specific S-NSSAI regardless of serving NSIs, S-NSSAI can be a valid parameter, but this scenario shall be discussed in SA1 first.
Observation 1. When the multiple Network Slice instances for a single S-NSSAI is considered, S-NSSAI is not suitable parameter for considering access control, while the NSi is not visible to the UE.

2.2.	How does the UE/RAN acquire barring information?
According to the SA1 agreements, network slice can be considered as criterion for operator-defined access categories, which means standardized categories cannot consider NS as criteria. For operator-defined categories, the network shall provide the barring factor (i.e. rate and time) and the mapping information between access categories and barring criteria (e.g. S-NSSAI). These can be provided via NAS message or via SIB message. But considering the size of S-NSSAI and the number of access categories, this size may not be a proper size for the broadcasting. Since the barring information generally includes PLMN info, barring criteria and barring factor, one information per slice is not a small. Especially if there are multiple slices supported in the registration area (or cell area), multiple barring information may need to be broadcasted, which requires quite a large size of information. So from this perspective, transferring barring information seems not feasible especially for the multiple slice scenario.
Observation 2. The network needs to broadcast barring information for operator-specific access categories, which may require the transfer of large size of information via broadcast channel.
Another point is how the RAN node acquire the barring information per slice. Usually the barring information is provided by the CN with O&M, not with a standardized way. So it has to be decided whether the 5GS will use O&M methods to apply slice based barring, or will define standardized way (e.g. N2 procedure) to do so.
Observation 3. It has to be decided how the CN provides the barring information to the RAN node, whether to use O&M method as before, or to define standardized way.

2.3.	Handling of Multiple slice attempts
The UE can request the use of Network Slices during the registration procedure (both initial case and update case) by including the Requested NSSAI containing S-NSSAI(s) that the UE intends to use in this registration area. According to the current SA2 requirement, the UE may request to use multiple network slices by including multiple S-NSSAIs in the Requested NSSAI. The problem is how the lower layer decide if the barring factor conflicts for each S-NSSAIs. Let’s consider the following scenario. If each slices have different barring criteria, e.g. slice#1 is barred while slice#2 is okay, and the UE requests for both slices in the registration request, how the UE decides whether this request shall be controlled or not? Lower layer is provided the S-NSSAIs, but it cannot see or modify NAS message. Conflicting barring control per network slices will cause a problem when the UE requests to use multiple slices simultaneously.
Observation 4. Conflicting barring control per network slices will cause a problem when the UE requests to use multiple slices in a single procedure.

As we mentioned above, the detailed access control itself shall be discussed in SA1, CT1 and RAN2. But from the SA2 point of view, especially with the scenario of multiple slices, consideration of network slice as criteria for the access control still has some problems to be resolved. We cannot say that the NS based access control is not feasible, but without resolving those issues with the observations made in this paper, either there might be some critical problems, or the unified access control for 5G system would be incomplete.
Our proposal is endorse this discussion paper, and send reply LS to SA1 and CT1 with observations and concerns we made.
Proposal: Endorse this paper, and send reply LS to SA1, CT1, and RAN2 with observation and concerns from architectural perspective.

3.	Conclusion
It is observed for the scenario of the access control per network slice:
Observation 1. When the multiple Network Slice instances for a single S-NSSAI is considered, S-NSSAI is not suitable parameter for considering access control, while the NSi is not visible to the UE.
Observation 2. The network needs to broadcast barring information for operator-specific access categories, which may require the transfer of large size of information via broadcast channel.
Observation 3. It has to be decided how the CN provides the barring information to the RAN node, whether to use O&M method as before, or to define standardized way.
Observation 4. Conflicting barring control per network slices will cause a problem when the UE requests to use multiple slices in a single procedure.

Based on the observations above, it is proposed to agree on:
Proposal: Endorse this paper, and send reply LS to SA1 and CT1 with observation and concerns from architectural perspective.
The draft outgoing LS is submitted in S2-176967.
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