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Abstract of the contribution: This paper proposes how to handle the event triggers by PCF.
1. Introduction

See the contribution S2-176909 that is tied to this one.
2. Discussion

This contribution implements the following proposals that have been collected in the tied contribution S2-17xxx.
Proposal 2: The PCF can subscribe to events detected and triggered by the AMF by consuming the Namf_EventExposuse service. This is required when the PCF has to update policies provided to the AMF depending on such events. 

Proposal 3: When PCF provides policies to the SMF, the PCF can subscribe to: 

· events detected and triggered by the SMF by consuming the Nsmf_EventExposuse service. This is required when the PCF has to update session related policies provided to the SMF depending on these events.
· events detected and triggered by the AMF by consuming the Namf_EventExposuse service. This is required when the PCF has to update session related policies provided to the SMF depending on these events.
Proposal 4: After providing policies to the AMF, the PCF can subscribe to AMF detected events by sending Namf_EventExposure_Subscribe service operation. The PCF discovers the AMF that needs to subscribe from information received in the Npcf_AMPolicyControl_Get service operation.

Proposal 5: The SMF shall provide the PCF with the AMF id in the Npcf_SMPolicyControl_Get service operation. This applies to non-roaming case and to LBO in the V-PCF. The PCF can then subscribe to AMF detected events by sending Namf_EventExposure_Subscribe operation. The PCF shall provide the SUPI to the AMF in the subscription to identify the proper UE context. 

Proposal 7: In LBO roaming, the V-PCF can subscribe events in the AMF and the SMF as in the non-roaming case. The H-PCF that provides mobility policy rules and URSP rules can subscribe to AMF related events via the V-PCF, as explained in clause 5.2.5 of 23.503 V0.3.0.
In the case of home routing, the H-PCF can provide UE Route Selection Policy (URSP) rules to the VPLMN and provides session related policies to the H-SMF. 

In this scenario, the H-PCF that provides the URSP policies to the V-PCF can subscribe AMF related events via the V-PCF. The H-PCF that handles the session related policies, can subscribe to any event (including the location related events) via the H-SMF.

Proposal 8: In HR roaming, the H-PCF providing URSP policies, i.e. providing Npcf_AMPolicyControl Service, to the V-PLMN can subscribe to AMF related events via the V-PCF, as explained in clause 5.2.5 of 23.503 V0.3.0. The H-PCF that handles the session related policies, i.e. providing the Npcf_SMPolicyControl Service, can subscribe the events via the H-SMF.

3
Proposal

The following updates are proposed to 3GPP TS 23.502 v.1.2.0.
* * * First Change * * *

4.16
Procedures and flows for Policy Framework
4.16.1
UE Context Establishment

4.16.1.1
General

There are two cases considered for UE Context Establishment:

1.
UE registration with the network.
2.
The AMF relocation in handover procedure.
Editor's note:
The UE Context Establishment procedure for case 2 is to be defined after the inter AMF handover procedure is clear.
4.16.1.2
UE Context Establishment during registration
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Figure 4.16.1.2-1: UE Context Establishment during registration

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the roaming case, the AMF interacts with the V-PCF and the H-PCF interacts with the V-PCF.:
1.
The AMF decides to establish UE Context with the PCF during registration procedure.
2.
The AMF sends Npcf_AMPolicyControl_Get to the PCF to retrieve the access and mobility control policy. The request includes the following information: UE Identity (SUPI), subscription notification indication and, if available, Service Area Restrictions, RFSP index which are retrieved from the UDM during the update location procedure, and may include access type and RAT, PEI, ULI, UE time zone, service network.
3.The PCF gets policy subscription related information if not available from the UDR using Nudr_User_Data_Management query service operation and makes a policy decision. Then the PCF responds to the Npcf_AMPolicyControl_Get service operation, and provides AMC Rules and UE Policy. The acknowledgement includes the following information: Service Area Restrictions, RFSP Index, UE Policy (e.g. NSSP, SSCMSP, DNN Selection Policy). The AMF is implicitly subscribed in the PCF to be notified of changes in the policies.
Editor's note:
For Service Area Restrictions adjusted by the V-PCF in roaming case, whether the V-PCF acknowledges the UE Context Establishment Request directly or combines them with the other polices from the H-PCF is FFS.
4.The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the UE Policy and Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the RAN .

5. The PCF may subscribe to events detected and triggered by the AMF sending the Namf_EventExposure_Subscribe operation. The PCF provides the list of event triggers to report. The PCF determines the AMF instance form information received in Npcf_AMPolicyControl_Get service operation.
6. The AMF acknowledges the subscription from the PCF.
* * * Next Change * * *

4.16.2
UE Context Modification

There are two cases considered for UE Context Modification:

1.
The policy subscription related information of a UE changes.

2.
The conditions impacting the access and mobility control policy change, e.g. UE location.

4.16.2.1
UE Context Modification for Mobility Policy
This procedure is applicable to UE context modification due to change of mobility policy.
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Figure 4.16.2.1-1:
UE Context Modification-mobility policy

This procedure concerns both roaming and non-roaming scenarios. In roaming scenario, the AMF interacts with the V-PCF and the V-PCF interacts with the H-PCF.
Editor's note:
It is FFS if there is the case that the AF sends information related to the subscriber to the PCF which triggers the mobility policy update to the AMF where this procedure is also applicable.

In the non-roaming case the V-PCF is not involved. In the roaming case, it is the V-PCF to make a final policy decision, and H-PCF is not involved.

1.
Optionally, the PCF receives the event notification from the AMF via Namf_EventExposure_Notify service operation. The AMF provides the event that generated the notification and the event information.
2.
The PCF stores the information and acknowledges the operation.


3.
The PCF makes the policy decision that triggers the change of access and mobility control policy.

4. The PCF notifies the AMF of the updated policies (AMC rules, RFSP index, URSP policy) via Npcf_AMPolicyControl_UpdateNotify service operation.
5. The AMF stores the information and acknowledges the operation.

6.
The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the RAN and UE.

* * * Next Change * * *

4.16.3
UE Context Termination

4.16.3.1
General

The following case is considered for UE Context Termination:

-
UE de-registration from the network.

Editor's note:
It is FFS if the UE Context Termination procedure is applicable in the case the policy profile is fully removed in the UDR.

4.16.3.2
AMF-initiated UE Context Termination
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Figure 4.16.3.2-1: AMF-initiated UE Context Termination

This procedure concerns both roaming and non-roaming scenarios. In roaming scenario, the AMF interacts with the V-PCF and the V-PCF interacts with the H-PCF.
In the non-roaming case the V-PCF is not involved.
1.
The AMF decides to terminate the UE Context during de-registration procedure.

2.
The AMF sends the Npcf_AMPolicyControl_Delete service operation including SUPI to the PCF.

3. The PCF removes the policy context for the UE and replies to the AMF with an Acknowledgement including success or failure.

4.The AMF removes the Access and Mobility Control Policy related to the UE. The AMF deletes the subscription to AMF detected events for that PCF.

Editor's note:
It is FFS how to optimize the procedures to reduce the impact on the signalling, e.g. by merging the UE policy and access and mobility management policy into a single message.
* * * Next Change * * *

4.16.4
PDU Session Establishment
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This procedure concerns both roaming and non-roaming scenarios. 
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF subscribes all the events in the H-SMF.
1. UE requests a PDU Session Establishment as explained in clause 4.3.2.2.1, steps 1 to 6 for non roaming and local breakout roaming. For home-routed roaming, as explained in clause 4.3.2.2.2, steps 1 to 9a.
2. The SMF determines that the PCC authorization is required and establishes a PDU session with the PCF to request the authorization of allowed service(s) and PCC Rules information by invoking Npcf_SMPolicyControl_Get operation (see clause 5.2.5.4.2). The SMF includes the following information: SUPI, PDU Session id, DNN, Access type, AMF instance identifier and if available, the IPv4 address and/or IPv6 network prefix, PEI, User Location Information, UE Time Zone, Serving Network, RAT type, charging information, Session AMBR, default QoS information.
3. The PCF makes the authorization and provides policy decision. If MPS EPS Priority, MPS Priority Level, and IMS Signalling Priority are present for the user, the PCF takes the information into account. 
4. The PCF sends the decision(s) to the SMF. The SMF enforces the decision. The PCF may include the following information: the PCC Rules to activate, authorized QoS and authorize session AMBR. If SMF is enhanced with ADC, the applicable PCC rules are provided, according to the user profile configuration, if traffic steering control applies, PCC Rules may contain traffic steering control information. The Policy and Charging Rules allow the enforcement of policy associated with the PDU session. The SMF implicitly subscribes to changes in the policy decisions.
5. The PCF can subscribe to events that are reported by the SMF. The PCF provides the list of Event Triggers to report.

6. The SMF acknowledges the subscription from the PCF.
7. The PCF can subscribe to events that are reported by the AMF serving the UE. The PCF provides the list of Event Triggers to report. The PCF determines the AMF by using the AMF instance id received in the Npcf_SMPolicyControl_Get operation from the SMF. This is applicable in non-roaming case or in case of LBO from the V-PCF.
8. The AMF acknowledges the subscription from the PCF.

9. The SMF performs UP selection and IP address allocation, if not done previously.
10. The SMF may invoke the Nsmf_EventExposure_Notify service operation to report some event to the PCF that has previously subscribed (implicitly or explicitly). The SMF notifies the PCF with the allocated UE IP address/prefix if not previously provided.
11. The PCF acknowledges the notification from the SMF.

12. The PCF may provide updated policies to the SMF by invoking the Npcf_SMPolicyControl_UpdateNotify service operation (see clause 5.2.5.5.3) after the event reception.
13. The SMF acknowledges the notification from PCF and enforces the decision.
14. The UE requested PDU Session Establishment procedure continues as explained in clause 4.3.2.2.1, from step 8, for non roaming and local breakout roaming. For home-routed roaming, as explained in clause 4.3.2.2.2, from step 12.
* * * Next Change * * *

4.16.5
UE or network initiated PDU session termination
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This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF interacts only with the H-SMF.
1. PDU Session Release is triggered as explained in clause 4.3.4.2, steps 1 to 8, for non roaming and local breakout roaming. For home-routed roaming, as explained in clause 4.3.4.3, steps 1 to 2.
2. The SMF invokes the Npcf_SMPolicyControl_Delete service operation to delete the PDU session in the PCF. The SMF provides relevant information to the PCF.
3. The PCF finds the PCC Rules that require an AF to be notified and removes PCC Rules for the PDU session.
4. The SMF removes all PCC Rules associated with the PDU session.

5. The PCF notifies the AF as explained in clause 7.3.1 steps 6-7 of 23.203.

6. If this is the last PDU session for this subscriber requiring subscription to events in the AMF, the PCF unsubscribes to events in the AMF by invoking Namf_EventExposure_Unsubscribe operation. This is applicable in non-roaming case or in case of LBO from the V-PCF.
7. The AMF unsubscribes the PCF and acknowledges the operation.
8. The PCF removes the information related to the terminated PDU Session and acknowledges to the SMF that the PCF handling of the PDU session has terminated. This interaction is the response to the SMF request in step 2. The SMF deletes the subscription to SMF detected events for that PDU session.
* * * Next Change * * *

4.16.6
PDU session modification
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This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF subscribes all the events in the H-SMF.
1a. Optionally, the SMF notifies the PCF about an event that the PCF previously subscribed, by invoking Nsmf_EventExposure_Notify operation. The SMF provides the event that generated the notification and the event information.
1b. Alternatively, optionally, the AMF notifies the PCF about an event that the PCF previously subscribed, by invoking Namf_EventExposure_Notify operation. The AMF provides the event that generated the notification and the event information. This is applicable to non-roaming case and roaming with LBO towards the V-PCF.
1c. Alternatively, optionally, the AF provides/revokes service information to the PCF due to AF session signalling.

2a. The PCF stores the information and responds with Acknowledgment to the SMF.

2b. The PCF stores the information and responds with Acknowledgment to the AMF.

2c. The PCF stores the service information if available and responds with Acknowledgment to the AF.
3.The PCF makes the authorization and policy decision

4.The PCF sends the updated PCC rules to the SMF.

5.The SMF acknowledges the operation to the PCF.
6.The SMF enforces the decision.

7.The PCF may decide as output of policy decision in step 3 to unsubscribe some events in the SMF.

8.The SMF unsubscribes the PCF of the concerned events and acknowledges the PCF.

9.The PCF may decide as output of policy decision in step 3 to unsubscribe some events in the AMF. This is applicable to non-roaming case and roaming with LBO from the V-PCF.
10.The AMF unsubscribes the PCF of the concerned events and acknowledges the PCF.

* * * Next Change * * *

5.2.5.4
Npcf_SMPolicyControl service

5.2.5.4.1
General

Service description: This service provides session related policies to the SMF, which includes the following functionalities:

-
Create policies based on the request from SMF during PDU Session establishment;

-
Notify SMF of the updated policies which are subscribed; and

-
Delete policies for a PDU Session.

5.2.5.4.2
Npcf_SMPolicyControl_Get Service Operation

Service operation name: Npcf_SMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Known NF Consumers: SMF.
Inputs, Required: SUPI, PDU Session id, DNN, Subscription to notification indicator.

Inputs, Optional: Access type, the IPv4 address and/or IPv6 network prefix, PEI, User Location Information, UE Time Zone, Serving Network, RAT type, charging information, Session AMBR, default QoS information, AMF ID.

Outputs, Required: The requested PCC rules of the PDU Session, authorized session AMBR, authorized default QoS Information.
Outputs, Optional: None.

See clause 4.3.2.2.1 (step 6b), clause 4.3.2.2.2 (step 9b) for the detail usage of this service operation for SMF. In those steps, the SMF requests PCC Rules for the PDU Session from PCF/H-PCF.
* * * End of Changes * * *
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1. PDU Session Release Request as specified in 23.502 clause 4.3.4.2 Steps 1-8, for non-roaming and LBO roaming
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