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1
Discussion

The IP address allocation
The IP address allocation for a PDU session in this document refers to the IP address allocated to the UE.

In 4G CUPS it is the CP that is responsible of allocating the IP address for a PDN connection.

(for a given DNN) IP forwarding at N6 is related with IP address ranges defined on a per UPF basis, i.e. the IP @ range for a DNN has to be split up between sub-ranges corresponding to each UPF acting as PSA for the access to that DNN;
In case of deployments with highly distributed UPF (n UPF) and SMF (m SMF), it is needed to 

1. (for a given DNN) split up the IP address “space” range corresponding to an UPF into m sub-ranges (one sub-range per SMF) in order to avoid conflicts between SMF allocating IP addresses within the same range associated with a given UPF.
2. re-configure the IP address ranges considered by each SMF each time a new SMF or UPF instance is created (scale-out) or removed (scale-in)

It is thus proposed as an option that the SMF may leave it up to the UPF to allocate the IP address for a PDU session. This avoids the é drawbacks listed above in bullets 1 and 2
Traffic forwarding at the UPF

Traffic routing rules sent by the SMF to the UPF may be associated with a realm information.

NOTE1:
The Realm information may be used by the UPF acting as PDU Session Anchor connecting several enterprises corresponding to the (private) IP subnet: based on the Realm information the UPF can apply different tunelling protocols, or traffic forwarding rules, etc…to  the different corporate networks that the UPF  is serving 

NOTE2:
The Realm information may be used for N3/N9 traffic e.g. in case different forwarding policies apply to traffic to eNB(s) / gNB(s)  that belong to different operators (shared networks) and thus may be in different IP domains. The same may apply to N9 traffic (that could be local to the PLMN or correspond to traffic on a N9 interface to an UPF from a different PLMN)

This relates to the Virtual Routing and Forwarding concept, which is widely used in the industry. This concept allows separate interfaces, separate protocols, separate firewalls, etc. 

Grey highlights depict the start / end of the modified text corresponding to this feature.
Removed
The SMF is responsible of allocating IP address(es) for a PDU session of IP PDU type, but may in case the UPF supports this feature, leave it up to the UPF acting as PDU session anchor to allocate the IP address for a PDU session. In that case,

·  the SMF indicates to the UPF in which Network instance the IP address needs to be allocated,
· The SMF remains responsible of delivering the IP address to the UE (e.g. via NAS or via Router Advertisement).
The SMF  may use an IP Index received from the PCF for IP address allocation or, when the UPF allocates the IP address of the UE, transfer this information to the UPF as part of  Network instance information.
When the SMF delegates to the 
UPF the allocation of the IP address to be used over N3 or N9, the SMF indicates in which Network instance the IP address needs to be allocated.
+ 3rd modif
2
Proposal

It is proposed to modify 23.501 as follows… 

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

5G Access Network: An access network comprising a NG-RAN and/or non-3GPP AN connecting to a 5G Core Network.
5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.

5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.
5G QoS Indicator: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).
5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: an NSSAI provided by the serving PLMN during e.g. a registration procedure, indicating the NSSAI allowed by the network for the UE in the serving PLMN for the current registration area.
Allowed area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.

AMF Region: An AMF Region consists of one or multiple AMF Sets.

AMF Set:  An AMF Set consists of some AMFs that serve a given area and network slice. Multiple AMF Sets may be defined per AMF Region and network slice(s).

Application identifier: An identifier that can be mapped to a specific application traffic detection rule.

Configured NSSAI: an NSSAI that has been provisioned in the UE.
DN Access Identifier (DNAI): For a DNN, Identifier of a user plane access to the DN.

Forbidden area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.

Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.

Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.
Mobility pattern: Network concept of determining within an NF the UE mobility parameters as specified in clause 5.3.2.4.

Mobility Registration update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.
MPS-subscribed UE: A UE having a USIM with MPS subscription.

N2AP UE association:  The logical per UE association between a 5G AN node and an AMF.

N2AP UE-TNLA-binding: The binding between a N2AP UE association and a specific TNL association for a given UE.

Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.

NOTE 2:
A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network instance: Information identifying a domain. Used by the UPF for traffic detection and routing in case of different IP domains or overlapping IP addresses.
Network Slice: A logical network that provides specific network capabilities and network characteristics.

Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.

NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service operation: An elementary unit a NF service is composed of.
NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:

1)
Standalone New Radio.

2)
New Radio is the anchor with E-UTRA extensions.

3)
Standalone E-UTRA.

4)
E-UTRA is the anchor with New Radio extensions.

Non-allowed area: Area where the UE is allowed to initiate registration procedure but no other communication as specified in clause 5.3.2.3.
Non-seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.

PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.

PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service. The type of association can be IP, Ethernet or unstructured.
Periodic Registration update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.

Requested NSSAI: the NSSAI that the UE may provide to the network.
Service based interface: It represents how a set of services is provided/exposed by a given NF.

Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Session Continuity: The continuity of a PDU session. For PDU session of IP type "session continuity" implies that the IP address is preserved for the lifetime of the PDU session.

Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.

* * * * Next Change * * * *
5.8.2
User Plane Function(s)
User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.

The number of UPFs for a PDU Session is not restricted by the3GPP specifications but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.

Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and may not apply to the cases described in clause 5.6.4.

Deployments where a UPF can only be controlled by a single SMF, and deployments where a UPF can be controlled by multiple SMFs (for different PDU sessions) are both supported.
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

-
Traffic reporting (e.g. allowing SMF support for charging).

-
QoS enforcement.

-
traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing).

Traffic detection and routing information sent by the SMF to the UPF for a PDU session may be associated with  Network instance for detection and routing of traffic over N6.
NOTE1:
Network instances can be used for example in following case:

-
The UPF is connected to different DN (DNAI) with possibly overlapping IP addresses.
The UPF traffic detection capabilities may detect traffic based on traffic pattern for mapping at least any combination of:

-
PDU session.

-
5QI.

-
802.1q header (in case of PDU session Type Ethernet).

-
Source/destination IP address or IPv6 network prefix.

-
Source / destination port.

-
Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.

-
protocol ID of the protocol above IP.

-
Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.

In the pattern:

-
a value left unspecified in a filter matches any value of the corresponding information in a packet.

-
an IP address or Prefix may be combined with a prefix mask.

-
port numbers may be specified as port ranges.
UPF selection is described in clause 6.2.
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