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Introduction
There are quite a few database related functions defined in 5GC, such as UDR, UDSF, SDSF and PFDF. It is seen all these data storage functions can be restructured to reduce the complexity of 5GC introduced by these database functions which is not necessarily really needed.
At this stage, in 5GC, it is assumed that:
-
UDR stores user subscription data and policy data, and is located only in HPLMN. The UDR provides data storage/retrieval/subscription to notification/notification of data changes operations/services to UDM and PCF.
-
UDSF stores dynamic user context/session data for each NF as unstructured data, and is located near to the NF which stores/retrieves the data for scaling in/out or recovery of real-time transaction handling, either in HPLMN or VPLMN. The UDSF provides data storage/retrieval operations/services to each NF.
-
SDSF stores data for internal/external exposure, which can be visited by NEF, e.g. the group subscriber related application data that is utilized to influence UPF (re)selection and traffic routing, The SDSF can be located in HPLMN or VPLMN. The SDSF provides data storage/retrieval/subscription to notification/notification of data changes operations/services only to NEF.
-
PFDF stores Packet Flow Descriptions (PFDs) provided by ASP via NEF for application detection, and can be located in HPLMN. The PFDF provides data storage/retrieval/subscription to notification/notification of data changes operations/services to NEF and SMF.
It can be seen that the common/key functionality of UDR, UDSF, SDSF and PFDF is to provide data storage/retrieval/subscription to notification/notification of data changes operations/services, which requires exactly the same database technology to guarantee very high level reliability and data consistency/synchronization, nothing more. It is beneficial for the operators to manage and operate a unified database (which can be centralized or distributed as needed) in 5GC in order to reduce the system complexity and CAPEX/OPEX. 
Within these database functions, the SDSF is behind NEF and can operate only by NEF. We didn’t see the value to keep it as a standalone database functions, instead, we propose to merge it into other database functions, especially into a unified database. It benefits the network and data exposure if all kinds of data can be stored in a unified data repository and subsequently can be able to be processed altogether for re-exposure. Another database function, i.e. PFDF, on the one hand it interacts with NEF for storage of the application detection information, on the other hand it interacts with SMF for data retrieval/subscription to notification/notification of data changes, it is quite straightforward to merge the data part of PFDF into other database functions, such as the unified database, and combine the application logic functionality of PFDF with NEF.
However, apart from the above common database functionalities, an additional critical requirement to the UDSF is that the UDSF needs to be located very near to the NF that stores/retrieves the data for scaling in/out or recovery of real-time transaction handling. Furthermore the data stored in the UDSF is only readable to the same kind of NFs and not useful to any other NFs, let alone data exposure. Therefore, it does not bring much value and rather may be harmful to put the data in the UDSF into an integrated database as others.

Based on the above discussion, there comes the following proposals:
Proposal 1: UDSF shall be sustained as a standalone function.
Proposal 2: Redefine UDR as Unified Data Repository, which is able to store application data, additionally to subscription data and policy data.
Proposal 3: Extend UDR scope for storage of roaming subscriber data, including application related group subscribers data, i.e. the UDR in HPLMN can store data  for roaming users. 
Proposal 4: Put the data in the PFDF into UDR as kind of repository data, and combine the application logical functionalities of the PFDF with NEF, including the interaction with SMF.
Proposal 5: Put SDSF into UDR. Subsequently NEF becomes a kind of FE to store/retrieve/subscribe to notification of/being notified of data to/from UDR.
Proposal
It is proposed to make the following changes to the TS 23.501 (architecture).

***** Begin of Changes *****
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network

5GS
5G System
5G-AN
5G Access Network
5G-GUTI
5G Globally Unique Temporary Identity
5G-S-TMSI
5G S-Temporary Mobile Subscriber Identity
5QI
5G QoS Indicator

AF
Application Function

AMF
Access and Mobility Management Function

AS
Access Stratum

CP
Control Plane

DL
Downlink

DN
Data Network

DNN
Data Network Name

FQDN
Fully Qualified Domain Name
GFBR
Guaranteed Flow Bit Rate

GUAMI
Globally Unique AMF ID

LADN
Local Area Data Network

MFBR
Maximum Flow Bit Rate
MICO
Mobile Initiated Connection Only

NAI
Network Access Identifier

NEF
Network Exposure Function

NF
Network Function

NR
New Radio

NRF
Network Repository Function
PCF
Policy Control Function

PEI
Permanent Equipment Identifier

PFDF
Packet Flow Description Function

QFI
QoS Flow Identity
QoE
Quality of Experience

SA NR
Standalone New Radio

SBA
Service Based Architecture

SBI
Service Based Interface5G

SDSF
Structured Data Storage Function

SMF
Session Management Function

SUPI
Subscriber Permanent Identifier
UDSF
Unstructured Data Storage Function
UDR
Unified Data Repository
UL
Uplink

UL CL
Uplink Classifier

UPF
User Plane Function

***** Next Change *****
4.2.2
Network Functions and entities

The 5G System architecture consists of the following network functions (NF). The functional description of these network functions is specified in clause 6.

-
Authentication Server Function (AUSF)

-
Core Access and Mobility Management Function (AMF)

-
Data network (DN), e.g. operator services, Internet access or 3rd party services

-
Structured Data Storage network function (SDSF)

-
Unstructured Data Storage network function (UDSF)

-
Network Exposure Function (NEF)

-
NF Repository Function (NRF)

-
Policy Control function (PCF)

-
Session Management Function (SMF)

-
Unified Data Management (UDM)
-
Unified Data Repository (UDR)
-
User plane Function (UPF)
-
Application Function (AF)
-
User Equipment (UE)

-
(Radio) Access Network ((R)AN)
***** Next Change *****
4.2.3
Non-roaming reference architecture

Figure 4.2.3-1 depicts the non-roaming reference architecture. Service-based interfaces are used within the Control Plane.
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Figure 4.2.3-1: 5G System architecture

Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.
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Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation

NOTE 2:
N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.

NOTE 3:
For the sake of clarity of the point-to-point diagrams, the UDSF, UDR, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the UDSF, UDR, NEF and NRF as necessary.
NOTE 4:
The UDM uses subscription data and authentication data that may be stored in UDR.
NOTE x:
For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams.
Figure 4.2.3-3 depicts the non-roaming architecture for UEs concurrently accessing two (e.g. local and central) data networks using multiple PDU Sessions, using the reference point representation. This figure shows the architecture for multiple PDU sessions where two SMFs are selected for the two different PDU sessions. However, each SMF may also have the capability to control both a local and a central UPF within a PDU session.
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Figure 4.2.3-3: Applying non-roaming 5G System architecture for multiple PDU session in reference point representation

Figure 4.2.3-4 depicts the non-roaming architecture in case concurrent access to two (e.g. local and central) data networks is provided within a single PDU session, using the reference point representation.
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Figure 4.2.3-4: Applying non-roaming 5G System architecture for concurrent access to two (e.g. local and central) data networks (single PDU session option) in reference point representation

***** Next Change *****
4.2.5
Data Storage architectures
As depicted in Figure 4.2.5-1, the 5G system architecture allows any NF to store and retrieve its unstructured data into/from a UDSF. The UDSF belongs to the same PLMN where the network function is located. CP NFs may share a UDSF for storing their respective unstructured data or may each have their own UDSF (e.g. a UDSF may be located close to the respective NF).


[image: image5.emf]N18 Any NF UDSF


Figure 4.2.5-1: Data storage architecture for unstructured data from any NF

NOTE 1:
3GPP will specify (possibly by referencing) the N18 interface.

As depicted in Figure 4.2.5-2, the 5G system architecture allows the UDM, PCF and NEF to store data in the UDR, including subscription data and policy data by UDM and PCF, and location data and application data (including Packet Flow Descriptions (PFDs) for application detection, application request information for multiple UEs) by the NEF.. UDR can be deployed in each PLMN and it can serve different functions as follows:

· UDR accessed by the NEF belongs to the same PLMN where the NEF is located.
· UDR accessed by the UDM FE belongs to the same PLMN where the UDM FE is located if UDM supports a split architecture.
· UDR accessed by the PCF belongs to the same PLMN where the PCF is located.
NOTE 2:
The UDR deployed in each PLMN can store application data for roaming subscribers.
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Figure 4.2.5-2: Data storage architecture for structured data from the NEF
NOTE 3:
There can be multiple UDRs deployed in the network, each of which can serve different kinds of NFs and store data for them, e.g. separate UDRs can be deployed to serve UDM FE, PCF and NEF respectively..
The Nudr reference point/interface are defined for the network functions, such as UDM FE, PCF and NEF, to read, update (including add, modify), delete, subscribe to notification of data changes and notify the data changes from the UDR. 
The following application data in the UDR shall be standardized: 
· Packet Flow Descriptions (PFDs) for application detection.
· application request information for multiple UEs (as defined in clause 5.6.7).
· structured data for exposure.
NOTE 4:
The structure of subscription data, authentication data and policy data stored in the UDR is not to be standardized.
***** Next Change *****
6.2.4
PCF
The Policy function (PCF) includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to Control Plane function(s) to enforce them.
-
Implements a Front End to access subscription information relevant for policy decisions in a Unified Data Repository (UDR).

NOTE x:
The PCF only accesses the UDR located in the same PLMN as the PCF.
***** Next Change *****
6.2.5
NEF
The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g 3rd party, internal exposure/re-exposure, Application Functions, Edge Computing as described in section 5.13. In that case the NEF may authenticate, authorize and throttle the Application Functions.
-
It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.
-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may implement a Front End to store the received information as structured data using a standardized interface to a Unified Data Repository (UDR) (interface to be defined by 3GPP). The stored information can be accessed and "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.
NOTE x:
The NEF can access the UDR located in the same PLMN as the NEF.
Editor's note:
Bullet above needs to be reflected in the figure.

***** Next Change *****
6.2.7
UDM
The Unified Data Management (UDM) includes 







the following functionality:

-
Authentication Credential Processing.

-
User Identification Handling.

-
Access Authorization.

-
Registration/Mobility management.

-
Subscription management.

-
SMS management.

The UDM uses subscription data and authentication data that may be stored in UDR.
A front end implements the application logic and does not require an internal user data storage. Several different front ends may serve the same user in different transactions.
NOTE 2:
The interaction between UDM and HSS is implementation specific.
NOTE x:
The UDM is only located in the HPLMN of the subscribers it serves, and access the information of the UDR located in the same PLMN.





***** Next Change *****
6.2.11
UDR
The UDR is a function that supports the following functionality:
-
Storage and retrieval of subscription data by the UDM FE.
-
Storage and retrieval of policy data by the PCF.
-
Storage and retrieval of information as structured data, such as location data and application data (including Packet Flow Descriptions (PFDs) for application detection, application request information for multiple UEs), by the NEF.
NOTE 1:
Deployments can choose to collocate UDR with other NFs (e.g. UDSF).
Editor’s Note: The assumption is that the UDR (Unified Data Repository) in the specification can be extended based on the UDR (User Data Repository) defined in TS 23.335, to support the functionalities and service based Nudr interface defined in the 5GC specifications TS 23.501 and TS 23.502. It will be decided by CT4 if they want to define a new function.
***** Next Change *****
6.2.12
UDSF
The UDSF is an optional function that supports the following functionality:

-
Storage and retrieval of information as unstructured data by any NF.

NOTE 1:
Deployments can choose to collocate UDSF with other NFs (e.g. UDR).
***** Next Change *****
A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the SMF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the SMF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the SMF by the 3rd party AS via the NEF.
e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,
h.
The PCF shall be able to take input from Network Data Analytics (NWDA) into consideration for policies on assignment of network resources and for traffic steering policies.
NOTE 1:
The existing PCC framework is applicable to PDU sessions of IP Type only.

Editor's note:
How the PCC framework applies to PDU sessions other than IP Type is FFS. Also, where IP-CAN is used, may need to update per 5G terminology.

Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:

a.
Policy Control Function (PCF) shall support the interface to the access and mobility policy enforcement in the AMF.

b.
The PCF shall be able to provide Access and Mobility Management related policies to the AMF.

c.
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMF.

***** Next Change *****
A.2
Architecture model and reference points

A.2.1
Reference architecture
The policy framework functionality is comprised by the functions of the Policy Control Function (PCF), policy and charging enforcement functionality supported by SMF and UPF, the access and mobility policy enforcement supported by AMF, the Online Charging System (OCS) and the Application Function (AF).

Figure A.2.1-1 shows the policy framework architecture (non-roaming) in 5G:
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Figure A.2.1-1: Overall non-roaming 5G Policy framework architecture

Editor's note:
The reference point PNt, PGw and PSy are not yet defined in the baseline 5G architecture and the actual name is expected to change.
Editor's note:
Implications from multiple Slices and its relation to PCF are FFS.
NOTE:
The reference point PGw as shown in the figure A.2.1-1 supports equivalent functionality as Gw between PFDF and PCEF in EPC.
The PCEF functionality defined in TS 23.203 [4] is distributed between the SMF and the UPF as described in chapter A.3.1.4 and A.3.1.5(Policy and Charging Control).

In the 5GC Policy Framework, interfaces corresponding to the PCEF interfaces defined in TS 23.203 [4], such as the N7 interface with the PCF, are supported by the SMF.

NOTE:
The N4 interface is defined in clause 4.2. The N4 interface is not part of the Policy Framework architecture but shown in the figures for completeness.

Figure A.2.1-2 shows the roaming policy framework architecture (local breakout scenario with AF in VPLMN) in 5G:
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Figure A.2.1-2: Overall roaming policy framework architecture - local breakout scenario with AF in VPLMN
Figure A.2.1-3 shows the roaming policy framework architecture (local breakout scenario with AF in HPLMN) in 5G:
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Figure A.2.1-3: Overall roaming policy framework architecture - local breakout scenario with AF in HPLMN
Editor's note:
The need for this roaming scenario with local breakout and AF in HPLMN is FFS. Resolution of this editor's note also depends on feedback from GSMA.
Figure A.2.1-4 shows the roaming policy framework architecture (home routed scenario) in 5G:
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Figure A.2.1-4: Overall roaming policy framework architecture - home routed scenario

NOTE:
All functional entities as described in Figure A.2.1-1 non-roaming scenario applies also to the HPLMN in the home routed scenario above.

***** End of Changes *****
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