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Abstract of the contribution: Proposes updates to the Registration with AMF relocation procedure in 23.502 when introducing a standalone NSSF and an NSI ID.
Background 
In TS 23.502 v 0.4.0 some aspects of the AMF relocation during the registration procedure are discussed. However, it does not include yet the stand-alone NSSF role. 
In this contribution, we take as baseline the TS 23.502 procedure “Registration with AMF Relocation”, and we introduce the NSSF and some additional aspects related to the slice selection process.
Discussion
At the SA2 meeting #120, a decision of a stand-alone NSSF was taken.
To our understanding the slice isolation requirement implies that the NSSF is a single function across all slices. With respect to the NRF, however, we foresee the need of both a slice-specific NRF (“Subnet NRF”) driven by the isolation requirement as well as of an across-slice NRF (“Shared/Network NRF”) driven by the need of resolving addresses of functions that are not specific to a single slice. 
We foresee the NRF focus to be on what NFs are deployed in their responsability domain: the capabilities of the different NFs deployed, including the S-NSSAIs they support and the NSIs they belong to. 
Whereas NSSF focus includes also an understanding of the slice business logic, i.e. under which conditions the slices should be available according to the agreements with the service providers.
We second therefore the proposals of a stand-alone, cross-slice NSSF and from NSSF separated hierarchical NRFs. Our assumption is based on the need of supporting the following two scenarios illustrated below:
Scenario 1: Slice isolation requirement prevent the possibility to find a single AMF for all requested S-NSSAIs. In this case, an NRF within the slice is the most appropriate to resolve the address of the AMF.
Scenario 2: There is one or more AMFs which can handle simultaneously the connectivity service of the UE to a set of the requested slices; we can refer this case as to an AMF (or AMFs Set) as part of the group of slices that serve the UE. In this case, an NRF across the slices is the most appropriate to resolve the address of the AMF. 
[image: ]
Scenario 1: Slice isolation requirement prevent the possibility to find a single AMF for all requested S-NSSAIs. The NRF is within the slice.
  [image: ]
Scenario 2: There is an AMF (or several AMFs) which can handle simultaneously the connectivity service of the UE to a set of the requested slices. The NRF is across the slices.
The Registration Procedure below follows the following principles:
Principle 1: NSI ID Optionality
To support n:m relations between S-NSSAIs and NSIs, an NSI ID that Uniquely identifies the NSI in the PLMN is needed. However, the network procedures should be defined not to mandate using such identifier if the slicing solution deployed does not require it, that is, when the S-NSSAI can be used to identify the NSI, e.g. when only 1:1 or n:1 relations between S-NSSAI and NSIs are deployed.
Principle 2: AMF Set as Slice Selection Outcome
One main NSSF selection outcome is the AMF Set which identifies a group of AMFs that serve certain geographical area and have homogeneous slice support. The AMFs in the AMF Set provided by the NSSF support the same S-NSSAIs and are part of the same NSIs, including the allowed S-NSSAIs and NSIs selected.
Any AMF from the AMF Set complies with the NSSF Slice Selection decision. When the AMF Set is selected by NSSF any coexistence incompatibility between S-NSSAIs in the request has been solved. 
Using the AMF Set as Slice Selection outcome, we guarantee NRF will receive incompatible sets of NSIs in their request, and the solution will not mandate using NSI IDs either.
The AMF Set is defined to be part of 5G-GUTI, and so, in principle, there is no need to add still one more identifier.
 TS 23.501 states that:

A 5G-GUTI shall be structured as:
      <5G-GUTI> := <GUAMI> <5G-TMSI>
      where GUAMI identifies the assigned AMF and 5G-TMSI identifies the UE uniquely within the AMF.
The Globally Unique AMF ID (GUAMI) shall be structured as:
      <GUAMI> :=  <MCC> <MNC> <AMF Region ID> <AMF Set ID> <AMF Pointer>
      where AMF Region ID identifies the region, AMF Set ID uniquely identifies the AMF Set within the AMF Region and AMF Pointer uniquely identifies the AMF within the AMF Set. 

Principle3. At least Early binding 
In many cases binding takes place already at registration when the AMF Set is selected. For example, but not only, in cases when only 1 NSI has been deployed to serve an S-NSSAI, or only one NSI for that S-NSSAI is supported by the selected AMF Set. Early binding can’t be avoided and should be then the main option
Principle4: Leverage Initial AMF
The Initial AMF should focus on getting the information to be able to reroute the request to the Target AMF. Initial AMF will need to take different actions for this purpose. The information obtained by the Initial AMF during this process should be shared with Target AMF if that optimizes the network procedures.
Principle5: vNSSF-hNSSF only when needed
In some scenarios that interface is not needed: for example, if as a result of the roaming agreements, the vNSSF can be configured with information about how to indicate to HPLMN the roaming user needs, or even, which NSI-IDs (when needed) should be used to request NFs from the HPLMN to satisfy them.
The need for such interface will depend on the specific Home PLMN and may be different for different S-NSSAIs. 
See below a summary of the functions understood of taking part in the process of slice selection during registration: 
UE Responsibility and outputs:
· Include the Requested NSSAI at Registration Request (UE-AMF)
· Store the Allowed NSSAI when received for later use 

RAN Responsibility and outputs:
· Select Initial AMF and forward the UE request with the Requested NSSAI

AMF Responsibility and outputs:
· Is preconfigured with NRF selection information
Initial AMF Responsibility and outputs:
· Retrieve the Subscriber NSSAI from UDM (AMF-UDM)
· Send, if needed, a Slice Selection request including Requested NSSAI, Subscribed NSSAI, TAI to the NSSF. Other UE context information to be passed to the NSSF are FFS(AMF-NSSF)
· Resolve the IP address of the Selected Target AMF(AMF-NRF)
· Reroute to target AMF if needed 
Target AMF responsibility and outputs:
· Be optimized for the selected slices
· Hold UE registration Context 
· Provide UE with the Allowed NSSAI/list of S-NSSAIs (UE-AMF)
Note: the steps to secure that the NSSF is updated with the NSI that an AMF/AMF Set supports are FFS and not covered in this contribution. 

NRF Responsibility and outputs
· Maintains information of available NF instances in a network slice instance and their supported services
· Assist in the selection of an NF instance from a NF group 
· Provide information of the discovered/selected NF instance which can be used by requester for routing.
Hierarchical NRF are assumed. The highest level Shared/Subnetwork NRF is across slices and delegates requests to the Subnet NRFs within the slices
· Shared/Network NRF Responsibility: Resolution of the shared AMF IP address 
· Subnet NRF Responsibility: Resolution of IP addresses of the NF within a NSI, e.g. SMF, etc
How NRF builds that knowledge, e.g. through direct interaction with the NFs or with input from orchestration/management system is FFS and not covered in this contribution

NSSF Responsibility and outputs:
· Perform slice selection by selecting the NSIs that will serve the UE during this registration, i.e.
· Maintain information of available NSIs, AMFSets and the S-NSSAIs they serve, so as under which conditions the S-NSSAIs are to be available
· Upon request, perform slice selection by selecting the NSIs that will serve the UE during this registration. i.e.
· Provide the best suited Target AMF Set
· Provide the Allowed NSSAI (based on UE context data and network information) and if needed, the NSI ID of the NSI that will serve each of them.
· Assist Registration Area definition to guarantee homogeneous slice support
· Maintain, in roaming scenarios acting as vNSSF,information to communicate with the HPLMN about the roaming user needs, and request NFs from the HPLMN to satisfy them.

Under these premises, the Registration with AMF relocation procedure will include the following steps:




And the Registration procedure in roaming situations would take the following steps:


In 4b above, vNSSF provides some information that refers to the HPLMN. That can be either configured and available directly in vNSSF (as result of the roaming agreement between HPLMN and vPLMN), or obtained by vNSSF from the hNSSF in the HPLMN. The vNSSF-hNSSF interface will be used if decided so by operators and might be used only for S-NSSAIs 
PDU session establishment in roaming



This CR is not updating the PDU Session establishment. The procedure is included for discussion completeness to provide an overview of how the information is obtained and used. 
In the procedure above, Steps 2a-c are only needed in case the information is not already available as part of the registration procedure (early binding).
In Step 2d above, SMF Selections, AMF performs 2 requests towards the NRF, i.e. one for vSMF (with DNN, vNSI ID as input) and one for hSMF (with DNN, hNSI ID as input).
NOTE:	The 5GC CP internal communication will be based on NF Services, i.e. this has not been implemented yet by this P-CR.
Changes in rev 4992:
· NS ID FFS
· Roaming FFS
· Whether interaction with NSSF from target AMF is needed to determine RA is FFS
· [bookmark: _GoBack]Condition to interact with NSSF is that AMF cannot serve all the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information
· Conditions for NRF interaction
Proposal
The following changes to TS 23.502 V0.4.0 are proposed, based on a stand-alone, cross-slice NSSF and from NSSF separated hierarchical NRFs. 
***** First Change *****
[bookmark: _Toc484168127]4.2.2.2.3	Registration with AMF relocation
When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF, e.g. due to network slicing is used and the initial AMF is not the appropriate AMF to serve the UE. The Registration with AMF relocation procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a registration procedure.





Figure 4.2.2.2.3-1: NAS message redirection procedure
The initial AMF and the target AMF register its capability at the NRF.
1.	Step 1 and 2 of figure 4.2.2.2.2-1 has occurred, and the (R)AN sends the Registration request message within an Initial UE message to the initial AMF.
2a	If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration request or if the Registration request was not sent integrity protected or integrity protection is indicated as failed, then AMF performs step 4 to 9a of figure 4.2.2.2.2-1.
3a2b.	[Conditional] Initial AMF to UDM: Slice selection data request (SUPI).
If the initial AMF needs UE's subscription information to decide whether to reroute the Registration request and UE's slice selection subscription information was not provided by old AMF, then initial AMF request UE's slice selection data from UDM.
3b2c.	UDM to initial AMF: Slice selection data response (Slice selection dataSubscribed NSSAI).
UDM responds with slice selection data to initial AMF.
The AMF obtains the Allowed NSSAI based on the Requested NSSAI, UE subscription, and local policies. If the initial AMF is not suitable for supporting the Allowed NSSAI, the Registration Request is rerouted.
4a.	[Conditional] Initial AMF to NSSF: Slice Selection request (Requested NSSAI, Subscribed NSSAI, TAI).
If there is a need for slice selection, e.g. the initial AMF cannot serve all the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initial AMF sends a Slice Selection Request to the NSSF. It sends to NSSF Requested NSSAI, Subscribed NSSAI and the user TAI. 
Editor’s note: The conditions to trigger a slice selection in the Initial AMF are FFS 
4b.	[Conditional] NSSF to Initial AMF: Slice Selection response (AMF Set, List of (Allowed S-NSSAI [, NSI ID]))
	The NSSF returns to initial AMF the AMF Set of the AMFs that serve at least the selected NSIs for the selected S-NSSAI combination (i.e. the Allowed S-NSSAIs), The NSSF also provides the Allowed NSSAI and, if needed, the NSI ID for each NSI selected for each of the S.NSSAIs that Allowed NSSAI includes,
Editor’s note: Whether NSI ID is needed is FFS.
	Editor’s note: Logic during roaming is FFS 

2d. 5.	[Conditional] Initial AMF to old AMF: Information Acknowledged ().
	The initial AMF decides to reroute the NAS message to another AMF. The initial AMF sends a reject indication to the old AMF. The old AMF continues as if the Information Request was never received.
6a.3.	[Conditional] Initial AMF to NRF: NF discovery request (NF type, NSSAIAMF Set).
	If the initial AMF does not locally store the target AMF address and if the initial AMF intends to use direct reroute to target AMF or the reroute via RAN message needs to include AMF address, then the initial AMF sends an NF discovery request to the NRF to find a proper target AMF which has required NF capabilities to serve the UE. The NF type is set to AMF. If network slicing is used, NSSAI the AMF Set is included in the NF discovery request.
6b4.	NRF to AMF: NF discovery response (AMF pointer and AMF address (or list of AMFs plus additional selection rules and, NF capabilities)).
	The NRF replies with the AMF address and AMF pointer of the selected AMF from the AMF Set. As an alternative, it provides a listset of potential target AMFs and their capabilities, and optionally, additional selection rules. Based on the information about registered NFs and required capabilities, a target AMF is selected by the initial AMF.
7(A)5.	If the initial AMF, based on local policy and subscription information, determines to forward the NAS message to the target AMF directly, the initial AMF sends a Reroute NAS message to the target AMF. The Reroute NAS message includes the information enabling (R)AN to identify the N2 terminating point and the NAS message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF determines  obtained the Allowed NSSAI as described at step 4a/b2c, the Allowed NSSAI is included together with the corresponding NSI IDs. The target AMF then updates the (R)AN with a new updated N2 termination point for the UE (step 5b), the (R)AN acknowledge the updated N2 termination point (step 5c). Step 5 is skipped.
NOTE:	Steps 5b and 5c can occur separately or as part of the first subsequently required N2 interaction.
67(B).	If the initial AMF, based on local policy and subscription information, determines to forward the NAS message to the target AMF via RAN, the initial AMF sends a Reroute NAS message to the RAN (6a) indicating reroute due to slicing. The Reroute NAS message includes the information about the target AMF and the Registration request  message carried at step 1, and optionally the UE's SUPI and MM Context. If network slicing is used and the initial AMF obtaineddetermines  the Allowed NSSAI as described at step 4a/b2c, the Allowed NSSAI is included in the Reroute NAS message together with the corresponding NSI IDs. The RAN sends the Initial UE message to the target AMF (76b) indicating reroute due to slicing.
87.	The target AMF may decide to invoke an AUSF. In that case, the target AMF, shall be based on SUPI, select an AUSF as described in TS 23.501 [2], clause X.
98.	The AUSF shall initiate authentication of the UE and NAS security functions.
	The authentication and security are performed as described in clause X.
Editor's note:	It is FFS whether the AUSF or the AMF initiates the authentication.
910.	After receiving the Registration request message transmitted at step 75a(A) or step 76b(B), the target AMF, based on rerouting due to slicing, continues with the Registration procedure from step 11 until 21 of figure 4.2.2.2.2-1 (with the target AMF corresponding to the new AMF), and then continues with step 11 below.



Editor’s note: Whether the target AMF needs to interact with the NSSF to determine a Registration Area that is homogenous from slicing support point of view is FFS.
11.	Target AMF to RAN: Registration Accept 
	AMF provides in the Registration Accept the Allowed NSSAI that should be conveyed to the UE
12. RAN to Target AMF. Registration Complete
Editor's note:	The case when the target AMF cannot be determined and provided to the initial AMF, and the default AMF needs to be selected in step 3 is FFS.
Editor's note:	Whether both option (A) and option (B) are acceptable from a RAN perspective needs to be evaluated by RAN WGs.


***** End of Change *****
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