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Introduction
The AF may provide policy requirements that apply to future PDU sessions (which, for example, belong to group of UE(s) defined by subscription or to any UE) and hence may apply to multiple PCF. Application Function influence on traffic routing described in clause 5.6.7, TS 23.501 is an example of such requirement. In such a case, the policy requirements are stored in a storage as described in clause 6.3.x.2, TS 23.501 so that they can accessed by the interested PCF(s) in the future, when the impacted PDU sessions arrive.  
In the 5GC architecture, the SDSF may be considered to use for storing the policy requirements. But, the SDSF is directly accessible only by the NEF. Use of the SDSF makes the PCF’s access to the data inefficient. A paper from Huawei (S2-174705) proposes to enhance the UDR to store application data, and the enhanced UDR refers to Unified Data Repository rather than User Data Repository. The enhanced UDR resides in both HPLMN and VPLKN and is directly accessible by the NEF. Thus, this paper proposes to store the policy requirements provided by the AF in the enhanced UDR.
The following call flow shows the use of UDR for storing AF requests when the AF is in the HPLMN. In this procedure, by steps 3 and 4, the NEF interacts with the UDM to verify UE (group) identifier in the AF request and performs UE (group) identity verification or conversion (from External Identifier or MSISDN to SUPI such as IMSI, from External Group Identifier to IMSI-Group Identifier).
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Figure 1: Use of UDM for accessing the UDR when the AF is in the HPLMN
The following call flow shows the use of vUDR for storing AF request when the AF is in the VPLMN. In this procedure, the vNEF verifies UE (group) identifier in the AF request and performs UE (group) identity verification or conversion (from External Identifier or MSISDN to SUPI such as IMSI, from External Group Identifier to IMSI-Group Identifier) through steps 3 - 6. 
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Figure 2: Use of vNEF for accessing the vUDR when the AF is in the VPLMN
Proposal
It is proposed to make the following changes to the TS 23.501 (architecture).

***** Begin of 1st Change *****
6.3.7.2
Providing policy requirements that apply to multiple UE and hence to multiple PCF
An authorized Application Function may, via the NEF, provide policy requirements that apply to multiple UE (which, for example, belong to group of UE(s) defined by subscription or to any UE) and hence may apply to multiple PCF. 

NOTE 1:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement


The NEF, after relevant validation of the application request (and possible parameter mapping) stores the request from the AF. When the UDR serving the NEF is deployed, NEF stores the request from the application info into the UDR. The possible parameter mapping includes mapping UE (group) identifiers provided by the AF to identifiers used within the 5GC, e.g. from External Identifier to SUPI, from External Group Identifier to IMSI-Group Identifier. 

PCF(s) that need to receive application requests that targets a DNN (and slice) and / or a group of UE subscribe to receive notifications from the NEF about such group information.
Editor's note:
It is FFS whether the PCF(s) can subscribe to/receive notification of such application request information from the UDR.

Editor's note:
Slicing aspects are FFS.
The NEF associates the request with information allowing to later modify and delete the application request ; it associates the AF request with:

· When the request targets PDU sessions established by “any UE”:  the DNN and slicing information target of the application  request,

·  When the request targets PDU sessions established by UE within a predefined/subscribed  group of UE: the DNN, the slicing information and  the group of UE target of the application  request

All PCF that serve the DNN and slicing information are triggered by this policy modification induced by the AF request and take it into account for existing and future PDU sessions that match the policy change. In case of existing PDU sessions the change of policy may trigger an N7 rule change from the PCF to the SMF.
***** End of 1st Change *****
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