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1. Introduction
Operators may apply different tariffs per access network type / per time of the day for the same service data flow. That can be achieved by PCF subscribing to the event on access network type. Therefore, whenever there’s change on access network, the SMF needs to report the event and request for new policy. 
For example, PCF can be configured as below for a ponticular service data flow:

	Tariff
	RAT Type
	Time Period

	Tariff A
	5G NR
	0:00-8:00

	Tariff B
	LTE
	00:00-8:00

	Tariff C
	5G NR
	8:00-23:59

	Tariff D
	LTE
	8:00-23:59


At 5:00, UE established the PDU-session over 5G NR. SMF reports the access network type 5G NR to the PCF, and PCF provides Tariff A to the SMF;
At 6:00, UE moves to an area where there’s no 5G NR coverage, and camps on LTE, SMF reports the RAT Type LTE to the PCF, and PCF provides Tariff B to the SMF;

At 7:00, UE moves back to the area with 5G NR coverage, SMF reports 5G NR to the PCF again, and PCF provides Tariff A to the SMF again.
PCF provides the same policy to SMF, due to the same event value, which introduces more N7 signalling. It is assumed that operator won’t change the Tariff quite often, so PCF has to execute the same logic for the same reported event value again and again to derive the same policy.

If SMF can be pre-authorised by PCF that for a certain condition value, the same policy applies in the future, then in Step 1 SMF can store the policy locally, and in step 3 SMF does not have to report the RAT type change for PCF to derive the policy, which then reduces the N7 signalling and simplifies PCF handling.
In EPC, conditional policy has already been partially developed, as are described in TS 23.203 Clause 6.4b for APN related policy information and Clause A.4.3.4 for IP-CAN bearer and IP-CAN session related policy information. So far the conditional based policy only include Authorized default EPS bearer QoS and Authorized APN-AMBR. 

NOTE: In 5G, default EPS bearer QoS corresponds to QoS flow with default 5QI/ARP and APN-AMBR corresponds to session-AMBR.

In 5G, operator may provide more flexible policy controls for diverse business purpose, which may require more conditional policies. In order to allow the easy extension in the future, it is proposed to have a generic definition on conditional policy.  
2. Proposal

It is proposed to approve the following changes in TS 23.501.
>>>Start Changes<<<
A.3.1.3.2 
5G Policy and Charging Control Information

To enable the enforcement in the 5GC system of the policy decisions made by the PCF for the policy and charging control of a service data flow, the 5GC system shall provide 5G Policy and Charging Control information from the PCF to the SMF. The PCF may also provide information on PDU-CAN session level.

Two different types of PCC rules exist: Dynamic rules and predefined rules. The dynamic PCC rules are provisioned by the PCF in the SMF, while the predefined PCC rules are directly provisioned into the SMF/UPF and only referenced by the PCF.

The PCC rule information defined in TS 23.203 is re-used in 5G with the following differences:

-
Additional information needed compared to the 23.203 PCC rule information is described in the table and text below

Editor’s note: It is FFS whether further additional information applies in 5G PCC information

Editor’s note: It is FFS what info in 23.203 PCC rule that do not apply in 5G PCC information

Editor’s note: Further description of applicability of information in the 23.203 PCC rule and its usage in 5G is FFS.

Table 3.1.3.2-1. Additional information needed compared to the 23.203 PCC rule

	Information name
	Description
	Category
	PCF permitted to modify for dynamically provided information

	Policy control
	This part defines how the SMF shall apply policy control for the service data flow.
	
	

	5G QoS Indicator (5QI)
	Identifier for the authorized QoS parameters, as defined in 3GPP TS 23.501, clause 5.7.2
	Conditional

(NOTE 1)
	Yes

	Priority Level
	as defined in 3GPP TS 23.501, clause 5.7.3
	Conditional
(NOTE 2)
	Yes

	Packet Delay Budget
	as defined in 3GPP TS 23.501, clause 5.7.3
	Conditional 

(NOTE 2)
	Yes

	Packet Error Rate
	as defined in 3GPP TS 23.501, clause 5.7.3
	Conditional

(NOTE 2)
	Yes

	Bind to Default QoS Flow
	Indicates the SDF shall always bind to the Default QoS Flow
	Conditional
	Yes

	QoS Notification Control (QNC)
	Indicates a request for notification to RAN for the SDF when the QoS targets for a GBR 5QI cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. The QNC is the Notification Control 5G QoS parameter defined in 3GPP TS 23.501 clause 5.7.2.
	
	Yes

	Traffic Steering Enforcement Control
	This part describes identities required for Traffic Steering Enforcement Control, the identifier of the target Data Network access, and the SMF notifications about DNAI change 
	
	

	Data Network Access Identifier
	Identifier of the target Data Network Access. It is defined in 3GPP TS 23.501, clause 5.6.7.
	
	Yes

	Data Network Access Change report
	Indicates whether a notification in case of change of DNAI at addition/change/removal of the UPF is requested, as well as the destination(s) for where to provide the notification. The notification information includes the target DNAI and an indication of early and/or late notification. It is defined in 3GPP TS 23.501, clause 5.6.7
	
	Yes

	NOTE 1:
The 5G QoS Indicator is mandatory for QoS flow binding in the SMF, unless the Bind to Default QoS flow is included.

NOTE 2:
Optional, and applicable only for Dynamic 5QI(s).

NOTE 3:
Mandatory unless the Bind to Default QoS flow indicating QoS Flow binding to default QoS flow is included.



Editor’s note: It is FFS how it is indicated in the PCC rule the AF subscription to SMF notifications.

Editor’s note: The details of charging are specified by SA5, which may require later amendments to the Charging information in the 5G Policy and Charging Control information.
Editor’s note: Which information of the PCC rule can be enforced conditionally and how it is enforced conditionally is FFS.
The 5G QoS Indicator, 5QI, represents the QoS parameters for the service data flow. The SMF maintains the mapping between the 5QI and the QoS concept applied within the specific PDU session.

The Bind to Default QoS Flow indicates that the SDF shall be bound to the default QoS Flow. The presence of the ‘Bind to Default QoS flow’ parameter attribute causes the 5QI/ARP/QNC of the rule to be ignored by the SMF during the QoS Flow binding. Note that if the default QoS flow is non-GBR, QNC is not relevant

The Allocated Resources Notification indicates a request for notification to the access network (RAN) for the SDF when:

· The QoS targets for a GBR 5QI cannot be fulfilled for a QoS flow during the lifetime of the QoS flow. If it is set and QoS targets cannot be fulfilled, RAN sends a notification towards SMF, which notifies to PCF or other interested receivers. It is indicated by the QoS Notification Control (QCN) information element, which is equivalent to the Notification Control 5G QoS parameter described in TS 23.501 clause 5.7.2.

The Traffic Steering Enforcement Control contains:

· The Target DNAI is a reference to the DNAI the SMF needs to consider for UPF selection/reselection.

The Data Network Access Change report parameters (Target DNAI and Indication of early and/or late notification) instruct the SMF about what information to forward to the PCF when DNAI changes at change of the UPF and where to provide the indication.
>>>Next Change<<<
A.3.1.3.X 
5G PDU-Session related policy information

The PCF may provide 5G PDU-Session related policy information to the SMF.

The IP-CAN bearer and IP-CAN session related policy information defined in TS 23.203 is re-used in 5G with the following differences:

-
Attributes used for IP-CAN bearer is not applied to 5G

-
Attributes relate to the PDU-session instead of the IP-CAN bearer or IP-CAN session.

-
Additional information needed compared to the 23.203 IP‑CAN bearer and IP‑CAN session related policy information is described in the table and text below

Editor’s note: It is FFS whether further additional information applies in 5G PDU-Session related policy information

Editor’s note: It is FFS what info in 23.203 IP-CAN bearer and IP-CAN session related policy information that do not apply in 5G

Editor’s note: Further description of applicability of information in the 23.203 IP-CAN bearer and IP-CAN session related policy information and its usage in 5G is FFS.

Table 3.1.3.X-1: Additional information needed compared to the 23.203 IP‑CAN bearer and IP‑CAN session related policy information

	Attribute
	Description
	PCF permitted to modify for dynamically provided information
	Category
	Scope

	Condition
	The condition for which the policy is enforced, e.g, Time of the day, Time Period, RAT Type (NOTE 1)
	Yes
	Conditional (NOTE 2)
	PDU-Session

	Authorized Session-AMBR (NOTE 3)
	Defines the Aggregate Maximum Bit Rate for the Non-GBR QoS flows of the PDU session
	Yes
	
	PDU-Session

	Authorized default 5QI/ARP (NOTE 3)
	Defines the default 5QI and ARP of the QoS flow.
	Yes
	
	PDU-Session

	NOTE 1: It can contain one or multiple value(s). For this release, the condition value only includes time of the day, time period and RAT type.

NOTE 2: This attribute only presents when the policy is enforced conditionally. Non-presence of this attribute means the policy is unconditional.
NOTE 3: This attribute can be provided with Condition together. When it is provided with Condition together, the PCF may provide up to four instances of them. For each instance, one or multiple attributes may be associated with the same Condition if the policy enforcement defined by those attributes is triggered by the same condition. When multiple instances are provided, the values of the associated Condition have to be different.



Editor’s note: It is FFS whether further additional PDU-Session policy information can be enforced conditionally.

Condition indicates that this policy is enforced conditionally when certain condition(s) defined by this attribute is/are met. One or multiple instances of conditional policies with different conditions, may be provided by the PCF. The PCF may provide up to four instances of them in the policy. When SMF receives a policy from the PCF which contains Condition, it stores the policy locally. Only when the condition(s) defined in the policy is/are met, the SMF enforces (or instructs UPF to enforce) the policy. 

When an attribute is not provided together with Condition, it shall be enforced unconditionally. 
The Authorized Session-AMBR defines the UL/DL Aggregate Maximum Bit Rate for the Non-GBR QoS flows of the PDU session, which is enforced in the UPF as is defined in Clause 5.7.1. When SMF receives it from the PDU-session policy, it is provided to the UPF over N4 interface. When Authorized Session-AMBR is provided together with Condition, it is enforced conditionally based on the value(s) defined in Condition. 
The Authorized default 5QI/ARP defines the default 5QI and ARP of the QoS flow, which is provided by the PCF to the SMF for it to set QoS parameters for the QoS flow corresponding to the default QoS rule as is described in Clause 5.7.2. When Authorized default 5QI/ARP is provided together with Condition, it is enforced conditionally based on the value(s) defined in Condition.
>>>End of Changes<<<[image: image1.png]
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