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Abstract of the contribution: We propose that if any or all of the S-NSSAI the UE wants to request are “private” then the Requested NSSAI includes an indication of whether one or more S-NSSAIs have been excluded for privacy reasons
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Discussion
The current version of 23.501 has requirements related to slice privacy considerations (clause 5.15.5.4). They relate to supporting privacy of slice information between the UE and the network, and the text is clear that if there are privacy considerations to be taken into account then:

· the UE shall not include NSSAI in NAS signalling unless the UE has a NAS security context

· the UE shall not include NSSAI in unprotected RRC signalling 

These requirements are assumed to take precedence over the text in clause 5.15.5.2.1.1 that says:

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI f, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register
However, it might not be optimal for privacy considerations related to one slice to mean that no Requested NSSAI information is provided by the UE to the network. 

As an alternative, we propose that if any or all of the S-NSSAI the UE wants to request are “private” then the Requested NSSAI includes an indication of whether one or more S-NSSAIs have been excluded for privacy reasons.
AMF selection by the 5G AN still proceeds based on any information the UE has provided in the Registration Request, and the security context is established between the UE and AMF is the usual way. At this point, however, the selected AMF knows whether any S-NSSAI information has been excluded for privacy reasons and can initiate signaling with the UE to obtain any further S-NSSAI information.

This allows the network (whether or not an NSSF and/or NRF solution is chosen) to avoid determining the Allowed NSSAI, and selecting an AMF set (and possible AMF relocation) until after the UE has received all of the requested S-NSSAI information from the UE.
2
Proposal
It is proposed to agree that if any or all of the S-NSSAI the UE wants to request are “private” then the Requested NSSAI includes an indication of whether one or more S-NSSAIs have been excluded for privacy reasons.
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