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Discussion
The current version of 23.501 has requirements related to slice privacy considerations (clause 5.15.5.4). They relate to supporting privacy of slice information between the UE and the network, and the text is clear that if there are privacy considerations to be taken into account then:

· the UE shall not include NSSAI in NAS signalling unless the UE has a NAS security context

· the UE shall not include NSSAI in unprotected RRC signalling 

These requirements are assumed to take precedence over the text in clause 5.15.5.2.1.1 that says:

When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI f, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register
There will therefore be cases where the UE will not send a Requested NSSAI to the network. If privacy considerations are common this will become the prevalent situation. This makes a reassessment of how the Requested and Allowed NSSAIs are used, and what their purpose is, worthwhile.

It seems certain that there needs to be a solution for no Requested NSSAI being sent initially by the UE. In fact we argue that a more flexible approach is not to expect the UE to populate an initial Requested NSSAI, but for the network to first provide the UE with information about what network can support, ie the Allowed NSSAI. 

There has been discussion offline about what the Allowed NSSAI represents. Is it a set of S-NSSAIs that can be used simultaneously? The set of all S-NSSAIs that the UE is allowed to use, but there might be incompatibilities between them?
It seems to us that the purpose of the Allowed NSSAI should be to allow the network to provide as much information as possible to the UE about what S-NSSAIs are allowed, and which S-NSSAIs are “compatible” (can be used simultaneously). This allows the UE to make informed decisions about what slices it can use at the same time (what PDU sessions it can establish simultaneously) and what the impacts will be if it wants/needs to establish a PDU session over a slice that is incompatible with the slices it is currently using (which ones it will have to stop using).
If the Allowed NSSAI consists only those S-NSSAIs that are compatible then there could be different possible combinations of S-NSSAIs and so the network needs to make a decision about which combination to send to the UE. It has been proposed to base this on configured priorities. However, at any particular point in time the highest priority S-NSSAI from the UE point of view might not be something that can always be configured.
We propose instead that the Allowed NSSAI should contain the full list of S-NSSAIs that the UE is allowed to use and also a list of compatible combinations of those S-NSSAIs.

· List

· S-NSSAI1

· S-NSSAI2

· S-NSSAI3

· S-NSSAI4

· S-NSSAI5

· Combinations

· #1: S-NSSAI1, S-NSSAI2, S-NSSAI4

· #2: S-NSSAI1, S-NSSAI3

· #3: S-NSSAI5

In the above, S-NSSAI5 can only be used on its own. S-NSSAI1 can be used at the same time as S-NSSAI3 or at the same time as S-NSSAI2 and/or S-NSSAI4.

There are multiple ways that these combinations could be represented and encoded, and some of that detail can be left to Stage 3. For example, rather than the combination rules containing the S-NSSAIs themselves they could contain the position of each S-NSSAI in the list of S-NSSAIs.
This means that the network does not need to make a decision about what combination it thinks the UE will want to use (eg based on configured priorities), it just returns the complete set of combinations and allows the UE to make its decision.
This could raise a concern that too much information about the serving network is provided to the UE, but if it wanted to the UE would be able to discover this information eg by registering with different Requested NSSAIs containing different combinations of S-NSSAI.

Having received the proposed information in the Allowed NSSAI, the UE indicates a Requested NSSAI based on one of the combinations from the Allowed NSSAI. A new AMF (able to serve that combination) might need to be selected as a result.
Optimizations of this basic principle could be investigated, such as whether sending the complete list of allowed NSSAIs and allowed combinations is required for each registration, or whether this could be limited to the initial registration with a PLMN.

One alternative to the above approach is to configure the UE with all allowed combinations. This has some drawbacks:
· It assumes the combination rules are more or less static

· It requires the UE to be configured with combination rules for all roaming partners
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Proposals
It is proposed to agree the following as a way forward:

· The Allowed NSSAI should contain the full list of S-NSSAIs that the UE is allowed to use and also a list of compatible combinations of those S-NSSAIs

This is applicable either when the UE sends an initial Requested NSSAI, or when (for whatever reason, including due to privacy considerations) it doesn’t send a Requested NSSAI.

If this proposed approach is agreed then the details can be worked out in time for the next meeting, and optimizations considered, such as whether sending the complete list of allowed NSSAIs and allowed combinations is required for each registration.
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