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Abstract of the contribution: This paper discusses the pros and cons of the alternatives for registration in non-3GPP access, i.e. between the solution where the NAS registration messages is encapsulated in the IKE (Vendor ID) and the solution where the NAS registration messages is encapsulated in a new EAP layer.
Discussion
General

At last SA2 meeting, there were two different approaches proposed:

Nokia S2-173178, which was based on 

1. always initiating uplink NAS messages from the UE i.e. not constructing the first NAS Registration Request message by the N3IWF as it was earlier agreed during the study phase (and we received a LS from CT1 S2-173938 that said exactly the same). This was agreed and it is now documented in TS 23.501.

2. using Vendor ID field in the first IKE_AUTH_REQ to convey the NAS Registration Request message. This was postponed. 

Motorola Mobility S2-173749, which was based on 

3. initiating uplink NAS messages from the UE (same as Nokia);

4. introducing a “5G-EAP” layer between the UE and the N3IWF which carries the NAS Registration Request message (and further NAS exchanges). When EAP-based authentication between the UE and the AUSF is used, there are nested EAP.
IKE (Vendor ID) approach

The main issue to solve with the IKE (Vendor ID) approach is the case of re-registration when the UE sends a Temp-ID (same PLMN for AMF and N3IWF) and when the AMF does not retrieve the Temp-ID or does not achieve successful authentication within the AMF. 
In such case, – in 3GPP access – the AMF immediately sends NAS Identity Request back to the UE in order to get the IMSI/SUPI, so that the full authentication with the AUSF can be performed without rejecting the NAS Registration. 
After some offline study, it appears that it is not possible for the IKE (Vendor ID) approach to have additional IKE_AUTH exchanges when the upper layer is not EAP (which is the case when the UE has sent Temp-ID). Only Notify (Error) can be used as shown in S2-17xxxx to continue to use the same IKE session. But changing the authentication mode during an IKE session is a hack, which pushes N3IWF more away from standardized IKEv2.
It is therefore not desirable to continue the same IKE session. This means that the call flow would be different for the non-3GPP access than for the 3GPP access. This is not desirable as the goal is to have an access agnostic AMF behaviour. See next figure. 
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Figure 1: Comparison between registration procedures in 3GPP access and IKE (Vendor ID) approach at NAS layer
An alternative would be to align 3GPP access behaviour to the non-3GPP IKE (Vendor ID) approach but this would be weird as:

1. There would be a Registration Rejection which could be interpreted as an error case in statistics, etc. And it is not an error case because if an AMF fails and restart (or an alternative AMF is selected), all the UEs will attempt to register using the Temp-ID and the AMF will systematically ask all the UEs to restart Registration procedure with SUPI. 
2. The NAS procedure Identity Request/Response is a commonly used procedure, used within a NAS procedure and not apart from it. It would then be questionable whether Identity Request/Response procedure is needed or not on 3GPP access, since nested procedures would not be the common usage anymore. This would also mean that we need to define additional NAS cause values for each NAS procedure that may request the UE for additional information such as its identity, UE capabilities, etc.
EAP encapsulation approach

EAP encapsulation approach allows to have multiple exchanges and a NAS procedure that includes a request of the UE identity within the procedure is possible. It avoids a complete change of the existing NAS principles, which are allowing nested NAS procedures (IMSI retrieval, IMEI retrieval, UE capabilities, etc). It also avoids redefining new NAS cause values. 
EAP encapsulation approach has just one more IKE exchange than the IKE (Vendor ID) approach. This is considered as a minor point.

Proposal

It is proposed to discuss the issues above and agree to adopt the EAP encapsulation approach.
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