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Introduction
This CR introduces changes to TS 23.228 for the 5GS. A separate CR is submitted for 5GS IP-CAN annex.
2
CR
*** BEGIN CHANGES ***
1
Scope

This document defines the stage-2 service description for the IP Multimedia Core Network Subsystem (IMS), which includes the elements necessary to support IP Multimedia (IM) services. ITU‑T Recommendation I.130 [4] describes a three-stage method for characterisation of telecommunication services, and ITU‑T Recommendation Q.65 [3] defines stage 2 of the method.

This document does not cover the Access Network functionality except as they relate to provision of IM services, these aspects are covered in the normative Annexes.

This document identifies the mechanisms to enable support for IP multimedia applications. In order to align IP multimedia applications wherever possible with non-3GPP IP applications, the general approach is to adopt non-3GPP specific IP based solutions.

2
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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [68] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [68].

5GS
5G System

API
Application Program Interface
APN
Access Point Name
AS
Application Server

BCSM
Basic Call State Model

BG
Border Gateway

BGCF
Breakout Gateway Control Function

BS
Bearer Service

CAMEL
Customised Application Mobile Enhanced Logic

CAP
Camel Application Part

CDR
Charging Data Record

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function

CSE
CAMEL Service Environment

DHCP
Dynamic Host Configuration Protocol
DNN
Data Network Name
DNS
Domain Name System

ECN
Explicit Congestion Notification

ENUM
E.164 Number Mapping

GGSN
Gateway GPRS Support Node
GLMS
Group and List Management Server
GMLC
Gateway Mobile Location Centre

GRUU
Globally Routable User Agent URI

GUP
Generic User Profile

HSS
Home Subscriber Server

IBCF
Interconnection Border Control Function

I‑CSCF
Interrogating‑CSCF

IETF
Internet Engineering Task Force

IM
IP Multimedia

IMC
IMS Credentials

IMS
IP Multimedia Core Network Subsystem

IMS ALG
IMS Application Level Gateway

IMSI
International Mobile Subscriber Identifier

IN
Intelligent Network

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IP-CAN
IP-Connectivity Access Network

IP‑SM‑GW
IP Short Message Gateway

ISDN
Integrated Services Digital Network

ISIM
IMS SIM

ISP
Internet Service Provider

ISUP
ISDN User Part

IWF
Interworking Function

NP
Number portability

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

MRB
Media Resource Broker

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

NAI
Network Access Identifier

NAPT
Network Address Port Translation

NAT
Network Address Translation

NA(P)T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation

II-NNI
Inter-IMS Network to Network Interface

OSA
Open Services Architecture

P‑CSCF
Proxy‑CSCF

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rules Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

P‑GRUU
Public Globally Routable User Agent URI

PLMN
Public Land Mobile Network

PSI
Public Service Identity

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

RFC
Request for Comments

SCS
Service Capability Server

S‑CSCF
Serving‑CSCF

SDP
Session Description Protocol

SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

S‑GW
Signalling Gateway

TAS
Telephony Application Server

T‑GRUU
Temporary Globally Routable User Agent URI

THIG
Topology Hiding Inter-network Gateway

TrGW
Transition Gateway

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM

4
IP multimedia subsystem concepts
4.0
General

The IP Multimedia CN subsystem comprises all CN elements for provision of multimedia services. This includes the collection of signalling and media related network elements as defined in TS 23.002 [1]. IP multimedia services are based on an IETF defined session control capability which, along with multimedia transport capabilities, utilises the IP-Connectivity Access Network (this may include an equivalent set of services to the relevant subset of CS Services).

In order to achieve access independence and to maintain a smooth interoperation with wireline terminals across the Internet, the IP multimedia subsystem attempts to be conformant to IETF "Internet standards". Therefore, the interfaces specified conform as far as possible to IETF "Internet standards" for the cases where an IETF protocol has been selected, e.g. SIP and RTP.

The IP multimedia core network (IM CN) subsystem enables operators to offer their subscribers multimedia services. The IM CN subsystem should enable the convergence of, and access to, voice, video, messaging, data and web-based technologies for the wireless and wireline user.

The complete solution for the support of IP multimedia applications consists of terminals, IP-Connectivity Access Networks (IP-CAN), and the specific functional elements of the IM CN subsystem described in this technical specification. Examples of IP-Connectivity Access Network are:

-
the GPRS core network with GERAN and/or UTRAN radio access networks; and

-
EPC core network and E-UTRAN radio access network; and
-
5GS access network
Figure 4.0 below represents the IMS reference architecture including interfaces towards CS network and other IP based multimedia Networks. Details of the roles of these nodes are described in clauses 4.6, 4.7 and 4.7a.

NOTE 1:
Some entities defined as part of the IMS Subsystem can also be used by other subsystems.

NOTE 2:
The Ici and Izi reference points are only applicable for IP Multimedia Networks that are IMS subsystems.

NOTE 3:
In certain configuration, two entities can exchange SIP messages directly with each other without a reference point being defined between them (e.g., intermediate entitie(s) not record-routed).
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Figure 4.0: Reference Architecture of the IP Multimedia Core Network Subsystem

A description of the functional entities can be found in TS 23.002 [1].

*** BEGIN CHANGES ***
4.6.1
Proxy‑CSCF

The Proxy‑CSCF (P‑CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in the clause "Procedures related to Local CSCF Discovery". The P‑CSCF behaves like a Proxy (as defined in IETF RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P‑CSCF shall not modify the Request URI in the SIP INVITE message. The P‑CSCF may behave as a User Agent (as defined in the IETF RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

NOTE 1:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be found in clause 4.14 and Annex I.

P-CSCF as the role of an AF may interact over the Rx interface within the Policy and Charging Architecture, see TS 23.203 [54].

The functions performed by the P‑CSCF are:

-
Forward the SIP register request received from the UE to an entry point determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S‑CSCF) whose name the P‑CSCF has received as a result of the registration procedure.

-
Ensure that the SIP messages received from the UE to the SIP server (e.g. S‑CSCF) contain the correct or up to date information about the access network type currently used by the UE, when the information is available from the access network. Depending on operator policies, the P‑CSCF may insert in any SIP message (request or response) the access network type currently used by the UE, when the information is available from the access network.

NOTE 2:
For the 3GPP access network, the P‑CSCF can derive information about the access network type currently used by the UE using PCC mechanisms as specified in TS 23.203 [54] and in TS 29.214 [11].

NOTE 3:
IMS entities other than P‑CSCF will not be informed by this mechanism of the change in the access network unless SIP messages are exchanged.

-
Based on operator policies, and the availability of the user location information and/or UE Time Zone from the access network, ensure that relevant SIP messages contain the correct or up to date information about the user location information, and/or UE Time Zone provided by the access network currently used by the UE.

NOTE 4:
For the 3GPP access networks and for TWAN access (as defined in clause 16 of TS 23.402 [82]), the P‑CSCF can retrieve user location information and/or UE Time Zone related to the access network currently used by the UE using PCC mechanisms, as specified in TS 23.203 [54] and in TS 29.214 [11].

-
Forward the SIP request or response to the UE.


Detect and handle an emergency session establishment request.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].

-
Should perform SIP message compression/decompression.

-
Authorization of bearer resources and QoS management. For details see TS 23.203 [54].

-
Detection and handling of an originating or terminating IMS MPS session establishment request (see also clause 5.21).

-
May support the Paging Policy Differentiation for IMS conversational voice as described in clause E.9 and XX.9.

-
May subscribe to notification of changes in the type of access network using PCC mechanisms as specified in TS 23.203 [54] and in TS 29.214 [11]
*** END CHANGES ***
*** BEGIN CHANGES ***
4.15b
Roaming Architecture for Voice over IMS with home routed traffic

In this scenario, the anchor point for the IP address for both the IMS signalling and media traffic is in the home network for a roaming UE, i.e. for 3GPP systems, the GGSN, PGW or UPF for a roaming UE is in the HPLMN of the UE.

The following architecture requirements apply:

-
The P-CSCF is located in the HPLMN

Additional architecture requirements and functions that are needed to support IMS services with home routed traffic are depicted in Annex W for EPS and under clause XX.10 for 5GS.
*** END CHANGES ***
*** BEGIN CHANGES ***
4.16.3
Session setup principles

When establishment of UE initiated IP‑CAN bearer(s) for the media is required it is recommended to reserve IP‑CAN bearer(s) at the reception of the SDP answer. If the UE has been made aware of the operator policies with regards to allowed media for the multimedia telephony service, then the UE may reserve IP‑CAN bearer(s) at the sending of the SIP INVITE request. For multimedia telephony, the UE should only mark resource reservation as required for voice and video.

When there are no requirements for resource reservation or when required resources are available on the originating side, the P‑CSCF on the terminating side may send available session information to the PCRF/PCF at the reception of the SDP offer, as in such cases the UE can attempt resource reservation before sending the SDP answer.
*** END CHANGES ***
*** BEGIN CHANGES ***
5.2.2.3
Registration information flow – User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP connectivity for the signalling has been gained from the access network. For the purpose of the registration information flows, the user is considered to be always roaming. For user roaming in their home network, the home network shall perform the role of the visited network elements and the home network elements.
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Figure 5.1: Registration – User not registered
1.
After the UE has obtained IP connectivity, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address, Instance Identifier, GRUU Support Indication).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query/Cx-Select-Pull information flow to the HSS (Public User Identity, Private User Identity, P‑CSCF network identifier).
The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4.
Cx-Query Resp/Cx-Select-Pull Resp is sent from the HSS to the I‑CSCF. It shall contain the S‑CSCF name, if it is known by the HSS, or the S‑CSCF capabilities, if it is necessary to select a new S‑CSCF. When capabilities are returned, the I‑CSCF shall construct a name from the capabilities returned.

If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The name-address resolution mechanism is allowed to take the load information of the S‑CSCFs (e.g. obtained using network management procedures) into consideration when deciding the address of the S-CSCF. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.


The S‑CSCF shall reject the registration if the number of registered contact addresses for a Public User Identity from the same UE exceeds the limit of simultaneous registrations configured at the S‑CSCF. The S-CSCF shall also reject the registration from separate UEs if the allowed number of simultaneous registrations according to the S-CSCF configuration or per subscribed value for a Public User Identity received from the HSS exceeds the limit of simultaneous registrations. The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE. The S‑CSCF shall store the P‑CSCF Network ID information.

6.
The S‑CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS.
7.
The HSS shall store the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF. The user information passed from the HSS to the S‑CSCF shall include one or more names/addresses information which can be used to access the platform(s) used for service control while the user is registered at this S‑CSCF. The S‑CSCF shall store the information for the indicated user. In addition to the names/addresses information, security information may also be sent for use within the S‑CSCF.

8.
Based on the filter criteria, the S‑CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate.
9.
The S‑CSCF shall return the 200 OK information flow (home network contact information, a GRUU set) to the I‑CSCF.

10.
The I‑CSCF shall send information flow 200 OK (home network contact information, a GRUU set) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a GRUU set) to the UE. The P‑CSCF may subscribe to notifications of the status of the IMS Signalling connectivity from PCRF/PCF (see TS 23.203 [54] for more details).


If the S-CSCF receives the priority information of the MPS subscribed-UE as a part of user profile from the HSS, the S-CSCF provides the priority information to the P-CSCF and the P-CSCF stores this information for the MPS-subscribed UE.

*** END CHANGES ***
*** BEGIN CHANGES ***
5.4.7
Interaction between QoS and session signalling
5.4.7.0
General

At IP‑CAN bearer activation the user shall have access to either IP‑CAN services without Policy and Charging Control, or IP‑CAN services with Policy and Charging Control. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

When using IP‑CAN without Policy and Charging Control, IP-CAN bearers are established according to the user's subscription, local operator's IP bearer resource based policy, local operator's admission control function and roaming agreements.

When using IP‑CAN with Policy and Charging Control, PCC decisions (e.g., authorization and control) are also applied to the IP-CAN bearer.

The description in this clause and the following clauses (clauses 5.4.7.1 - 5.4.7.7) is applicable for the case when Policy and Charging Control is employed.

The IP-Connectivity Access Network contains a Policy and Charging Enforcement Function (PCEF) that has the capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached from/through an IP‑CAN bearer according to a packet classifier. 
Note: How PCEF is defined in 5GS is specified in TS 23.203 [54]
This policy 'gate' function has an external control interface that allows it to be selectively 'opened' or 'closed' on the basis of IP destination address and port. When open, the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are allowed to pass through. The control is performed by a PCRF (the interface between the PCRF/PCF and the P‑CSCF is the Rx interface standardised in TS 23.203 [54]).

There are eight interactions defined for Policy and Charging Control:

1.
Authorize QoS Resources.

2.
Resource Reservation.

3.
Enabling of media flows authorized in (1), e.g. 'open' the 'gate'.

4.
Disabling of media flows authorized in (1), e.g. 'close' the 'gate'.

5.
Revoke Authorization for IP‑CAN and IP resources.

6.
Indication of IP‑CAN bearer release from the PCEF in the IP-Connectivity Access Network to the PCRF/PCF.

7.
Authorization of IP‑CAN bearer modification.

8.
Indication of IP‑CAN bearer modification from the PCEF in the IP-Connectivity Access Network to the PCRF/PCF.

These requirements and functional description of these interactions are explained further in the following clauses. The complete specification of the interface between the Policy and Charging Rules Function and the Policy and Charging Enforcement Function is contained in TS 23.203 [54].

The Policy and Charging Control can also be used to enable the P-CSCF to retrieve the user location and/or UE Time Zone information from the access network as specified in TS 23.203 [54].

5.4.7.1
Authorize QoS Resources
The Authorize QoS Resources procedure is used during an establishment and a modification of a SIP session. The P‑CSCF shall use the SDP contained in the SIP signalling to derive the session information that is relevant for Policy and Charging Control and forwards it to the PCRF/PCF. The PCRF/PCF shall use the received information to calculate the proper authorization. This enables the PCRF to authorize the required QoS resources.

NOTE:
Although session information is incomplete in the terminating side P‑CSCF at the reception of the SDP offer, it can be sent to PCRF whenever the SDP offer (contained in the session establishment request or session modification request) indicates no requirements for resource reservation or that the required resources are already available on the originating side, as in such cases no SDP answer is received before the PCRF is requested to authorize the required QoS resources.

The authorization shall be expressed in terms of the IP resources to be authorized and shall include limits on media flows, and may include restrictions on IP destination address and port. The PCC shall authorize each SIP session independently (including additional parallel sessions, e.g. Call Waiting) and shall take into consideration the amount of IP resources the user's subscription allows.

5.4.7.1a
Resource Reservation with Policy and Charging Control

The IP‑CAN provides the Policy and Charging Enforcement Point that implements the policy decisions for performing admission control and authorising the IP‑CAN and IP BS QoS Resource request, and policing media flows entering the external IP network.

Authorization of IP‑CAN and IP QoS Resources shall be required for access to the IP Multimedia Subsystem. The IP‑CAN shall determine the need for authorization, possibly based on provisioning and/or based on requested parameters, which may be IP‑CAN specific.

Resource Reservation is initiated either by the UE or the IP‑CAN depending on the bearer establishment mode selected for the IP‑CAN session, see TS 23.203 [54]:

-
Resource reservation requests initiated from the UE shall (if possible for the used IP‑CAN) contain the traffic mapping information which enables the IP‑CAN to correctly match the reservation request to the corresponding authorization. The authorization is normally 'Pulled' from the PCRF by the PCEF within the IP‑CAN when the reservation request is received from the UE.

NOTE:
When a UE combines multiple media flows onto a single IP‑CAN bearer, all the traffic mapping information related to those media flows are provided in the resource reservation request.

With a request for IP‑CAN QoS resources, the PCEF within the IP‑CAN shall verify the request is less than the sum of the authorized IP resources (within the error tolerance of the conversion mechanism) for all of the combined media flows.

-
Resource reservation requests initiated by the IP‑CAN take place after successful authorization of QoS resources. The PCRF/PCF "Pushes" the authorization for IP‑CAN bearer resources to the PCEF within the IP‑CAN, which then enforces the authorization by either modifying the characteristics of one existing IP‑CAN bearer or requesting the establishment of a new one.

-
Resource reservation requests initiated by the IP‑CAN shall (if possible for the used IP‑CAN) contain the traffic mapping information which enables the UE to correctly match the reservation request to the corresponding media of the SIP session.

5.4.7.2
Enabling of Media Flows

The PCRF/PCF makes policy decisions and provides an indication to the PCEF within the IP‑CAN that the user is now allowed to use the allocated QoS resources for per-session authorizations unless this was done based on Policy and Charging Control at the time of the Resource Reservation procedure. If there is more than one response for the same session, indicating that the session has been forked in the network, the PCRF/PCF may authorize the "logical OR" of the resources requested in the responses. When the session established indication has been received, if the PCRF/PCF earlier have authorized the "logical OR" of the resources then the PCRF/PCF will modify the authorization and enable the corresponding media flows according to the session established indication.

The PCEF within the IP‑CAN enforces the policy decisions. The IP‑CAN shall restrict any use of the IP resources prior to this indication from the PCRF/PCF, e.g. by keeping the gate closed and disabling the use of resources for the media flow. Based on local policy, IP‑CAN and/or IP resources may be allowed to be used by the user at the time they are authorized by the PCRF/PCF.

5.4.7.3
Disabling of Media Flows

The PCRF/PCF makes policy decisions and provides an indication to the PCEF within the IP‑CAN about revoking the user's capacity to use the allocated QoS resources for per-session authorizations. The indication for disabling media flows shall be sent as a separate decision to the PCEF within the IP‑CAN corresponding to the previous request to enable media flows.

The PCEF within the IP‑CAN enforces the policy decisions. The IP‑CAN shall restrict any use of the IP resources after this indication from the PCRF/PCF, e.g. by closing the gate and blocking the media flow.

5.4.7.4
Revoke Authorization for IP-Connectivity Access Network and IP Resources

At IP multimedia session release, the UE should deactivate the IP‑CAN bearer(s) used for the IP multimedia session. In various cases the UE will be unable to perform this release itself. The PCRF/PCF provides indication to the PCEF within the IP‑CAN when the resources previous authorized, and possibly allocated by the UE, are to be released. The IP‑CAN shall deactivate the IP‑CAN bearer used for the IP multimedia session.

5.4.7.5
Indication of IP-Connectivity Access Network bearer release

Any release of IP‑CAN bearer(s) that were established based on authorization from the PCRF/PCF shall be reported to the PCRF/PCF by the PCEF within the IP‑CAN.

This indication is forwarded to the P‑CSCF and may be used by the P‑CSCF to initiate a session release towards the remote endpoint e.g. if all IP-CAN bearer(s) associated with the session were released, the procedures in clause 5.10.3.1 can be executed.

NOTE:
If only a subset of IP-CAN bearer(s) were released, then the UE can update the ongoing session with the remainder of allowed media flows or a subset of allowed media flows.

5.4.7.6
Authorization of IP-Connectivity Access Network bearer modification

When an IP‑CAN bearer is modified by the UE, such that the requested QoS falls outside of the limits that were authorized at IP‑CAN bearer activation (or last modification) or such that new binding information is received, then the PCEF within the IP‑CAN shall verify the authorization of this IP‑CAN bearer modification.

If the PCEF within the IP‑CAN does not have sufficient information to authorize the IP‑CAN bearer modification request, the PCEF within the IP‑CAN shall send an authorization request to the PCRF. The PCRF authorizes the modified IP‑CAN bearer based on the current session information. Note that the P‑CSCF sends an update of the session information in case of a modification of a SIP session which results in an update of the authorization as described in clause 5.4.7.1.

When the P‑CSCF sends an update of the session information and the bearer establishment is controlled by the IP‑CAN, the PCRF/PCF shall send an updated authorization to the PCEF. The PCEF within the IP‑CAN enforces the policy decision accordingly (e.g. by requesting the reservation of new IP‑CAN bearer resources in the case of the addition of a new media component to the session or release of previously reserved resources if a media component has been removed from the IP Multimedia session).

5.4.7.7
Indication of IP-Connectivity Access Network bearer modification

When an IP‑CAN bearer is modified such that the maximum bit rate (downlink and uplink) is downgraded to 0 kbit/s or changed from 0 kbit/s to a value that falls within the limits that were authorized at IP‑CAN bearer activation (or last modification) then the PCEF within the IP‑CAN shall report this to the PCRF/PCF.

This indication is forwarded to the P‑CSCF and may be used by the P‑CSCF to initiate a session release towards the remote endpoint.

5.4.7.8
Sharing of Resources for Network Detected Concurrent Sessions

5.4.7.8.1
Network Detected Concurrent Sessions

The following scenarios for concurrent sessions are subject to resource sharing:

-
The UE is engaged in a session, puts the session on hold, then initiates a new session to a new UE.

 -
The UE is engaged in a session and receives an incoming session, puts the ongoing session on hold to accept the incoming session.

-
The UE is engaged in multiple sessions, puts all sessions on hold and creates a conferencing session.

For a UE engaged in multiple sessions, with only one active session at any time, the network may be able to share resources for media components of the same type and that are common to these multiple sessions.

Resource sharing shall only be indicated for concurrent sessions that employ resource reservation based on TS 23.203 [54].

When a UE puts a session on hold, it may put all or a subset of the media components of the session on hold. In such a case, the resource sharing applies only to the media components that are on hold and not to the rest of media components belonging to this IMS session

An emergency session shall not share resources with any other session.

NOTE:
Resource sharing to be shared for any media component can be allowed for one direction as well as both directions. According to TS 24.229 [10a] and TS 24.610 [91] it is not prohibited that a UE may send media towards a held UE, i.e. uplink media can occur even when a UE puts a remote UE on hold. The P-CSCF can therefore be locally configured to allow resource sharing in both directions if the P-CSCF knows that the UE will not send media to a remote UE on hold.

5.4.7.8.2
Initiating Resource Sharing For Network Detected Concurrent Sessions

If the P-CSCF is configured to apply resource sharing, it may at establishment of a new Rx session with the PCRF/PCF, indicate that resources may be shared in uplink and/or downlink direction by assigning an uplink and/or downlink tag to each media component of an IMS session unless it is an IMS emergency session.

NOTE:
The assignment of tags to media components is regardless of any future sharing decision.

If this is the first IMS session of a UE, the P-CSCF shall assign new tags. Upon detection by the P-CSCF that a UE is engaged in multiple sessions, it shall determine if these sessions fulfil the criteria specified in clause 5.4.7.8.1 and have common media components that can share resources. If so, the P-CSCF may activate resource sharing by assigning the same existing tag to each media component whose resources can be shared amongst the IMS sessions. Otherwise, the P-CSCF shall assign new tags that are different from any tag previously assigned for this UE. The PCRF/PCF may then authorize resource sharing based on these tags. For further information, see TS 23.203 [54].

Whenever resource sharing is active, the P-CSCF shall ensure that the UE can only receive the media flow for one session at a time by closing the gates for all other media flows that can share the same resource, i.e. having the same tag.

5.4.7.8.3
Void

5.4.7.9
Priority sharing for concurrent sessions

The P-CSCF may indicate to the PCRF/PCF that the resource allocation for a media flow is allowed to use the same priority as other media flows of the same media type for the UE engaged in multiple sessions by providing a priority sharing indicator and an optional pre-emption control information in addition to the application identifier and the service priority. For MCPTT, the service priority and the priority sharing indicator are defined in TS 23.179 [92]. The pre-emption control information is used to indicate to the PCRF/PCF how to perform pre-emption in accordance to TS 23.203 [54].

The following scenario is subject to priority sharing:

--
The P-CSCF receives a priority sharing indicator associated with the media flow from the Application Server.

Upon detection by the P-CSCF that a session includes a priority sharing indicator for a media flow and may optionally include pre-emption control information, the P-CSCF shall convey to the PCRF/PCF the priority sharing indicator and, when available, the pre-emption control information as described in TS 23.203 [54].

NOTE 1:
The Application Server is not supposed to include the priority sharing indicator for an emergency session.

NOTE 2:
The priority sharing enables the usage of one bearer per QCI/5QI for a UE having multiple sessions; otherwise sessions with different service priorities would end up in different bearers
*** END CHANGES ***
*** BEGIN CHANGES ***
5.6.1
(MO#1) Mobile origination, roaming

This origination procedure applies to roaming users.

The UE is located in a visited network, and determines the P‑CSCF via the CSCF discovery procedure described in clause 5.1.1. The home network advertises the S‑CSCF as the entry point from the visited network.

When registration is complete, P‑CSCF knows the name/address of the next hop in the signalling path toward the serving‑CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1.
UE sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE.


This next hop is either the S‑CSCF that is serving the visiting UE.


P-CSCF determines whether the INVITE message requires priority handling based on user profile stored during the registration procedure and/or the priority requested by the user and/or MPS code/identifier included in the INVITE message. If the session is determined to require priority handling, then P-CSCF inserts/replaces the priority indication and forwards the INVITE to the S-CSCF.

3.
S‑CSCF validates the service profile, if a GRUU is received as the contact, ensures that the Public User Identity of the served user in the request and the Public User Identity associated with the GRUU belongs to the same service profile, and invokes any origination service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services. If the Request URI contains the SIP URI representation of an E.164 address then the procedure specified in clause 4.3.5.3 applies.

4.
S‑CSCF forwards the request, as specified by the S-S procedures. When the INVITE message includes priority indication, the S-CSCF forwards the INVITE, including the Service User's priority level if available.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF.

7.
P‑CSCF instructs the PCRF/PCF to authorize the resources necessary for this session.

8.
P‑CSCF forwards the Offer Response message to the originating endpoint

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to the P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF to instruct the PCRF/PCF to repeat the Authorization step (Step 7) again.

10.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates the reservation procedures for the resources needed for this session after determining the needed resources in step 8 as shown in Figure 5.14. Otherwise, the IP‑CAN initiates the reservation of required resources after step 7.

11.
P‑CSCF forwards the Response Confirmation to S‑CSCF.

12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-15.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the P‑CSCF validates that the resources are allowed to be used.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

22-24.
Terminating end point may generate ringing and it is then forwarded via the session path to the UE.

25.
UE indicates to the originating user that the destination is ringing

26.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

27.
S‑CSCF sends a SIP 200-OK final response along the signalling path back to P‑CSCF.

28.
P‑CSCF indicates that the media flows authorized for this session should now be enabled.

29.
P‑CSCF sends a SIP 200-OK final response to the session originator

30.
UE starts the media flow(s) for this session

31-33.
UE responds to the 200 OK with a SIP ACK message sent along the signalling path.
*** END CHANGES ***
*** BEGIN CHANGES ***
5.6.2
(MO#2) Mobile origination, home
This origination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P‑CSCF via the CSCF discovery procedure described in clause 5.1.1. During registration, the home network allocates an S‑CSCF in the home network.
When registration is complete, P‑CSCF knows the name/address of S‑CSCF.
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Figure 5.15: Mobile origination procedure - home

Procedure MO#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. In this case it forwards the INVITE to the S‑CSCF in the home network.


P-CSCF determines whether the INVITE message requires priority handling based on user profile stored during the registration procedure and/or the priority requested by the user and/or MPS code/identifier included in the INVITE message. If the session is determined to require priority handling, then P-CSCF inserts/replaces the priority indication and forwards the INVITE to the S-CSCF.

3.
S‑CSCF validates the service profile, if a GRUU is received as the contact, ensures that the Public User Identity of the served user in the request and the Public User Identity associated with the GRUU belong to the same service profile, and invokes any origination service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services. If the Request URI contains the SIP representation of an E.164 address then the procedure specified in clause 4.3.5.3 applies.

4.
S‑CSCF forwards the request, as specified by the S-S procedures. When the INVITE message includes priority indication, the S-CSCF forwards the INVITE, including the Service User's priority level if available.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S‑CSCF forwards the Offer Response message to P‑CSCF

7.
P‑CSCF instructs the PCRF/PCF to authorize the resources necessary for this session.

8.
P‑CSCF forwards the Offer Response message to the originating endpoint.

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF to repeat the Step 7 again.

10.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates resource reservation procedures for the offered media as shown in Figure 5.15. Otherwise, the IP‑CAN initiates the reservation of required resources after step 7.

11.
P‑CSCF forwards this message to S‑CSCF

12.
S‑CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-14.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the PCSCF authorizes the media.

15.
PCSCF forwards the answered media towards the UE.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P‑CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occurred. If the SDP has changed, the P‑CSCF again authorizes that the resources are allowed to be used.

22-24.
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S‑CSCF per the S-S procedure. It is sent from there toward the originating end along the signalling path.

25.
UE indicates to the originating user that the destination is ringing.

26-27.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response along the signalling path to the originating end, as specified by the termination procedures and the S-S procedures, to S‑CSCF.

28.
P‑CSCF indicates that the media flows authorized for this session should now be enabled.

29.
P‑CSCF passes the 200-OK response back to UE

30.
UE starts the media flow(s) for this session.

31-33.
UE responds to the 200 OK with an ACK message which is sent to P‑CSCF and passed along the signalling path to the terminating end.
*** END CHANGES ***
*** BEGIN CHANGES ***
5.6.4
(NI-O) Non-IMS Origination procedure from an external SIP client
This sub clause describes the session setup procedures when originating from an external SIP client that doesn't support the required IMS SIP extensions, towards an IMS UE.

An incoming SIP request may arrive, where the UE detects that the originating party does not support the IMS SIP extensions described in TS 24.229 [10a]. In case the external SIP client does not support the Precondition extension of SIP, the UE continues to setup the session without activating media transfer until the session has been accepted. Figure 5.16a shows an example of an end-to-end session setup in such a case.

For illustration purposes these session flows show the case of a non-roaming termination. This flow is a variant of MT#2 defined in sub clause 5.7.2. The same principles apply in roaming cases, i.e. analogous variants of MT#1 defined in sub clause 5.7.1 are also supported for interworking with SIP clients that do not support the required IMS procedures.
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Figure 5.16a: Originating session from external SIP client

1-2.
A session request arrives at the UE in the IMS network with media information but without requiring precondition capability.

3.
P‑CSCF examines the media parameters. If P‑CSCF finds media parameters not allowed to be used within an IMS session (based on P‑CSCF local policies, or if available bandwidth authorization limitation information coming from the PCRF), it rejects the session initiation attempt.

NOTE 1:
Whether the P‑CSCF should interact with PCRF in this step is based on operator policy.

4.
P‑CSCF forwards the INVITE request to the UE.

5.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE begins the resource reservation according to the session and media parameters as shown in Figure 5.16a. Otherwise, the IP‑CAN initiates the reservation of required resources after step 10.

6-8.
Ringing information is sent end to end towards the originating party. These steps may proceed in parallel with step 5.

9.
The UE accepts the session with a 200 OK response.

10.
Based on operator policy the P‑CSCF may instruct the PCRF/PCF to authorize the resources necessary for this session.

11-12.
The 200 OK response is forwarded to the originating party.

13-15.
The originating party acknowledges the session.
*** END CHANGES ***
*** BEGIN CHANGES ***
5.7.1
(MT#1) Mobile termination, roaming

This termination procedure applies to roaming users.

The UE is located in a visited network, and determines the P‑CSCF via the CSCF discovery procedure described in clause 5.1.1. The home network advertises the S‑CSCF as the entry point from the visited network.

When registration is complete, S‑CSCF knows the name/address of its next hop in the signalling path, the P‑CSCF and P‑CSCF knows the name/address of the UE.
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Figure 5.17: Mobile termination procedure - roaming

Procedure MT#1 is as follows:

1.
The originating party sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Inter-Serving procedures, to the Serving‑CSCF for the terminating users.

2.
S‑CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services.

3.
S‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P‑CSCF in the visited network.

4.
If the P-CSCF determines that the termination is for an MPS session, the P-CSCF derives the session information and invokes dynamic policy sending the derived session information to the PCRF/PCF. The P‑CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE.

5.
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P‑CSCF.

6.
P‑CSCF instructs the PCRF/PCF to authorize the resources necessary for this session.

NOTE:
P‑CSCF can additionally authorize the resources in step 4 in scenarios where request indicates requirements for resource reservation or that the required resources are already available on the originating side, as in such cases no SDP answer is received before the PCRF/PCF is requested to authorize the required QoS resources.

7.
P‑CSCF forwards the Offer Response message to S‑CSCF.

8.
S‑CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9.
The originating endpoint sends a Response Confirmation via the S-S procedure, to S‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCFto repeat the Step 6 again.

10.
S‑CSCF forwards the Response Confirmation to P‑CSCF. This may possibly be routed through the I‑CSCF depending on operator configuration of the I‑CSCF.

11.
P‑CSCF forwards the Response Confirmation to UE.

12.
UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

13.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates the reservation procedures for the resources needed for this session as shown in Figure 5.17. Otherwise, the IP‑CAN initiates the reservation of required resources after step 6.

14-15.
PCSCF forwards the Confirmation Ack to the S‑CSCF and then to the originating end point via session path. Step 14 may be similar to Step 7 depending on whether or not configuration hiding is used.

16-18.
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation message to S‑CSCF, via the S-S procedures. The S‑CSCF forwards the message toward the terminating endpoint along the signalling path.

19.
UE#2 alerts the destination user of an incoming session setup attempt.

20-22.
UE#2 responds to the successful resource reservation towards the originating end point.

23-25.
UE may alert the user and wait for an indication from the user before completing the session setup. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P‑CSCF and along the signalling path to the originating end.

26.
When the destination party answers, the UE sends a SIP 200-OK final response to P‑CSCF.

27.
P‑CSCF indicates to PCRF/PCF that the media flows for this session should now be enabled.

28.
UE starts the media flow(s) for this session

29-30.
P‑CSCF sends a SIP 200-OK final response along the signalling path back to the S‑CSCF.

31-33.
The originating party responds to the 200-OK final response with a SIP ACK message that is sent to S‑CSCF via the S-S procedure and forwarded to the terminating end along the signalling path.

*** END CHANGES ***
*** BEGIN CHANGES ***
5.7.2
(MT#2) Mobile termination, home

This termination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P‑CSCF via the CSCF discovery procedures described in clause 5.1.1.

When registration is complete, S‑CSCF knows the name/address of P‑CSCF, and P‑CSCF knows the name/address of the UE.
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Figure 5.18: Mobile termination procedure - home

Procedure MT#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Serving to Serving‑CSCF procedures, to the Serving‑CSCF for the terminating user.

2.
S‑CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services.

3.
S‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P‑CSCF in the home network.

4.
If the P-CSCF determines that the termination is for an MPS session, the P-CSCF derives the session information and invokes dynamic policy sending the derived session information to the PCRF. The P‑CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE.

5.
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P‑CSCF.

6.
P‑CSCF instructs PCRF/PCF to authorize the resources necessary for this session.

NOTE:
P‑CSCF can additionally authorize the resources in step 4 in scenarios where request indicates no requirements for resource reservation or that the required resources are already available on the originating side, as in such cases no SDP answer is received before the PCRF is requested to authorize the required QoS resources.

7.
P‑CSCF forwards the Offer Response message to S‑CSCF.

8.
S‑CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9.
The originating endpoint sends a Response Confirmation via the S-S procedure, to S‑CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P‑CSCF to repeat the Step 6 again.

10.
S‑CSCF forwards the Response Confirmation to P‑CSCF.

11.
P‑CSCF forwards the Response Confirmation to UE.

12.
UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P‑CSCF authorizes that the resources are allowed to be used.

13.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates the reservation procedures for the resources needed for this session as shown in Figure 5.18. Otherwise, the IP‑CAN initiates the reservation of required resources after step 6.

14-15.
The response is forwarded to the originating end point.

16-18.
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation message to S‑CSCF, via the S-S procedures. The S‑CSCF forwards the message toward the terminating endpoint along the signalling path.

19.
UE#2 alerts the destination user of an incoming session setup attempt.

20-22.
UE#2 responds to the successful resource reservation and the message is forwarded to the originating end.

23-25.
UE may alert the user and wait for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P‑CSCF and along the signalling path to the originating end.

26.
When the destination party answers, UE sends a SIP 200-OK final response to P‑CSCF.

27.
P‑CSCF indicates that the authorized media flows for this session should now be enabled.

28.
UE starts the media flow(s) for this session.

29-30.
P‑CSCF forwards the 200-OK to S‑CSCF, following the signalling path.

31-33.
The session originator responds to the 200-OK by sending the ACK message to S‑CSCF via the S-S procedure and it is forwarded to the terminating end along the signalling path.
*** END CHANGES ***
*** BEGIN CHANGES ***
5.7.4
(NI-T) Non-IMS Termination to an external SIP client

This sub clause describes the IMS session setup procedures towards external SIP clients that don't support the required IMS SIP extensions.

In this scenario, the UE originates an IMS session without requiring the support for precondition capabilities, towards an external SIP entity that does not support those capabilities. Since required resources are not yet available at the UE, all the media components are set to inactive. In this example the external SIP client does not support the Precondition extension of SIP so the related precondition information within SIP/SDP is ignored.

When both parties have agreed to the session and media parameters and the UE has established resources for the media, the UE initiates session modification setting the status of the media components to active and is thus enabling the media transfer to start. Figures 5.19b and 5.19c together illustrate session flows for one possible originating session establishment towards a non-IMS client in an external network with QoS authorization and Policy and Charging Control support.

For illustration purposes these session flows show the case of a non-roaming origination. This flow is a variant of MO#2 defined in sub clause 5.6.2. The same principles apply in roaming cases, i.e. analogous variants of MO#1 defined in sub clause 5.6.1 are also supported for interworking with SIP clients that do not support the required IMS procedures.

Figure 5.19a: Void
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Figure 5.19b: Terminating session towards external SIP client, initiate session set up not requiring precondition capabilities and with inactive media

The UE initiates an INVITE message, which indicates the support of the precondition capability Since required resources are not yet available, the UE sets all media components to inactive state, as shown in figure 5.19b.

1‑3.
UE initiates a new IMS session indicating the support of the precondition capability and setting all media components to inactive state.

4‑5.
Acknowledgement of the session and media parameters are sent from the terminating side to the P‑CSCF.

6.
The P‑CSCF may at this point instruct PCRF/PCF to authorize the resources being negotiated.

7.
The acknowledgement of the session and media parameters forwarded towards the originating UE.

8‑10.
The session is established, but media transfer is not allowed yet.

11.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. The UE starts the resource reservation for the media as shown in Figure 5.19b. Otherwise, the IP‑CAN initiates the reservation of required resources after step 6.
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Figure 5.19c: Continuation of terminating session towards external SIP client, session set up with active media

Once the session parameters have been agreed and the UE has successfully reserved resources for the media components, the session set-up continues by setting the media components to active, as shown in session flow 5.19c.

12‑14.
UE initiates activation of media by initiating an INVITE procedure towards the terminating party.

15‑16.
The terminating party accepts media activation, and corresponding signalling is passed back towards the originating party along the session path.

17.
The P‑CSCF receives the acceptance of media activation. At this point, the P‑CSCF may instruct the PCRF/PCF to enable the media flows that have been authorized for the session.

18.
The P‑CSCF forwards the signalling message to the originating UE indicating that the session setup can continue and activation of media is performed.

19‑21.
The Session establishment is then acknowledged through the session path.

At this point in time, the session is established between the two parties.

*** END CHANGES ***
*** BEGIN CHANGES ***
5.7a.2
Procedures for the establishment of sessions without preconditions - no resource reservation required before session becomes active
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Figure 5.19h: End-to-end session flow procedure without preconditions - no resource reservation required before session becomes active

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF#1 determined via the P‑CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session. It should be noted that a media offer without preconditions in general implies that the offering entity might expect to receive incoming media for any of the offered media as soon as the offer is received by the other endpoint. Therefore either an existing IP‑CAN bearer is assumed to be available for use or the application is implemented such that incoming media is not expected until some later point in time.

2.
P‑CSCF#1 examines the media parameters. If P‑CSCF#1 finds media parameters not allowed to be used within an IMS session (based on P‑CSCF local policies, or if available bandwidth authorization limitation information coming from the PCRF/PCF), it rejects the session initiation attempt.

NOTE 0a:
Whether the P‑CSCF should interact with PCRF/PCF in this step is based on operator policy.

3.
P‑CSCF#1 forwards the INVITE request to S‑CSCF#1 along the path determined upon UE#1's most recent registration procedure.

4.
Based on operator policy S‑CSCF#1 validates the user's service profile and may invoke whatever service control logic is appropriate for this INVITE request. This may include routing the INVITE request to an Application Server, which processes the request further on.

5.
S‑CSCF#1 forwards INVITE request to I‑CSCF#2.

6.
I‑CSCF#2 performs Location Query procedure with the HSS to acquire the S‑CSCF address of the destination user (S‑CSCF#2).

7.
I‑CSCF#2 forwards the INVITE request to S‑CSCF#2.

8.
Based on operator policy S‑CSCF#2 validates the user's service profile and may invoke whatever service control logic is appropriate for this INVITE request. This may include routing the INVITE request to an Application Server, which processes the request further on.

9.
S‑CSCF#2 forwards the INVITE request to P‑CSCF#2 along the path determined upon UE#2's most recent registration procedure.

10.
P‑CSCF#2 examines the media parameters. If P‑CSCF#2 finds media parameters not allowed to be used within an IMS session (based on P‑CSCF local policies, or if available bandwidth authorization limitation information coming from the PCRF/PCF), it rejects the session initiation attempt.

NOTE 0b:
Whether the P‑CSCF should interact with PCRF/PCF in this step is based on operator policy.

11.
P‑CSCF#2 forwards the INVITE request to UE#2.

12. - 17.
UE#2 may optionally generate a ringing message towards UE#1.

18.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. UE#2 may reserve a dedicated IP‑CAN bearer for media based on the media parameters received in the SDP offer as shown in Figure 5.19h. Otherwise, the IP‑CAN#2 initiates the reservation of required resources after step 20 instead.

NOTE 1:
The sequential ordering of 18 and 19 does not indicate that these steps are necessarily performed one after the other. If step 19 is performed before step 18 is finished, UE#2 shall use an existing IP‑CAN bearer to send and receive media unless the application is such that a new bearer is not needed until some later point in time. If step 18 is performed successfully, media are sent and received by UE#2 on the dedicated IP‑CAN bearer.

19.
UE#2 accepts the session with a 200 OK response. The 200 OK response is sent to P‑CSCF#2.

20.
Based on operator policy P‑CSCF#2 may instruct PCRF/PCF to authorize the resources necessary for this session.

21. - 24.
The 200 OK response traverses back to UE#1.

25.
Based on operator policy P‑CSCF#1 may instruct the PCRF/PCF authorize the resources necessary for this session.

26.
P‑CSCF#1 forwards the 200 OK response to UE#1.

27. - 31.
UE#1 acknowledges the 200 OK with an ACK, which traverses back to UE#2.

32.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. UE#1 may reserve a dedicated IP‑CAN bearer for media based on the media parameters received in the SDP answer as shown in Figure 5.19h. Otherwise, the IP‑CAN#1 initiates the reservation of required resources after step 25.

NOTE 2:
The sequential ordering of 27 and 32 does not indicate that these steps are necessarily performed one after the other. If step 32 is performed successfully, media are sent and received by UE#1 on the reserved dedicated IP‑CAN bearer. UE#1 may also use an existing IP‑CAN bearer to send and receive media.
*** END CHANGES ***
*** BEGIN CHANGES ***
5.10.1
Terminal initiated session release

The following flow shows a terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases). Furthermore, the flow also assumes that Policy and Charging Control is in use.
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Figure 5.22: Terminal initiated session release

1.
One party hangs up, which generates a message (Bye message in SIP) from the UE to the P‑CSCF.

2.
Depending on the bearer establishment mode selected for the IP‑CAN session, release resource(s) shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates the release procedures for the resources used for this session as shown in Figure 5.22. Otherwise, the IP‑CAN initiates the release of used resources after step 4.

3.
Void.

4.
The P‑CSCF instruct the PCRF/PCF to remove the authorization for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the IP‑CAN to confirm that the IP bearers associated with the session have been deleted.

5.
The P‑CSCF sends a Hangup to the S‑CSCF of the releasing party.

6.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

7.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

8.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

9.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

10.
The P‑CSCF instructs the PCRF/PCF to remove the authorization for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP‑CAN to confirm that the IP bearers associated with the UE#2 session have been deleted.

11.
The P‑CSCF forwards the Hangup on to the UE.

12.
The terminal responds with an acknowledgement, the SIP OK message (number 200), that is sent back to the P‑CSCF.

13.
Depending on the bearer establishment mode selected for the IP‑CAN session, release resource(s) shall be initiated either by the UE or by the IP‑CAN itself. The UE initiates the release procedures for the resources used for this session as shown in Figure 5.22. Otherwise, the IP‑CAN initiates the release of used resources after step 11.

14
Void.

15.
The SIP OK message is sent to the S‑CSCF.

16.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing.

17.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing.

18.
The P‑CSCF of the releasing party forwards the OK to the UE.

5.10.2
PSTN initiated session release

The following flow shows a PSTN terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established to the PSTN from the Home Network (the visited network could be the Home network in this case). Furthermore, this flow assumes that Policy and Charging Control is used.
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Figure 5.23: PSTN initiated session release

1.
PSTN party hangs up, which generates an ISUP REL message to the MGCF.

2.
The MGCF sends a Hangup (Bye message in SIP) to the S‑CSCF to notify the terminal that the far end party has disconnected.

3.
Step 3 may be done in parallel with Step 2. Depending on the GSTN network type Step 3 may need to wait until after step 14. The MGCF notes the reception of the REL and acknowledges it with an RLC. This is consistent with the ISUP protocol.

4.
The MGCF requests the MGW to release the vocoder and ISUP trunk using the H.248/MEGACO Transaction Request (subtract). This also results in disconnecting the two parties in the H.248 context. The IP network resources that were reserved for the message receive path to the PSTN for this session are now released. This is initiated from the MGW. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.

5.
The MGW sends an acknowledgement to the MGCF upon completion of step 4.

6.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

7.
The S‑CSCF forwards the Hangup to the P‑CSCF.

8.
The P‑CSCF instructs the PCRF/PCF to remove the authorization for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP‑CAN to confirm that the IP bearers associated with the UE#2 session have been deleted.

9.
The P‑CSCF forwards the Hangup to the UE.

10.
The terminal responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

11-12.
The IP network resources that had been reserved for the message receive path to the endpoint for this session are released, taking into account the bearer establishment mode used for the IP‑CAN session. Steps 11and 12 may be done in parallel with step 10. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.

13.
The SIP OK message is sent to the S‑CSCF.

14.
The S‑CSCF forwards the message to the MGCF.

5.10.3
Network initiated session release

5.10.3.0
Removal of IP‑CAN bearers used to transport IMS SIP signalling

It is possible that the IP‑CAN removes the IP‑CAN bearer used to transport IMS SIP signalling (e.g. due to overload situations).
In this case the UE or network shall initiate a procedure to re-establish (or modify where possible) an IP‑CAN bearer to transport IMS SIP signalling. After the re-establishment of an IP‑CAN bearer the UE should perform a re-registration to the IMS.

If the re-establishment (or the modification) fails then the UE or network shall de-activate all other IMS related IP‑CAN bearer(s).

The deactivation of the IP‑CAN bearer(s) results in the P‑CSCFbeing informed via PCRF/PCF of the IP-CAN bearer release. P-CSCF may, depending on policy, initiate a network initiated session release  as described in clause 5.10.3.1.

The failure in re-establishing the ability to communicate towards the UE results also in the P‑CSCF/PCRF being informed that the IMS SIP signalling transport to the UE is no longer possible which shall lead to a network initiated session release (initiated by the P‑CSCF) as described in clause 5.10.3.1 if any IMS related session is still ongoing for that UE. Additionally, the P‑CSCF shall reject subsequent incoming session requests towards the remote endpoint indicating that the user is not reachable, until either:

-
the registration timer expires in P‑CSCF and the user is de-registered from IMS.

-
a new Register message from the UE is received providing an indication to the P‑CSCF that the IMS SIP signalling transport for that user has become available again and session requests can be handled again.

The P‑CSCF shall not assume that the IMS SIP signalling transport is lost unless the P‑CSCF receives a notification of loss of signalling connectivity from the PCRF/PCF as defined in this clause. The P‑CSCF shall not reject subsequent incoming session requests towards the remote endpoint based upon notification of other events e.g. upon PCRF/PCF notification of loss of a media bearer or upon the failure to deliver an INVITE message to the UE.

5.10.3.1
Network initiated session release - P‑CSCF initiated
5.10.3.1.0
General

This clause assumes that Policy and Charging Control is applied

The following flows show a Network initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases).

A bearer is removed e.g. triggered by a UE power down, due to a previous loss of coverage, or accidental/malicious removal, etc. In this case an IP‑CAN session modification procedure (GW initiated) will be performed (see TS 23.203 [54]). The flow for this case is shown in Figure 5.26.

Other network initiated session release scenarios are of course possible.
5.10.3.1.1
Network initiated session release - P‑CSCF initiated – after removal of IP-Connectivity Access Network bearer
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Figure 5.26: Network initiated session release - P‑CSCF initiated – after removal of IP‑CAN bearer

1.
A bearer related to the session is terminated. The P‑CSCF receives an indication via PCRF/PCF of IP‑CAN bearer release.

2.
The P‑CSCF instructs PCRF/PCF to remove the authorization for resources related to the released bearer that had previously been issued for this endpoint for this session (see TS 23.203 [54]). It is optional for the P‑CSCF to instruct PCRF/PCF to deactivate additional IP‑CAN bearers (e.g. an IP‑CAN bearer for chat could still be allowed).

3.
The P‑CSCF decides on the termination of the session. For example, the P‑CSCF may decide to terminate the session if all IP‑CAN bearers related to the same IMS session are deleted. In the event of the notification that the signalling transport to the UE is no longer possible, the P‑CSCF shall terminate any ongoing session with that specific UE.


If the P‑CSCF decides to terminate the session then the P‑CSCF instructs the PCRF/PCF to remove the authorization for resources that has previously been issued for this endpoint for this session (see TS 23.203 [54]).

The following steps are only performed in case the P‑CSCF has decided to terminate the session.

4.
The P‑CSCF generates a Hangup (Bye message in SIP) to the S‑CSCF of the releasing party.

5.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

6.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

7.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

8.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

9.
The P‑CSCF instructs the PCRF/PCF to remove the authorization for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP‑CAN to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P‑CSCF forwards the Hangup on to the UE.

11.
The UE responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

12-13.
Steps 12 and 13 may be done in parallel with step 11. The IP network resources that had been reserved for the UE for this session are released, taking into account the bearer establishment mode used for the IP‑CAN session. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.

14.
The SIP OK message is sent to the S‑CSCF.

15.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing party.

16.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing party.

*** END CHANGES ***
*** BEGIN CHANGES ***
5.11.3.1
Codec and media characteristics flow negotiation during initial session establishment

Initial session establishment in the IM CN subsystem must determine a negotiated set of media characteristics (including a common codec or set of common codecs for multi-media sessions) that will be used for the session. This is done through an end-to-end message exchange to determine the complete set of media characteristics, then the decision is made by the session initiator as to the initial set of media flows.

The session initiator includes an SDP in the SIP INVITE message that lists every media characteristics (including codecs) that the originator is willing to support for this session. When the message arrives at the destination endpoint, it responds with the media characteristics (e.g. common subset of codecs) that it is also willing to support for the session. Media authorization is performed for these media characteristics. The session initiator, upon receiving the common subset, determines the media characteristics (including codecs) to be used initially.

The negotiation may take multiple media offered and answered between the end points until the media set is agreed upon.

Once the session is established, the procedures of clause 5.11.3.2 may be used by either endpoint to change to a different media characteristic (e.g. codec) that was included in the initial session description, and for which no additional resources are required for media transport. The procedures of clause 5.11.3.3 may be used by either endpoint to change the session, which requires resources beyond those allocated to the existing session.
The flow presented here assumes that Policy and Charging Control is in use.
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Figure 5.30: Codec negotiation during initial session establishment

The detailed procedure is as follows:

1.
UE#1 inserts the codec(s) to a SDP payload. The inserted codec(s) shall reflect the UE#1's terminal capabilities and user preferences for the session capable of supporting for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.

2.
UE#1 sends the initial INVITE message to P‑CSCF#1 containing this SDP

3.
P‑CSCF#1 examines the media parameters. If P‑CSCF#1 finds media parameters not allowed to be used within an IMS session (based on P‑CSCF local policies, or if available bandwidth authorization limitation information coming from the PCRF/PCF), it rejects the session initiation attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session initiation with media parameters that are allowed by local policy of P‑CSCF#1's network according to the procedures specified in IETF RFC 3261 [12].
In this flow described in Figure 5.30 above the P‑CSCF#1 allows the initial session initiation attempt to continue.
NOTE 1:
Whether the P‑CSCF should interact with PCRF/PCF in this step is based on operator policy.

4.
P‑CSCF#1 forwards the INVITE message to S‑CSCF#1

5.
S‑CSCF#1 examines the media parameters. If S‑CSCF#1 finds media parameters that local policy or the originating user's subscriber profile does not allow to be used within an IMS session, it rejects the session initiation attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session initiation with media parameters that are allowed by the originating user's subscriber profile and by local policy of S‑CSCF#1's network according to the procedures specified in IETF RFC 3261 [12]. 
In this flow described in Figure 5.30 above the S‑CSCF#1 allows the initial session initiation attempt to continue.

6.
S‑CSCF#1 forwards the INVITE, through the S-S Session Flow Procedures, to S‑CSCF#2

7.
S‑CSCF#2 examines the media parameters. If S‑CSCF#2 finds media parameters that local policy or the terminating user's subscriber profile does not allow to be used within an IMS session, it rejects the session initiation attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session initiation with media parameters that are allowed by the terminating user's subscriber profile and by local policy of S‑CSCF#2's network according to the procedures specified in IETF RFC 3261 [12].
In this flow described in Figure 5.30 above the S‑CSCF#2 allows the initial session initiation attempt to continue.

8.
S‑CSCF#2 forwards the INVITE message to P‑CSCF#2.

9.
P‑CSCF#2 examines the media parameters. If P‑CSCF#2 finds media parameters not allowed to be used within an IMS session (based on P‑CSCF local policies, or if available bandwidth authorization limitation information coming from the PCRF/PCF), it rejects the session initiation attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session initiation with media parameters that are allowed by local policy of P‑CSCF#2's network according to the procedures specified in IETF RFC 3261 [12]. 
In this flow described in Figure 5.30 above the P‑CSCF#2 allows the initial session initiation attempt to continue.

NOTE 2:
Whether the P‑CSCF should interact with PCRF/PCF in this step is based on operator policy.

10.
P‑CSCF#2 forwards the INVITE message to UE#2

11.
UE#2 determines the complete set of codecs that it is capable of supporting for this session. It determines the intersection with those appearing in the SDP in the INVITE message. For each media flow that is not supported, UE#2 inserts a SDP entry for media (m= line) with port=0. For each media flow that is supported, UE#2 inserts a SDP entry with an assigned port and with the codecs in common with those in the SDP from UE#1.

12.
UE#2 returns the SDP listing common media flows and codecs to P‑CSCF#2

13.
P‑CSCF#2 authorizes the QoS resources for the remaining media flows and codec choices.

14.
P‑CSCF#2 forwards the SDP response to S‑CSCF#2.

15.
S‑CSCF#2 forwards the SDP response to S‑CSCF#1

16.
S‑CSCF#1 forwards the SDP response to P‑CSCF#1

17.
P‑CSCF#1 authorizes the QoS resources for the remaining media flows and codec choices.

18.
P‑CSCF#1 forwards the SDP response to UE#1

19.
UE#1 determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was more than one media flow, or if there was more than one choice of codec for a media flow, then UE#1 need to renegotiate the codecs by sending another offer to reduce codec to one with the UE#2.

20-24.
UE#1 sends the "Offered SDP" message to UE#2, along the signalling path established by the INVITE request

The remainder of the multi-media session completes identically to a single media/single codec session, if the negotiation results in a single codec per media.

*** END CHANGES ***
*** BEGIN CHANGES ***
5.11.3.3
Codec or media characteristics flow change requiring new resources and/or authorization

After the multi-media session is established, it is possible for either endpoint to change the set of media flows or media characteristics (e.g. codecs) for media flow(s). If the change requires different resources beyond those previously reserved, then it is necessary to perform the resource reservation and bearer establishment procedures. If the reservation request fails for whatever reason, the original multi-media session remains in progress.
The flow presented here assumes that Policy and Charging Control is in use.
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Figure 5.32: Codec or media flow change - new reservation

The detailed procedure is as follows:

1.
UE#1 inserts the revised set of codecs to a SDP payload. The inserted codec(s) shall reflect the UE#1's terminal capabilities and user preferences for the session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.

2.
UE#1 sends an INVITE message to P‑CSCF#1 containing this SDP

3.
P‑CSCF#1 examines the media parameters. If P‑CSCF#1 finds media parameters not allowed to be used within an IMS session (based on P‑CSCF local policies, or if available bandwidth authorization limitation information coming from the PCRF/PCF), it rejects the session modification attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session modification with media parameters that are allowed by local policy of P‑CSCF#1's network according to the procedures specified in IETF RFC 3261 [12].
In this flow described in Figure 5.32 above the P‑CSCF#1 allows the initial session modification attempt to continue.

NOTE 1:
Whether the P‑CSCF interacts with PCRF/PCF in this step is based on operator policy.

4.
P‑CSCF#1 forwards the INVITE message to S‑CSCF#1

5.
S‑CSCF#1 examines the media parameters. If S‑CSCF#1 finds media parameters that local policy or the originating user's subscriber profile does not allow to be used within an IMS session, it rejects the session modification attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session modification with media parameters that are allowed by the originating user's subscriber profile and by local policy of S‑CSCF#1's network according to the procedures specified in IETF RFC 3261 [12]. 
In this flow described in Figure 5.32 above the S‑CSCF#1 allows the initial session modification attempt to continue.

6.
S‑CSCF#1 forwards the INVITE, through the S-S Session Flow Procedures, to S‑CSCF#2

7.
S‑CSCF#2 examines the media parameters. If S‑CSCF#2 finds media parameters that local policy or the terminating user's subscriber profile does not allow to be used within an IMS session, it rejects the session modification attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session modification with media parameters that are allowed by the terminating user's subscriber profile and by local policy of S‑CSCF#2's network according to the procedures specified in IETF RFC 3261 [12].
In this flow described in Figure 5.32 above the S‑CSCF#2 allows the initial session modification attempt to continue.

8.
S‑CSCF#3 forwards the INVITE message to P‑CSCF#2.

9.
P‑CSCF#2 examines the media parameters. If P‑CSCF#2 finds media parameters not allowed to be used within an IMS session (based on P‑CSCF local policies, or if available bandwidth authorization limitation information coming from the PCRF/PCF), it rejects the session modification attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session modification with media parameters that are allowed by local policy of P‑CSCF#2's network according to the procedures specified in IETF RFC 3261 [12]. 
In this flow described in Figure 5.32 above the P‑CSCF#2 allows the initial session modification attempt to continue.

NOTE 2:
If session modification request indicates no requirements for resource reservation or that the required resources are already available on the originating side, the P‑CSCF#2 can send updated session information to PCRF/PCF whenever SDP offer is contained in the session establishment request, as in such cases no SDP answer is received before the PCRF/PCF is requested to authorize the required QoS resources. Otherwise, whether the P‑CSCF interacts with PCRF/PCF in this step is based on operator policy.

10.
P‑CSCF#2 forwards the INVITE message to UE#2.

11.
UE#2 determines the complete set of codecs that it is capable of supporting for this session. It determines the intersection with those appearing in the SDP in the INVITE message. For each media flow that is not supported, UE#2 inserts a SDP entry for media (m= line) with port=0. For each media flow that is supported, UE#2 inserts a SDP entry with an assigned port and with the codecs in common with those in the SDP from UE#1.

12.
UE#2 returns the SDP listing common media flows and codecs to P‑CSCF#2. It may additionally provide more codecs than originally offered and then the offered set need to be renegotiated.

13.
P‑CSCF#2 increases the authorization for the QoS resources, if needed, for the remaining media flows and codec choices.

NOTE 3:
P‑CSCF can additionally authorize the resources in step 9.

14.
P‑CSCF#2 forwards the SDP response to S‑CSCF#2 toward the originating end along the signalling path.

15.
P‑CSCF#1 increases the authorization for the QoS resources, if needed, for the remaining media flows and codec choices.

16.
P‑CSCF#1 forwards the SDP response to UE#1.

17.
UE#1 determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was more than one media flow, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the response message by including SDP to UE#2.

18.
UE#1 sends the offered SDP message to UE#2, including the SDP from step #17 if needed.

19.
UE#1 and UE#2 reserve the resources needed for the added or changed media flows. If the reservation is successfully completed by UE#1, it stops transmitting any deleted media streams. If UE#1 has sent a new media offer in step 18, it would for example wait for the response in step 20 prior to reserving resources.

20.
If UE#1 has sent an updated offer of SDP in step 18, then UE#2 responds to the offer and P‑CSCF#1 authorizes the offered SDP sent by UE#2.

21.
UE#1 sends the Resource Reservation Successful message with final SDP to UE#2, via the signalling path through the CSCFs.

22.
UE#2 stops sending the media streams to be deleted, and initialises its media receivers for the new codec.

23.
UE#2 sends the 200-OK final response to UE#1, along the signalling path

24.
UE#1 starts sending media using the new codecs. UE#1 also releases any excess resources no longer needed.

25.
UE#1 sends the SIP final acknowledgement, ACK, to UE#2 along the signalling path

26.
UE#2 starts sending media using the new codecs. UE#2 also releases any excess resources no longer needed

5.11.3.4
Sample MM session flow - addition of another media

For this end-to-end session flow, we assume the originator is a UE located within the service area of the network operator to whom the UE is subscribed. The UE has already established an IM CN session and is generating an invite to add another media (e.g., video to a voice call) to the already established session. Note that the invite to add media to an existing session could be originated by either end. The invite, and subsequent flows, are assumed to follow the path determined when the initial session was established. Any I‑CSCFs that were included in the initial session would be included in this session.

The originating party addresses a destination that is a subscriber of the same network operator.

The destination party is a UE located within the service area of the network operator to which it is subscribed.
The flow presented here assumes that Policy and Charging Control is in use.
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Figure 5.33: Multimedia session flow - addition of another media

Step-by-step processing of this end-to-end session flow is as follows:

1.
UE#1 sends a SIP INVITE request, containing new SDP for the new media and including the original SDP, to P‑CSCF#1, which was obtained from the CSCF discovery procedures.

2.
P‑CSCF#1 forwards the INVITE to the next hop name/address, as determined from the registration procedures. In this case the next hop is S‑CSCF#1 within the same operator's network.

3.
S‑CSCF#1 validates the service profile, and invokes whatever service logic is appropriate for this session attempt.

4.
S‑CSCF#1 recognises that this invite applies to an existing session. It therefore forwards the INVITE along the existing path to S‑CSCF#2.

5.
S‑CSCF#2 validates the service profile, and invokes whatever service logic is appropriate for this session attempt.

6.
S‑CSCF#2 remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to P‑CSCF#2 in the home network.

7.
P‑CSCF#2 remembers (from the registration procedure) the address of UE#2 and forwards the INVITE to UE#2.

NOTE 1:
If session modification request indicates no requirements for resource reservation or that the required resources are already available on the originating side, the P‑CSCF#2 can send updated session information to PCRF/PCF whenever SDP offer is contained in the session establishment request, as in such cases no SDP answer is received before the PCRF/PCF is requested to authorize the required QoS resources. Otherwise, whether the P‑CSCF interacts with PCRF/PCF in this step is based on operator policy.

8.
UE#2 returns the media stream capabilities of the destination to the session originator, along the signalling path established by the INVITE message.

9.
P‑CSCF#2 authorizes the QoS resources required for this additional media.

NOTE 2:
P‑CSCF can additionally authorize the resources in step 7.

10.
P‑CSCF#2 forwards the SDP to S‑CSCF#2.

11.
S‑CSCF#2 forwards the SDP to S‑CSCF#1.

12.
S‑CSCF#1 forwards the SDP message to P‑CSCF#1.

13.
P‑CSCF#1 authorizes the additional resources necessary for this new media.

14.
P‑CSCF#1 forwards the SDP message to the originating endpoint, UE#1.

15-19.
The originator decides the offered set of media streams for this media addition, and sends the offered SDP to P‑CSCF#1.

20.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. UE#2 initiates the resource reservation procedures for the resources necessary for this additional media as shown in figure 5.33. Otherwise, the IP‑CAN initiates the reservation of required resources after step 9.

21.
Depending on the bearer establishment mode selected for the IP‑CAN session, resource reservation shall be initiated either by the UE or by the IP‑CAN itself. After determining the offered set of media streams for this additional media, in step #15 above, UE#1 initiates the reservation procedures for the additional resources needed for this new media as shown in figure 5.33. Otherwise, the IP‑CAN#1 initiates the reservation of required resources after step 13.

22-25.
When the terminating side has successfully reserved the needed resources, it sends the "reservation successful" message to UE#1 along the signalling path established by the INVITE message. The message is sent first to P‑CSCF#1.

25a.
P‑CSCF#1 authorizes any additional media for the proposed SDP.

26.
P‑CSCF#1 forwards the message to UE#1.

27-31.
UE#1 sends the final agreed SDP to UE#2 via the established path.

32-35.
UE#2 responds to the offered final media.

35a.
P‑CSCF#1 authorizes the media agreed.

36.
The response is forwarded to UE#1.

37.
UE#2 may optionally delay the session establishment in order to alert the user to the incoming additional media.

38.
If UE#2 performs alerting, it sends a ringing indication to the originator via the signalling path. The message is sent first to P‑CSCF#2.
39.
P‑CSCF#2 forwards the ringing message to S‑CSCF#2.S‑CSCF#2 invokes whatever service logic is appropriate for this ringing flow.

40.
S‑CSCF#2 forwards the message to S‑CSCF#1.

41.
S‑CSCF#1 forwards the message to P‑CSCF#1.

42.
P‑CSCF#1 forwards the message to UE#1.

43.
UE#1 indicates to the originator that the media addition is being delayed due to alerting. Typically this involves playing a ringback sequence.

44.
When the destination party accepts the additional media, UE#2 sends a SIP 200-OK final response along the signalling path back to the originator. The message is sent first to P‑CSCF#2.

44a.
After sending the 200-OK, UE#2 may initiate the new media flow(s).

45.
P‑CSCF#2 enables the media flows authorized for this additional media.

46.
P‑CSCF#2 forwards the final response to S‑CSCF#2.

47.
S‑CSCF#2 forwards the final response to S‑CSCF#1.

48.
S‑CSCF#1 forwards the final response to P‑CSCF#1.

49.
P‑CSCF#1 enables the media flows authorized for this additional media.

50.
P‑CSCF#1 forwards the final response to UE#1.

51.
UE#1 starts the media flow(s) for this additional media.

52.
UE#1 responds to the final response with a SIP ACK message, which is passed to the destination via the signalling path. The message is sent first to P‑CSCF#1.

53.
P‑CSCF#1 forwards the ACK to S‑CSCF#1

54.
S‑CSCF#1 forwards the ACK to S‑CSCF#2.

55.
S‑CSCF#2 forwards the ACK to P‑CSCF#2.

56.
P‑CSCF#2 forwards the ACK to UE#2.
*** END CHANGES ***
*** BEGIN CHANGES ***
5.16.2.2.2
Session based messaging procedure using multiple UEs

Session based messaging between more than two UEs require the establishment of a session based messaging conference.
Within session based messaging conferences including multiple UEs (e.g. multiparty chat conferences) an MRFC/MRFP or an IMS AS shall be used to control the media resources.
When MRFC/MRFP are used, then conferencing principles are used to provide the chat service:

-
MRFP must be able to establish message connections with all involved parties.

-
MRFC/MRFP must be able to receive messages from conference participants and to distribute messages to all or some of the participants.

-
In order to enable the UE managing information related to the session based messaging conference the MRFC may be co-located with an IMS AS.
-
MRFC/MRFP roles and interactions with an AS are described in more detail in chapters 4.7 and 5.14.1 and 5.14.2.
-
The interface for session based messaging between MRFC and MRFP is not standardised in this release. When an AS is used, then the IMS service control architecture is used to provide the chat service. Both signalling and user plane are then supported by the AS. For more details, see clause 4.2.

The following flow shows the originating session based messaging set up using an intermediate server for a chat service. In this case the intermediate chat server is addressed by the UE#1 using a PSI. It is assumed that UE#1 is the first UE entering the chat session.

NOTE:
Interactions between MRFC and MRFP are not shown in the flows below since these interactions are not standardized. An optional ringing response from MRFC/AS to the UE is not shown in the following procedure.
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Figure 5.48b: Session based messaging using a chat server

1.
UE #1 sends the SIP INVITE request addressed to a conferencing or chat PSI to the P‑CSCF. The SDP offer indicates that UE#1 wants to establish a message session and contains all necessary information to do that. The SDP offer may indicate the maximum message size UE#1 accepts to receive.

2.
P‑CSCF forwards the INVITE request to the S‑CSCF.

3.
S‑CSCF may invoke service control logic for UE#1.

4.
S‑CSCF forwards the INVITE request to the MRFC/AS.

5., 6. and 8.
MRFC/AS acknowledges the INVITE with a 200 OK, which traverses back to UE#1. The 200 OK (Offer response) may indicate the maximum message size the host of the PSI accepts to receive.

7.
Based on operator policy P‑CSCF may instruct PCRF/PCF to authorize the resources necessary for this session.

9.-11.
UE#1 acknowledges the establishment of the messaging session with an ACK towards MRFC/AS.

12.
UE#1 establishes a reliable end-to-end connection with MRFP/AS to exchange the message media.

13.
UE#1 sends a message towards MRFP/AS.

14.
MRFP/AS acknowledges the message.

A1.
Another UE (UE#2) sends an INVITE request addressed to the same conferencing or chat PSI. The initial SDP indicates that the UE wants to establish a message session and contains all necessary information to do that.

A2.
MRFC/AS acknowledges the INVITE request with a 200 OK.

A3.
UE#2 acknowledges the 200 OK with an ACK.

A4.
UE#2 establishes a reliable end-to-end connection with MRFP/AS to exchange the message media.
A5.
MRFP/AS forwards the message to all recipients, e.g. all participants in the chat room.

A6. The recipients acknowledge the message towards MRFP/AS.

B1. and C1.
Further INVITE requests from new possible participants may arrive at any time.

Further messages may be exchanged in either direction between the participating UEs using the established connection via the MRFC/MRFP or AS. The size of the messages exchanged within the session shall be within the size limits indicated by UE#1 and the host of the PSI respectively.
5.16.2.2.3
Session based messaging procedure with an intermediate node

The following procedure shows the originating session based messaging involving an intermediate node. An optional ringing response from AS to the UE or vice versa is not shown in the following procedure.
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Figure 5.48c: Session based messaging with an intermediate node

1.
UE#1 sends the SIP INVITE request addressed to UE#2, containing an initial SDP, to the P‑CSCF. The SDP offer may indicate the maximum message size UE#1 accepts to receive.

2.
The P‑CSCF forwards the INVITE request to the S‑CSCF along the path determined upon UE#1's most recent registration procedure.

3.
Based on operator policy the S‑CSCF may reject the INVITE request with an appropriate response. S‑CSCF may invoke whatever service control logic is appropriate for this INVITE request. In this case the Filter Criteria trigger the INVITE request to be routed to an Application Server that acts as an intermediate node for the message session.

4.
The S‑CSCF forwards the INVITE request to the AS. The AS may modify the content of the SDP (such as IP address/port numbers). Based on operator policy the AS may either reject the session set-up or decrease the maximum message size indication.

5.
The AS sends the INVITE request to the S‑CSCF.

6.
The S‑CSCF forwards the INVITE request to the destination network. The destination network will perform the terminating procedure.
7–8.
UE#2 or AS in the terminating network accepts the INVITE request with a 200 OK response. The 200 OK response is forwarded by the S‑CSCF to the AS. The 200 OK (Offer response) may indicate the maximum message size UE#2 accepts to receive, possibly decreased by the AS.

9‑10.
The AS acknowledges the 200 OK response from the terminating network with an ACK, which traverses back to UE#2 or AS in the terminating network via the S‑CSCF.

11.
The AS initiates the establishment of a reliable end-to-end connection with UE#2 or the AS in the terminating network to exchange the message media. This step can take place in parallel with step 12.

12, 13 and 15.
The AS accepts the message session with a 200 OK response. The 200 OK response traverses back to UE#1.

14.
Based on operator policy P‑CSCF may instruct PCRF/PCF to authorize the resources necessary for this session.

16‑18.
UE#1 acknowledges the 200 OK with an ACK, which traverses back to the AS.

19. UE#1 establishes a reliable end-to-end connection with the AS to exchange the message media.

20.
UE#1 generates the message content and sends it to the AS using the established message connection.

21.
The AS forwards the message content using the established message connection with the terminating network.
22.
UE#2 or AS in the terminating network acknowledges the message with a response that indicates the reception of the message. The response traverses back to the AS.

23.
The AS forwards the message response back to UE#1.

Further messages may be exchanged in either direction between UE#1 and the terminating network using the established message connection via the AS. The size of the messages exchanged within the session shall be within the size limits indicated by UE#1 and UE#2 respectively, possibly decreased by the AS.
*** END CHANGES ***
*** BEGIN CHANGES ***
5.21
IMS Multimedia Priority Services Procedures

The IMS Multimedia Priority Service provides Service Users access to IMS services in a prioritised manner.

The P-CSCF shall control the priority of IMS based MPS sessions, using PCC procedures. The P-CSCF shall permit any authorised UE to originate an IMS based MPS session. The detection of MPS sessions is handled by the P-CSCF at the originating network.

PCC shall always be enabled in a network supporting IMS Multimedia Priority Services.

HSS shall store IMS Priority Indication and Priority Level as part of the subscription information.

The P-CSCF at the originating end shall determine whether the INVITE message requires priority handling based on user profile stored during the registration procedure and/or MPS code/identifier provided by the INVITE message. If the session is determined to require priority handling, then P-CSCF inserts/replaces the MPS priority indication in the INVITE and, if the Service User's priority level is known, may include it and forward the INVITE to the S-CSCF. If the Service User's priority level is not known, the P-CSCF includes the priority indication without the Service User's priority level. The S-CSCF routes (using initial Filter Criteria set for the MPS code/identifier) the INVITE to the AS for authentication/authorization for MPS (if needed), and the AS adds the Service User's priority level if it is not in the INVITE already. The AS then forwards the INVITE (with MPS priority indication and the Service User's priority level) to the next entity in the network via the S-CSCF as part of the normal IMS routing. All subsequent SIP messages carry both MPS priority indication and the Service User's priority level.

When the P-CSCF at the originating end determines that priority handling is required, the P-CSCF shall derive session information and interact with the PCRF/PCF providing the session information. The derived session information shall indicate the priority of the MPS session which depends if the Service User's priority level is known at this stage. The PCC interaction between the P-CSCF and the PCRF/PCF is described in TS 23.203 [54].

The P-CSCF at the terminating end shall determine whether the INVITE message requires priority handling based on MPS priority indication and the originating Service User's priority level received from the originating network. If priority handling is required, P-CSCF shall derive the session information based on the Service User's priority level to indicate the priority of the MPS session and interact with the PCRF/PCF providing the session information,

When the terminating user is a Service User, while the session request is from a normal user, the IMS signalling bearer may be given priority treatment when operator policy and MPS (IMS) priority subscription indicates so. For a Service User originating a non-priority session, the IMS signalling bearer may be given priority treatment when operator policy and MPS (IMS) priority subscription indicates so. For IMS media, priority treatment is not required in these cases.

If so configured by the operator, a P-CSCF or an IBCF shall prohibit the negotiation of ECN during SDP offer/answer exchanges and shall not invoke ECN (as described in clause 4.22) for IMS based MPS sessions.

NOTE:
Disabling ECN in an IBCF does not prevent a P-CSCF (IMS ALG), subject to roaming agreement, from applying ECN over the access network between a UE and the P-CSCF (IMS ALG) / IMS AGW.

For E-UTRAN access, priority support for EPS bearer is described in TS 23.401 [70].
For 5GS, support Multimedia Priority Service is described in TS 23.501 [XX].
*** END CHANGES ***
*** BEGIN CHANGES ***
Annex M (Informative):
IMS Local Breakout

M.1
P‑CSCF located in visited network

M.1.1
Description

M.1.1.0
General

The architectures and flows in this clause are only showing EPS. The principles shown are also applicable for GPRS Core Network and for 5GS. The mapping of EPS functions to 5GS functions is approximately: PCRF to PCF and PDN GW to SMF together with UPF.
M.1.1.1
Architecture

The architecture for this scenario is shown in figure M.1.1.1
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Figure M.1.1.1: Overall architecture for IMS Local Breakout with P‑CSCF located in visited network

Optionally IBCF and TrGW may be present in the HPLMN and VPLMN according to II‑NNI reference architecture (see Annex K), and thus there will be an Ici reference point between the IBCFs and an Izi reference point between the TrGWs.

M.1.1.2
Flow for originating session

The information flows for originating session for this scenario is illustrated in figure M.1.1.2.
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Figure M.1.1.2: Example scenario with P‑CSCF located in visited network

1.
The UE obtains an IP address from the PDN GW in the visited network according to the procedures specified by the appropriate IP Connectivity Access Network.

2.
The serving PDN GW obtains default PCC rules and associates it with this IP‑CAN. The V‑PCRF and H‑PCRF provides these rules according to TS 23.203 [54].

3.
Using the IP address obtained in step 1, the UE performs IMS registration. This SIP message is routed by the PDN GW in the visited network through the P‑CSCF in the visited network, which was discovered according to the procedures in clause 5.1.1 and Annex E (in case of 3GPP IP Connectivity Access Network), to the S‑CSCF in the home network, via a IBCF also in the home network.

4.
Using the IP address obtained in step 1 in the SDP, the UE initiates a SIP session. The INVITE request is routed by the PDN GW in the visited network through the P‑CSCF to the IBCF in the home network.

5.
If the IBCF decides to route media to home based on operator policy, it then allocates resources in TrGW and alters the offered SDP accordingly.

NOTE 1:
Per operator policy, the IBCF may have other reasons than only address translation to route media home.

6.
IBCF sends the INVITE further to the S‑CSCF, and S‑CSCF continues the session towards the far-end.

7
The 200 OK received from the far-end is sent by the S‑CSCF to the IBCF. If a TrGW was allocated in step 5, then IBCF changes the SDP answer accordingly.

NOTE 2:
Step 7a) If the IBCF decides to anchor the call when it has received SDP answer (e.g. because the MRFP needs to be involved in the user plane or because of other reasons), then step 5 in the procedure starts again, and it re-INVITEs the far-end.

8.
The 200 OK is sent further on to P‑CSCF and PDN GW in the visited network towards the UE.

9.
The P‑CSCF in the visited network also provides the session information to the V‑PCRF in the visited network.

10.
The H‑PCRF in the home network provides PCC rules to the V‑PCRF in the visited network. The V‑PCRF in the visited network provisions PCC rules in the PDN GW in the visited network

11.
Media exchanged between the UE and the far end is now routed either between the PDN GW in the visited network and the far end, thus achieving local breakout mode of operation; or between the PDN GW in the visited network via the TrGW in the home network if step 5 or step 7a happened.

NOTE 3:
Per operator policy, the IBCF may route media home due to other reasons than stated in this specification, thus also giving the possibility to get home routed mode of operation.

M.2
P‑CSCF located in home network

M.2.1
Description

M.2.1.0
General

The architectures and flows in this clause are only showing EPS. The principles shown are also applicable for GPRS Core Network and 5GS.

This scenario assumes that both IMS signalling and IMS bearer traffic are anchored in a PDN GW in the Visited network. The Visited PDN GW can be selected either as part of initial Attach or via UE requested connectivity. UE then performs a P‑CSCF discovery according to clause 5.1.1.0.

M.2.1.1
Architecture

The Local Breakout architecture for P‑CSCF at home is shown in figure M.2.1.1.
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Figure M.2.1.1: Overall architecture for IMS Local breakout with P‑CSCF located in home network

M.2.1.2
Flow for originating session

The information flows for originating session for this scenario is illustrated in figure M.2.1.2.
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Figure M.2.1.2: Example scenario with P‑CSCF located in home network

1
The UE obtains an IP address from the PDN‑GW in the visited network, according to the IP Connectivity Access Network procedures.

2
The serving PDN GW (in visited network) obtains default PCC rules, and associates it with this IP‑CAN. The V‑PCRF and H‑PCRF provides these rules according to TS 23.203 [54].

3
Using the IP address obtained in step 1, the UE performs IMS registration. This SIP message is IP-routed by the PDN GW, in the visited PDN, to the P‑CSCF in the home network, which was discovered according to the procedures in clause 5.1.1. When P‑CSCF receives the REGISTER message, it optionally interacts with H‑PCRF to subscribe to signalling bearer state changes.

4
Using the IP address obtained in step 1 in the SDP, the UE initiates a SIP session. The INVITE request is routed from the PDN GW in the visited network, via the visited PDN to the P‑CSCF in the home network.

5
If the P‑CSCF decides to route media to home e.g. due to the need for address translation or due to other reasons, it then allocates resources in IMS AGW and alters the offered SDP accordingly.

NOTE 1:
Per operator policy, the P‑CSCF may have other reasons to route media to the home PLMN.

6.
INVITE proceeds from P‑CSCF to S‑CSCF and onwards.

7.
200 OK is received from the far end by the P‑CSCF. If an IMS-AGW was allocated in step 5, the P‑CSCF changes the SDP answer accordingly.

NOTE 2:
In step 7a) if the P‑CSCF decides to route media home when it receives the SDP answer, then step 5 in the procedures starts again, and it re-INVITEs the far end.

8.
The P‑CSCF provides the session information to the H‑PCRF in the home network.

9.
The 200 OK received from the far-end is sent by the P‑CSCF through the PDN GW in the visited network towards the UE.

10-11.
Based on the IP address included in the session information, the H-PCRF in the home network provides the PCC rules to the V‑PCRF in the visited network. The V‑PCRF in the visited network provisions PCC rules in the PDN GW in the visited network.

12.
Media exchanged between the UE and the far end is now routed either between the PDN GW in the visited network and the far end, thus achieving local breakout mode of operation; or between the PDN GW in the visited network via the IMS AGW in the home network if step 5 or step 7a happened.

NOTE 3:
Per operator policy, the P‑CSCF may route media home due to other reasons than stated in this specification, thus also giving the possibility to get home routed mode of operation.

M.2.2
Address assignment

Home domain and visiting domains can not be managed to share the same private IPv4 address space, and furthermore Rx does not support globally unique addresses (realm information is not supported) which would be needed to handle overlapping private IPv4 address spaces. Therefore, both the address assigned to the UE and the address of the P‑CSCF must be globally unique IP addresses.

If the visited operator cannot assign a globally routable IPv4 address to an individual UE, then an IPv6 address will be assigned, if the UE supports IPv6.

M.2.3
IPv4 - IPv6 interworking

In a dual-stack IMS environment, an SDP offer to an UE with a single IP address may offer a media bearer over the IP version not supported by the UE. For such a call to succeed, a NAPT‑PT capable media relay is needed to be inserted in the media path. The alternatives for this are: to deploy either IMS‑AGWs either in home or visited network; or TURN servers in visited network.

To use IMS‑AGWs in the home network is the way the home operator is able to control whether the IMS user plane traffic shall be routed home or not in this scenario. Thus, it is possible to do NAPT‑PT, but it will be done in the home network, which means all traffic that needs interworking will be home routed.

To use TURN servers requires all IPv6 terminals to support TURN IPv4 - IPv6 interworking, and that the visited network supports TURN IPv4 - IPv6 interworking.

NOTE1:
Since IPv4 - IPv6 interworking must be done on IPv6 side, IPv6 originating sessions to IPv4 UEs may need an extra INVITE because first INVITE may fail.
NOTE2: An IP type PDU session for a 5GS UE will have either an IPv4 or an IPv6 address, see Annex XX
M.2.4
NAT traversal

Although this scenario assumes globally routable IP addresses, there is still a possibility that end users may use residential NAT/firewalls before connecting to EPS.

Annex G describes two methods how NAT/FW may be supported, if the UE accesses IMS using an IP address of a local private network..

M.3
P-CSCF located in visited network and with VPLMN loopback possibility

M.3.1
Description

M.3.1.1
General

The architecture and flows in this clause are only showing EPS. The principles shown are also applicable for other access networks, e.g. 5GS.

M.3.1.2
Architecture

The architecture for this scenario is shown in figure M.3.1.2. The Transit and Roaming Function and the related requirements are defined in clause 4.15a.
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Figure M.3.1.2: Overall architecture for IMS Local Breakout with P-CSCF located in visited network and with VPLMN loopback possibility

M.3.1.3
Flow for originating session with VPLMN routing

The information flows for originating session with VPLMN routing for this scenario is illustrated in figure M.3.1.3.
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Figure M.3.1.3: Example scenario with P‑CSCF located in visited network and with VPLMN routing

1.
The roaming UE sends an INVITE request to the P-CSCF.

2.
P-CSCF forwards the INVITE request to the visited IBCF. Based on operator policy, the P-CSCF adds a reference to the preferred Transit and Roaming Function.

3.
This first IBCF in the VPLMN allocates a TrGW for the media and follows standard OMR procedures when forwarding the INVITE request to allow this TrGW to be bypassed if the INVITE request later returns to the VPLMN and no other intermediate nodes anchor the media before the request returns.

4-5.
The intermediate network and the first IBCF in the HPLMN forward the INVITE request to the S-CSCF. Nodes in the intermediate network and the first IBCF in the HPLMN support OMR and allow their TrGWs to be bypassed.

6.
The S-CSCF performs service invocation.

7.
The S-CSCF performs routing decision, and based on local policy and on the facts that the UE is roaming, a roaming agreement for VPLNM call routing is in place, and home routing is not required, the S-CSCF decides to route back to the VPLMN for call routing. A loopback indicator is included in the INVITE request to inform the VPLMN that this request is being routed back to the VPLMN for call routing. The S-CSCF can also forward UE location information to the VPLMN. If a reference to the preferred Transit and Roaming Function is available in the request, the S-CSCF uses this information to route the session back to the VPLMN. If a reference to the preferred Transit and Roaming Function is not available, the S-CSCF uses a default derived address to the Transit and Roaming Function to route the session back to the VPLMN.


If local policy requires access to BGCF routing data to make the loopback decision for a particular SIP request, then the loopback decision can be performed in the BGCF.

8-9.
The IBCF in the HPLMN and the intermediate network forward the SIP request towards the indicated Transit and Roaming Function in the VPLMN. Functions in the intermediate network support OMR and allow their TrGWs (if any) to be bypassed.

10.
The IBCF in the VPLMN receives the SIP request, notes that the SDP includes an alternative media address within the VPLMN that allows bypass of allocated TrGWs, applies OMR to remove any TrGWs allocated between the VPLMN and HPLMN, and forwards the request to the indicated Transit and Roaming Function.

11.
Based on the loopback indicator, the Transit and Roaming Function detects that this is a loopback request. The Transit and Roaming Function routes the request toward the destination network based on available SIP URI, ENUM lookup, or BGCF routing. The Transit and Roaming Function can use information such as originating UE location to select a nearby egress point for media anchoring.

12.
If the called party is determined to be available in IMS, the call is routed towards the remote end through an IBCF. If the called party is determined to be available in CS, the call is broken out to CS through an MGCF. If the called party is determined to be available in VPLMN, the call is routed to the I-CSCF. The called party information is included in the Request URI when forwarding the request to the next hop.


When forwarding to an IBCF, the Transit and Roaming Function ensures by means of signalling that media is anchored in the VPLMN.

NOTE 1:
In case the called user is an IMS user of the VPLMN then the call will be routed directly to the terminating side, (i.e. I-CSCF of the VPLMN) without traversing an MGCF/IBCF.

13.
The MGCF/IBCF performs normal call routing procedures to route towards the remote network/end.

NOTE 2:
The call will be anchored in the VPLMN (outgoing IBCF), and OMR is not provided towards the terminating side.

14.
The session establishment is completed.

NOTE 3:
During subsequent session establishment signalling, OMR information passed back through the IBCFs and intermediate networks between the VPLMN and HPLMN cause them to release any allocated TrGWs.

M.3.1.4
Flow for originating session with Home routing

The information flows for originating session with the possibility for VPLMN routing, but where the HPLMN decides to perform home routing is illustrated in figure M.3.1.4.
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Figure M.3.1.4: Example scenario with P‑CSCF located in visited network and with home routing

1-6. These steps are done according to clause M.3.1.3.

7.
The S-CSCF performs routing decision, and based on the facts that the UE is roaming, and home routing is required, the S-CSCF decides to route the INVITE request directly from the home network towards the terminating side. If local policy requires access to BGCF routing data to make the routing decision for a particular SIP request, then the routing decision can be performed in the BGCF. When forwarding, the S‑CSCF/BGCF ensures by means of signalling that media is anchored in the HPLMN.

NOTE:
The S-CSCF decides whether to perform home routing based on local policy or based on knowledge that the VPLMN does not support the loopback procedure.

8.
The session establishment is completed.

M.3.2
Interaction with SRVCC and ICS

The IMS roaming with local breakout and possibility for loopback also applies for ICS and SRVCC as follows:

-
For an originating session for PS to CS SRVCC or vSRVCC that uses ATCF enhancements, the ATCF is in the signalling path between the P-CSCF and IBCF in the VPLMN (i.e. at step 2 in clause M.3.1.3).

-
For an originating sessions that uses CS media with MSC Server enhanced for ICS, the UE initiates a CS call setup towards the MSC Server enhanced for ICS, and the MSC Server enhanced for ICS will initiate the call setup towards IMS analogous to the INVITE request from P-CSCF (i.e. at step 2 in clause M.3.1.3). As for the P-CSCF, the MSC Server enhanced for ICS may provide a reference to the preferred Transit and Roaming Function:
*** END CHANGES ***
*** BEGIN CHANGES ***
R.5
Session Establishment/Modification - Location Information Distributed by IMS AS

The call flow in this clause describes the procedures to distribute user location and/or UE Time Zone information provided by the network within IMS session establishment/modification signalling when the retrieval of user location and/or UE Time Zone information is performed by an IMS AS.
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Figure R.5-1: User location and/or UE Time Zone information Distribution by an IMS AS

Terminating Side:

1.
A SIP INVITE request is received bv an AS.

2.
The INVITE is processed by the AS and returned to the S-CSCF.

NOTE 1:
If the AS requires user location and/or UE Time Zone information for the service execution as such, the user location and/or UE Time Zone information can be fetched prior sending the INVITE to the next hop.

3.
The SDP Answer is received by the AS.

4.
The AS retrieves user location and/or UE Time Zone information from the access network via the HSS.


The HSS retrieves the requested information from the Access Network


The HSS/UDM may not be aware whether the UE is currently camping on 3GPP or Non 3GPP access and may need to request Location Information from the AMF, the MME, the SGSN and from the TWAN (via the AAA server in this last case).


The HSS provides the AS with the requested information. When the HSS has received multiple user location (from multiple access: 3GPP and non 3GPP), the HSS provides the AS with the most recent user location.

5.
The AS includes the user location and/or UE Time Zone information obtained from the access network via the HSS and sends the SDP answer towards the S-CSCF.

NOTE 2:
The S-CSCF may further distribute user location and/or UE Time Zone information to other ASs within the trust domain.

Originating Side:

6.
A SIP INVITE request is received by an AS.

7.
The AS retrieves user location and/or UE Time Zone information from the access network via the HSS. The same procedures as described in steps 4a and 4b above apply.

8.
The AS includes the user location and/or UE Time Zone information obtained from the access network via the HSS and sends the INVITE towards the S-CSCF.

NOTE 3:
The S-CSCF can further distribute user location and/or UE Time Zone information to other ASs within the trust domain. The S-CSCF does not distribute the user location and/or UE Time Zone information to the P-CSCF.

*** END CHANGES ***
*** BEGIN CHANGES ***
U.1.1
Assumptions

-
This Release specifies an option to use a signalling interface from the UE to the network based on SIP over WebSocket (RFC 7118 [89]), which is used as the information model which may be used by other options. Options other than SIP over WebSocket, such as XMPP or other application protocols over WebSocket, a RESTful based interface, etc. are allowed but not described. Alternative message body formats such as JSON and alternative transport protocols are also not precluded. Any enhancements required to accommodate an unspecified signalling interface are considered compliant to the Release as long as other defined interfaces in the architecture are not impacted.

-
SDP offer/answer exchange is the mechanism used for media plane feature negotiation.

-
The architecture does not support media multiplexing that is defined for WebRTC clients. A WebRTC IMS Client (WIC) accessing IMS services should not allow usage of media multiplexing in the browser.

-
If an SDP offer with media multiplexing is sent to the network the part of the SDP offer associated with media multiplexing shall be be removed at the entry of the IMS network.

-
WebRTC specific media plane extensions will be handled at the access edge and will not be propagated to other IMS functions.

-
For network based interworking between WebRTC and IMS, in the case of 3GPP and EPC access from a WebRTC client:

-
Use of available techniques to select preferred access technologies and APNs/DNNs, and to provide IP address continuity, are allowed but not described.

-
When the WebRTC client is served by an IP-CAN that supports PCC, it is possible to request QoS within the IP-CAN for WebRTC media.

NOTE:
To ensure full end to end QoS support, proper IP forwarding policies can be set in the path between the P‑GW and the Functions supporting media interworking to the IMS.

-
QoS can be provided in configurations where the IMS can identify the transport (TCP-UDP/IP) addresses handled by the PCEF and where based on this information PCC functions can identify the UE media flows to prioritize.

-
The eP-CSCF is located in the Home IMS domain of the IMS Public User Identity being registered via the eP-CSCF.

-
The WIC may have no way to access the content of an ISIM/USIM on the UE
*** END CHANGES ***
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