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Abstract of the contribution: This contribution discusses issues related to Network Slicing Support for Roaming.
1 Background 
In section 5.15.6 of TS 23.501 there is the following Editor’s note that needs to be resolved:

Editor's note: The case where the HPLMN (based on roaming agreements) configured non-standard S-NSSAI values of the VPLMN in the Configured NSSAI for that PLMN is FFS

2 Discussions

In addition, in the same section, the text above the Editor’s note reads:
For roaming scenarios, the Network Slice specific network functions in VPLMN and HPLMN are selected based on the S-NSSAI provided by the UE during PDU connection establishment as following.

-
If a standardized S-NSSAI is used, then selections of slice specific NF instances are done by each PLMN based on the provided S-NSSAI.

-
Otherwise, the VPLMN maps the S-NSSAI of HPLMN to a S-NSSAI of VPLMN based on roaming agreement (including mapping to a default S-NSSAI of VPLMN). The selection of slice specific NF instance in VPLMN are done based on the S-NSSAI of VPLMN, and the selection of any slice specific NF instance in HPLMN are based on the S-NSSAI of HPLMN.
The text highlighted in red, besides to the mentioned Editor’s note, let us to understand that in the current version of the TS it is assumed that the HPLMN configures its own S-NSSAIs in the UE, and not the S-NSSAIs of the VPLMN.

The reason of this choice could be that in this way the UE is configured with a single set of not standardized S-NSSAIs and the task to map those S-NSSAIs into the corresponding S-NSSAIs of the VPLMN is done by the network, i.e. the advantage of this choice is to avoid the burden to configure a set of not standardized S-NSSAIs for each roaming partner PLMN.
On the other hand, if the roaming UE builds the Requested NSSAI from the Configured NSSAI (that contains not standardized S-NSSAIs of the HPLMN) then during the initial registration the RAN will not understand that Requested NSSAI and will always route the Registration message to a default AMF: this implies that an AMF relocation is very likely for all the roaming UEs.
In addition it is not clear in the current version of the TS if the AMF will build the Allowed NSSAI, conveyed to the UE in the Registration Accept message, using the not standardized S-NSSAIs of the HPLMN (those in the Requested NSSAI) or their mapping into the not standardized S-NSSAIs of the VPLMN (or the default S-NSSAI of the VPLMN) in order to enable the RAN to select the proper AMF when the UE moves to a different registration area where the Temp ID is no more valid.

3 Proposal

Considering that the effort to configure a set of not standardized S-NSSAIs for each roaming partner PLMN is only required once, and that up to only few updates are required at a later time, while AMF relocation may affect all registration procedures and in some cases PDU sessions (due to mobility) for the roaming UEs all the time, we believe that the most efficient approach is that the HPLMN configures values that are valid in the VPLMN in the Configured S-NSSAI, and the VPLMN also returns in the Registration Accept Messages S-NSSAI values valid in the VPLMN in the Allowed NSSAI. In this way the visited RAN is able to understand the NSSAI contained in the RRC signalling and to route the NAS signalling directly to the proper AMF, avoiding AMF relocation.
Therefore we propose to approve the companion P-CR.
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