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Abstract of the contribution: This discussion paper analyses the two different architecture approach to support Network Slice Instance Selection. 
1. Introduction

During the SA2#121, there were confusions regarding the two architecture approaches to support the Network Slice Instance Selection – i.e. NSSF vs. NRF+ approach.  The intent of this paper is to analyse the two approaches based on the previously PCRs - S2‑173362, S2‑173924, S2‑173453, S2-173068, TD S2‑173352.
2. Discussions
This paper is organized as follows: 

· Presenting the working assumptions on the network slicing concepts based on the latest TS 23.501 
· Analyzing the similarities and differences between the two major approaches – i.e. NSSF vs. NRF+

· Conclusions and recommendation
3. Working Assumptions on Network Slicing Concepts
The following presents the working assumptions on the relationship between NSI and its corresponding NFs. 
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Figure-1: Working assumptions on the relationship between NSI and its corresponding NFs
4. Functional Overview & Analysis

The following analysis are based on the two major approaches – standalone NSSF and enhanced NRF (i.e. NRF+) for NSI selection. 

· NRF+ SBI-based “home-routed” architecture – same as Non-network Slicing architecture “home routed” architecture: (per Figure 4.2.4-3 in TS 23.501) 
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Figure 4.1: Roaming 5G System architecture - home routed scenario in service-based interface representation

· NSSF SBI-based “home routed” architecture: (NO roaming interface)
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Figure 4.2: Roaming 5G System architecture - home routed scenario in service-based interface representation

	
	Non-roaming

NSSF vs. NRF+
	Roaming

NSSF vs. NRF+

	· Functionality supported by the NSSF:

	1) Selection of a set of network slices instances for the initial association of a UE with a set of network slice instances
NOTE: Based on TS 23.501, clause 5.15.6, “the VPLMN maps the S-NSSAI of HPLMN to a S-NSSAI of VPLMN based on roaming agreement (including mapping to a default S-NSSAI of VPLMN). The selection of slice specific NF instance in VPLMN are done based on the S-NSSAI of VPLMN, and the selection of any slice specific NF instance in HPLMN are based on the S-NSSAI of HPLMN.“. This implies that, both the VPLMN and HPLMN do NOT necessarily SHARE the same “Allowed” S-NSSAI. 

	Both proposals select the target NSI corresponding to the Allowed S-NSSAI during UE registration
i.e. 

AMF queries NSSF or NRF+ to obtain the list of NSIs that are corresponding to the Allowed S-NSSAIs 
	During UE registration…
NSSF:

· Same approach used in non-roaming is also applied for roaming, i.e. Allowed S-NSSAI is mapped to core part of the NSI in both vNSSF and hNSSF. 
NRF+:

· Only getting the NSIs from the vNRF+, but not retrieving any info from the hNRF+.  i.e. verifying ONLY the VPLMN part of the NSI. 

	· Other functionality proposed:

	2) Determining the set of Allowed S-NSSAI

NOTE: Two types of SST/S-NSSAI for roaming support :

(a) standardized SST, and 

(b) non-standardized SST

Qn-1: Are we assuming that RAN can always route on the non-standardized SST during roaming scenario?  


	During UE registration…

NSSF:

· Determined by the NSSF mapping the intersection set {Requested S-NSSAIs && subscribed S-NSSAIs} with the target NSI @UE’s Registration Area. 

· If successful => Requested S-NSSAI is Allowed S-NSSAI 
NRF+:

· Determined by the AMF after performing the intersection set {Requested S-NSSAIs && subscribed S-NSSAIs} without checking with NRF+: i.e. only subscription is checked. 

· What happens if NRF+ fails to map the Allowed S-NSSAI with a corresponding NSI?
 
	During UE registration…

NSSF:

· After successful mapping in vNSSF, vNSSF consults with hNSSF to perform the similar mapping, i.e. 
· BOTH vNSSF & hNSSF must successful to map to their respective target NSIs with the given S-NSSAI 
· If BOTH successful => Requested S-NSSAI is Allowed S-NSSAI 
NRF+:

· Same as non-roaming: determined only by AMF.
· What happens if vNRF+ fails to map the Allowed S-NSSAI with a corresponding NSI? 

	3) Mapping between Allowed S-NSSAI and NS instances

NOTE-1: Based on TS 23.501, clause 5.15.6, “the VPLMN maps the S-NSSAI of HPLMN to a S-NSSAI of VPLMN based on roaming agreement (including mapping to a default S-NSSAI of VPLMN). The selection of slice specific NF instance in VPLMN are done based on the S-NSSAI of VPLMN, and the selection of any slice specific NF instance in HPLMN are based on the S-NSSAI of HPLMN.“. This implies that, both the VPLMN and HPLMN do NOT necessarily SHARE the same “Allowed” S-NSSAI. 
NOTE-2: If there is roaming agreement between the VPLMN and the HPLMN, whether the VPLMN or HPLMN to do the mapping between the S-NSSAI(VPLMN) and the S-NSSAI(HPLMN) should not be matter. 

Qn-1: Which xAllowed S-NSSAI (i.e. vPLMN’s or hPLMN’s) is returned to the UE? 


	During UE registration…

NSSF:

· NSSF determines if there is available NSI at the UE’s registration area to serve the S-NSSAI from the Intersection set of {Requested NSSAI && subscribed NSSAI) (see 2 above)
NRF+:

· AMF determines the “Allowed” S-NSSAI based on the Intersection set of {Requested NSSAI && subscribed NSSAI) (see 2) above), 
· NRF+ determines the corresponding NSI from the Allowed S-NSSAI provided by AMF 
	NSSF:
During UE registration…
· vNSSF performs the mapping just as non-roaming 
· vNSSF forwards the Intersection set of <Requested NSSAI && Subscribed NSSAI> to hNSSF to determine the corresponding hNSI

NRF+:
During UE registration…
· AMF determines the “Allowed” S-NSSAI, then the vNRF+ determines the corresponding vNSI from the Allowed S-NSSAI provided by AMF.
· There is NO corresponding Allowed S-NSSAI for the hPLMN even though it is inconsistent with clause 5.15.6 in TS 23.501
During PDU Session establishment…
· vNRF+ trigger hNRF+ to select the hNSI based on the Allowed S-NSSAI from the vPLMN. 

i.e. NRF+ approach performs the mapping of the Allowed S-NSSAI with the corresponding Network Slice Instance in two phases – during the UE registration for the vPLMN part, and then during the PDU Session Establishment for the hPLMN part.

	4) Identifying the alternative target serving AMF
	NSSF: 
(1) As part of the NSI selection, NSSF may identify the alternative target serving AMF (e.g. AMF set or AMF group)
(2) If the current serving AMF is not part of the AMF set or AMF grou, the serving AMF queries NRF for the IP address of the new target serving AMF 

NRF+: 
(1) As part of the NSI selection, NRF+ may identify the alternative target serving AMF (e.g. AMF set or AMF group)
(1) If the current serving AMF detects it is not in the list of candidate AMFs, it will select the new target serving AMF from the list.  
NRF+ solution does not explain what exactly the list contains, i.e. AMF identifiers, IP addresses or FQDNs? Hence, it is not clear whether any additional query to the NRF is needed according TS 23.501, clause 6.3.5.

	N/A


	5) Maintaining list of active NS instances, corresponding lists of serving AMFs or AMF groups, corresponding lists of NRFs
	Similar concept 
The difference is NSSF vs. NRF+ to maintain the list 
	Same as non-roaming


	6) Supporting Slice-specific NRF separated from the Common NRF 
	NSSF:

· NSSF determines the Slice-specific NRF, if it has been configured for the target NSI, during the NSI selection and pass it back to the AMF to be used for “all” subsequent PDU Session Establishment procedures (i.e. isolate the slice-specific NRF from Common NRF)

i.e. one-time procedure call to identify the Slice-specific NRF

NRF+:

· AMF triggers the Common NRF+ to query the Slice-specific NRF by providing the target NSI ID and Allowed S-NSSAI (i.e. no isolation between the Common NRF and the slice-specific NRF) 

· Repeated the process for every single PDU Session Establishment procedure


	NSSF:

· Both vNSSF and hNSSF determine their respective Slice-specific NRFs (i.e. Slice-specific vNRF and hNRF), if it has been configured for the target NSI, during the NSI selection and pass them back to the AMF to be used for “all” subsequent PDU Session Establishment procedures (i.e. isolate the slice-specific NRF from Common NRF)

i.e. one-time procedure call to identify the Slice-specific NRF

NRF+:

· AMF triggers the following operation for every single PDU session establishment procedure
(1) AMF triggers the Common vNRF+ to query the Slice-specific vNRF by providing the target NSI ID and S-NSSAI
(2) vNRF responds to AMF with the vSMF.

(3) vNRF+ triggers the Common hNRF+ by providing the Allowed S-NSSAI

(4) Common hNRF+ determines the hNSI ID based on Allowed S-NSSAI

(5) Common hNRF+ queries the slice-specific hNRF for the target hSMF

(6) Common hNRF+ responds to Common vNRF+ for the target hSMF 

(7) Common vNRF+ responds to AMF for the hSMF



	7) Supporting NSI topology update 
	NSSF:

· NSSF supports PUSH notification and PULL indication when receiving NSI topology update from OAM system

NRF+:

· No support
	NSSF:

· vNSSF and hNSSF coordinate to supports PUSH notification and PULL indication when receiving NSI topology update from OAM system

NRF+:

No support

	8) Supporting NRF topology change 
	Not part of the Network slice selection scope
However, it should be triggered by NRF.
	Not part of the Network slice selection scope
However, it should be triggered by NRF.

	9) Supporting SBI 
	BOTH support SBI only (See Figure 4-1 above)
	BOTH support SBI only (See Figure 4-2 above)

	10) Roaming Interface 
	· N/A 
	· N/A


5. Comparisons & Evaluation
	Evaluation Criteria
	Comments

	1. Decision on determining Allowed NSSAI

	NSSF
	· Determined by NSSF [image: image4.png]




	· Definition of “Allowed NSSAI” as defined in clause 3.1 in TS 23.501 that …

Allowed NSSAI: an NSSAI provided by the serving PLMN during e.g. a registration procedure, indicating the NSSAI allowed by the network for the UE in the serving PLMN for the current registration area
· NSSF has the knowledge of the entire NSI topology (available NSI(s) serving for NSSAI in RA) of the PLMN, and hence, it has the knowledge whether there is serving NSI for the target S-NSSAI at the UE’s current registration area, whereas

· AMF does not have full knowledge of the entire NSI topology. Therefore, it is inappropriate to have AMF to determine the Allowed NSSAI  
· Furthermore, in NRF+ approach, the AMF decides the Allowed S-NSSAI “before” querying NRF+ to select the target NSI.  If target NSI is not accessible, then, the serving AMF will need to undo the reset the Allowed S-NSSAI status anyway.  Hence, the NRF+ approach is illogical. 

	NRF+
	· Determined by AMF [image: image5.png]



	

	2. Decision on selecting the target NSI 

NOTE: In case of roaming, there will be vPLMN part and hPLMN part. 

	NSSF
	· Determined by NSSF during UE’s registration in both non-roaming and roaming scenarios [image: image6.png]



	· In both cases of non-roaming and roaming, both solutions are using the same function (i.e. NSSF or NRF+) to make the selection of the target NSI
· i.e. the same network function which is expected to have the full knowledge of the NSI topology to make the decision for selecting the target NSI to serve the Allowed NSSAI

 

	NRF+
	· Determined by NRF+ for the serving PLMN part during UE’s registration in case of non-roaming and roaming; however, in case of roaming, the hPLMN part is determined during the PDU session establishment. [image: image7.png]



	· 

	3. Binding between the Allowed S-NSSAI and NSI  

	NSSF
	· Binding all the selected NSIs and the actual target serving AMF during the UE registration in both non-roaming and roaming scenarios. [image: image8.png]



	· After the UE’s registration, the Allowed S-NSSAI(s) are responded to the UE so that UE can determine how to bind its services/applications when initiating the PDU sessions. 
· In case of non-roaming, both NSSF and NRF+ solutions have confirmed the accessibility of the target NSI at the UE’s registration area to serve the Allowed NSSAI/S-NSSAIs. However, in case of roaming, NRF+ would wait until PDU session establishment to confirm the hPLMN part of the NSI.  This implies that, when the UE receives the Allowed S-NSSAI, it is NO guarantee that the hPLMN part is accessible until PDU session establishment is triggered.   

· Two additional key benefits for performing early binding as proposed by NSSF:

· It performs “one-time” signalling control flow to verify and to pre-establish the communication path with the corresponding hPLMN part of the target NSI(s).  In contrast to NSSF approach, the NRF+ approach needs to perform the similar procedures for each first PDU session establishment with each hPLMN part of the target NSI. 

· Since the signalling path with the hPLMN is not established until the PDU session establishment, there will be LONGER signalling delay when compared to the NSSF’s early bind approach.        

	NRF+
	· For non-roaming scenario, it is done during the UE registration just as the NSSF; for roaming scenario, the vPLMN part is bind during the UE registration, but the hPLMN part is bind during the PDU session establishment. [image: image9.png]


  
	

	4. Supporting slice-specific NRF isolation 

	NSSF
	· NSSF, which is the separate NF from NRF, provides the slice-specific NRF during the NSI selection [image: image10.png]



	· In NSSF approach, during the NSI selection, the NSSF handover the discovery/selection control of the slice-specific NFs to the network functions within the slice via the support of slice-specific NRF.  There is no need to go through the Common NRF to access the slice-specific NFs. 

· In NRF+ approach, even after the target NSI has been selected, the discovery/selection control is always going through the Common NRF.  This approach does not provide the slice-specific NRF isolation.  Furthermore, the Common NRF becomes the bottle neck for every single query for NF discovery/selection, and is subjected to the single point of failure.  

	NRF+
	· In order to access slice-specific NRF, all signalling control flow must first go through the Common NRF – i.e. Common NRF is the bottle neck of all NRF access. [image: image11.png]



	

	5. Modular network function design 

	NSSF
	· The NSI selection is a distinct function than the NF discovery/selection supported by NRF. [image: image12.png]



	· NSI selection is to select a target e2e logical network to serve a target network service identified by the S-NSSAI.  Hence, NSI selection is a distinct function than the NF discovery/selection provided by NRF which is to select the target logical function to serve a particular PDU session for a particular application.  Operators would manage the privacy, load balancing and life cycle differently between the NSI and NF.  Therefore, it is important to ensure that the network function to support these two different functionalities to be as modular as possible. 
· Based on the operators’ policy, operators also can co-locate/ integrate the two logical NFs (NSSF and NRF) or independently deploy the two NFs.        
· Defining two NFs(NSSF and NRF) allows SA or CT group to design the implement mechanism separately(e.g., NRF may be the enhancement of DNS system)

	NRF+
	· Overload the NF discovery/selection with the NSI selection into a single Network Function. [image: image13.png]


 
	


6. Conclusions & Recommendations

After the detailed analysis of the functionality of the two architecture solutions for network slice instance selection (i.e. NSSF vs. NRF+) as described in clause 4, and examining the key evaluation criteria as described in clause 5, the NSSF approach is clearly a more robust architecture solution to support the network slice instance selection.  Therefore, it is recommended SA2 to proceed with the NSSF solution approach as the way forward for network slice instance selection.  
[image: image14.jpg]Y
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