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Abstract of the contribution: This contribution proposes to change the PDU session anchor connecting to local DN to local PDU session anchor when using an UL CL in 23.501.
1. Discussion
As shown in Figure 5.6.4.2-1, showing two PDU session anchors when the UE only has one IP address gives reader confusing impression that more than one IP anchor can be used.
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Figure 5.6.4.2-1 User plane Architecture for the Uplink Classifier

In the approved paper S2-175041 (“PDU Session Anchor” terminology clarification) at SA2#122, it says the first PDU session anchor is the IP anchor point for the IPv4 address/IPv6 prefix provided to UE with deleting the according Editor’s note. But with this clarification, it’s still confusing on which UPF is the first PDU session anchor.
In order to make the PDU session anchor concept be consistent with the IP anchor concept, it’s better to change the name of the UPF PSA connecting to the local DN to a different name e.g. local PDU session anchor. Another motivation for this change is that the packet forwarding on the N6 interface to the local DN is typically not relying on IP routing. Thus we can avoid the confusion and unnecessary clarification thoroughly.

In this paper, we propose to make the changes to 23.501 first. If this can be accepted, according changes can be applied to 23.502.
2. Proposal
It is proposed to agree the following update into TS 23.501.
* * * First change * * * *

5.6.4.2
Usage of an UL Classifier for a PDU session

In case of PDU sessions of type IPv4 or IPv6 or Ethernet, the SMF may decide to insert in the data path of a PDU session an "UL CL" (Uplink classifier). The UL CL is a functionality supported by an UPF that aims at diverting (locally) some traffic matching traffic filters provided by the SMF. The insertion and removal of an UL CL is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU session or to remove from the data path of a PDU session a UPF supporting the UL CL functionality either during or after the PDU session establishment. The SMF may include more than one UPF supporting the UL CL functionality in the data path of a PDU session.

The UE is unaware of the traffic diversion by the UL CL, and does not involve in both the insertion and the removal of UL CL. In case of a PDU session of IP type, the UE associates the PDU session with either a single IPv4 address or a single IPv6 Prefix allocated by the network.

Editor's note:
The needs for UE aware UL CL insertion and removal are FFS.
Editor's note:
The normative phase will determine whether it is needed to make the UE aware that access to local services is possible and if yes how.

When an UL CL functionality has been inserted in the data path of a PDU session, there are multiple PDU session anchors for this PDU session. These PDU session anchors provide different access to the same DN. Only one PDU session anchor is IP anchor point for the IPv4 address / IPv6 prefix provided to the UE.
NOTE 0:
The mechanisms for packet forwarding on the N6 reference point between the PDU session anchor providing local access and the DN are outside the scope of this specification.

The UL CL provides forwarding of UL traffic towards different UPFs (i.e. PDU session anchor and local PDU session anchor) and merge of DL traffic to the UE i.e. merging the traffic from the different UPFs (i.e. PDU session anchor and local PDU session anchor) on the link towards the UE. This is based on traffic detection and traffic forwarding rules provided by the SMF.

The UL CL applies filtering rules (e.g. to examine the destination IP address/Prefix of UL IP packets sent by the UE) and determines how the packet should be routed. The UPF supporting an UL CL may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (per PDU session AMBR).

NOTE 1:
The UPF supporting an UL CL may also support a PDU session anchor for connectivity to the local access to the data network (including e.g. support of tunnelling or NAT on N6). This is controlled by the SMF.

The insertion of an UPF in the data path of a PDU session is depicted in Figure 5.6.4.2-1.
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Figure 5.6.4.2-1 User plane Architecture for the Uplink Classifier

NOTE 2:
The same UPF may support both the UL CL and the PDU session anchor functionalities. At least one PDU session anchor provides local access to the DN in the context of edge computing.
In Home Routed case the visited operator is only allowed to use local access to a DN in case the home operator has explicitly allowed it.

* * * Second change * * * *

5.8.2
User Plane Function(s)
User Plane Function(s) (UPF(s)) handle the user plane path of PDU sessions. An UPF that provides the interface to a Data Network supports the functionality of a PDU session anchor.

The number of UPFs for a PDU Session is not restricted by the3GPP specifications but specifications support deployments with a single UPF or multiple UPFs for a given PDU session.

For IP type PDU sessions, the PDU session anchor may be IP anchor point of the IP address/prefix allocated to the UE. For an IPv4 type PDU session or an IPv6 not multi-homed PDU session, when multiple PDU session anchors are used (due to UL CL being inserted), only one PDU session anchor is the IP anchor point for the PDU session. For an IPv6 multi-homed PDU session there are multiple IP (IPv6) anchor points as described in clause 5.6.4.3.
Deployments with one single UPF used to serve a PDU session do not apply to the Home Routed case and may not apply to the cases described in clause 5.6.4.

Deployments where a UPF can only be controlled by a single SMF, and deployments where a UPF can be controlled by multiple SMFs (for different PDU sessions) are both supported.
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:

-
Traffic reporting (e.g. allowing SMF support for charging).
-
QoS enforcement (The corresponding requirements are defined in clause 5.7).
-
traffic routing (e.g.as defined in clause 5.6.4. for UL CL or IPv6 multi-homing).
Traffic detection and routing information sent by the SMF to the UPF for a PDU session may be associated with Network instance for detection and routing of traffic over N6.
NOTE1:
Network instances can be used for example in following case:

-
The UPF is connected to different DN (DNAI) with possibly overlapping IP addresses.
For IP PDU session Type, the UPF traffic detection capabilities may detect traffic using traffic pattern based on at least any combination of:

-
PDU session.

-
5QI.

-
Source/destination IP address or IPv6 network prefix.

-
Source / destination port.

-
Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.

-
protocol ID of the protocol above IP.

-
Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask.

In the pattern:

-
a value left unspecified in a filter matches any value of the corresponding information in a packet.

-
an IP address or Prefix may be combined with a prefix mask.

-
port numbers may be specified as port ranges.

For Ethernet PDU session Type, the SMF may control UPF traffic detection capabilities based on at least any combination of:

-
PDU session,

-
5QI,

-
802.1q header : VLAN identifier(VID), Priority code point (PCP) in case of simple VLAN tagging and in case of double VLAN tagging per IEEE 802.1ad

-
MAC address with a possibility to identify Multicast/Broadcast addresses,

-
EtherType as defined in IEEE 802.3,

(When the EtherType refers to IP) Any combination of the information defined for the IP PDU session type

UPF selection is described in clause 6.2.
* * * Third change * * * *

8.3.1
User Plane Protocol stack for a PDU session
This clause illustrates the protocol stack for the User plane transport related with a PDU session.
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Legend:

-
PDU layer: This layer corresponds to the PDU carried between the UE and the DN over the PDU session. When the PDU session Type is IPV6, it corresponds to IPv6 packets ; When the PDU session Type is Ethernet, it corresponds to Ethernet frames ; etc.
-
GPRS Tunnelling Protocol for the user plane (GTP‑U): This protocol supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) by tunnelling user data over N3 (i.e. between the AN node and the UPF) in the backbone network. GTP shall encapsulate all end user PDUs. It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.
-
5G Encapsulation: This layer supports multiplexing traffic of different PDU sessions (possibly corresponding to different PDU session Types) over N9 (i.e. between different UPF of the 5GC). It provides encapsulation on a per PDU session level. This layer carries also the marking associated with a QoS Flow defined in clause 5.7.

Figure 8.3.1-1: User Plane Protocol Stack

Editor's note:
The details of encapsulation header over N9 should be updated according to the protocol chose/defined in stage 3.

-
AN protocol stack: This set of protocols/layers depends on the AN:

-
When the AN is a 3GPP RAN, these protocols/layers are defined by the 3GPP RAN. The radio protocol between the UE and the AN node (eNodeB or gNodeB) is specified in TS 36.300 [30] and TS 38.300 [27].
-
When the AN is an Untrusted non 3GPP access to 5GC the 5G AN interfaces with the 5GC at a N3IWF defined in clause 4.3.2 and the AN protocol stack is defined in clause 8.3.3.

-
UDP/IP: These are the backbone network protocols.

NOTE 1:
The number of UPF in the data path is not constrained by 3GPP specifications: there may be in the data path of a PDU session 0, 1 or multiple UPF that do not support a PDU session anchor functionality for this PDU session.
NOTE 2:
The "non PDU Session Anchor" UPF depicted in the Figure 8.3.1-1 is optional.

NOTE 3:
The N9 interface may be intra-PLMN or inter PLMN (in case of Home Routed deployment).

In case there is an UL CL (Uplink Classifier) or a Branching Point (both defined in clause 5.6.4) in the data path of a PDU session, the UL CL or Branching Point acts as the non PDU session anchor UPF of Figure 8.3.1-1. In that case there are multiple N9 interfaces branching out of the UL CL / Branching Point each leading to one PDU session anchor and one local PDU session anchor /different PDU session anchors.

NOTE 4:
Co-location of the UL CL or Branching Point with a PDU session anchor or local PDU session anchor is a deployment option.

* * * End of changes * * * *
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