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Abstract of the contribution: This contribution proposes cleanup of the usage of subscribe and notify for the NF service operations. 
Discussion

A Subscribe and Notify interaction sequence is as follows:
1. Subscription 

Subscription could be done by two means:

a) Explicit subscription message

Subscription operation is acknowledged by a response message.

b) Implicit subscription, e.g. when other message is received or by configuration

Subscription operation is acknowledged by the response message, when it is implicit in other message.

When the subscription operation is acknowledged by a response message, that response message could optionally include some information, like the current state of what is subscribed.

2. Event occur which there is a subscription for

3. Notify message (event)

4. Response message (ack reception of Notify)
The usage of Subscribe and Notify in the various NF services is not consistent and it is not clear whether the subscription is either explicit or implicit. For example, the operation semantic for N1MessageNotify is stated to be " Subscribe / Notify" but from the input/output it is clear that the operation is a pure Notify. As well, the usage of input and output differs i.e. some Notify operations uses previous subscribe operations (or implicit subscriptions) as input whereas others don't. 

Subscribe and Notify operation description should be aligned for all services. 

Following considerations are proposed:

· The operation semantic is proposed as in following table:
	NF service
	NF service operations
	Operation Semantic

	NF Service
	Subscribe
	Subscribe

	
	Notify
	Notify


· In the Notify operation description it should be stated whether the corresponding subscription is/may be implicit.

· In the Subscribe operation description it should be stated whether the subscription could as well be implicit. If the subscription is implicit by configuration is should be documented, and if implicit in another message, it should be documented in that corresponding message.
· In the Subscribe operation description it should be stated whether the ack includes some more information. This is documented as Subscription operation output parameters.
· Subscribe operation input parameters include any attribute that may modify subscription execution.
· Notify operation input parameters include attributes that convey information that is notified.

This pCR proposes to align Subscribe and Notify operation description for all services following this approach.
NOTE:
The P-CR has not yet implemented all aspects e.g. adding description of whether implicit subscribe is possible/used. If agreed the principles can be followed in subsequent P-CRs.

Changes compared to S2-175439:

 - Uses "Subscribe/Notify with merged operation semantic cells when both operations available

 - Adding a NOTE in the textual description of the notify operation (“this notification corresponds to an implicit subscription”)
 - Removing reference columns
Proposal

The following changes are proposed to TS 23.502 v0.6.0

***** Start of Changes *****

5.2.2
AMF Services
5.2.2.1
General

The following table shows the AMF Services and AMF Service Operations.
Table 5.2.2.1-1: List of AMF Services

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	

	Namf_Communication
	UEContextTransfer
	Peer AMF
	Request/ Response
	

	
	RegistrationCompleteNotify
	Peer AMF
	Subscribe / Notify
	

	
	N1MessageNotify
	SMF, SMSF, PCF, NEF
	Subscribe / Notify



	
.



	
	N1MessageSubscribe
	SMF, SMSF, PCF, NEF
	
	

	
	N1MessageUnSubscribe
	SMF, SMSF, PCF, NEF
	
	


	
	N1N2MessageTransfer
	SMF, SMSF, PCF, NEF
	Request/ Response
	



	
	N2InfoSubscribe
	SMF
	Subscribe / Notify



	


	
	N2InfoUnSubscribe
	SMF
	
	

	
	N2InfoNotify
	SMF
	
	



	Namf_EventExposure
	Subscribe
	NEF, SMF, PCF, UDM
	Subscribe / Notify



	


	
	UnSubscribe
	NEF, SMF, PCF, UDM
	
	

	
	Notify
	NEF, SMF, PCF, UDM
	
	


	Namf_MobileTermination
	EnableUEReachability
	NEF, SMF, PCF, UDM
	Namf_MobileTermination
	


Editor's note:
Whether additional NF services can be identified or be decomposed from existing NF services are FFS.
5.2.2.2
Namf_Communication service
5.2.2.2.1
General

Service description: This service enables an NF to communicate with the UE through N1 NAS messages or with the AN (both UE and non UE specific). The service operations defined below allow the NF to communicate with the UE and the AN. The following are the key functionalities of this NF service.

-
Provide service operations for transporting N1 messages to the UE;

-
Allow NFs to subscribe and unsubscribe for notifications of specific N1 messages from the UE;

-
Allow NFs to subscribe and unsubscribe for notifications about specific information from AN;

-
Provide service operations for initiating N2 messages towards the AN;

-
Security Context Management; and

-
UE information management and transfer (including its security context);

5.2.2.2.2
Namf_Communication_UEContextTransfer service operation
Service operation name: Namf_Communication_UEContextTransfer
Description: Provides the UE context to the consumer NF.

Known NF Consumers: Peer AMF

Input, Required: 5G-GUTI, Reason.
Input, Optional: Integrity protected message from the UE that triggers the context transfer.
Output, Required: The UE context of the identified UE. The UE context includes the SUPI, DRX parameters, AM policy information, UE network capability, used N1 security context information, event subscriptions by other consumer NF, and the list of SM PDU session IDs along with the SMF handling the PDU session.

Output, Optional: Mobile Equipment Identifier (if available), Accepted NSSAI.

See clause 4.2.2.2.2 step 4 and 5 for example of usage of this service operation. If the consumer NF sent an integrity protected message from the UE, the AMF uses it to verify whether this request is permitted to retrieve the UE context of the UE. If it is permitted, the AMF provides UE context to the consumer NF in the Namf_Communication_UEContextTransfer response.

5.2.2.2.3
Namf_Communication_RegistrationCompleteNotify service operation
Service operation name: Namf_Communication_RegistrationCompleteNotify
Description: This service operation is used by the consumer NF to inform the AMF that a prior UE context transfer has resulted in the UE successfully registering with it. The UE context is marked inactive in the AMF.
NOTE 1:
This notification corresponds to an implicit subscription.
Known NF Consumers: Peer AMF

Input, Required: 5G-GUTI, Reason.
Input, Optional: None.
Output, Required: None.

Output, Optional: None.

See clause 4.2.2.2.2 step 10 for example usage of this service operation. When the consumer NF (AMF) receives this notification, it marks the UE context information as inactive since the UE context has been successfully transferred to the peer NF and the UE has successfully registered there. The AMF sends a Namf_Communication_TransferComplete ack to the consumer NF.

NOTE 2:
Whether notification Ack need a separate message or be realized in the transport layer will be determined in stage 3.
5.2.2.2.4
Namf_Communication_N1MessageNotify service operation

Service operation name: Namf_Communication_N1MessageNotify

Description: AMF notifies the N1 message received from the UE to a destination CN NF.
Known NF Consumers: SMF, SMSF, PCF, NEF, AMF
Concurrent use: No.
Input, Required: AMF ID, N1 Message(s)

Input, Optional: local time zone, UE's current location, AN type AN N2 terminating point, Allowed NSSAI.
Output, Required: None.
Output, Optional: None.
The destination NF type to be notified is determined based on one of the following:

-
The N1 message type is always known to be consumed by one particular NF type; or

-
An NF had explicitly subscribed for the particular N1 message type to be notified towards it.
NOTE:
Whether notification Ack need a separate message or be realized in the transport layer will be determined in stage 3.
The optional AN N2 terminating point and Allowed NSSAI parameters are included if the service operation is invoked towards a peer AMF.
5.2.2.2.5
Namf_Communication_N1MessageSubscribe service operation

Service operation name: Namf_Communication_N1MessageSubscribe.
Description: An NF can subscribe with the AMF to get notified of a particular N1 message type from the UE.
Known NF Consumers: SMF, SMSF, PCF, NEF
Input, Required: CN NF ID, N1 Message Type
Input, Optional:  None.
Output, Required: None.
Output, Optional: None.
See step 5a of clause 4.13.3.6 for details on the use of this service operation. This service operation is used along with Namf_Communication_N1MessageTransfer in this step to subscribe for the notification of SMS delivery ack message from UE.
The consumer NF invokes the Namf_Communication_N1MessageSubscribe service operation (NF ID, N1 message type to subscribe) on the AMF. If the consumer NF is allowed to subscribe for the type of N1 message requested, the AMF creates a binding for the consumer NF to deliver subsequent Namf_Communication_N1MessageNotify towards that NF.
NOTE:
Whether Subscription Ack need a separate message or be realized in the transport layer will be determined in stage 3.
5.2.2.2.6
Namf_Communication_N1MessageUnSubscribe service operation

Service operation name: Namf_Communication_N1MessageUnSubscribe.
Description: An NF can unsubscribe with the AMF to stop notifying a particular N1 message type from the UE.
Known NF Consumers: SMF, SMSF, PCF, NEF
Input, Required: CN NF ID, N1 Message Type
Input, Optional:  None.
Output, Required: None.
Output, Optional: None.
See step 7 of clause 4.13.3.3 and step 6c of 4.13.3.6 for details on the use of this service operation.

The consumer NF invokes the Namf_Communication_N1MessageUnSubscribe service operation (NF ID, N1 message type to subscribe) on the AMF. The AMF deletes the binding for the consumer NF for the requested N1 message type.
NOTE:
Whether UnSubscription Ack need a separate message or be realized in the transport layer will be determined in stage 3.
5.2.2.2.7
Namf_Communication_N1N2MessageTransfer service operation
Service operation name: Namf_Communication_N1MessageTransfer.
Description: CN NF request to transfer downlink N1 message to the UE through the AMF.
Known NF Consumers: SMF, SMSF, PCF, NEF
Input, Required: CN NF ID, Message type (N1 or N2 or both), Message Container (s) where at least one of the message containers (N1 or N2) is required, Session ID, AN Type.
Input, Optional:  None.
Output, Required: Result indication.
Output, Optional: None.
If the UE is in CM-IDLE state, the AMF initiates the network triggered service request procedure as specified in clause 4.2.3.4. The AMF responds to the consumer NF, with a Namf_Communication_N1N2MessageTransfer response, providing a result indication of whether the AMF was able to successfully transfer the N1 and/or the N2 message towards the UE and/or the AN.

5.2.2.2.8
Namf_Communication_N2InfoSubscribe service operation

Service operation name: Namf_Communication_N2InfoSubscribe.
Description: An NF invokes this service operation to subscribe for the delivery of information contained in a specific N2 message type (e.g. notification of SMF about N3 tunnel setup information and path switch requests).
Known NF Consumers: SMF, NEF.
Input, Required: CN NF ID, Session ID for UE towards the NF (e.g PDU Session ID), N2 information type to be subscribed.
Input, Optional: None.
Output, Required: None.
Output, Optional: None.
Along with transferring SM NAS message to UE using the Namf_Communication_N1MessageTransfer service operation, the SMF subscribes with AMF to get notified about the N3 tunnel setup information from the AN.
5.2.2.2.9
Namf_Communication_N2InfoUnsubscribe service operation

Service operation name: Namf_Communication_N2InfoUnSubscribe.
Description: An NF can invoke this service operation to unsubscribe for the delivery of information contained in a specific N2 message type.
Known NF Consumers: SMF, NEF
Input, Required: CN NF ID, Session ID for UE towards the NF (e.g PDU Session ID), N2 information type to unsubscribe.
Input, Optional: None.
Output, Required: None.
Output, Optional: None.
The consumer NF invokes the Namf_Communication_N2InfoUnSubscribe service operation (CN NF ID, N2 information type to unsubscribe, Session ID for UE towards the NF (e.g. PDU Session ID)) on the AMF. The AMF deletes the binding for the consumer NF to for the requested information to unsubscribe.
5.2.2.2.10
Namf_Communication_N2InfoNotify service operation

Service operation name: Namf_Communication_N2InfoNotify.
Description: The AMF uses this service operation to notify a particular N2 message information towards the NFs that have subscribed (implicitly or explicitly) for the specific information.
Known NF Consumers: NEF
Input, Required: AMF ID, Session ID for UE towards the NF (e.g. PDU Session ID), N2 information.
Input, Optional: None.
Output, Required: None.
Output, Optional: None.
See step 14 of clause 4.3.2.2.1, step 18 of clause 4.3.2.2.2 and step 9 of clause 4.2.3.2 for details on this service operation.

5.2.2.3
Namf_EventExposure service

5.2.2.3.1
General

Service description: This service enables an NF to subscribe and get notified about an event.

 Following UE mobility information event are considered:
-
Location changes (TAI, Cell ID, N3IWF node, UE local IP address and optionally UDP source port number);

-
AN type changes (3GPP access or non-3GPP access);
-
Registration state changes (Registered or Deregistered);
-
Connectivity state changes (IDLE or CONNECTED);

-
UE loss of communication;

-
UE reachability status along with optional list of sessions to be activated; 

-
Mobility statistics and

 -
UE indication of switching off SMS over NAS service.
As well as monitoring events, as described in clause 5.4.2.
The following service operations are defined for the Namf_EventExposure service.

5.2.2.3.2
Namf_EventExposure_Subscribe service operation

Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe for an specific event.
Known NF Consumers: NEF, SMF, PCF, UDM, SMSF
Input, Required: NF ID, UE ID, Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.
Input, Optional: Immediate one time notification flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration).
Output, Required: Operation execution result indication.
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. One Time reporting).
This service operation can be invoked along with the Namf_Communication_N1MessageTransfer service operation invocation. The consumer NF subscribes to the event notification by invoking Namf_EventExposure_Subscribe (NF ID, UE ID, Event filter, Event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. Event filter identifies the events that the consumer NF is interested in. The following are some example events.

-
UE registration state change;

-
UE reachability state along with optional list of sessions to activate;

-
Location change; and

-
Periodic mobility statistics.

The event co-relation ID identifies the ID to be used by the AMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription. If the UE mobility event notification subscription is authorized by the AMF, the AMF records the association of the event trigger and the consumer NF identity. If the optional, immediate one time notification flag is set, then the AMF notifies the current status of the subscribed event immediately to the consumer NF.

Event filter may include "AN type(s)" and it indicates to subscribe the event per access type.

Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value pattern to match for triggering the events are FFS.
5.2.2.3.3
Namf_EventExposure_UnSubscribe service operation

Service operation name: Namf_ EventExposure_UnSubscribe.
Description: The consumer NF uses this service operation to unsubscribe for an specific event.
Known NF Consumers: NEF, SMF, PCF, SMSF
Input, Required: NF ID, UE ID, Event Filters with Event Id(s), Event co-relation ID, Event receiving NF Id.
Input, Optional: None.
Output, Required: Operation execution result indication.
Output, Optional: None.
The consumer NF unsubscribes the event notification by invoking Namf_EventExposure_Unsubscribe (NF ID, UE ID, Event filter, event co-relation ID) to the AMF. UE ID identifies the UE, a valid UE ID includes SUPI. The event co-relation ID identifies a prior subscription that the consumer NF has made. Event filter identifies the events that the consumer NF is no longer interested with on the specific notify ID. Event filter may include "AN type(s)" and it indicates to unsubscribe the event per access type.

Event Id identifies the specific event to be subscribed to, while Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
5.2.2.3.4
Namf_EventExposure_Notify service operation
Service operation name: Namf_EventExposure_Notify.

Service operation description: Provides the previously subscribed event information to the Consumer NF which has subscribed to that  event before. 
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Known NF Consumers: NEF, PCF, SMF, Event Receiving NF
Input, Required: AMF ID, UE ID, Event co-relation ID, event information.
Input, Optional: Event specific parameter list.
Output, Required: None.
Output, Optional: None.
When the AMF detects the UE mobility event it sends the Event Notification (mobility event container) message to the Consumer NF(s) which has subscribed to the UE mobility event before. The event is notified towards the consumers for which the Event filters (which may include "AN type(s)") match. The event co-relation ID indicates to the NF the specific event notification subscription made by the consumer NF. The mobility event container indicates the type of mobility event and related information, e.g. Registration Area Update/new Registration Area.
Event receiving NF Id identifies the NF that shall receive the reporting (e.g. it is used for Monitoring Events, see clause 5.4.2).
Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value are FFS.

5.2.2.4
Namf_MobileTermination service

5.2.2.4.1
General

Service description: It provides a NF the service that make sure UE is reachable to send MT signaling or data. The following are the key functionalities of this NF service
-   paging UE if UE is in IDLE state and respond other NF after the UE enters CM-CONNECTED state.

-  response to the requester NF if UE is in CONNECTED state.

Editor's note:
How Namf_MobileTermination is used as a separate AMF service and impact to RM/CM procedures within AMF is FFS. 

5.2.2.4.2
Namf_MobileTermination_ EnableReachability service operation

Service operation name: Namf_MobileTerminatio_EnableReachability.
Description: The consumer NF uses this service operation to make UE reachable which may lead to page UE and make UE enter connected state if required.

Known NF Consumers: NEF, SMF, PCF, UDM
Inputs, Required: NF ID, UE ID. 

Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.

See step 3 of clause 4.2.3.4 for details on the usage of this service operation, and 4.2.2.3.3 for UDM initiated de-registration.

The consumer NF does not need to know UE state. The AMF accepts the request and respond the consumer NF immediately if UE is in CM-CONNECTED state. If the UE is in CM-IDLE state, the AMF pages UE and respond to the consumer NF after the UE enters CM-CONNECTED state.
5.2.3
UDM Services
5.2.3.1
General

The following table illustrates the UDM Services.
Table 5.2.3-1: NF Services provided by UDM

	NF service
	NF service operations
	Operation semantic
	Known Consumer(s)
	

	Subscriber Data 
	Get
	Request/Response
	AMF, SMF, SMSF
	

	Management
	UpdateNotification
	Subscribe/Notify
	AMF, SMF, SMSF
	

	UE context 
	Registration 
	Request/Response
	AMF, SMF, SMSF
	

	management
	RemoveNotification
	Subscribe/Notify
	AMF, SMF, SMSF
	

	
	Deregistration
	Request/Response
	AMF, SMF, SMSF
	

	
	Get
	Request/Response
	NEF
	

	
	Update
	Request/Response
	AMF
	

	UE Authentication
	Request
	Request/Response
	AUSF
	

	EventExposure
	Subscription request/response

Notification
	Subscribe/Notify
Request/Response
	NEF
	


5.2.3.2
Nudm_UE Context Management service
Editor's note:
whether NF type can be derived from other information or NF type is needed explicitly is FFS.

5.2.3.2.1
Nudm_UE Context Management _Registration

Service operation name: Nudm_UE Context Management _Registration
Description: Register UE's serving NF on the UDM
Known NF Consumers: AMF, SMF, SMSF
Inputs, Required:  NF ID, SUPI, NF type, Access type.
Inputs, Optional: subscription data retrieval indication along with type of subscription data to be retrieved.
Outputs, Required: Result indication.
Outputs, Optional: None.
See step 14a of sub-clause 4.2.2.2.2 for an example usage of this service operation. If the UDM has a serving NF registered for the requested Access type already, the UDM invokes the Nudm_UE ContextManagement_RemoveNotification service operation towards that serving NF (see clause 5.2.3.2.2).

If the "subscription data retrieval indication" is included, the UDM invokes the Nudm_SubscriptionData_UpdateNotification service operation to provide the subscription data of the requested type to the consumer NF.
5.2.3.2.2
Nudm_UE Context Management_RemoveNotification

Service operation name: Nudm_UE Context Management_RemoveNotification
Description: UDM notifies the NF consumer which has previously Registered (using Nudm_UE Context Management_Registration operation) the NF ID has been deregistered in UDM. This requires that the consumer deregisters as it is no longer a serving NF for that UE.
NOTE 1:
This notification corresponds to an implicit subscription.
Known NF Consumers: AMF, SMF, SMSF
Inputs, Required: SUPI, serving NF removal reason.
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.

See step 14c of sub-clause 4.2.2.2.2 for an example usage of this service operation. The serving NF removal reason tells the reason for sending the remove notification to the consumer NF. The reason can be one of the following:

-
UE Initial Registration.
-
UE Registration area change.
Editor's note:
Additional reasons applicable for remove notification towards SMF, SMSF are FFS.
5.2.3.2.3
Nudm_ UE Context Management_Purge

Service operation name: Nudm_ UE Context Management Purge
Description: The NF consumer requests the UDM to delete the information related to the NF in the UE context.
Known NF Consumers: AMF, SMF, SMSF
Inputs, Required: SUPI, NF type
Inputs, Optional: None
Outputs, Required: Result Indication.
Outputs, Optional: None
5.2.3.2.4
Nudm_ UE Context Management_Get

Service operation name: Nudm_ UE Context Management_Get
Description: The  NF consumer request the UDM to get the  NF ID of the NF serving of the UE.
Known NF Consumers: NEF.
Inputs, Required: UE ID, NF Type.
Inputs, Optional: None.
Outputs, Required: SUPI,  NF ID of the NF corresponding to  the NF type requested by NF consumer.
Outputs, Optional: None.
5.2.3.2.5
Nudm_UE Context Management_Update

Service operation name: Nudm_UE Context Management_Update
Description: Consumer updates some UE related information (e.g. UE capabilities).
Known NF Consumers: AMF

Inputs, Required: NF ID, SUPI, NF type, UE context information
Inputs, Optional: None
Outputs, Required: Result Indication.
Outputs, Optional: None
5.2.3.3
Subscriber Data Management Service

Editor's note:
whether NF type can be derived from other information or NF type is needed explicitly is FFS.

5.2.3.3.1
Nudm_Subscriber_Data_Get

Service name: Nudm_Subscriber Data_Get

Description: Consumer NF gets the subscriber data from UDM. The UDM checks the UE ID and NF type to retrieve corresponding subscriber data in the UDR and provides the data to the NF consumer. In case of NF consumer is SMF, the subscriber data may contain e.g., PDU type(s), authorized SSC mode(s), Default QoS profile.
Known NF Consumers: SMF, SMSF, AMF.
Inputs, Required: SUPI, NF ID, Requested subscription data type (e.g. mobility subscription, session management subscription).
Inputs, Optional: DNN if the NF type is SMF.
Outputs, Required: The consumer NF gets the requested subscription data.
Outputs, Optional: None.

The UDM shall provide the requested subscription data only if the consumer NF is authorized to get the specific subscription data requested.
5.2.3.3.2
Nudm_SubscriptionData_UpdateNotification

Service or service operation name: Nudm_Subscription Data_UpdateNotification
Description: The UDM notifies NF consumer of the updates of UE's Subscriber Data.
NOTE 1:
This notification corresponds to an implicit subscription.
Known NF Consumers: AMF, SMF, SMSF.
Inputs, Required: SUPI, Updated subscription Data.
Inputs, Optional: None.
Outputs, Required: None. 
The UDM invokes this service operation under the following cases:

-
When the subscriber data is updated at the UDM, the updated subscription information is notified to the serving NF that has registered for the specific subscription data type to be notified.

-
When the serving NF for the UE has included the "subscription data retrieval indication" along with the type of subscription data to be retrieved, the complete subscription data information of the requested type is notified to the serving NF.

In case updates subscription information is related to session management the subscriber data may contain e.g., PDU type(s), authorized SSC mode(s), Default QoS profile.
Outputs, Optional: None.
5.2.3.4
Nudm_Authentication Service

Editor's note:
whether NF type can be derived from other information or NF type is needed explicitly is FFS.

5.2.3.4.1
Nudm_Authentication_Get

Service operation name: Nudm_Authentication_Get

Description: Requester NF gets the authentication data from UDM. For AKA based authentication, this operation can be also used to recover from synchronization failure situations.
Known NF Consumers: AUSF

Inputs, Required: SUPI.
Inputs, Optional: Synchronization Failure indication and related information (i.e. RAND/AUTS).
Outputs, Required: Retrieve Authentication data for a certain UE
Outputs, Optional: None
5.2.3.5
Nudm_EventExposure service
5.2.3.5.1
Service description

See clause 5.4.2.

5.2.3.5.2
Service operations

5.2.3.5.2.1
Nudm_EventExposure_subs operation

Service operation name: Nudm_EventExposure_subs
Description: the consumer subscribes to receive an event, or if the event is already defined in UDM, then the subscription is updated.

NF Consumers: NEF.
Inputs (required): SUPI, Event Id(s). 

Inputs (optional): Reporting options (e.g. Maximum Number of Reports or Monitoring Duration, for Monitoring Events).

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if corresponding information is available at reception of the subscription request of the event (e.g. One Time reporting for Monitoring Events).
5.2.3.5.2.2
Nudm_EventExposure_unsubs operation

Service operation name: Nudm_EventExposure_unsubs
Description: the consumer deletes the subscription of an event if already defined in UDM.

NF Consumers: NEF.
Inputs (required): SUPI, Event Id(s). 

Outputs (required): Operation execution result indication.

5.2.3.5.2.3
Nudm_EventExposure_notif operation

Service operation name: Nudm_EventExposure_notif
Description: UDM reports the event to the consumer that has previously subscribed.

NF Consumers: NEF.
Inputs (required): Monitoring Indication. 

Inputs (optional): None.

Outputs (required): None.
5.2.4
5G-EIR Services
Editor's note:
The identified NF service(s) in this clause are to be evaluated.
5.2.4.1
General

The following table illustrates the 5G-EIR Service.
Editor's note:
How to interoperate to the EIR not supports service based interface is FFS.
Table 5.2.4-1: NF Services provided by 5G-EIR
	NF service
	Description
	NF service operations
	Consumer
	Ref.

	N5g-eir_ME Identity Check
	Check ME Identity
	Get
	AMF
	Clause 5.2.4.1.1


5.2.4.2
N5g-eir_ME Identity Check service

5.2.4.2.1
General

Service Description: This service is provided by the 5G-EIR to check the ME Identity and determine whether the subscriber is allowed to use the mobile entity. The service operations can be consumed by AMF. The service operations provided within this service are depicted as below.
5.2.4.2.2
N5g-eir_ME Identity Check_Get service operation
Service operation name: N5g-eir_ME Identity Check_Get

Description: Check the ME Identity and determine whether the subscriber is allowed to use the mobile entity

Known NF Consumers: AMF

Concurrent use: none
Pre-requisite conditions: none
Post conditions: none.

Inputs, Required: PEI, SUPI.
Inputs, Optional: none
Outputs, Required: checking result
Outputs, Optional: none

5.2.5
PCF Services
5.2.5.1
General

The following table illustrates the PCF Services.
Table 5.2.5.1-1: NF Services provided by PCF
	Service Name
	Service Operations
	Known Consumer (s)
	Operation

Semantic
	Reference

	Npcf_AMPolicyControl
	Get
	AMF
	Request-Response
	



	
	UpdateNotify
	AMF
	Subscribe-Notify
	



	
	Delete
	AMF
	Request-Response
	


	Npcf_Policy Authorization
	Create
	AF, NEF
	Request-Response
	

	
	Update
	AF, NEF
	Request-Response
	

	
	Delete
	AF, NEF
	Request-Response
	

	
	Notify
	AF, NEF
	Subscribe-Notify


	

	
	Subscribe
	AF, NEF
	
	

	
	Unsubscribe
	AF, NEF
	
	

	Npcf_SMPolicyControl
	Get
	SMF
	Request-Response
	


	
	UpdateNotify
	SMF
	Subscribe-Notify
	





	
	Delete
	SMF
	Request-Response
	



Editor's note:
The reference to Clause 4 system procedures for which the NF service operations are applied are work on progress and will be further updated.
5.2.5.2
Npcf_AMPolicyControl service

5.2.5.2.1
General

Editor's note:
Whether the service operations are documented in textual form or table form is TBD.
Service description: This service provides access control, network selection and mobility management related policies to the AMF, UE Route Selection Policy to the UE via the AMF,  which includes the following functionalities:

-
Create policies based on the request from AMF during UE registration;

-
Notify AMF of the updated policies which are subscribed; and

-
Delete policies for an UE.

5.2.5.2.2
Npcf_AMPolicyControl_Get Service Operation

Service operation name: Npcf_AMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Known NF Consumers: AMF.
Inputs, Required: UE Permanent ID, Request Type (initial or update), Subscription to notification indicator.

Inputs, Optional: None.

Outputs, Required: The requested policy  of the UE, such as Service Area Restrictions, RFSP Index and UE Policy.
Outputs, Optional: None.

See clause 4.2.2.2.2 (step 16 and 17) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE; in step 17, the PCF acknowledges AMF with requested policy.
See clause A.4.1.2 (step 2 and 3) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 2, the AMF requests the PCF to apply operator policies for the UE; in step 3, the PCF acknowledges AMF with requested policy.
See clause A.4.2.1 (step 1b and 4c) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 1b, the AMF requests the PCF to apply operator policies for the UE; in step 4c, the PCF acknowledges AMF with requested policy.
5.2.5.2.3
Npcf_AMPolicyControl_UpdateNotify Service Operation

Service operation name: Npcf_AMPolicyControl_UpdateNotify
Description: Provides updated policy to the NF Consumer.
NOTE 1:
This notification corresponds to an implicit subscription.
Known NF Consumers: AMF.
Inputs, Required: UE Permanent ID, Updated Policies.

Inputs, Optional: None.

Outputs, Required: Success or Failure.
Outputs, Optional: None.

See clause A.4.2.1 (step 5) and clause A.4.2.2 (step 5) in TS 23.501 [2] for the detail usage of this service operation for AMF. In those steps, the updated UE policies are provided to the AMF by the PCF/H-PCF
5.2.5.2.4
Npcf_AMPolicyControl_Delete Service Operation

Service operation name: Npcf_AMPolicyControl_Delete
Description: Provides means for the NF Consumer to delete the context of UE related policy.
Known NF Consumers: AMF.

Inputs, Required: UE Permanent ID, Delete Type.

Inputs, Optional: None.

Outputs, Required: Success or Failure.

Outputs, Optional: None.
See clause 4.2.2.2.2 (step 20 and 21) for the detail usage of this service operation for AMF. In step 20, the old AMF requests to delete the UE context in the PCF; in step 21, the PCF deletes the UE context and acknowledges the old AMF.
See clause 4.3.2 (step 2 and 3) in TS 23.501 [2] for the detail usage of this service operation for AMF. In step 2, the AMF initiates the UE Context termination procedure; in step 3 the PCF deletes the session contexts. 
5.2.5.3
Npcf_PolicyAuthorization Service
5.2.5.3.1
General

Editor's note:
Whether the service operations are documented in textual form or table form is TBD.
Service description: This service is to authorise an AF request and to create policies as requested by the authorised AF for the PDU-CAN session to which the AF session is bound. This service allows the NF consumer to subscribe/unsubscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.).
5.2.5.3.2
Npcf_Policy Authorization_Create Service Operation

Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs the policy according to the information provided by the NF Consumer.
Known NF Consumers: AF/NEF.
Inputs, Required: The UE Identity (e.g. UE IP address, MSISDN), the requested policy container.

Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.
Authorizes the request from the application, and optionally communicates with Npcf_SessionPolicyControl service to determines and install the policy according to the information provided by the NF Consumer.

5.2.5.3.3
Npcf_Policy Authorization_Update Service Operation

Service operation name: Npcf_PolicyAuthorization_Update

Description: Provides updated information to the.
Known NF Consumers: AF/NEF.
Inputs, Required:  UE Identity (e.g. UE IP address, MSISDN),.

Inputs, Optional: None.

Outputs, Required: None.
Outputs, Optional: None

Provides updated application level information and communicates with  Npcf_SessionPolicyControl service to determine and install the policy according to the information provided by the NF Consumer.
5.2.5.3.4
Npcf_Policy Authorization_Delete Service Operation

Service operation name: Npcf_PolicyAuthorization_Delete

Description: Provides means for the NF Consumer to delete the context of application level session information.
Known NF Consumers: AF/NEF.
Inputs, Required: UE Permanent ID.
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.
Provides means for the NF Consumer to delete the context of application session information

5.2.5.3.5
Npcf_ Policy Authorization_Notify Service Operation

Service operation name: Npcf_ PolicyAuthorization_Notify

Description: provided by the PCF to notify NF consumers of the subscribed events, such as UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).
Known NF Consumers: AF/NEF.
Inputs, Required: The list of event type and its object, Notify ID.

Inputs, Optional: None.

Outputs, Required: The event information for the subscribed event type and event object.

Outputs, Optional: None

Notify NF consumers of the subscribed events, such as UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).
5.2.5.3.6
Npcf_Policy Authorization_Subscribe Service Operation
Service operation name: Npcf_ PolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).
Known NF Consumers: AF/NEF.
Inputs, Required: SUPI or External ID, List of events (including the event type and event object)
Inputs, Optional: None.

Outputs, Required: Success or Failure.
Outputs, Optional: None.
Enable NF consumers to explicitly subscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.).
5.2.5.3.7
Npcf Policy Authorization_Unsubscribe Service Operation
Service operation name: Npcf PolicyAuthorization_Unsubscribe
Description: provided by the PCF for NF consumers to explicitly unsubscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).
Known NF Consumers: AF/NEF.
Inputs, Required: SUPI or External ID, List of events (including the event type and event object)
Inputs, Optional: None.

Outputs, Required: Success or Failure.
Outputs, Optional: None.
Enable NF consumers to explicitly unsubscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.)
5.2.5.4
Npcf_SMPolicyControl service

5.2.5.4.1
General

Service description: This service provides session related policies to the SMF, which includes the following functionalities:

-
Create policies based on the request from SMF during PDU-CAN session establishment;

-
Notify SMF of the updated policies which are subscribed; and

-
Delete policies for a PDU-CAN session.

5.2.5.4.2
Npcf_SMPolicyControl_Get Service Operation

Service operation name: Npcf_SMPolicyControl_Get
Description: Provides the requested policy to the NF Consumer.
Known NF Consumers: SMF.
Inputs, Required: UE Permanent ID, Request Type (initial or update), Subscription to notification indicator.

Inputs, Optional: None.

Outputs, Required: The requested policy rules of the PDU-CAN session.
Outputs, Optional: None.

See clause 4.3.2.2.1 (step 6b), clause 4.3.2.2.2 (step 9b) for the detail usage of this service operation for SMF. In those steps, the SMF requests default PCC Rules for the PDU Session from PCF/H-PCF.
5.2.5.4.3
Npcf_SMPolicyControl_UpdateNotify Service Operation

Service operation name: Npcf_SMPolicyControl_UpdateNotify
Description: Provides updated policy to the NF Consumer.
NOTE 1:
This notification corresponds to an implicit subscription.
Known NF Consumers: SMF.
Inputs, Required: NF ID, UE Permanent ID, Updated Policy Rules.

Inputs, Optional: None.

Outputs, Required: Success or Failure.
Outputs, Optional: None

See clause 4.2.3.2 (step 14), clause 4.3.2.2.1 (step 8), clause 4.3.2.2.2 (step 11), clause 4.3.3.2 (step 1b, step 2 and step 9) and clause 4.3.4.3 (step 1b) for the detail usage of this service operation for SMF. In those steps, the updated PCC Rules for the PDU Session are provided to the SMF by the PCF/H-PCF.
5.2.5.4.4
Npcf_SMPolicyControl_Delete Service Operation

Service operation name: Npcf_SMPolicyControl_Delete
Description: Provides means for the NF Consumer to delete the context of UE related policy or PDU-CAN session related policy.
Known NF Consumers: SMF.

Inputs, Required: UE Permanent ID, Delete Type.

Inputs, Optional: None.

Outputs, Required: Success or Failure.

Outputs, Optional: None.
See clause 4.3.4.2 (step 3) and clause 4.3.4.3 (step 3) for the detail usage of this service operation for SMF. In those steps, the SMF initiates the PDU-CAN session termination procedure, and PCF deletes the session contexts.
5.2.6
NEF Services
5.2.6.1
The procedure of "Device Trigger" Service
Service description: The AS requests the network to send a Device trigger to the UE.
Input: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload.

Output: the result of the delivery of the device trigger.

Service procedure:

[image: image1.emf]UE RAN

AMF

UDM

NEF

1. Device Trigger Request

Application

Authentication & 

Authorization

4. Device Trigger Request/Response

3. Device Trigger Request

5. Device Trigger Response

6. Device Trigger Response

2. Get Subscriber Serving 

NF service from UDM


Figure 5.2.6.1-1: Device Trigger service

1.
The NEF (Network Exposure Function) receives a Device Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to address a triggering function within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE, along with the information to route it to which application on the UE.


The NEF checks whether the Application is authorised to send the Device Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.

2.
The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.

3.
The NEF sends the Device Trigger Request (UE permanent ID, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.

4.
The AMF send the Device Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the trigger payload identifies which application(s) is to be notified and the information to be notified to the application, e.g. PDU session establishment is requested.


The corresponding response message is send back to the AMF to confirm the receiving the request message.

5.
The NEF receive the Device Trigger Response from the AMF.

Editor's note:
It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.

6.
The NEF sends the Device Trigger Response to the Application Server.
5.2.6.2
Nnef_EventExposure service
5.2.6.2.1
Service description

See clause 5.4.2.

5.2.6.2.2
Service operations

5.2.6.2.2.1
Nnef_EventExposure_subs operation

Service operation name: Nnef_EventExposure_subs
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.

NF Consumers: AS.
Inputs (required): SUPI, Event Id(s). 

Inputs (optional): Reporting options (e.g. Maximum Number of Reports or Monitoring Duration for Monitoring Events).

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if available (e.g. One Time reporting).
5.2.6.2.2.2
Nnef_EventExposure_unsubs operation

Service operation name: Nnef_EventExposure_unsubs
Description: the consumer deletes an event if already defined in NEF.

NF Consumers: AS.
Inputs (required): SUPI, Event Id(s). 

Outputs (required): Operation execution result indication.

5.2.6.2.2.3
Nnef_EventExposure_notif operation

Service operation name: Nnef_EventExposure_notif
Description: NEF reports the event to the consumer that has previously subscribed.

NF Consumers: AS.
Inputs (required): not applicable. 

Inputs (optional): not applicable.

Outputs (required): Event Indication.
5.2.7
NRF services
5.2.7.1
Nnrf_NF Discovery
5.2.7.1.1
Description
Service name: Nnrf_NF Discovery
Description: provides the IP address or FQDN of the expected NF instance(s) to the consumer NF.
Known NF Consumers: AMF, SMF, PCF, NEF, NRF in another PLMN

Concurrent use: none
Pre-requisite conditions: NF consumer is triggered to communicate with a target NF instance
Post conditions: NRF stores the NF consumer information, e.g. consumer NF ID.
Inputs, Required: NF type of the target NF, NF type of the NF consumer.
Inputs, Optional: slice information of the target NF, PLMN ID of the PLMN target NF belongs to

Editor's note:
what parameter is used as slice information is FFS
Outputs, Required: FQDN and IP address of a set of requested target NF.
Outputs, Optional: none.
5.2.7.1.2
Service/service operation information flow
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Figure 5.2.7.1-1: Nnrf_NF Discovery in the same PLMN information flow
1.
The NF consumer intend to discover the expected NF instance(s). For example, the AMF requests to discover the SMF instance(s) in the same PLMN. The NF consumer sends NF Discovery Request to NRF in the same PLMN, including: NF Type of the expected NF instance, NF type of the NF consumer, optionally Network Slice related information, and other service related parameters.

NOTE:
Other service related parameters need depend on the NF type of the expected NF instance(s) and refer to the clause 6.2 "Network Function Selection" in TS 23.501 [2].
2.
The NRF authorizes the NF Discovery Request. Based on the profile of the expected NF and the type of the NF consumer, the NRF determines whether the NF consumer is allowed to discover the expected NF instance(s). If the expected NF instance(s) are deployed in a certain network slice, NRF authorizes the discovery request according to the discovery configuration of the Network Slice, e.g. the expected NF instance(s) are only discoverable by the NF in the same network slice.

3.
If allowed, the NRF determines the discovered NF instance(s) and provides the information of a set of discovered NF instance(s) to the NF consumer via NF Discovery Response message. The information of the discovered NF instance(s) include: FQDN or IP address of the expected NF instance(s).
In case that the NF consumer intends to discover the NF in another PLMN, the NRF in serving PLMN needs to requests "NF Discovery" service from NRF in the remote PLMN. The procedure is depicted in the figure below:
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Figure 5.2.7.1-2: Nnrf_NF Discovery across PLMNs information flow

1.
The NF consumer intends to discover the NF instance(s) in another PLMN. For example, the AMF requests to discover the SMF instance(s) in the remote PLMN. The NF consumer sends NF Discovery Request to NRF, including: NF type of the expected NF, the Remote PLMN ID, NF type of the NF consumer, optionally Network Slice related information, and other service related parameters are included in the NF Discovery Request message.

2.
The NRF in serving PLMN identifies NRF in remote PLMN based on the Remote PLMN ID, and it requests "NF Discovery" service from NRF in remote PLMN according the procedure in figure 5.2.7.1-1 to get the expected NF instance (s) deployed in the remote PLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the NF consumer, the NRF in the serving PLMN shall not replace the information of the service requester NF, i.e. NF consumer ID, in the Discovery Request message it sends to the NRF in remote PLMN.
3.
The NRF in serving PLMN provides the information e.g. FQDN and IP address, of a set of the discovered NF Instance(s) in NF Discovery Response message.
5.2.8
SMF services
5.2.8.1
General

The following table shows the SMF Services and SMF Service Operations.
Table 5.2.8.1-1: NF Services provided by the SMF

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	

	Nsmf_PDUSession
	Create
	V-SMF, H-SMF
	Request/ Response
	

	
	Update
	V-SMF, H-SMF
	Request/ Response
	

	
	Release
	V-SMF, H-SMF
	Request/ Response
	

	
	Create SM context
	AMF
	Request/ Response
	

	
	Update SM context
	AMF
	Request/ Response
	

	
	Release SM context
	AMF
	Request/ Response
	

	Nsmf_EventExposure
	Subscribe
	PCF, NEF, AMF
	Subscribe / Notify



	

	
	UnSubscribe
	PCF, NEF, AMF
	
	

	
	Notify
	PCF, NEF, AMF
	
	


Editor's note:
Whether additional NF services can be identified or be decomposed from existing NF services are FFS.
5.2.8.2
Nsmf_PDUSession Service
5.2.8.2.1
General

Service description: This service operates on the PDU sessions and their associated policy and charging rules at the SMF. The service operations exposed by this service allow other NFs to handle the PDU sessions. The following are the key functionalities of this NF service:

-
Creation / Deletion / Modification of PDU sessions upon receiving N1 message notification from AMF carrying the SM NAS messages;

-
Association of policy and charging rules with PDU sessions and binding the policy and charging rules to flows;

-
Interacting with the UPF over N4 for creating and releasing user plane sessions;

-
Process user plane events from the UPF and apply the corresponding policy and charging rules.

5.2.8.2.2
Nsmf_PDUSession_Create service operation

Service operation name: Nsmf_PDUSession_Create
Description: Create a new PDU session in the H-SMF.
Known NF Consumers: V-SMF.
Input, Required: PDU Session Request Container (DNN, S-NSSAI, PDU type, Protocol Configuration Options), N9 tunnel information of UPF selected by the consumer SMF.
Input, Optional: UE location information, AN type.
Output, Required: Result Indication, Authorized QoS Rule, H-CN Tunnel Information.
Output, Optional: SSC mode.
NOTE:
The information required in Input and Output may be updated when the new system procedures related to session management is identified in clause 4.

See step 6 of clause 4.3.2.2.2 for details on the usage of this service operation.

5.2.8.2.3
Nsmf_PDUSession_Update service operation

Service operation name: Nsmf_PDUSession_Update
Description: Update the active PDU session, e.g. UE or network requested PDU session modification. This service operation can also be used by V-SMF to inform the H-SMF about UPF change in the VPLMN.
Known NF Consumers: V-SMF.
Input, Required: PDU session ID, Requested PDU session parameters (QoS), AN tunnel information.
Input, Optional: UE location information, AN type.
Output, Required: Result indication, Authorized QoS, CN tunnel information.
Output, Optional: None.
Editor's note:
Once clause 4.3.3 is updated with PDU modification for home routed roaming case, update the reference to that call flow here.

5.2.8.2.4
Nsmf_PDUSession_Release service operation
Service operation name: Nsmf_PDUSession_Release
Description: Release the indicated PDU session of the UE.
Known NF Consumers:  H-SMF. When the H-SMF receives the PDU session update service operation from the V-SMF with a request to release the PDU session, it invokes the PDU session release service operation towards the V-SMF.
Input, Required: SUPI, Release PDU Session Command (PDU session ID, NAS SM parameters needed for SM session release towards UE).
Input, Optional: None.
Output, Required: Result Indication.
Output, Optional: UE location information, AN type.
See step 4 to 12 of clause 4.3.4.3 for an example usage of this service operation.

5.2.8.2.5
Nsmf_PDUSession_Create SM Context service operation

Service operation name: Nsmf_PDUSession_Create SM Context
Description: It allows create SM Context on a certain PDU session.
Known NF Consumers: AMF.
Input, Required: Subscriber Permanent ID, DNN, S-NSSAI, PDU Session ID, AMF ID, N1 SM information.

Input, Optional: PEI, UE location information, AN type.
Output, Required: None
Output, Optional: Cause/Result Indication, N2 SM information, N1 SM information.
NOTE:
The information required in Input and Output may be updated when the new system procedures related to session management is identified in clause 4.

See step 3, 10 of clause 4.3.2.2.1-1 for details on the usage of this service operation.

5.2.8.2.6
Nsmf_PDUSession_Update SM Context service operation

Service operation name: Nsmf_PDUSession_Update SM Context
Description: It allows to update the SM Context of a certain PDU session due to new/updated N1/N2 SM information.
Known NF Consumers: AMF.
Input, Required: Subscriber Permanent ID, PDU Session ID.
Input, Optional: N1 SM information, N2 SM information, Operation type (e.g. activate, deactivate), UE location information, AN type.
Output, Required: Result Indication,
Output, Optional: N2 SM information, N1 SM information to be transferred to the AN/UE
5.2.8.2.7
Nsmf_PDUSession_Release SM Context service operation

Service operation name: Nsmf_PDUSession_Release SM Context
Description: It allows to release the SM Context of a certain PDU session (e.g. UE is being deregistered).
Known NF Consumers: AMF.
Input, Required: Subscriber Permanent ID, PDU Session ID.
Input, Optional: None
Output, Required: Result Indication,
Output, Optional: None.
5.2.8.3
Nsmf_EventExposure Service

5.2.8.3.1
General

Service description: This service provides events related to PDU sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on the PDU session. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for events on a PDU session; and

-
Notifying events on the PDU session to the subscribed NFs.

5.2.8.3.2
Nsmf_EventExposure_Notify service operation
Service operation name: Nsmf_ EventExposure_Notify
Description: Report UE PDU session related event(s) to the NF which has subscribed to the event report service. The events that will be reported by this service operation includes: start of application traffic detection and stop of application traffic detection, SMF change, UPF change, Usage report, Out of credit, PDU session release.
Editor's note:
The full list of the events that can be reported by Event Report service will be defined later.
Editor's note:
To support the on line charging function, it is FFS whether the additional action is required for the event of usage report and out of credit event report.
Known NF Consumers: PCF, NEF
Input: UE ID, PDU Session ID, Event Trigger, Event co-relation ID, 
The consumer is notified of the events it subscribed to.
Output: None
See step 9 of clause 4.3.3.2 for details on usage of this service operation.
If the SMF detects one or more events that the consumer NF has subscribed happened, for example, the SMF detected that new application traffic has started, the SMF decides to report event(s) to the requester. The SMF sends the event Report which includes the event(s) to the consumer. The event co-relation ID indicates to the NF the specific event notification subscription made by the consumer NF.

Editor's note:
The contents of the event filter and whether the event filter should have an optional parameter value are FFS.

5.2.8.3.3
Nsmf_EventExposure_Subscribe service operation

Service operation name: Nsmf_ EventExposure_Subscribe
Description: This service operation is used by an NF to subscribe for event notifications on a specified PDU session. The following are the types of events for which a subscription can be made:

-
UPF change. When UPF change event is subscribed, the UPF change event report exposed through the Nsmf_EventExposure_Notify service operation (see clause 5.2.8.3.1) can contain the following reports:

-
Addition of PDU session anchor; and

-
Removal of PDU session anchor.
-
Application detection; and

-
PDU session statistics (for example usage reporting).

Editor's note:
The full list of the events that can be reported by Nsmf_EventExposure service will be defined later.
Editor's note:
Whether this service operation may be used for online charging is FFS.
Known NF Consumers: PCF, NEF
Input, Required: NF ID, PDU Session ID, UE ID (SUPI or IP address and DNN), Event co-relation ID, Event filter along with event notification method (periodic, one time, on event detection).
Input, Optional: None.
Output, Required: None.
Output, Optional: None.
The event co-relation ID identifies the ID to be used by the SMF whenever it is notifying the subscribed events to the consumer NF. The event co-relation ID helps the consumer NF to co-relate a notification against a corresponding event subscription.
See step 8 of clause 4.3.2.2.1 for details on the usage of this service operation. During PCC policy update to the SMF, the PCF can subscribe for events from the SMF.

5.2.8.3.4
Nsmf_EventExposure_UnSubscribe service operation

Service operation name: Nsmf_EventExposure_UnSubscribe
Description: This service operation is used by an NF to unsubscribe event notifications.
Known NF Consumers: PCF, NEF
Input, Required: NF ID, PDU Session ID, UE ID (SUPI or IP address and DNN), Notify ID, Event filter.
Input, Optional: None.
Output, Required: None.
Output, Optional: None.
See step 9 of clause 4.3.3.2 for details on the usage of this service operation. During PCC policy update to the SMF, the PCF can unsubscribe certain events from the SMF.

5.2.9
SMSF Services
5.2.9.1
General

The following table illustrates the SMSF Services.
Table 5.2.9.1-1: List of SMSF Services

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Nsmsf_SMService
	Activate
	AMF
	Request/ Response
	Step 4 and 6 in clause 4.13.3.1

	
	UplinkSMS
	AMF
	Request/ Response
	Step 2b and 6d in clause 4.13.3.3


5.2.9.2
Nsmsf_SMService service
5.2.9.2.1
Service Description

This service allows AMF to authorize SMS and activate SMS for the served user on SMSF.
5.2.9.2.2
Nsmsf_SMService_Activate service operation
5.2.9.2.2.1
Description

Service operation name: Nsmsf_SMService_Activate.
Description: Authorize whether the specified UE is allowed to activate SMS service.
Known NF Consumers: AMF.

Concurrent use: none.
Inputs, Required: SUPI.
Inputs, Optional: none.
Outputs, Required: SMS service activation result.
Outputs, Optional: none.

5.2.9.2.3
Nsmsf_SMService_UplinkSMS service operation

5.2.9.2.3.1
Description

Service operation name: Nsmsf_SMService_UplinkSMS.
Description: transmit uplink SMS message from consumer NF to SMSF.

Known NF Consumers: AMF.
Concurrent use: none

Inputs, Required: SUPI, SMS payload.
Inputs, Optional: none.
Outputs, Required: SMS message transmission result.
Outputs, Optional: none.

5.2.10
AUSF Services
5.2.10.1
Nausf_UE Authentication
5.2.10.1.1
Description
Service or service operation name: Nausf UEauthentication_request
Description: the AUSF provides UE authentication service to the requester NF. For AKA based authentication, this operation can be also used to recover from synchronization failure situations.
Known NF Consumers: AMF

Input, Required: Requester ID, SUPI.
Editor's note:
The negotiation of AKA variant has dependency to SA3 work.
Input, Optional: Synchronization Failure indication and related information (i.e. RAND/AUTS).
Output, Required: Authentication result and if success one or more master keys which are used by AMF to derive NAS security keys and other security key(s)
Output, Optional: None.
Editor's note:
Handling of encrypted/unencrypted SUPI has dependency to SA3 work on subscription privacy.
5.2.10.1.2
Nausf UEauthentication_request flow
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Figure 5.2.10.1.2-1: Nausf UEauthentication_request
1.
The requester sends Nausf_UEAuthentication_Request message (Requester ID, SUPI) to AUSF.

2.
The AUSF may invoke Nudm_Authentication_Get service to obtain the authentication information from UDM.

3.
Based on the UE authentication information and SUPI, the AUSF selects the authentication method and performs UE authentication. Depending on the Authentication method, the UE authentication procedure may involve different round trips between the UE and the AUSF via the AMF.

4.
The AUSF replies with the authentication result to the Requester. If success the AUSF includes security keys material used by AMF to derive NAS security keys and other security key(s).

5.2.11
NWDA Services

Editor's note:
How NWDA services work while roaming is FFS.

5.2.11.1
General

The following table illustrates the NWDA Services.

Table 5.2.11.1-1: NF Services provided by NWDA
	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	

	Nnwda_Events_Subscription
	Subscribe
	PCF
	Subscribe / Notify



	

	
	Unsubscribe
	PCF
	
	

	
	Notify
	PCF
	
	

	Nnwda_Analytics_Info
	Request
	PCF
	Request/ Response
	

	
	Response
	PCF
	Request/ Response
	


5.2.11.2
Nnwda_Events_Subscription Service

5.2.11.2.1
General

Service Description: this service enables the consumer to subscribe/unsubscribe for NWDA slice congestion events notification. Periodic notification and notification upon threshold exceeded can be subscribed.

5.2.11.2.2
Nnwda_Events_Subscription_Subscribe service operation
Service operation name: Nnwda_Events_Subscription_Subscribe
Description: Subscribes to NWDA event with specific parameters.

Known NF Consumers: PCF
Inputs Required: Slice information. Includes parameters listed in Table 5.x.x-1 for the specific NWDA subscribed service being requested.

Editor's note:
The Slice Information rather than the ID regarding to the SCI generation should be provided. The detailed information is FFS.
Inputs, Optional: Periodicity, SCI Threshold value.
Outputs Required: Confirmation of the Subscription.

Outputs, Optional: None.
5.2.11.2.3
Nnwda_Events_Subscription_Unsubscribe service operation

Service operation name: Nnwda_Events_Subscription_Unsubscribe
Description: unsubscribe to NWDA event with specific parameters.
Known NF Consumers: PCF

Inputs, Required: Slice information, Includes parameters listed in Table 5.x.x-1 for the specific NWDA unsubscribed service being requested.
Editor's note:
The Slice Information rather than the ID regarding to the SCI generation should be provided. The detailed information is FFS.
Inputs, Optional: Periodicity, SCI Threshold value.

Outputs, Required: Confirmation of the unsubscription.
Outputs, Optional: none.
5.2.11.2.4
Nnwda_ Events_Subscription_Notify service operation
Service operation name: Nnwda_Events_Subscription_Notify
Description: NWDA notifies the consumer instance of the event that has subscribed to the specific NWDA service. Depending upon type of subscription this notification is either on a periodic basis or triggered whenever a threshold is crossed.

Known NF Consumers: PCF
Inputs Required: Message Notify with parameter(s) to the consumer instance that had subscribed to the event
Inputs, Optional: FFS.
Outputs Required: None
Outputs, Optional: FFS.
5.2.11.3
Nnwda_Analytics_Info service
Service description: this service enables the consumer to request and get from NWDA operator specific analytics. These represent operator specific analytics that have a meaning only in its network.
Editor's note:
Format and details of Analytic are FFS.
Table 5.2.11.3-1: Services provided by NWDA on Request
	Service Description
	Parameters

	Request for Operator specific Analytics.

These represent operator specific analytics that have a meaning only in its network.


	Request:

Analytic ID identifying the requested Operator specific Analytic with the identification information of the corresponding slice explicitly or implicitly
Response:

Requested Analytic


Editor's note:
Format and details of Analytic ID is FFS.

5.2.11.3.2
Nnwda_Analytics_Info_Request service operation

Service operation name: Nnwda_Analytics_Info_Request
Description: the consumer requests NWDA operator specific analytics.
Known NF Consumers: PCF.
Inputs Required: Analytic ID identifying the requested Operator specific Analytic with the identification information of the corresponding slice explicitly or implicitly. The request includes parameters listed in Table 5.x.x-2 for the specific NWDA service being requested.

Inputs, Optional: FFS.
Outputs Required: None.

Outputs, Optional: None.
5.2.11.3.3
Nnwda_Analytics_Info_Response service operation

Service operation name: Nnwda_Analytics_Info_Response
Description: the NWDA returns to the consumer the requested operator specific analytics.
Known NF Consumers: PCF

Inputs, Required: None.
Inputs, Optional: None.
Outputs, Required: Analytics with parameters indicated in Table 5.x.x-3. 
Outputs, Optional: None.
5.2.12
UDR Services

5.2.12.1
General

The following table illustrates the UDR Services.

Table 5.2.12.1-1: NF Services provided by UDR

	NF service
	NF service operations
	Operation Schematics
	Consumer
	

	User Data Management
	query
	Request---response
	UDM FE, PCF
	

	
	create
	Request---response
	Provisioning FE
	

	
	delete
	Request---response
	Provisioning FE
	

	
	update
	Request---response
	Provisioning FE
	

	
	Subscribe
	Subscribe-Notify

	UDM FE, PCF
	

	
	notify
	
	UDM FE, PCF
	

	NOTE 1:
Whether the data model used by UDR services is standardized or not leaves to stage 3 for decision.

NOTE 2:
As defined in TS 23.335 clause 4.2.2, A Provisioning Front End is an Application Front End for the purpose of provisioning the UDR.


Editor's note:
The possibility of differentiating services/service operations for structured data versus unstructured data is FFS.

5.2.12.2
Nudr_User_Data_Management service operation

5.2.12.2.1
Nudr_User Data Management_Query

Service operation name: Nudm_User_Data_Management_Query.
Description: NF consumer intends to retrieve user data from UDR.

Inputs, Required: NF ID, UE permanent ID, Requested subscription data.

Outputs, Required: subscription data
Outputs, Optional:

Editor's note:
Requested subscription data is a general term, whether to use NF type to request a specific subscription data is FFS.

5.2.12.2.2
Nudr_User_Data_Management_Create service operation
Service operation name: Nudr_User_Data_Management_Create.
Description: NF consumer intends to insert a new user data record into the UDR, e.g. when a provisioning FE consumer creates a profile for a new user, or creates a new service profile for an existing user.

Inputs, Required: NF ID, UE permanent ID, Subscription data. 
Inputs, Optional: data ID.
Outputs, Required:
Outputs, Optional:
NOTE:
data ID identifies a service profile.

5.2.12.2.3
Nudr_User_Data Management_Delete service operation
Service operation name: Nudr_User_Data_Management_Delete.
Description: NF consumer intends to delete user data stored in the UDR, e.g. when a provisioning FE deletes a service profile for an existing user, or removes the profile of a user.
Inputs, Required: NF ID, UE permanent ID.

Inputs, Optional: data ID

Outputs, Required:
Outputs, Optional:
NOTE:
data ID identifies a service profile.

5.2.12.2.4
Nudr_User_Data_Management_Update service operation
Service operation name: Nudr_User_Data_Management_Update.
Description: Provisioning FE intends to update subscription data in the UDR.
Inputs, Required: NF ID, UE permanent ID, data ID, new data value.

Inputs, Optional: data ID

Outputs, Required:
Outputs, Optional:
NOTE:
data ID identifies a service profile.

5.2.12.2.5
Nudr_User_Data_Management_Subscribe service operation
Service operation name: Nudr_User_Data_Management_Subscribe
Description: NF consumer performs the subscription/un-subscription to notification to data modification in the UDR. The events can be changes on existing user data, addition of user data.
Inputs, Required: NF ID, UE permanent ID, Subscription Type.

NOTE 1:
The Subscription Type indicates whether this request is to subscribe or to unsubscribe.

Inputs, Optional: data ID

Outputs, Required:
Outputs, Optional:
NOTE 2:
data ID identifies a service profile.

5.2.12.2.6
Nudr_User_Data_Management_Notify service operation
Service operation name: Nudr_User_Data_Management_Notify.
Description: UDR notifies NF consumer(s) about modification of data, when data in the UDR is added, modified or deleted, and an FE needs to be informed about this, due to a previous subscription to notifications procedure or due to local configuration policy in the UDR.
Inputs, Required: NF ID, UE permanent ID, updated data value.
Inputs, Optional: data ID
Outputs, Required: None
Outputs, Optional: None
NOTE:
data ID identifies a service profile.
***** End of Changes *****
�Is this correct?
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