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Abstract of the contribution: this contribution analyses the awareness of NF status and resolve the FFS in NF service registration and de-registration.
1. Discussion
At the S2#122 meeting it has been agreed that NF inform the NRF directly of the list of NF services that it supports. However, one FFS of the awareness of NF status is maintained:

“It's FFS how NRF becomes aware of unavailable/unreachable NF instances due to problems (e.g. NF crashes, network issues)”
This FFS is on how NRF can be aware of NF status. When one NF instance is unavailable/unreachable, this NF instance can’t proactively perform NF de-registration operation with NRF, and then NRF can’t be detect the unavailable of this NF instance in time.
1.1 The potential solutions
To solve this issue, there are two potential solutions:

1. Periodically status update of NF instance between NRF and NF instance. NF instance can periodically update its status with NRF according to e.g. one specified timer.
2. NF instances provides its status to one separate monitoring entity in the management domain (e.g. OAM system), and this monitoring entity updates the status of NF instances to NRF when this monitoring entity detects the NF instance becomes unavailable/unreachable.
For Solution 1, the Figure 1 depicts the procedure that the NF instance periodically updates its status with NRF.
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Figure 1: NF status update procedure
1.
According to the configured timer for status updating, NF Service Consumer e.g. AMF instance sends Nnrf_NFManagement_NF Update_Request message (NF instance, Available status indication, Next Report timer) to NRF to inform the status of NF instance, and one timer that this NF Service Consumer expect to report its status next time.
2.
The NRF updates the status of this NF instance and activates the timer as suggested by the  NF consumer. The NRF may update the timer for periodically status update and provide it to NF Service Consumer in step 3.
3.
The NRF acknowledge NF Update is accepted via Nnrf_NFManagement_NF Update response. NRF use the Next Report Timer to monitor the NF consumer.
4.
When the Next Report timer expires, the NRF does not receive Nnrf_NFManagement_NF Update_Request message from the NF Service Consumer.

5.
Once the NRF does still not receive the status update from the NF Service Consumer after the configured threshold number reaches, the NRF regards that this NF instance is unavailable and marks it available. The NRF shall not provide this NF instance to other NF instance when receiving the NF discovery request. 
For Method 2, the figure below depicts the procedure on status detection
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Figure 2: NF status update procedure via OAM
1. Each NF instance periodically report its status to OAM, and OAM collects and store the status information of the deployed NF instances. The NF instance may negotiate one timer for periodically status reporting.
2. OAM identifies the corresponding NRF(s) serving the NF instances. According to the negotiated timer for NF status updating between OAM and NRF, the OAM periodically provides the batch status information of NF instances to request NRF update the status of NF instances. 
1.2 Evaluation of the two solutions
For Solution 1, the advantages include:
1. The NF instance and NRF are both in CP domain, and the status detecting between NF instance and NRF support real-time and reliable status reporting.

2. The NRF can detects the NF status in time and perform the further handling i.e. not include this NF instance in the NF discovery response, i.e. quickly isolated the potential error. 
3. The NF instance reports its status to NRF via the NRF’ service based interface, and thus it is simple for NF instance to support. 
For Solution 2, the impacts to the system include:
1. The NF instance and NRF needs to support the interaction with OAM for status update.

2. Different domain issue, the control plane and management plane are in two separated domain. If the NF can not be connected by the OAM center, it does not means the failure for the NF as it may due to the control plane link between the OAM and NF is broken. So it means the NF may still be accessible in the control plane. 
3. The signalling between management domain and CN CP domain will increase, and thus the more capacity and reliable connection between Management Domain and CN CP Domain is required.

4. The OAM can’t provide the NF status to NRF in time after the abnormal situation of NF instance occurs.

Based on the discussion above, it is proposed that NF instance can periodically update its status with NRF in order that NF can be aware of the unavailable of NF instance due to problems.
2. Proposal
* * * First Change * * *
7.1.5
Network Function Service registration and de-registration

For the NRF to properly maintain the information of available NF instances and their supported services, each NF instance informs the NRF of the list of NF services that it supports. The NF instance may make this information available to NRF either when the NF instance becomes operative for the first time (registration operation) or upon individual NF service instance activation/de-activation within the NF instance (update operation) e.g. triggered after a scaling operation.

The NF instance may also de-registers from the NRF when it's about to gracefully shut down or disconnect from the network in a controlled way.
The NF instance periodically reports its status to the NRF in order that the NRF is aware of the status of the deployed NF instances, and the NRF marks this NF instance unavailable if the NRF does not receive a configured threshold number of the periodic status report from the NF instance.

* * * End of Changes * * *
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4. NF instance does not update its status when the timer expires
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