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1	Background
During the last SA2, following was agreed:
· NF services are derived from the information flows that describe end to end functionality, where applicable (see 3GPP TS 23.502 [3], Annex B drafting rules).
· Complete end to end message flows can be described by a sequence of NF service invocations.
NOTE:	While the use of NF services is not restricted to the identified consumers, no specific effort will be made in this release of the specification, to develop the description of NF services beyond what is necessary to support their use in information flows.
It was also agreed that:
“Each of the NF services offered by a Network Function shall be self-contained, reusable and use management schemes independently of other NF services offered by the same Network Function (e.g. for scaling, healing, etc).”
“NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs. 
NF service operation: An elementary unit a NF service is composed of. “
It is proposed that we summarize the NF services in a table with service description, input/output parameters, other relevant information and have a column to determine whether the given call flow is referring to NF service operation or NF service.
2	Criteria
We consider the following set of criteria for defining the services:
· each NF service operates on its own set of context(s)
· services operations that operate on a common context data shall be defined within a single service. Any direct access of a context owned by a NF service are only made by the service operations of that NF service.
· One non-service based interface shall be tied to at most one NF service in an NF.
3	Considerations for identifying PCF services and service operations
The services exhibited by PCF should mainly include features that are essential for other Network functions would need as described in e2e call flows in section 4.
To start with, the list of functions that UDM performs need to be considered. From 3GPP TS 23.501 section 6.2.4 the following are the list of PCF functions:
	The Policy function (PCF) includes the following functionality:
-	Supports unified policy framework to govern network behaviour.
-	Provides policy rules to Control Plane function(s) to enforce them.
-	Implements a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR).



It is proposed to update TS 23.502 to include the following services for PCF
If this is agreeable, then it is proposed to update the call flows in section 5 accordingly (i.e. remove the ones that are not relevant as per e2e call flows in section 4).
* * * * Start Change * * *.*
[bookmark: _Toc480389801]5.2.5	PCF Services
Editor's note:	The identified NF service(s) in this clause are to be evaluated. 5.2.z.1 "Get UE Policy" service.
Editor's note:	The requester is assumed to be AMF. It need be evaluated whether it can be applied to other NF.
Table 5.2.5: NF Services provided by PCF
	NF service
	Description
	NF service operations
	Known Consumer (s)
	Mechanisms
	Reference

	Npcf_PolicyControl
	Provides access control, network selection and mobility management related policies to the AMF, UE Route Selection Policy to the UE via the AMF, and session related policies to the SMF
	PolicyCreate
	AMF, SMF
	Request-Response
	4.2.2.2.2 (step 16 and 17),
 4.3.2.2.1 (step 6b), 
4.3.3.2 (step 1b, step 2 and step 9), 
4.3.2.2.2 (step 9b)

	
	
	PolicyUpdate
	AMF, SMF
	FFS
	4.2.3.2 (step 10), 4.2.3.2 (step 9), 4.3.2.2.1 (step 8), 4.3.2.2.2 (step 11), 4.3.3.2 (step 1b and step 2 and step 9), 4.3.4.3 (step 1b)

	
	
	PolicyDelete
	AMF, SMF
	Request-Response
	4.2.2.2.2 (step 20 and 21), 4.3.4.2 (step 3), 4.3.4.3 (step 3)

	Npcf Event Notification
	Enables NF consumer to subscribe/unsubscribe the notification of UE mobility events,  session events, and policy stats of the UE(s).
	EventSubscribe
	AF, NEF
	Subscribe-Notify
	FFS

	
	
	EventUnsubscribe
	AF, NEF
	Subscribe-Notify
	FFS

	
	
	EventNotify
	AF, NEF
	Subscribe-Notify
	FFS

	Npcf_Policy Authorization
	Authorises an AF request and creates policies as requested by the authorised AF for the PDU-CAN session which the AF session is bound to.
	AFAuthorize
	AF, NEF
	Request-Response
	FFS



Editor's note:   Whether common or separate services should be defined for UE and mobility management policies and Session policy management is FFS.
Editor's note:   Whether common or separate PolicyUpdate operations for Npcf_PolicyControl service should be defined due to various triggers from AMF/SMF and from other NFs (e.g. UDR, NWDS, AF, NEF, OCS, etc) and what are the corresponding Operation Semantics are FFS. Whether the name of the operation should be change is FFS.
Editor’s note: The reference to Clause 4 system procedures for which the NF service operations are applied are work on progress and will be further updated.
Editor’s note: The reference to procedures defined in TS 23.501 for which the NF service operations are applied is FFS.

[bookmark: _Toc480389802]5.2.5.1	Npcf_PolicyControlDecision service
Editor’s note: whether the service operations are documented in textual form or table form is TBD.
	NF service operation
	Description
	Input parameters
	Output parameters

	PolicyCreate
	Provides the requested policy to the NF Consumer
	UE Permanent ID, Requested Policy Container
	The requested policy rule of the UE or PDU-CAN session

	PolicyUpdate
	Provides updated policy to the NF Consumer.
	UE Permanent ID, Requested Policy Container.
	The requested policy rule of the UE or PDU-CAN session

	PolicyDelete
	Provides means for the NF Consumer to delete the context of UE related policy or PDU-CAN session related policy.
	UE Permanent ID, Delete Type.
	Success or Failure



Service description: This service provides access control, network selection and mobility management related policies to the AMF, UE Route Selection Policy to the UE via the AMF, and session related policies to the SMF, which includes the following functionalities:
· Create policies based on the request from AMF during UE registration; 
· Create policies based on the request from SMF during PDU-CAN session establishment;
· Notify AMF/SMF of the updated policies which are subscribed
· Delete policies for an UE or a PDU-CAN session
[bookmark: _Toc480389803]5.2.5.1.1	Description
Service or service operation name: Npcf_PolicyDecision
Description: Provides the requested policy to the requester.
Known NF Consumers: AMF/SMF.
Concurrent use: None.
Pre-requisite conditions: The UE attaches to the network.
Post conditions: The AMF gets the Access and Mobility Control policy and UE policy, and the SMF gets Control and Charging policy.
Inputs, Required: UE Permanent ID, Requested Policy Container.
Inputs, Optional: None.
Outputs, Required: The requested type policy rule of the UE.
Outputs, Optional: None.
[bookmark: _Toc480389804]5.2.5.1.2	Service/service operation information flow


Figure 5.2.5.1.2-1: Npcf_PolicyDecisioninformation flow
1.	The requester requests the PCF to supply operator policies for the UE. It sends the Npcf_PolicyDecision (UE Permanent ID, requested type policy container) to the PCF. The Requested type policy container includes the request type, e.g. MM/SM, and the associated policy input parameter, e.g. the UE location and/or AN type UE accessed.
2.	The PCF provides the requested Policy rule for this UE to the requester.
[bookmark: _Toc480389827]5.2.5.1.1	Npcf_PolicyControl_PolicyCreate Service Operation
5.2.5.1.1.1 Description
Service operation name: Npcf_PolicyControl_PolicyCreate
Description: Provides the requested policy to the NF Consumer.
Known NF Consumers: AMF/SMF.
Inputs, Required: UE Permanent ID, Requested Policy Container.
Inputs, Optional: None. 
Outputs, Required: The requested policy rule of the UE or PDU-CAN session.
Outputs, Optional: None.
See sub-clause 4.2.2.2.2 (step 16 and 17) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE; in step 17, the PCF acknowledges AMF with requested policy.
See sub-clause 4.3.2.2.1 (step 6b), sub-clause 4.3.2.2.2 (step 9b), and sub-clause 4.3.3.2 (step 1b, step 2 and step 9) for the detail usage of this service operation for SMF. In those steps, the SMF requests default PCC Rules for the PDU Session from PCF/H-PCF. 
5.2.5.1.2	Npcf_PolicyControl_PolicyUpdate Service Operation
[bookmark: _Toc480381254]5.2.5.1.2.1	Description
Service operation name: Npcf_PolicyControl_PolicyUpdate
Description: Provides updated policy to the NF Consumer.
Known NF Consumers: AMF/SMF.
Inputs, Required: None.
Inputs, Optional: None. 
Outputs, Required: The updated policy rules of the UE or PDU-CAN session.
Outputs, Optional: None
See sub-clause 4.2.3.2 (step 10), sub-clause 4.2.3.2 (step 9), sub-clause 4.3.2.2.1 (step 8), sub-clause 4.3.2.2.2 (step 11), sub-clause 4.3.3.2 (step 1b, step 2 and step 9) and sub-clause 4.3.4.3 (step 1b) for the detail usage of this service operation for SMF. In those steps, the updated PCC Rules for the PDU Session are provided to the SMF by the PCF/H-PCF.
5.2.5.1.3	Npcf_PolicyControl_PolicyDelete Service Operation
5.2.5.1.3.1 Description
Service operation name: Npcf_PolicyControl_Delete
Description: Provides means for the NF Consumer to delete the context of UE related policy or PDU-CAN session related policy. 
Known NF Consumers: AMF/SMF.
Inputs, Required: UE Permanent ID, Delete Type.
Inputs, Optional: None. 
Outputs, Required: None.
Outputs, Optional: None.
See sub-clause 4.2.2.2.2 (step 20 and 21) for the detail usage of this service operation for AMF. In step 20, the old AMF requests to delete the UE context in the PCF; in step 21, the PCF deletes the UE context and acknowledges the old AMF.
See sub-clause 4.3.4.2 (step 3) and sub-clause 4.3.4.3 (step 3) for the detail usage of this service operation for SMF. In those steps, the SMF initiates the PDU-CAN session termination procedure, and PCF deletes the session contexts.

* * * * Next Change * * **


[bookmark: _Toc480389805]5.2.5.2	The procedure of "Policy Stats Event Notification" service
Service description: Provides the policy stats event to the Requester NF which has subscribed to the policy stats event before. The policy stats event includes policy information based on 3GPP TS 23.682 (e.g. location for a group of UEs).
Editor's note: The full list of the events that can be reported by Event Report service will be defined later.


Known NF Consumers: NEF
Concurrent use: Supported. There are no interactions or state change dependencies between concurrent procedures.
Pre-requisite conditions: PCF has the UE contexts for which information is requested
Post conditions: PCF notifies requestor about events per the reporting options. No PCF state changes impacting other procedures are incurred.
Input: SUPI or External ID, Event filter, Reporting options (e.g. periodic reporting, event based reporting)
Output: Notifications of the mobility stats event.
Service Procedure:


Figure 5.2.5.2-1: Policy stats event notification service
1.	The requester NF subscribes to the policy stats notification service by sending policy stats event notification subscribe (Group identifier, Event filter, Reporting options) to the PCF. Group identifier allows to define the group of UEs the report applies to. Event filter identifies the events that the requester NF is interested with. Reporting options defines the type of reporting requested (e.g. periodic reporting, event based reporting). If the policy stats event notification subscription is authorized by the PCF, the PCF records the association of the event trigger and the requester identity.
2.	The PCF detects the policy event happens and sends the Policy Event Notification (policy event container) message to the Requester NF which has subscribed to the policy event before. The policy event container indicates the type of policy event and related information.
[bookmark: _Toc480389806]5.2.5.3	Npcf_PolicyNotification
[bookmark: _Toc480389807]5.2.5.3.1	Description
Service or service operation name: Npcf_PolicyNotification
Description: Provides policy update service to the requester.
Known NF Consumers: AMF/SMF.
Concurrent use: None.
Pre-requisite conditions: The UE attaches to the network.
Post conditions: The Requester gets the updated policy of the UE.
Inputs, Required: None.
Inputs, Optional: None.
Outputs, Required: The updated policy rules of the UE.
Outputs, Optional: None
[bookmark: _Toc480389808]5.2.5.3.2	Service/service operation information flow


Figure 5.2.5.3.2-1: Npcf_PolicyNotification information flow
1.	The PCF sends Npcf_PolicyNotification_Notification Request (updated policy) to the Requester when the policy needs to be updated, which may be triggered by policy profile update or events triggered by UE mobility, and so on. The updated policy includes the policy to be updated.
Editor's note:	It is FFS how to identify the policy to be updated, e.g. whether the UE Permanent ID and/or PDU session ID and/or SDFs will be used as identification of the impacted policy.
[bookmark: _Toc480389809]5.2.5.34	Npcf_PolicyAuthorization
Editor’s note: whether the service operations are documented in textual form or table form is TBD.
	NF service operation
	Description
	Input parameters
	Output parameters

	EventSubscribe
	Authorize the request, and optionally determines and installs the policy according to the information provided by the NF Consumer
	The UE Identity (e.g. UE IP address, MSISDN), the requested policy container
	Success or Failure



Service description: This service is to authorise an AF request and to create policies as requested by the authorised AF for the PDU-CAN session to which the AF session is bound.
5.2.5.3.1	Npcf_Policy Authorization_Authorise Service Operation
[bookmark: _Toc480381257]5.2.5.3.1.1	Description
Service operation name: Npcf_PolicyControl_Authorize
[bookmark: _Toc480389810]5.2.5.4.1	Description
Service or service operation name: Npcf_PolicyAuthorization
Description: Authorize the request, and optionally determines and installs the policy according to the information provided by the NF Consumer Requester.
Known NF Consumers: AF/NEF.
Concurrent use: None.
Pre-requisite conditions: The UE attaches to the network.
Post conditions: The PCF authorizes the request, and optionally installs the policy rules, which is generated according to the information provided by the Requester.
Inputs, Required: The UE Identity (e.g. UE IP address, MSISDN), the requested policy container.
Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.
[bookmark: _Toc480389811]5.2.5.4.2	Service/service operation information flow


Figure 5.2.5.4.2-1: Npcf_PolicyProvision information flow
1.	The requester sends the Npcf_Policy_Provision_Request (UE Identity, requested policy container) to the PCF. The Requested policy container includes the associated policy input parameter, e.g. the UE mobility patterns, or the QoS requirements for a SDF.
2. Optionally the PCF determines the policy and installs the policy to the related NFs (e.g. SMF or AMF) via the Npcf_PolicyNotification service.
3. The PCF sends Npcf_PolicyProvision_Response to the Requester.

* * * * Next Change * * **

[bookmark: _Toc480389812]5.2.5.25	Npcf_EventNotification Service
Editor’s note: whether the service operations are documented in textual form or table form is TBD.

	NF service operation
	Description
	Input parameters
	Output parameters

	EventSubscribe
	Enable NF consumers to explicitly subscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).
	SUPI or External ID, List of events (including the event type and event object), Reporting options (e.g. periodic reporting, event based reporting)
	Success or Failure


	EventUnsubscribe
	Enable NF consumers to explicitly unsubscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).
	SUPI or External ID, List of events (including the event type and event object), Reporting options (e.g. periodic reporting, event based reporting)
	Success or Failure


	EventNotify
	Notify NF consumers of the subscribed events, such as UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).
	The list of event type and its object, Notify ID
	The event information for the subscribed event type and event object



Service description: This service is provided by the PCF for the NF consumer to subscribe/unsubscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy stats of the UE(s).
5.2.5.2.1	Npcf Event Notification_EventSubscribe Service Operation
5.2.5.2.1.1  Description
Service operation name: Npcf_EventNotification_EventSubscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).
Known NF Consumers: AF/NEF.
Inputs, Required: SUPI or External ID, List of events (including the event type and event object), Reporting options (e.g. periodic reporting, event based reporting)
Inputs, Optional: None. 
Outputs, Required: Success or Failure.
Outputs, Optional: None.
5.2.5.2.2	Npcf Event Notification_EventUnsubscribe Service Operation
5.2.5.2.2.1  Description
Service operation name: Npcf Event Notification_EventUnsubscribe
Description: provided by the PCF for NF consumers to explicitly unsubscribe the notification of UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).
Known NF Consumers: AF/NEF.
Inputs, Required: SUPI or External ID, List of events (including the event type and event object), Reporting options (e.g. periodic reporting, event based reporting)
Inputs, Optional: None. 
Outputs, Required: Success or Failure.
Outputs, Optional: None.
5.2.5.2.3	Npcf Event Notification_EventNotify Service Operation

[bookmark: _Toc480389813]5.2.5.52.3.1	Description
Service or service operation name: Npcf Event Notification_EventNotify Npcf_EventNotification
Description: provided by the PCF to notify NF consumers of the subscribed events, such as UE mobility events (e.g. registration status change, connection status change, location change, and etc.), session events (e.g. usage report, credit report, and etc.) and policy states of the UE(s).Provides event subscription/notification service to the requester.
Known NF Consumers: AF/NEF.
Concurrent use: None.
Pre-requisite conditions: The UE attaches to the network.
Post conditions: The Requester gets the related event information for the subscribed event.
Inputs, Required: The list of event type and its object, Notify ID.
Inputs, Optional: None.
Outputs, Required: The event information for the subscribed event type and event object.
Outputs, Optional: None.
[bookmark: _Toc480389814]5.2.5.5.2	Service/service operation information flow


Figure 5.2.5.5.2-1: Npcf_EventNotification information flow
1.	The Requester sends Npcf_EventNotification_Subscription (Event Type, Event Object) to the PCF. The Event Type indicates the type of the event, e.g. UE location. The Event Object may be a UE, a PDU session or a SDF.
2.	The PCF sends Npcf_EventNotification_Notification (Event Type, Event Object, Event Information) to the Requester when it detects the subscribed events occurs. The Event Information includes the latest information of the event corresponding to the Event Type and the Event Object.
Editor's note:	It is FFS if Npcf_PolicyDecision and Npcf_PolicyAuthorization services can be merged into a single service.
Editor's Note: It is FFS whether the requester, e.g. AF, may subscribe to notification as part of the PolicyAuthorization service, for optimization.

* * * * End Change * * *.*
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