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1. Discussion
In this clause we discuss a couple of questions associated with the release of NWu connection and the consequences of such release. Any reference to "non-3GPP" access should be understood to mean "untrusted non-3GPP" access.
The discussion below assumes that the MICO mode is applicable also to non-3GPP access. However, this does not seem to be the case because the MICO mode is defined in 23.501 in clause 5.4 "3GPP access specific aspects". Also, 23.501 clause 5.5.1 states "A UE shall not provide 3GPP-specific parameters (e.g. indicate a preference for MICO mode) during initial registration or registration update over a non-3GPP access."
Question 1: When can the NWu connection be explicitly released?
Recall that when the NWu connection is released, the N2 connection is also released and vice versa. This has been agreed and documented in 23.501.
1.1
If the UE is registered over both 3GPP and non-3GPP access to the same PLMN, then: 
a.
If the UE does not operate in MICO mode over non-3GPP access, then the NWu connection should not normally be released because it will not be possible for the UE to receive MT data over non-3GPP access. Even if the UE is paged over 3GPP access, the UE may not be able to re-establish the NWu connection when the page is received, e.g. because at that time the UE may not be able to connect to a non-3GPP access network. Therefore, paging the UE over 3GPP access can lead to a lot of waste of paging resources. We conclude that in this scenario:

-
The UE shall not release the NWu connection.

-
The network shall release the NWu connection only as part of a de-registration procedure. 

-
There is no need for CM-Idle state.
b.
If the UE operates in MICO mode over non-3GPP access, then the UE may release the NWu connection when this connection has been idle for some time (e.g. 5min), in order to conserve battery resources. The network does not need to page the UE for MT data and if there is need to send NAS signalling to UE (e.g. SMS, Configuration Update, etc.) it can be sent over the 3GPP access. In this scenario:

- 
The UE may release the NWu connection. 
- 
The network may also release the NWu connection.

- 
After the NWu connection is released, either (a) the UE can remain in RM-Registered (and CN-Idle) state or (b) the UE can transit to RM-Deregistered state. Case (a) makes more sense if the UE attempts to re-establish the NWu connection not very long after the release. If however the UE attempts to re-establish the NWu connection a long period after the release (say, after 5 hours or longer), case (b) is more appropriate. 
-
In case (a) – the UE remains in RM-Registered / CM-Idle state – the network would need to deregister the UE from non-3GPP access, if the UE remains in CM-Idle for a very long duration. Therefore, it would be necessary to inform the UE of how long it can remain in CM-Idle without being deregistered. Also, this case requires the UE support the Service Request procedure. 

1.2 If the UE is registered only over non-3GPP access or if the UE is registered over both 3GPP and non-3GPP access but to different PLMNs, then: 
a.
If the UE does not operate in MICO mode over non-3GPP access, then the NWu connection should not normally be released because it will not be possible for the UE to receive MT data and NAS signalling over non-3GPP access. So, in this scenario:

-
The UE shall not release the NWu connection.

-
The network shall release the NWu connection but only as part of a UE de-registration. 

-
There is no need for CM-Idle state.

b.
If the UE operates in MICO mode over non-3GPP access, then the NWu connection should not normally be released because there will be no NAS connection and the network will not be able to page the UE. For example, the network will not be able to send NAS signalling to UE for updating the UE configuration or policies, or for delivering an SMS to UE. So, in this scenario:  
-
The UE shall not release the NWu connection.

-
The network may release the NWu connection but only as part of a UE de-registration. 

-
There is no need for CM-Idle state.

1.3 Conclusion: The conclusion from the above bullets 1.1, 1.2 is that the CM-Idle state may only be required in scenario 1.1.b: "The UE is registered to the same PLMN over both accesses and operates in MICO mode over non-3GPP access". However, it is not clear if MICO mode is applicable to non-3GPP access. In addition, we don’t believe that this scenario justifies the addition complexity associated with CM-Idle state: Need to support the Service Request procedure, need to negotiate a timer that indicates how long the UE can remain in CM-Idle without being deregistered, etc. For these reasons, we propose to agree on a very simple principle for untrusted non-3GPP access:
-
"When the UE is registered over non-3GPP access, the NWu connection shall not be explicitly released unless a de-registration procedure is executed. Therefore there is no need for a CM-Idle state over non-3GPP access." Error cases that results in NWu connection release are covered below.
Question 2: What happens when NWu connectivity is lost (error case)? 

2.1 Definition: The NWu connectivity is lost when (a) the UE losses the non-3GPP signal and cannot recover the signal after some "recovery" period, or (b) transport errors occur between the UE and the N3IWF and their communication is interrupted for some "break" period.

-
Note that if the UE recovers the non-3GPP signal before the "recovery" period expires, or the communication between UE and N3IWF is resumed before the "break" period expires, the NWu connectivity is not lost. In such cases, the UE can re-establish the IPsec connection with the N3IWF (e.g. with MOBILE if the UE changes IP address after recovery).
2.2 When NWu connectivity is lost (either because the UE losses the non-3GPP signal or because some transport error occurs between the UE and the N3IWF), the UE always detects this loss before the N3IWF. This gives the UE the chance to transfer all or some of the PDU sessions established over non-3GPP access to 3GPP access.

NOTE:
It is up to stage-3 to specify how the UE can always detect the NWu connectivity loss before the N3IWF. As a very simple example, the UE can perform dead-peer-detection (DPD) every 1min, whereas the N3IWF every 5min. Note that DPD is highly implementation specific (as per RFC 3706) and therefore 3GPP has the freedom to specify any appropriate DPD mechanism. 
2.3
When the UE detects that NWu connectivity is lost, the UE may first transfer all or some of the PDU sessions established over non-3GPP access to 3GPP access and then it shall locally release the NWu resources and shall transit to RM-Deregistered state over non-3GPP access.

2.4
When the N3IWF detects that NWu connectivity is lost, the N3IWF triggers the N2 connection release. In turn, the AMF shall move the UE to RM-Deregistered state over non-3GPP access. 

-
As discussed in bullet 2.2, when the N3IWF detects that NWu connectivity is lost the UE has already detected the connectivity loss and may have transferred its PDU sessions from non-3GPP access to 3GPP access.
2. Proposal

Based on the above discussion, the following proposals are made:
1. After the UE registers over untrusted non-3GPP access, the NWu/N2 connection shall only be released when the UE is de-registered from untrusted non-3GPP access. Therefore, there is no need for CM-Idle state.

2. When NWu connectivity is lost (either because the UE losses the non-3GPP signal or because some transport error occurs between the UE and the N3IWF), the UE always detects this loss before the N3IWF. This gives the UE the chance to transfer all or some of the PDU sessions established over non-3GPP access to 3GPP access. It is up to stage-3 to specify how the UE always detects this loss before the N3IWF.
3. When the N3IWF detects that NWu connectivity is lost, it sends to AMF an N2 Release Request. In turn, the AMF triggers an implicit de-registration procedure and transitions the UE to RM-Deregistered state over untrusted non-3GPP access.
4. When the UE detects that NWu connectivity is lost, the UE may transfer its PDU sessions from untrusted non-3GPP access to 3GPP access. Subsequently, the UE performs an implicit deregistration and transitions to RM-Deregistered state over untrusted non-3GPP access.
The following changes to TS 23.501 are proposed.
* * * First Change * * * 

5.5
Non-3GPP access specific aspects

5.5.1
Registration Management

The UE shall enter RM-DEREGISTERED state over non-3GPP access:

-
after an explicit Deregistration procedure over non-3GPP access; or
-
after detecting that NWu connectivity is lost (as defined below). In this case, the UE may first transfer its PDU sessions (if any) from non-3GPP access to 3GPP access, and then it shall perform an implicit deregistration over non-3GPP access.
The AMF shall transition the UE to RM-DEREGISTERED state over non-3GPP access:

-
after an explicit Deregistration procedure over non-3GPP access; or
-
after receiving a request from N3IWF to release the N2 connection. The N3IWF shall send this request to AMF after detecting that the NWu connectivity is lost. In this case, the AMF shall perform an implicit deregistration of the UE over non-3GPP access.
The N3IWF detects that NWu connectivity is lost when, e.g. due to transport errors, the N3IWF cannot communicate with the UE for some period. Similarly, the UE detects that NWu connectivity is lost when, e.g. due to transport errors or due to non-3GPP signal loss, the UE cannot communicate with the N3IWF for some period.
The UE detects that NWu connectivity is lost always before the N3IWF detects that NWu connectivity is lost. This gives the UE the chance to transfer all or some PDU sessions from non-3GPP access to 3GPP access, before the AMF implicitly deregisters the UE over non-3GPP access.

NOTE:
It is up to stage-3 to specify how the UE can always detect the NWu connectivity loss before the N3IWF.


Editor's note: Scenarios of network triggered re-registration due to N3IWF relocation due to the UE mobility are FFS.

For an UE that is registered over Non-3GPP access, a change of the point of attachment (e.g. change of WLAN AP) shall not lead the UE to perform a registration update procedure.

A UE shall not provide 3GPP-specific parameters (e.g. indicate a preference for MICO mode) during initial registration or registration update over a non-3GPP access.
Editor's note: When a UE is registered over both a 3GPP access and a non-3GPP access, it is FFS whether PDU sessions whose user plane is transported over one access are not disconnected when the UE becomes RM-DEREGISTERED for that access.
5.5.2
Connection Management

A UE that successfully performs a registration procedure and is in RM-REGISTERED over an Untrusted Non-3GPP access transitions to CM-CONNECTED state for the Untrusted Non-3GPP access.

In case of Untrusted Non-3GPP access to 5GC the release of the NWu signalling connection between the UE and the N3IWF shall be interpreted as follows:

-
By the N3IWF as a criteria to release the N2 connection; and
-
By the UE as a criteria to transfer its PDU sessions from non-3GPP access to 3GPP access (if possible and if required by the UE) and then to perform an implicit deregistration via non-3GPP access.

While in CM-CONNECTED state, the UE shall not explicitly release the NWu connection. If the UE wants to release the NWu connection, it shall send a Deregistration request (which triggers the AMF to release the N2 connection and subsequently the N3IWF to release the NWu connection).
While in CM-CONNECTED state, the network shall not explicitly release the NWu connection unless the network wants to deregister the UE over non-3GPP access.
There is no CM-IDLE state over non-3GPP access.
When the AMF releases the N2 connection, the N3IWF shall release all the resources associated with the UE including the NWu connection with the UE. 
An UE cannot be paged on Untrusted Non-3GPP access.
When a UE registered simultaneously over a 3GPP access and a non-3GPP access moves all the PDU sessions to one of the accesses, whether the UE initiates a de-registration in the access that has no PDU sessions is up to the UE implementation.

Whether the AMF initiates a deregistration procedure towards a UE that has no PDU sessions over the non-3GPP access, depends on network policies.

Editor's Note: whether this statement applies to both 3GPP and non-3GPP access is FFS.

Release of PDU sessions over the non-3GPP access does not imply the N2 connection release.
* * * End of Changes * * * 
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