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1 Discussion
SM entities (i.e. UE and SMF) are responsible to ensure that SM messages are delivered via an appropriate access network (for example when the PDU session is constrained by user / operator policies to use a specific access while the UE is reachable for signalling on multiple accesses).
The overall process is as follows



Figure 1: SM procedures.

1	During the PDU session establishment procedure and/or other SM procedure (e.g. PDU session modification procedure), the UE and the SMF may negotiate the policy associated with the access type(s) over which the PDU session may be activated. This may correspond to a policy allowing only a specific set of access type(s) or  to a policy allowing any access type. The policy may indicate relative preferences between the access types being allowed. 
	The UE may include a UE policy request in the SM NAS signalling sent to the network (SMF). The corresponding network policies may be provided: 
· by the UDM to the SMF as part of subscription data sent over N10; and/or
· by the PCF to the SMF as part of policy rules sent over N15.
	The SMF may decide the policy for the PDU session taking into account information received from the UE, UDM, and/or PCF and indicate to the UE of the decided policy.
2.	When the AMF forwards an UL message from the UE to SMF, it provides SMF with the UL message from the UE together with the identity of the UE as well as with a notification of the Access Type of the access where this message has been received. This step may be a part of the PDU session establishment procedure or any other SM procedure.
3.	When the SMF needs to send a DL message to the UE or to activate /de-activate a PDU session (via N2 signalling to the AN), the SMF determines the suitable Access Type to use, which may be constrained e.g. by:
· (when the DL message is a response to an UL message) The access over which the corresponding UL message has been received 
· Access policies negotiated with the UE (e.g. at PDU session establishment)
The SMF sends an N11 request towards the AMF that may include
· a reference to the UE identity and “Access Type requirements” i.e. constraints on the Access Type to use to reach the UE possibly indicating a unique access type, a (possibly prioritized) set of allowed Access Types or the absence of constraint on the Access Type to use.
· Possibly a N1 SM message that should be forwarded to the UE 
· Possibly a N2 request that should be forwarded to the AN over which to activate /de-activate a PDU session

4	The AMF behaviour is detailed in a companion Tdoc 23.501: Paging a UE via 3GPP access for re-activating PDU sessions in non-3GPP access. (3294)


2	Proposal
It is proposed to adopt the following in TS 23.501. 

* * * * First Change * * * *
[bookmark: _Toc480388527][bookmark: _Toc476480165][bookmark: _Toc473204201][bookmark: _Toc473204240][bookmark: _Toc473204231]5.6.2	Interaction between AMF and SMF
The AMF and SMF are separate Network Functions.
N1 related interaction is as follows:
-	A single N1 NAS connection is used for each access to which the UE is connected.
-	When an UE is CM-CONNECTED over a single access, A a single N1 NAS connection is used for both Registration Management and Connection Management (RM/CM) and for SM-related messages and procedures for a UE. The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.
-	When an UE is served by a single AMF while the UE is connected over multiple (3GPP/Non 3GPP) accesses, there is a N1 NAS connection per access. In that case the serving PLMN  ensures that for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) further SM NAS exchanges (e.g. SM NAS message responses) are transported over the same access. This does not prevent to move a PDU session between 3GPP and Non 3GPP access.
-	The SMF is responsible of the determination of the access(es) over which the AMF may send DL N1 signalling and/or N2 requests to the set-up / release AN resources related with PDU sessions. The SMF provides this information in each N11 request related with the transfer of N1 or N2 signalling.
-	During the PDU session establishment procedure and/or other SM procedure (e.g. PDU session modification procedure), the UE and the SMF may negotiate the policy associated with the access type(s) over which the PDU session may be activated. This may correspond to a policy allowing only a specific set of access type(s) or  to a policy allowing any access type. The policy may indicate relative preferences between the access types being allowed.
-	AMF handles the Registration Management and Connection Management part of NAS signalling exchanged with the UE. SMF handles the Session management part of NAS signalling exchanged with the UE.
-	RM/CM NAS messages and SM NAS messages and the corresponding procedures are decoupled, so that the NAS routing capabilities inside AMF can easily know if one NAS message should be routed to a SMF, or locally processed in the AMF. It is possible to transmit an SM NAS message together with an RM/CM NAS message.
NOTE:	Whether this implies encapsulating the SM NAS message in an RM/CM NAS message or not is FFS and should be defined at stage 3.
-	AMF can decide whether to accept the RM/CM part of a NAS request without being aware of the possibly concatenated SM part of the same NAS signalling contents.
-	When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signaling related with this PDU session is handled by the same SMF instance.
-	The SMF indicates to AMF when a PDU session has been released.
-	Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE.
Editor's note:	this text may have to be revisited when further progress has been made on the non stickyness topic.
N2 related interaction is as follows:
-	N2 signalling related with UE is terminated in the AMF i.e. there is a unique N2 termination for a given UE regardless of the number of PDU sessions (possibly zero) of a UE.
-	Some N2 signalling (such as Handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF.
N3 related interaction is as follows:
-	In case of UE having multiple established PDU sessions using multiple UPFs, the SMF supports the independent activation of UE-CN user plane connection per PDU session.
N4 related interaction is as follows:
-	The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).
-	When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF. If the UE is in CM_IDLE state the AMF may trigger UE paging from the AN (depending on the type of AN).
Editor's note:	Precise details of the interaction for paging depend on the definition of paging mechanisms for the NextGen system. Interaction with power saving states is also FFS.


* * * * Next Change * * * *
.

* * * * End of Changes * * * *
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