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**** FIRST CHANGE ****

4.2.7.1
General Concepts to Support Non-3GPP Access

The 5G Core Network supports the connectivity of the UE via non-3GPP access networks, e.g. WLAN access.

Only the support of non-3GPP access networks deployed outside the 5G-RAN (referred to as "standalone" non-3GPP accesses) is described in this clause.

In this release of specification, 5G Core Network only supports untrusted non-3GPP accesses.

The N2 and N3 reference points are used to connect standalone non-3GPP accesses to 5G Core Network control-plane functions and user-plane functions respectively.

A UE that accesses the 5G Core Network over a standalone non-3GPP access shall, after UE attachment, support NAS signalling with 5G Core Network control-plane functions using the N1 reference point.

When a UE is connected via a 5G-RAN and via standalone non-3GPP accesses, multiple N1 instances shall exist for the UE i.e. there shall be one N1 instance over 5G-RAN and one N1 instance over non-3GPP access.
A UE simultaneously connected to the same 5G Core Network of a PLMN over 3GPP access and non-3GPP access shall be served by a single AMF if the selected N3IWF is located in the same PLMN as the 3GPP access.
When a UE is connected to a 3GPP access of a PLMN, if the UE selects the N3IWF and the N3IWF is located in a PLMN different from the PLMN of the 3GPP access, e.g. a different VPLMN or the HPLMN, the UE is served separately by the two PLMNs. The UE is registered with two separate AMFs. PDU sessions over the 3GPP access are served by V-SMFs different from the V-SMF serving the PDU sessions over the non-3GPP access.

The PLMN selection for the 3GPP access is independent of the N3IWF selection.
Editor's note:
It is FFS whether there exists a case that a UE is served by different PLMNs simultaneously due to roaming condition, e.g., a UE is roaming and connected over 3GPP access and non-3GPP access through N3IWF located in HPLMN, and it is also FFS how the system and the UE behave in such a case.

Non-3GPP access networks shall be connected to the 5G Core Network via a Non-3GPP InterWorking Function (N3IWF). The N3IWF interfaces to 5G Core Network control-plane functions and user-plane functions via N2 interface and N3 interface, respectively.

A UE shall establish an IPSec tunnel with the N3IWF to attach to the 5G Core Network over untrusted non-3GPP access. The UE shall be authenticated by and attached to the 5G Core Network during the IPSec tunnel establishment procedure. Further details for UE attachment to 5G Core Network over untrusted non-3GPP access are described in 4.12.2 in TS 23.502 [3].

Editor's note:
it is FFS whether the UE attaches to non-3GPP access without establishing any PDU sessions, or if the UE always performs an attach with a PDU session establishment.

It shall be possible to maintain the UE signalling connection with the AMF after all the PDU sessions for the UE over the non-3GPP access have been released or handed over to 3GPP access.
N1 NAS signalling over standalone non-3GPP accesses shall be protected with the same security mechanism applied for N1 over a 3GPP access.

Editor's note:
Name of N3IWF may need to be changed.
Editor's note:
How QoS is supported via the N3IWF and untrusted non-3GPP accesses is FFS.
4.2.7.2
Architecture Reference Model for Non-3GPP Accesses

4.2.7.2.1
Non-roaming Architecture for LBO for Non-3GPP Accesses
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Figure 4.2.7.2.1-1: Non-roaming architecture for 5G Core Network with non-3GPP access
NOTE 1:
The reference architecture in figure 4.2.7.2.1-1 only shows the architecture and the network functions directed connected to non-3GPP access, and other parts of the architecture are the same as defined in section 4.2.
NOTE 2:
The reference architecture in figure 4.2.7.2.1-1 supports both the point-to-point and service based model reference point between AMF, SMF and other NFs not represented in the figure.

NOTE 3:
The two N2 instances in Figure 4.2.7.2.1-1 apply to a single AMF for a UE which is simultaneously connected to the same 5G Core Network over 3GPP access and non-3GPP access.
NOTE 4
The two N3 instances in Figure 4.2.7.2.1-1 may apply to different UPFs when different PDU sessions are activated over 3GPP access and non-3GPP access.
4.2.7.2.2
Roaming Architecture for LBO for Non-3GPP Accesses, N3IWF in same PLMN as 3GPP access
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Figure 4.2.7.2.2-1: Roaming architecture for 5G Core Network with non-3GPP access - N3IWF in the VPLMN

NOTE 1:
The reference architecture in figure 4.2.7.2.2-1 only shows the architecture and the network functions directed connected to support non-3GPP access, and other parts of the architecture are the same as defined in section 4.2 with involvement of an SMF and of UPF(s) in HPLMN in case of Home Routed.
NOTE 2:
The reference architecture in figure 4.2.7.2.2-1  supports both the point-to-point and service based model reference point between AMF, SMF and other NFs not represented in the figure.

NOTE 3:
The two N2 instances in Figure 4.2.7.2.2-1  apply to a single AMF for a UE which is connected to the 5G Core Network over 3GPP access and non-3GPP access simultaneously.
NOTE 4:
The two N3 instances in Figure 4.2.7.2.2-1  may apply to different UPFs when different PDU sessions are activated over 3GPP access and non-3GPP access.
4.2.7.2.3
Roaming Architecture for LBO for Non-3GPP Accesses, N3IWF in different PLMN from 3GPP access
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Figure 4.2.7.2.3-1: Roaming architecture for 5G Core Network with non-3GPP access - N3IWF in the different PLMN from the 3GPP access
NOTE 1:
The reference architecture in figure 4.2.7.2.3-1 only shows the architecture and the network functions directed connected to support non-3GPP access, and other parts of the architecture are the same as defined in section 4.2 with involvement of an SMF and of UPF(s) in HPLMN in case of Home Routed.
NOTE 2:
The reference architecture in figure 4.2.7.2.2-1 supports both the point-to-point and service based model reference point between AMF, SMF and other NFs not represented in the figure.
NOTE 3:
The two N2 instances in Figure 4.2.7.2.2-1 apply to two different AMFs for a UE which is connected to the 5G Core Network over 3GPP access and non-3GPP access simultaneously.

4.2.7.3
Non-3GPP Access Reference Points
The description of the reference points specific for the non-3GPP access:

N2, N3, N4, N6: these are defined in clause 4.2.

Y1
Reference point between the UE and the non-3GPP access (e.g. WLAN). This depends on the non-3GPP access technology and is outside the scope of 3GPP.

Y2
Reference point between the untrusted non-3GPP access and the N3IWF for the transport of NWu traffic.

NWu
Reference point between the UE and N3IWF for establishing secure tunnel(s) between the UE and N3IWF so that control-plane and user-plane exchanged between the UE and the 5G Core Network is transferred securely over untrusted non-3GPP access.

**** NEXT CHANGE ****

4.3.1
Non-roaming architecture

Figure 4.3.1-1 represents the non-roaming architecture for interworking between 5GS and EPC/E-UTRAN.
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Figure 4.3.1-1: Non-roaming architecture for interworking between 5GS and EPC/E-UTRAN
NOTE 1:
Nx interface is an inter-CN interface between the MME and 5GS AMF in order to enable interworking between EPC and the 5G Core Network. Support of Nx interface in the network is optional for interworking.
NOTE 2:
PCF + PCRF, PGW-C + SMF and UPF + PGW-U are dedicated for interworking between 5GS and EPC, which are optional and are based on UE and network capabilities. UEs that are not subject to 5GS and EPC interworking may be served by entities not dedicated for interworking, i.e. either by PGW/PCRF or SMF/UPF/PCF.

NOTE 3:
There can be another UPF (not shown in the figure above) between the NG RAN and the UPF + PGW-U, i.e. the UPF + PGW-U can support NG9 towards an additional UPF, if needed.
Editor's note:
The final name for Nx and whether Nx is a new 5G Core Network interface or S10/N14 is FFS.

**** NEXT CHANGE ****

5.6.5
Support for connecting to a local area data network

5G System shall provide support for the UEs to connect to a local area Data Network reachable within certain area.

Editor's note:
The granularity and type of location information and data network identification related information are FFS.

The 5G Core Network notifies the UE of the information for the specific local area Data Network which are available to the UE, based on the operator's policy and subscription information.

Editor's note:
It is FFS how the 5G Core Network notifies the UE, e.g. whether the AMF notifies the UE of information or whether the direct interface between the UE and the PCF.
Based on the local area Data Network information received in the notification, the UE may request a PDU session establishment for the notified local area Data Network while the UE is located in the area.

**** NEXT CHANGE ****

5.13
Support for Edge Computing

Edge computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.

The 5G Core Network selects a UPF close to the UE and executes the traffic steering from the UPF to the local Data Network via a N6 interface. This may be based on the UE's subscription data, location, policy or other related traffic rules.

Due to user or Application Function mobility, the service or session continuity may be required based on the requirements of the service or the 5G network.
The 5G Core Network may expose network information and capabilities to an Edge Computing Application Function.
NOTE:
Depending on the operator deployment, certain Application Functions can be allowed to interact directly with the Control Plane Network Functions with which they need to interact, while the other Application Functions need to use the external exposure framework via the NEF (see clause 6.2.X for details).
The functionality supporting for edge computing includes:
-
Local Routing: the 5G Core Network selects UPF to route the user traffic to the local Data Network.

-
Traffic Steering: the 5G Core Network selects the traffic to be routed to the Application Functions in the local Data Network.

-
Session and service continuity to enable UE and Application Function mobility.

-
User plane selection and reselection ,e.g. based on input from Application Function.

-
Network capability exposure: 5G Core Network and Application Function to provide information to each other via NEF as described in clause 7.4 or directly as described in clause 7.3.

-
QoS and Charging: PCF provides rules for QoS Control and Charging for the traffic routed to the local Data Network.

**** NEXT CHANGE ****

5.8.1.1
General

This clause applies to UE establishing a PDU session of PDU type IPv4, IPv6.

SMF shall perform IP address allocation to the UE based on the selected IP version. That is, if IPv4 PDU type is selected, an IPv4 address is allocated to the UE. If IPv6 PDU type is selected, an IPv6 prefix is allocated to the UE. For Roaming case, the SMF in this section refers to the SMF controlling the UPF acting as IP anchor point. i.e. H-SMF in home routed case and V-SMF in local breakout case.

For IPv4 PDU type, 5GC and the UE support the following IP address configuration:

a.
During PDU session setup procedure, the SMF sends the IP address and IPv4 parameter configuration (e.g. DNS server address) to the UE via SM NAS signalling.

b.
Alternatively, if DHCPv4 is used according to RFC 2131 [9], the SMF sends the IPv4 address and related IPv4 configuration information to the UE via DHCPv4. For this purpose the SMF configures the UPF acting as an IP anchor to forward all the DHCPv4 messages between the UE and the SMF.
For IPv6 PDU type, 5GC and the UE use SLAAC for IP prefix configuration:

The SMF sends a Router Advertisement message (solicited or unsolicited) to the UE via the UPF along with IPv6 parameter configuration via Stateless DHCPv6 according to RFC 4862 [10] and RFC 3736 [14]. For this purpose it configures the UPF acting as an IP anchor to forward all the RS/RA and DHCPv6 messages between the UE and the SMF.
After the UE has received the Router Advertisement message, it constructs a full IPv6 address via IPv6 Stateless Address Autoconfiguration in accordance with RFC 4862 [10].

Editor's note:
Static IP address/prefix allocation based on subscription data is FFS.

5.8.1.2
Routing rules configuration

When the UE has multiple IPv6 PDU sessions to the same Data Network Name (DNN) with multiple IP prefixes, the UE selects the IP prefix according to routing rules pre-configured in the UE or received from network.

For IPv6 multi-homed PDU session the SMF can send routing rules along with IP prefixes to the UE to influence the source IP prefix selection in IPv6 Router Advertisement (RA) messages according to RFC 4191 [8]. Such messages are sent via the UPF.
Further, 5GC supports the delivery of routing rules together with IP prefix allocation to the UE any time after the PDU session setup procedure is completed.

Editor's note:
It is FFS whether the SMF provides routing rules to the UE in case of IPv4 PDU type.

**** NEXT CHANGE ****

5.17
Interworking and Migration

Editor's note:
This could include functional description for interworking with EPS, 2G, 3G and support for migration towards 5G system.

5.17.1
Support for Migration from EPC to 5GC

5.17.1.1
General

This section describes the UE and network behaviour for the migration from EPC to 5GC.

Deployments based on different 3GPP architecture options (i.e. EPC based or 5GC based) and UEs with different capabilities (EPC NAS and 5GC NAS) may coexist at the same time within one PLMN.

It is assumed that a UE that is capable of supporting 5GC NAS procedures may also be capable of supporting EPC NAS (i.e. the NAS procedures defined in TS 24.201 [x]) to operate in legacy networks e.g. in case of roaming.

The UE will use EPC NAS or 5GC NAS procedures depending on the core network by which it is served.

In order to support smooth migration, it is assumed that the EPC and the 5GC have access to a common subscriber database, that is HSS in case of EPC and UDM in case of 5GC.

Editor's note:
The functionality of the common subscriber database will be defined based on the interworking procedures.
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Figure 5.17.1.1-1: Architecture for migration scenario for EPC and 5G-CN

A UE that supports only EPC based Dual Connectivity with secondary RAT NR:

-
always performs initial access through E-UTRA (LTE-Uu) but never through NR;

-
performs EPC NAS procedures over E-UTRA (i.e. Mobility Management, Session Management etc) as defined in TS 24.301 [13].

A UE that supports camping on 5G systems with 5GC NAS:

-
performs initial access either through E-UTRAN that connects to 5GC or NR towards 5GC;

-
performs initial access through E-UTRAN towards EPC, if supported and needed;
-
performs EPC NAS or 5GC NAS procedures over E-UTRAN or NR respectively (i.e. Mobility Management, Session Management etc) depending on capability indicated in AS, if the UE also supports EPC NAS.

NOTE:
A UE supporting EPC NAS 5GC NAS initiates 5GC NAS procedures when 5GC is supported by the serving PLMN.

Editor's note:
The final names for "E-UTRAN that connects to 5GC" and NR are FFS and depend on the discussion in RAN.

Editor's note:
The final names for 5GC is FFS.

In order to support different UEs with different capabilities in the same network, i.e. both UEs that are capable of only EPC NAS (possibly including EPC based Dual Connectivity with secondary NR) and UEs that support 5GC NAS procedures in the same network:

-
eNB that supports access to 5GC shall broadcast that it can connect to 5GC

-
The UE that supports 5GC NAS procedures shall provide a capability indication at Access Stratum as defined in TS 38.xxx [xx] when it performs initial access (the capability indication can be used to indicate ability to support N1 procedures)

Editor's note:
The exact Access Stratum protocol for the indicator to be used by RAN to perform CN selection (EPC or 5GC) is going to be defined in RAN specifications.

NOTE:
The UE that supports EPC based Dual Connectivity with secondary RAT only does not provide this indication at Access Stratum when it performs initial access and therefore eNB uses the "default" CN selection mechanism to direct this UE to an MME
5.17.2
Interworking with EPC

5.17.2.1
General
In order to interwork with EPC, the UE that supports both 5GC and EPC NAS can operate in single-registration mode or dual-registration mode:

-
In single-registration mode, UE has only one active MM state (either RM state in 5GC or EMM state in EPC) and it is either in 5GC NAS mode or in EPC NAS mode (when connected to 5GC or EPC, respectively). Similarly, the network maintains one state either in the AMF or in the MME. UE maintains a single coordinated registration for 5GC and EPC.
-
In dual-registration mode, UE can handle independent registrations for 5GC and EPC. In this mode, the UE may be registered to 5GC only, EPC only, or to both 5GC and EPC.

Editor's note:
It is FFS which mode is mandatory for the UE and the network, and how to converge on one mode.

UE during initial 5GC registration procedures provides its support of single-registration and/or dual-registration mode. The network selects one of the two modes, based on UE capabilities, network capabilities and operator policies, and provides the selected mode to the UE in the registration response message. This mode is valid in the UE's 5GC registration area and maybe updated by the network during subsequent registration procedure.

Editor's note:
It is FFS if such an indication is also needed in EPC/E-UTRAN.
5.17.2.2
Mobility in single-registration mode

To support mobility in single-registration mode, the Nx interface between AMF in 5GC and MME is optional, but it is required if seamless session continuity for voice is needed.

If Nx is supported:

-
For idle-mode mobility from 5GC to EPC, the UE performs TAU procedure with 4G-GUTI mapped from 5G-GUTI and the MME retrieves the UE's MM and SM context from 5GC. For connected-mode mobility from 5GC to EPC, inter-system handover is performed.

-
For idle-mode mobility from EPC to 5GC, the UE performs registration procedure with 5G-GUTI mapped from 4G-GUTI and the AMF and SMF retrieve the UE's MM and SM context from EPC. For connected-mode mobility from EPC to 5GC, inter-system handover is performed.

Editor's note:
Description for single registration mode based interworking with no Nx support is FFS.
5.17.2.3
Mobility in dual-registration mode
To support mobility in dual-registration mode, the support of Nx interface between AMF in 5GC and MME in EPC is not required.

Editor's note:
It is FFS if dual-registration mode can be used for IMS voice.
During inter-system mobility from 5GC to EPC, the UE performs Attach in EPC with "handover" indication in PDN Connection Request message (TS 23.401, clause 5.3.2.1) and it subsequently moves all its other PDU session using the UE initiated PDN connection establishment procedure with "handover" flag (TS 23.401 clause 5.10.2). The UE does not continue to perform registrations in 5GC and remains registered without PDU sessions in 5GC till its registrations in 5GC times out and the network performs implicit detach.
During inter-system mobility from EPC to 5GC, the UE performs Registration in 5GC and it subsequently moves all its PDN connections from EPC using the UE initiated PDU session establishment procedure with "handover" flag (TS 23.502 [3], clause 4.3.2.2.1). The UE does not continue to perform TAU in EPC and remains attached without PDN connections in EPC till the network performs implicit detach. If the UE does not support attach without PDN connections in EPC, the UE is detached in EPC when the last PDN Connection is moved to 5GC

Editor's note:
Support of "handover" flag in TS 23.502 [3] is not yet defined.
**** NEXT CHANGE ****

6.2.9
N3IWF
The functionality of N3IWF in case of untrusted non-3GPP access includes the following:

-
Support of IPsec tunnel establishment with the UE: The N3IWF terminates the IKEv2/IPsec protocols with the UE over NWu and relays over N2 the information needed to authenticate the UE and authorize its access to the 5G Core Network.

Editor's note:
How and whether N3IWF allocates N3IWF IP address(es) and/or UE IP address(es) for control-plane and/or user-plane IPSec tunnels is FFS.

-
Termination of N2 and N3 interfaces to 5G Core Network for control-plane and user-plane respectively.

-
Relaying uplink and downlink control-plane NAS (N1) signalling between the UE and AMF.

-
Handling of N2 signalling from SMF (relayed by AMF) related to PDU sessions and QoS.

-
Establishment of IPsec Security Association (IPsec SA) to support PDU Session traffic.

-
Relaying uplink and downlink user-plane packets between the UE and UPF. This involves:

-
De-capsulation/Encapsulation of packets for IPSec and N3 tunnelling
-
Enforcing QoS corresponding to N3 packet marking, taking into account QoS requirements associated to such marking received over N2

-
N3 user-plane packet marking in the uplink.
-
Local mobility anchor within untrusted non-3GPP access networks using MOBIKE.

-
Supporting AMF selection.
Editor's note:
How QoS is supported via N3IWF and over untrusted non-3GPP accesses is FFS.

Editor's note:
Whether ePDG selection procedure defined in TS 23.402 is applicable as N3IWF discovery procedure is FFS.
**** NEXT CHANGE ****

A.3.1.3.1
General
The 5G Core Network shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.3.2.
2)
Route Selection Policies: These policies are used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The following policies are used for route selection:
2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI..
2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

Editor's note:
It is FFS if the Route Selection Policies will be defined separately or if they could be grouped into a single policy. Clause A.3.1.3.3 shows an example of how these policies could be grouped.
The SSCMSP and NSSP shall be provided from the PCF to the UE via the N1 interface.
Editor's note:
It is FFS regarding PCF interactions and if the SSCMSP and the NSSP policies are transported via SMF and AMF or AMF only.

Editor's note:
It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.
Editor's note:
Whether the information for Local Area Data Network described in clause 5.6.5 is included as UE Policy Provisioning or not is FFS.
**** END OF CHANGES ****
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