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Introduction

The contribution proposes new text for insertion in TR23.821 in section 7 “Service Platforms”

Proposed Text

2 References

 [x1] TS  23.127  [Ver 1.3]: Virtual Home Environment / Open Service Architecture

 [x2] TR 23.821: Architecture Principles for Release 2000 

 [x3] TS 22.057: MExE stage 1 specification

 [x4] TS 23.057: MExE stage 2 specification

7. Service Platforms

New service enablers are one of the key ingredients of UMTS networks for Release 2000 and beyond. Service platforms must be flexible enough to accommodate new services and ease of service creation. Several service platforms like the Mobile Station Execution Environment (MExE) and the SIM Application Toolkit (SAT) will provide new service capabilities and opportunities for innovative services. The UMTS release 2000 architecture and beyond should be flexible to accommodate multiple service platforms. 

A MExE terminal may download services in the form of applications and content from servers in the operator's domain or from 3rd party servers; examples of MExE servers are internet web-sites, intranet web-sites, specialist 3rd party servers, addressable PCs, other MExE terminals and indeed any "server" which can be addressed.  The services may then be configured, personalised and run on the MExE handset by the user, and do not necessarily rely on any intrinsic service support from the server.  A MExE handset may support a diverse range of services, providing a rapid, dynamic and evolutionary set of new facilities and services to users, exploiting the internet revolution and 3rd party services suppliers.  The support of this unlimited range of new services, will convert a mobile terminal from being a device which simply makes and receives calls and messages, into a device which may become wireless music players, games consoles, PDAs and more, all combined into one device.  MExE may simply be considered to be similar to a small computer supporting wireless telecommunications capabilities. MExE [x3,x4] provides:

a) capability negotiation between MExE terminal and the MExE server

b) authenticated secure transfer of applications and content to the terminal

c) a security model to control and manage operator, terminal manufacturer and third party services

d) an untrusted domain to run services (with limited functionality access)

e) user personalisation and customisation

f) support of AAEW 1 requirements (i.e. user control of services and his environment)

MExE provides the capability to support both legacy services and new multimedia services.  MExE (which supports QoS negotiation) is required because of its very high flexibility to exploit a vast range of new multimedia services for release 2000 and beyond of UMTS networks.

__________________________________________________________________________________________

1.AAEW: Applications and Automatic Execution Requirement.  This identifies the restraints on applications downloaded to mobile stations, which principally give the user ultimate control on downloading, installation, permitted functionality and permissions.
In addition to delivering unlimited services to MExE terminals from third party and operator servers, MExE may also directly support additional operator and third party services running on network application servers.  These network servers enable operators to deploy operator-controlled services to users.  These network server applications may access MExE functionality through the Open Service Architecture (OSA) [x1].  MExE supports OSA through optional Service Capability Features (i.e. APIs) on the Service Capability Server (i.e. the MExE server), and via agent applications on the MExE terminal accessing the APIs of the terminals.

The OSA is the architecture enabling network server applications to make use of network capabilities. The OSA is required because it provides generic access to network nodes for network applications. The aim of OSA is to provide an extendible and scalable architecture that allows new service creation capabilities for release 2000 and beyond of UMTS networks. This can be accomplished using the OSA interface with minimum impacts on the applications.

The Open Service Architecture consists of 

a) Applications (e.g. Location Server)

b) A Framework of services (e.g. Authentication for applications)

c) Service Capability Servers provides the applications with service capability features that are abstractions from underlying network functionality. For example, location information may optionally be provided by SCSs on top of a MExE server.

OSA permits network applications to become independent of the underlying network technology. The applications constitute the top level of the Open Service Architecture (OSA). This level is connected to the Service Capability Servers (SCSs) via the optional OSA interface. The SCSs map the OSA interface onto the underlying telecom specific protocols (e.g. MAP) and are therefore hiding the network complexity from the applications.

OSA does not mandate any specific platform and may optionally be supported by MExE servers, SAT servers and a CSE. In view of this flexibility, OSA provides a mechanism to support both legacy services and new multimedia services. 

The Service Capability Server can be implemented on the same physical node as a network functional entity or in a separate physical node.
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The basic tenets of OSA when implemented in the reference architecture for Release 2000, will provide a flexible and open mechanism to provide various multimedia services across various service platforms like MExE and SAT. 
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