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Abstract of the contribution:
This contribution proposes to include the NEF and PFDF in the PCC architecture.
Proposal

Update TS 23.501 clause 5.7.1 as follows: 
*************** Start of 1st changes *********************
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

……
PFDF
Packet Flow Description Function
……
*************** End of 1st changes *********************
*************** Start of 2nd changes *********************
A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), Network Exposure Function (NEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the PCEF, NEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the PCEF.
d.
The Policy Framework shall be able to manage the Packet Filter Descriptions (PFDs) in the PCEF by the 3rd party AS via the NEF and PFDF.
e.
The Policy Framework shall support to negotiate the background data transfer policy with the 3rd party AS via the NEF.
f.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

g.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,

NOTE 1:
The existing PCC framework is applicable to PDU sessions of IP Type only.

Editor's note:
How the PCC framework applies to PDU sessions other than IP Type is FFS. Also, where IP-CAN is used, may need to update per 5G terminology.

Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:

a.
Policy Control Function (PCF) shall support the interface to the Access and Mobility Policy Enforcement Function (AMPEF).

b.
The PCF shall be able to provide Access and Mobility Management related policies to the AMPEF.

c.
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMPEF.

Editor's note:
How to enforce the access and mobility policy when interfacing with PCF is FFS.

Editor's note:
The list above covers the high level requirements that are addressed in the document so far. Additional requirements are to be added when the related information is agreed.  Mapping of PCEF and AMPEF into 5G CN entities are FFS.

A.3
Functional description

A.3.1
Overall description
The Policy framework architecture provides the functions for:

application and service data flow detection,

QoS and gating control,

Credit management,

Flow based charging,
Background data transfer policy negotiation,
Management of the PFDs in the PCEF by the 3rd party AS,
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,

Provide a Front End to subscription information relevant for policy decisions in a User Data Repository,

Provide Network selection and Mobility Management related policies (e.g. RFSP index) to the Access and Mobility Management,

Editor's note:
Further work is required to include the different aspects of the Policy framework architecture.

The PCF evaluates operator policies that are triggered by events received from the Application Function, the Session Management, Mobility Management and the Online Charging System as well as Changes in User Profile.

For policy control, the AF interacts with the PCF and the PCF interacts with the PCEF as instructed by the AF as specified in TS 23.203 [4].

Editor's note:
Further work would be required to cover details of these aspects.

NOTE 1:
Credit management and reporting are defined in SA WG5 specification.
NOTE 2:
The policy control framework for phase 1 does not preclude potential extensions in phase 2 for policy control in multiple administrative areas.

A.3.1.1
UE Access and Mobility Management Control
UE Access and Mobility Management control comprises policy rules for the UE Access and Mobility Management e.g. the provisioning of information about allowed areas for the UE.

A.3.1.2
Roaming impacts to Policy

For a subscriber roaming in a visited PLMN, the visited PLMN shall be able to receive the subscriber's policy rules, including (not exhaustive):

-
Mobility policies e.g. RFSP index.
In the case of local breakout, an interface (N7r) is supported between the visited V-PCF and H-PCF for providing mobility policy rules from HPLMN to VPLMN.

Editor's note:
It is FFS whether session management policy rules on the roaming interface is needed.
Editor's note:
Whether other types of policy rules, apart from the above list need to be provided by PCF is FFS.

A.3.1.3
UE Policy Provisioning

The 5G core network shall be able to provide policy information to UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses.

Editor's note:
It is FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.

2)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine when a new PDU session should be requested with a new SSC mode. Further details of this policy are specified in clause TBD.

3)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine when a new PDU session should be requested with a new SM-NSSAI. Further details of this policy are specified in clause TBD.

*************** End of 2nd changes *********************
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