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	Reason for change:
	1. The SCEF-to-SCS/AS interface is now in scope.

2. The definition of SCS/AS Reference ID for deletion is wrong, the definition says that it is used for deleting monitoring events, but it is also used for deleting NIDD context.

3. The purpose of the NIDD Destination address is not clear

4. In step 3 of the NIDD configuration procedure, the SCEF provides the APN to the HSS.  However, it is not known how the SCEF knows the APN.  If it is provisioned, then the implication will be that only one Application on a UE can make a PDN connection to a given SCS/AS
5. It is not explained anywhere how the SCS/AS knows the maximum packet size.

6. The NIDD Configuration Update procedure allows the SCS/AS to delete a configuration but does not describe the SCEF behaviour when this happens
7. There are notes that discuss SCEF behaviour and should be normalized.

8. The SCS/AS does not know if the Reliable Data Service is enabled or not.

9. There are several identifiers that are used in multiple NIDD procedures and should be defined in one place.

	
	

	Summary of change:
	1. Removed the note that says that SCEF-SCS/AS interaction is out of scope.   
2. Updated the definition of SCS/AS Reference ID for deletion and put it in a new section that defines common parameters of the Northbound Interface
3. Added a note explaining the purpose of the NIDD Destination address

4. Updated step 1 to show that the SCS/AS can provide the APN to the SCEF.
5. Updated step six to show that the SCEF can provide the maximum packet size to the SCS/AS

6. Updated the NIDD Configuration and NIDD Authorisation Update procedures to show that the SCEF performs a T6a Connection release if the NIDD Configuration is deleted or removed.
7. Normalized Notes that discuss SCEF behavior.  
8. Added a Reliable Data Service Indication indication to the SCS/AS from the SCEF. 

9. Added a new section for common procedures.
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	Other comments:
	The note that was added in step 2 of 5.13.8 refers to the SCEF Initiated T6a/T6b Connection Release Procedure.  This procedure is not in version 14.2.0 of TS 23.682.  The procedure was added in S2-170493 which was approved at SA2 #118-BIS.


* * * First Change * * * *

4.X
SCEF – SCS/AS Northbound API Procedures

4.X.1
General

This clause identifies commonalities (for both parameters and procedures) found on T8 interface:

4.X.2
Common Parameters

This clause defines parameters which are required on T8 interface:

SCS/AS Reference ID is a parameter created by the SCS/AS to refer to a specific transaction initiated by the SCS/AS towards the SCEF. SCS/AS Reference ID is stored by the SCEF.
SCS/AS Reference ID of Configuration is a parameter created by the SCS/AS to refer to long-standing transactions (e.g. NIDD config, GMD Group Msg Req, Monitoring Event Requests, etc.).
SCS/AS Reference ID for Deletion identifies a previously accepted long-standing transaction that now requires deletion.
SCEF Indication Reference ID is a parameter created by the SCEF to refer to a specific transaction initiated by the SCEF towards the SCS/AS. SCEF Indication Reference ID is stored by the SCEF.
* * * Second Change * * * *

5.6.1.2
Common Parameters of the Configuration Procedure

This clause describes the common parameters related to the monitoring event configuration procedure.

SCEF Reference ID is a parameter created by the SCEF to associate a Monitoring Event report or a deletion of a Monitoring Event to a specific Monitoring Request and the associated context information within the SCEF. SCEF Reference ID is stored by HSS, MME or SGSN.

NOTE 1:
For the case of an individual UE, an SCEF may aggregate Monitoring Event configuration requests for the same External identifier/MSISDN from different SCS/AS instances.

NOTE 2:
For the case of groups, an SCEF may aggregate Monitoring Event configuration requests for the same External Group Identifier from different SCS/AS instances.

SCEF ID indicates the SCEF to which the Monitoring Indication message has to be sent to by the HSS, MME or SGSN. SCEF ID is stored by the HSS, MME or SGSN.

Monitoring Type identifies the specific Monitoring Event being requested.

If the Monitoring Event Configuration requested from the SCEF is for a group of UEs, the HSS includes User Identity in the monitoring event configuration.

Maximum Number of Reports is an optional parameter that indicates the maximum number of event reports to be generated by the HSS, MME, or SGSN until the associated monitoring event is considered to expire. This parameter can be used when configuring a monitoring event for an individual UE or a group. When the parameter is configured for a group, the configured value is applied to each individual UE's monitoring event configuration. A value of one implies a single event report is to be generated which makes it equivalent to a One-time Monitoring Request.

Monitoring Duration is an optional parameter that indicates the absolute time at which the related monitoring event request is considered to expire. For Monitoring Requests for a group, this parameter applies to every group member UE.

Inclusion of either Maximum Number of Reports (with a value higher than one) or Monitoring Duration makes the Monitoring Request a Continuous Monitoring Request. For a Continuous Monitoring Request, a single Monitoring Request may generate more than one Monitoring Indication message. Support of continuous monitoring is optional.

Absence of both Maximum Number of Reports and Monitoring Duration makes the Monitoring Request a One-time Monitoring Request. For One-time Monitoring Requests, a single Monitoring Request generates only one Monitoring Report for an individual UE and for an individual group member UE.

If for a given Monitoring Event both Maximum Number of Reports and Monitoring Duration are included then the monitoring request is considered to expire as soon as one of the conditions is met.

Monitoring Destination Address is an optional parameter included by the SCS/AS to indicate that the Monitoring Indication(s) are to be delivered to an address different from the address of the requesting SCS/AS. Absence of this parameter implies that Monitoring Indication(s) are to be sent to the SCS/AS that originated the Monitoring Request.


SCEF Reference ID for Deletion identifies the monitoring event configuration that shall be deleted before applying the requested monitoring event configuration.

Chargeable Party Identifier is an optional parameter included by the SCEF. It identifies the entity towards which accounting/charging functionality is performed by the involved 3GPP network elements.

External Group Identifier parameter is included for group-based monitoring configuration. It identifies a group of UEs.

Group Reporting Guard Time is an optional parameter for group-based monitoring configuration to indicate the time for which the Monitoring Event Reporting(s) detected by the UEs in a group can be aggregated before sending them to the SCEF/SCS/AS.

* * * Third Change * * * *

5.13.2
NIDD Configuration

Figure 5.13.2-1 illustrates the procedure of configuring necessary information at the SCEF and HSS. The procedure can also be used for replacing and deleting configuration information. It is recommended that the NIDD configuration procedure is performed by the SCS/AS prior to the UE establishing a PDN Connection that is served by the SCEF.
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Figure 5.13.2-1: Configuration for NIDD procedure


1.
The SCS/AS sends an NIDD Configuration Request (External Identifier or MSISDN, SCS/AS Identifier, SCS/AS Reference ID of Configuration, NIDD Duration, NIDD Destination Address, SCS/AS Reference ID for Deletion, APN) message to the SCEF. NIDD Destination Address is an optional parameter included by the SCS/AS to indicate that the non-IP data is to be delivered to an address different from the address of the requesting SCS/AS. When the Reliable Data Service is not enabled, the combination of APN and External Identifier or MSISDN is used to identify the connection to the UE. A relative priority scheme for the treatment of multiple SCS/AS NIDD Configuration Requests, e.g. for deciding which requests to serve under overload condition, can be applied. This priority scheme is used locally by the SCEF, i.e. it is neither used nor translated in procedures towards other functions. MT non-IP data from the SCS/AS can be contained in the NIDD Configuration Request message. The SCEF can send the MT non-IP data to the UE only after PDN connection to the SCEF is established as defined in clause 5.13.1.2. In such cases, upon successful completion of step 6, steps 2-9 from clause 5.13.3 are executed.
NOTE 1:
It is up to the SCS/AS to determine whether and if NIDD Duration can be set to never expire.

NOTE 2:
The SCS/AS is expected to be configured to use the same SCEF as the one selected by the MME/SGSN during the UE's attachment to the network.




2.
The SCEF stores the External Identifier or MSISDN, SCS/AS Reference ID of Configuration, SCS/AS Identifier, NIDD Destination Address and NIDD Duration. If either the SCS/AS is not authorized to perform this request (e.g. based on policies, if the SLA does not allow for it) or the NIDD Configuration Request is malformed, the SCEF performs step 6 and provides a Cause value appropriately indicating the error. Depending on the configuration, the SCEF may change the NIDD Duration. If the SCEF received an SCS/AS Reference ID for Deletion, the SCEF releases NIDD context with the SCS/AS and executes the SCEF Initiated T6a/T6b Connection Release Procedure.

3.
The SCEF sends an NIDD Authorization Request (External Identifier or MSISDN, APN) message to the HSS to authorize the NIDD configuration request for the received External Identifier or MSISDN, and to receive necessary information for NIDD, if required.

4. The HSS examines the NIDD Authorization Request message, e.g. with regard to the existence of External Identifier or MSISDN and maps the external identifier to IMSI and/or MSISDN. If this check fails, the HSS follows step 5 and provides a result indicating the reason for the failure condition to the SCEF.

5.
The HSS sends an NIDD Authorization Response (IMSI and MSISDN or External Identifier, Result) message to the SCEF to acknowledge acceptance of the NIDD Authorization Request. The IMSI and, if available, the MSISDN (when NIDD Configuration Request contains an External Identifier) or if available, External Identifier(s) (when NIDD Configuration Request contains an MSISDN) are returned by the HSS in this message. This allows the SCEF to correlate the SCS/AS request received in step 1 of this procedure to the T6a/T6b Connection established (see clause 5.13.1.2) for this user.

6.
The SCEF sends an NIDD Configuration Response (SCS/AS Reference ID of Configuration, Maximum Packet Size, Reliable Data Service Indication, Cause) message to the SCS/AS to acknowledge acceptance of the NIDD Configuration Request and the deletion of the identified NIDD configuration, if it was requested. The Reliable Data Service Indication indicates if the Reliable Data Service is enabled in the APN configuration. The Maximum Packet Size is the maximum NIDD packet size that was transferred to the UE by the SCEF in the PCO, see 4.5.14.1.
* * * Fourth Change * * * *

5.13.8
NIDD Authorisation Update

Figure 5.13.8-1 illustrates the procedure of updating or revoking an existing NIDD Authorisation. The HSS may initiate the NIDD Authorisation Update procedure with the SCEF to send updated Authorisation information to the SCEF.
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Figure 5.13.8-1: NIDD Authorisation Update procedure


1.
The HSS may send an NIDD Authorisation Update Request (IMSI and MSISDN or External Identifier, APN, Result) message to the SCEF to update a user's NIDD authorisation. If the NIDD Authorisation Update Request cause indicates that the PDN connection is no longer authorised, the SCEF initiates the SCEF Initiated T6a/T6b Connection Release Procedure.
2.
The SCEF sends an NIDD Authorisation Update Response (cause) message to the HSS to acknowledge the authorisation update.
3.
The SCEF informs the SCS/AS that the User's authorisation status has changed by sending an NIDD Authorisation Notification Request (External Identifier or MSISDN, APN, SCS/AS Reference ID of Configuration, Result) message to the SCS/AS.
4.  The SCS/AS responds to the SCEF with an NIDD Authorisation Notification Response.
* * * End of Changes * * * *
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