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1. Overall Description:

SA3 would like to thank CT1 for their LS C1-170384/S3-170087 on unauthenticated emergency session over Trusted WLAN. In this LS, CT1 asked SA3 how the UE will negotiate connection mode and provide connectivity parameters to the network for unauthenticated emergency services over trusted WLAN.
As a result, SA3 agreed on the attached CR S3-170476. The updated message flows for unauthenticated emergency services over trusted WLAN now include 3GPP-vendor specific EAP messages that the UE can use to negotiate connection mode and provide connectivity parameters to the network.
2. Actions:

To CT1 group.

ACTION: 
SA3 kindly asks CT1 to take the attached agreed CR into account for their corresponding stage-3 work.
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