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Abstract of the contribution: This contribution describes the delta changes of PCC rules in 5GS compared with EPS and the newly introduced AMC rules.
1. Introduction

Most of the PCC rules defined in EPS can be applied to 5GS. The key difference between EPS and 5GS on PCC rules lies in the details of QoS parameters, e.g. introduction of Reflective QoS indicator, 5G QoS indicator, A&B-type QoS flows and so on.
Further, Access and Mobility Management related policies are introduced to 5GS, which will be provided by the PCF to the AMPEF. 
2. Proposal

It is proposed to add description regarding the delta change of PCC rules in 5GS compared with EPS and the newly introduced Access and Mobility Management related policy rules to be provided from the PCF to the AMPEF in the annex of the TS 23.501 for Policy framework.
* * * First Change* * * *
A.3
Functional description

A.3.1
Overall description
The Policy framework architecture provides the functions for:

application and service data flow detection,

QoS and gating control,

Credit management,

Flow based charging,

Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,

Provide a Front End to subscription information relevant for policy decisions in a User Data Repository,

Provide Network selection and Mobility Management related policies (e.g. RFSP index) to the Access and Mobility Management,

Editor's note:
Further work is required to include the different aspects of the Policy framework architecture.

The PCF evaluates operator policies that are triggered by events received from the Application Function, the Session Management, Mobility Management and the Online Charging System as well as Changes in User Profile.

For policy control, the AF interacts with the PCF and the PCF interacts with the PCEF as instructed by the AF as specified in TS 23.203 [4].

Editor's note:
Further work would be required to cover details of these aspects.

NOTE 1:
Credit management and reporting are defined in SA WG5 specification.
NOTE 2:
The policy control framework for phase 1 does not preclude potential extensions in phase 2 for policy control in multiple administrative areas.

A.3.1.1
UE Access and Mobility Management Control
UE Access and Mobility Management control comprises policy rules for the UE Access and Mobility Management e.g. the provisioning of information about allowed areas for the UE.

A.3.1.2
Roaming impacts to Policy

For a subscriber roaming in a visited PLMN, the visited PLMN shall be able to receive the subscriber's policy rules, including (not exhaustive):

-
Mobility policies e.g. RFSP index.
In the case of local breakout, an interface (N7r) is supported between the visited V-PCF and H-PCF for providing mobility policy rules from HPLMN to VPLMN.

Editor's note:
It is FFS whether session management policy rules on the roaming interface is needed.
Editor's note:
Whether other types of policy rules, apart from the above list need to be provided by PCF is FFS.

A.3.1.3
UE Policy Provisioning

The 5G core network shall be able to provide policy information to UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses.

Editor's note:
It is FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.

2)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine when a new PDU session should be requested with a new SSC mode. Further details of this policy are specified in clause TBD.

3)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine when a new PDU session should be requested with a new SM-NSSAI. Further details of this policy are specified in clause TBD.
A.3.1.y
Access and mobility control policy
A.3.1.y.1 General
The Access and mobility control (AMC) policy comprises the information that is required to enable access and mobility management for a UE, which includes mobility restrictions and access network selection information.

Table A.3.1.y.1 lists the information contained in the AMC policy, including the information name and the description. The Category field indicates if a certain piece of information is mandatory or not for the construction of an AMC rule, i.e. if it is possible to construct an AMC rule without it.
Table A.3.1.y.1: The AMC policy
	Information name
	Description
	Category

	UE Identity
	The identity of a UE, e.g. MN NAI.
	Mandatory

	RFSP Index
	Index to RAT/Frequency Selection Priority
	

	Mobility Restriction
	Indicates the mobility handling or service access for a UE
	


* * * End of Change* * * *
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