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FIRST CHANGE
4.6
Roles of Session Control Functions
4.6.0
General

The CSCF may take on various roles as used in the IP multimedia subsystem. The following clauses describe these various roles.

4.6.1
Proxy‑CSCF

The Proxy‑CSCF (P‑CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in the clause "Procedures related to Local CSCF Discovery". The P‑CSCF behaves like a Proxy (as defined in IETF RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P‑CSCF shall not modify the Request URI in the SIP INVITE message. The P‑CSCF may behave as a User Agent (as defined in the IETF RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

NOTE 1:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be found in clause 4.14 and Annex I.

The interface between the Policy and Charging Rules Function (PCRF) and the P‑CSCF is the Rx interface standardised in TS 23.203 [54].

The functions performed by the P‑CSCF are:

-
Forward the SIP register request received from the UE to an entry point determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S‑CSCF) whose name the P‑CSCF has received as a result of the registration procedure.

-
Ensure that the SIP messages received from the UE to the SIP server (e.g. S‑CSCF) contain the correct or up to date information about the access network type currently used by the UE, when the information is available from the access network. Depending on operator policies, the P‑CSCF may insert in any SIP message (request or response) the access network type currently used by the UE, when the information is available from the access network.

NOTE 2:
For the 3GPP access network, the P‑CSCF can derive information about the access network type currently used by the UE using PCC mechanisms as specified in TS 23.203 [54] and in TS 29.214 [12].

NOTE 3:
IMS entities other than P‑CSCF will not be informed by this mechanism of the change in the access network unless SIP messages are exchanged.

-
Based on operator policies, and the availability of the user location information and/or UE Time Zone from the access network, ensure that relevant SIP messages contain the correct or up to date information about the user location information, and/or UE Time Zone provided by the access network currently used by the UE.

NOTE 4:
For the 3GPP access networks and for TWAN access (as defined in clause 16 of TS 23.402 [82]), the P‑CSCF can retrieve user location information and/or UE Time Zone related to the access network currently used by the UE using PCC mechanisms, as specified in TS 23.203 [54] and in TS 29.214 [12].

-
Forward the SIP request or response to the UE.


Detect and handle an emergency session establishment request.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].

-
Should perform SIP message compression/decompression.

-
Authorization of bearer resources and QoS management. For details see TS 23.203 [54].

-
Detection and handling of an originating or terminating IMS MPS session establishment request (see also clause 5.21).

-
May support the Paging Policy Differentiation for IMS conversational voice as described in clause E.9.

- 
May subscribe to notification of changes in the type of access network using PCC mechanisms as specified in TS 23.203 [54] and in TS 29.214 [12].
END OF CHANGES
