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Abstract of the contribution: Discusses how the 5G policy framework can provide polices to the UE and proposes a new interface for UE policy provisioning.
Discussion
It was agreed in Meeting #118Bis that the policy framework shall support the UE policy provisioning, including the Access network discovery & selection policy, SSC Mode Selection Policy (SSCMSP), Network Slice Selection Policy (NSSP). However, how to provide those policies to the UE has not been specified.

In order to support UE policy provisioning, the following aspects shall be considered:
Q1: Which path is used for UE policy provisioning, control plane (e.g. NAS signalling) or user plane (e.g. PDU session)?
Data transferred via control plane and via user plane will consume different network resource and radio resource. 
Over the radio interface, the control plane traffic is transferred to the UE via Signalling Radio Bearer (SRB) and the user plane traffic is transferred to the UE via Data Radio Bearer (DRB). Generally, SRB traffic has higher priority than DRB traffic. Also, in backhaul network, control plane traffic shares the resource of N2 interface and user plane traffic shares the resource of N3 interface.
If the control plane is used for the UE policy provisioning, it means the policy traffic will share the resource with other control plane traffic, e.g. NAS signalling may have a higher priority than other user plane traffic. Therefore, when the congestion happens in the radio interface or backhaul network, the policy traffic in control plane may occupy the resource belonging to the user plane traffic, e.g. IMS voice call. Further, if the congestion condition deteriorates, the policy traffic may occupy the resource belonging to the other NAS signalling (e.g. tracking area update signalling). 

According above discussion, to decrease control plane congestion risk and to avoid resource competition between the UE related policies data (low priority) and control plane signaling (high priority), we would like to suggest the following proposal.  
Proposal 1: UE policy is provisioned via user plane 
Q2: Which entity does the UE contact directly for the UE policy provisioning?
Alternative 1: The UE may directly contact the PCF, similar to the S14 interface specified in TS 23.402.
Advantages: 
· Compatible with EPC S14 interface, which has been well defined in the EPC network.
Disadvantage: 
· Multiple protocol supporting makes PCF complicated, e.g. Diameter protocol between the PCF and PCEF/AMPEF, OMA DM between the UE and PCF; 
· Direct interface from the UE to the PCF may expose the policy framework topology and increase the security risk, e.g. DDOS attack.
· The UE Access and Mobility policy and UE policy provisioning are provided separately, which cause duplicated PCF signalling.
Alternative 2: The UE contacts with AMPEF and AMPEF retrieves the UE related policy from the PCF.

Advantages: 
· The interface between the UE and AMPEF may reuse S14 interface (Compatible with EPC); 
· Avoid to expose the PCF to the UE; 
· Simplifies the PCF (no needs to support IP interface); 
· Hide the policy framework topology.
· The UE Access and Mobility policy and UE policy may be provided to AMPEF in one single signalling.

Disadvantage:
· Complicates AMF if AMPEF is co-located with AMF.

· Additional signalling when UE mobility happens, e.g. AMF relocation.

Alternative 3: A new proxy Function is introduced between the UE and PCF.
Advantages: 
· Same to alternative 2, except the last bullet.

Disadvantage: 
· The UE Access and Mobility policy and UE policy provisioning are provided separately, which cause duplicated PCF signalling.
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According above discussion, considering to simplify the policy framework, we would like to propose the solution in alternative 3.  
Proposal 2: The UE contacts with UE policy proxy and UE policy proxy retrieves the UE related policy from the PCF. 

Proposal

It is proposed the following change to TS 23.501.

* * * First change* * * *
A.1
High level architectural requirements

The policy framework shall provide the relevant parts of the PCC framework as specified in TS 23.203 [4], including:

a.
Policy Control Function (PCF) shall support interfaces to the Policy and Charging Enforcement Function (PCEF), the Application Function (AF), and the Online Charging System (OCS).

b.
The PCF shall be able to evaluate operator policies that are triggered by events received from the PCEF, the AF, and the OCS.

c.
The PCF shall provide Rules for application and service data flow detection, gating, QoS and flow based charging to the PCEF.
d.
The PCF shall implement a Front End to access subscription information relevant for policy decisions in a User Data Repository (UDR) including dynamic profile updates pushed by the UDR.

e.
Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,

NOTE 1:
The existing PCC framework is applicable to PDU sessions of IP Type only.

Editor's note:
How the PCC framework applies to PDU sessions other than IP Type is FFS. Also, where IP-CAN is used, may need to update per 5G terminology.

Additionally, the policy framework shall provide following functionality for the access and mobility enforcement:

a.
Policy Control Function (PCF) shall support the interface to the Access and Mobility Policy Enforcement Function (AMPEF).

b.
The PCF shall be able to provide Access and Mobility Management related policies to the AMPEF.

c.
The PCF shall be able to evaluate operator policies that are triggered by events received from the AMPEF.

Editor's note:
How to enforce the access and mobility policy when interfacing with PCF is FFS.

Editor's note:
The list above covers the high level requirements that are addressed in the document so far. Additional requirements are to be added when the related information is agreed.  Mapping of PCEF and AMPEF into 5G CN entities are FFS.

The policy framework shall provide policy information to UE, such as network discovery & selection policy, SSC Mode Selection Policy, Network Slice Selection Policy, etc.
* * * Next change* * * *
A.2.1
Reference architecture
The policy framework functionality is comprised by the functions of the Policy Control Function (PCF), the Policy Control Enforcement Function (PCEF), the Access and Mobility Policy Enforcement Function (AMPEF), UE Policy Proxy (UPP), the Online Charging System (OCS) and the Application Function (AF).

Figure A.2.1-1 shows the policy framework architecture (non-roaming) in 5G:
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Figure A.2.1-1: Overall 5G Policy framework architecture

Editor's note:
The reference point PUd and PSy are not yet defined in the baseline 5G architecture and the actual name is expected to change.

* * * Next change* * * *
A.2.2.X
PNG18 reference point

The PNG18 reference point resides between the PCF and the UE Policy Proxy.

The PNG18 reference point enables the PCF to provide UE Policy Proxy the UE related policy information as specified in Annex A.3.1.3.

* * * Next change* * * *
A.2.2.X
PNG19 reference point

The PNG19 reference point resides between the UE and the UE Policy Proxy.

The PNG19 reference point enables the UE Policy Proxy to provide UE the related policy information as specified in Annex A.3.1.3.

Protocol assumption:

-
For the UE with IP type PDU session, PNG19 interface is realized above IP level.

Editor's note: It is FFS how the UE with Ethernet type PDU session or unstructured type PDU session communicates with UE Policy Proxy.
* * * Next change* * * *
A.3.1
Overall description
The Policy framework architecture provides the functions for:

application and service data flow detection,

QoS and gating control,

Credit management,

Flow based charging,

Traffic Steering Control for steering traffic for the services on the DN side of the N6 reference point,

Provide a Front End to subscription information relevant for policy decisions in a User Data Repository,

Provide Network selection and Mobility Management related policies (e.g. RFSP index) to the Access and Mobility Management, 
UE Policy Provisioning.
Editor's note:
Further work is required to include the different aspects of the Policy framework architecture.

The PCF evaluates operator policies that are triggered by events received from the Application Function, the Session Management, Mobility Management and the Online Charging System as well as Changes in User Profile.

For policy control, the AF interacts with the PCF and the PCF interacts with the PCEF as instructed by the AF as specified in TS 23.203 [4].

Editor's note:
Further work would be required to cover details of these aspects.

NOTE 1:
Credit management and reporting are defined in SA WG5 specification.
NOTE 2:
The policy control framework for phase 1 does not preclude potential extensions in phase 2 for policy control in multiple administrative areas.

* * * Next change* * * *
A.3.1.3
UE Policy Provisioning

The PCF shall be able to provide policy information to UE via the UE Policy Proxy. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses.

Editor's note:
It is FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.

2)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine when a new PDU session should be requested with a new SSC mode. Further details of this policy are specified in clause TBD.

3)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine when a new PDU session should be requested with a new SM-NSSAI. Further details of this policy are specified in clause TBD.
* * * End of changes* * * *
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