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Abstract of the contribution: This contribution analyses the PCF related procedures and derives the services to be supported by Policy Control Function.
1. Discussion

There are the following procedures in which the PCF is involved.
1) PDU-CAN Session Establishment Procedure
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Figure 1 PDU-CAN Session Establishment Procedure
Figure 1 refers to figure 7.2-1: IP‑CAN Session Establishment in TS 23.203.
1. The SMF (PCEF) receives a request for PDU Session establishment.
2. The PCEF determines that the PCC authorization is required, requests the authorization for the PDU session,  which includes session-level policy, such as AMBR for a PDU session, OCS/OFCS address, default charging method, default QoS parameters and pre-authorised polices.
3~4. The PCF interacts with the UDR to get the subscription information.

5. If the PCF determines that the policy decision depends on the status of the policy counters available at the OCS  and such reporting is not established for the subscriber, the PCRF sends an Initial Spending Limit Report Request.
6. The PCF makes the policy decision.
7. The PCF sends the policy for the PDU session to the PCEF.
8. The PCEF initiates Credit Request.
9. The OCS responses the request.
10. The PCEF responses the PDU session establishment.
In step 2 of above procedure, the PCEF gets policy of a PDU session from the PCF. So the PCF needs to support a service to provide session-level policy.
Observation 1: The PCF should be able to support a service by which the PCEF can get the policy for a PDU session in PDU-CAN Session establishment procedure.  
2) information information PDU-CAN Session Termination Procedure

For UE-initiated and PCEF-initiated procedure, it is the same to the PCF from the service analysis point of view. Therefore it does not differ for them in figure 2. 
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 Figure 2 PDU-CAN Session Termination Procedure

Figure 2 refers to Figure 7.3.1: IP‑CAN Session Termination and Figure 7.3.2: GW (PCEF) Initiated IP‑CAN Session Termination in TS 23.203, with some updates adapted to 5GS. 

1. The SMF (PCEF) indicates the PDU‑CAN Session termination and provides the relevant information to the PCF. This can be triggered by UE’s PDU session remove request or PCEF detection.
2. The PCF identifies the affected PCC rules.
3. The SMF (PCEF) removes all PCC Rules associated with the PDU‑CAN session.
4. The PCF notifies the AF that the transmission is lost.
5. The AF acknowledges the notification of the loss of transmission resources.
6. If this is the last PDU-CAN session for this subscriber requiring policy counter status reporting, the Final Spending Limit Report Request is sent.
7. The PCF removes the information related to the terminated PDU‑CAN Session (subscription information etc.), and acknowledges to the SMF (PCEF) that the PCF handling of the PDU‑CAN session has terminated. This interaction is the response to the SMF (PCEF) request in step 1.
8~9. The PCEF initiates the credit final report procedure.

In step 4 and step 5, the PCF needs to support subscription/notification service to notify the AF of the transmission resource status.
Observation 2: The PCF should be able to support a subscription/notification service by which the AF can get transmission resource status in PDU-CAN Session Termination procedure.
3) PDU-CAN Session Modification Procedure; SMF (PCEF) initiated
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Figure 3: PDU‑CAN Session Modification; SMF (PCEF) initiated

Figure 3 refers to Figure 7.4: IP‑CAN Session Modification; GW (PCEF) initiated in TS 23.203, with some updates adapted to 5GS.

1. Optionally, the AF provides/revokes service information to the PCF due to AF session signalling. The AF may subscribe at this point to notification of transmission resource level events related to the service information.

2. The PCF stores the service information and responds with the Acknowledgement to the AF.
3. The SMF (PCEF) may receive PDU‑CAN session signalling for PDU‑CAN Session modification.
4. The SMF (PCEF) makes a decision to trigger PDU‑CAN Session modification either caused by the previous step or based on an internal decision.
5. The SMF (PCEF) determines that the PCC interaction is required and sends an Indication of PDU‑CAN Session modification (Event Report, affected PCC rules) to the PCF. In the case where the UE initiates a resource modification request procedure, the PCEF includes the Packet Filter Information and the related operation information and QoS Information, if applicable.
6. The PCF correlates the request for PCC Rules with the PDU‑CAN session and service information available at the SMF (PCEF).
7. The PCF may need to report to the AF an event related to the transmission resources if the AF requested it at initial authorisation.

8. The AF acknowledges the event report and/or responds with the requested information.

9. If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Request procedures.

10. The PCF makes the authorization and policy decision.

11. The PCF sends an Acknowledge of PDU‑CAN Session modification.
12~13. The PCEF initiates Credit Request with the OCS.
14~15. The SMF (PCEF) acknowledges or rejects any PDU‑CAN Session signalling received in step 3.

16. The GW (PCEF) sends a Provision Ack (accept or reject of the PCC rule operation(s)) to inform the PCF about the outcome of the GW (PCEF) actions related to the decision(s) received in step 11.
In step 1 of above procedure, the AF needs to transfer service information to the PCF to use the applicable transmission resource or subscribe to notification of the transmission level event related to the service.
Observation 3: The PCF should be able to support a service to generate the related PCC rules for the specific service requested by the AF.
Observation 4: The PCF should be able to support a subscription/notification service by which the AF can get transmission resource status in PDU-CAN Session Modification procedure. (The service is the same as the service described in Observation 2).
In step 5, the PCEF requests the PCC rules for the new or updated packet filters in the case where the UE initiates a resource modification request procedure.

Observation 5: The PCF should be able to support a service to provide the policy for a SDF in PDU-CAN Session Modification procedure, SMF (PCEF) initiated. 
4) PDU-CAN Session Modification Procedure; PCF initiated
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Figure 4: PDU‑CAN Session Modification; PCF initiated
Figure 4 refers to Figure 7.5: IP‑CAN Session Modification; PCRF initiated in TS 23.203, with some updates adapted to 5GS.

1a~2a. Optionally, the AF provides/revokes service information to the PCF due to AF session signalling. The AF may subscribe at this point to notification of transmission level events related to the service information. 
1b.
Alternatively, optionally, the OCS provides a Spending Limit Report to the PCF.
3. If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Request procedures.

4. The PCF makes the authorization and policy decision.
5. The PCF sends the Policy and Charging Rules Provision (PCC Rules, Event Trigger, Event Report) to the PCEF.
6. The PCEF enforces the decision.
7~8. If online charging is applicable for the PCEF, the PCEF may initiate Credit Request.

9~10. The SMF (PCEF) may send a PDU‑CAN session modification request.

11. The PCEF sends Acknowledge Policy and Charging Rules Provisioning (accept or reject of the PCC rule operation(s)) to the PCF.
12. If the AF requested it, the PCF notifies the AF related transmission level events (e.g. transmission resources are established/released/lost).

13. The AF acknowledges the notification from the PCF.
In step 1a of above procedure, the AF needs to transfer service information to the PCF to use the applicable transmission resources or subscribe to notification of the transmission level event related to the service. The services needed in step 1a are the same as Observation 3 and Observation 4.

5) Update of the subscription information in the PCF
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Figure 5: Update of the subscription information in the PCF

Figure 5 refers to Figure-7.6: Procedure for update of the subscription information in the PCRF in TS 23.203.

1.
The UDR detects that the related subscription profile of a PDU‑CAN session or a UE has been changed.

2~3.The UDR notifies the PCRF on the changed profile.

4.
The PCF stores the updated profile.

5
If the updated subscriber profile requires the status of new policy counters available at the OCS then an Initial/Intermediate Spending Limit Report Request is sent from PCF.
6.
PCF makes an authorization and policy decision.

7.
If the policy refers to the PCC decision, the PCF provides all new PCC decisions to the PCEF, using the PCF initiated PDU‑CAN session modification procedure in figure 4.

8. If the policy refers to the access and mobility management, the PCF provides all new access and mobility management decisions to the AMF (AMPEF).

This procedure does not require PCF to support any services, where the PCF only consumes the services provided by other NFs. 
6) Update the UE information via N5 reference point

As excerpted from the agreements of Policy Framework KI in TR 23.799:

3.
The extensions to the PCC frame defined in TS 23.203 include:

a.
The NG Policy Function can obtain UE related information, e.g. UE mobility pattern, from 3rd application server via NEF or Rx interface.

b.
The NG Policy Function can adjust UE mobility restriction, and request the AMF (Access and Mobility management Function) to enforce the optimized UE mobility restriction.

The AF can modify the UE related information via N5 reference point.
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Figure 6: Update the UE information by N5 reference point
1. The AF provides/revokes UE information (e.g. Mobility Restrictions related information) to the PCF.
2. The PCF acknowledges the request.

3. The PCF makes an authorization and policy decision.

4. If the policy refers to the access and mobility management, the PCF provides all new access and mobility management decisions to the AMF (AMPEF).
In step 1 of above procedure, the AF transfers UE information to the PCF.

Observation 6: The PCF should be able to support a service to generate the related access and mobility management rules for a UE requested by the AF.
It can be seen that the PCF needs to support the following three services:
1. From Observation 1 and Observation 5, the PCF needs to support a service to provide policy rules for a PDU session or a SDF, which can re-use the service “Get UE Policy” described in sub-clause 5.2.5.1 of TS 23.502.
2. From Observation 2 and Observation 4, the PCF needs to support a service to provide subscription/notification mechanism.
3. From Observation 3 and Observation 6, the PCF needs to support a service to generate the policy rules for a UE or a SDF.
4. Proposal

It is proposed to add the above two services supported by the PCF and related procedures to the TS 23.502.
* * * First Change* * * *
5.2.5
PCF Services
Editor's note:
The identified NF service(s) in this clause are to be evaluated. 

5.2.5.1
"Get UE Policy" service

Service description: Provide the requested type policy rule for one UE to the Requester

Input: The UE Permanent ID and the requested type policy container.

Output: The requested type policy rule of the UE.

Service procedure:
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Figure 5.2.5.1-1: Get UE Policy service
1.
The requester requests the PCF to supply operator policies for the UE. It sends the Get UE Policy Request (UE Permanent ID, requested type policy container) to the PCF. The Requested type policy container includes the request type, e.g. MM/SM, and the associated policy input parameter, e.g. the UE location and/or AN type UE accessed.

2.
The PCF provides requested NF type Policy rule for this UE to the requester.
5.2.5.x
“Event Report” service

Service description: Provides event subscription/notification to the requester.
Input: The list of event type and its object.

Output: The event information for the subscribed event type and event object.

Service procedure:
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Figure 5.2.5.x-1: Event Report Service
1. Optionally, the Requester sends Event Subscription (Event Type, Event Object) to the PCF. The Event Type indicates the type of the event, e.g. UE location. The Event Object may be a UE, a PDU session or a SDF.

2. The PCF sends Event Notification (Event Type, Event Object, Event Information) message to the PCF when it detects the subscribed events occurs. Event Information includes the latest information related to the Event Type for the Event Object.
5.2.5.y
“Generate UE Policy Rule” service

Service description: Generate the requested type policy rule for one UE to the Requester

Input: The UE Permanent ID and the requested type policy container.

Output: The requested type policy rule of the UE.

Service procedure:
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Figure 5.2.5.y-1: Generate UE Policy service
1.
The requester requests the PCF to generate policy rules for the UE. It sends the Generate UE Policy Request (UE Permanent ID, requested type policy container) to the PCF. The Requested type policy container includes the request type, e.g. MM/SM, and the associated policy input parameter, e.g. the UE mobility restrictions, QoS requirements of a SDF.

2. The PCF determines the policy rules and installs the policy rules to the related Function (e.g. SMF and/or the AMF), and sends Generate UE Policy Response to the Requester.
* * * End of Changes* * * *
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4 Notify loss of transmission.
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8. Access and Mobility Management Policy decision provisioning
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