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Abstract of the contribution: This contribution discusses the alternative solutions on provisioning of policy from the PCF to the UE and propose to conclude on a final solution.
1. Introduction

As described in the TS 23.501, the 5GC shall be able to provide Access network discovery & selection policy, SSCMSP and NSSP to the UE, see below:
A.3.1.3
UE Policy Provisioning

The 5G core network shall be able to provide policy information to UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses.

Editor's note:
It is FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.

2)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine when a new PDU session should be requested with a new SSC mode. Further details of this policy are specified in clause TBD.

3)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine when a new PDU session should be requested with a new SM-NSSAI. Further details of this policy are specified in clause TBD.
The contribution provides some solutions on provisioning of the SSCMSP and NSSP to the UE and make a suggestion on the final solution. Provisioning of access network discovery & selection policy is not addressed in this paper and can refer to another document S2-171141.
2. Discussion

5G architecture and reference points are shown in figure 1.
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Figure 1: Non-Roaming 5G Architecture in point to point reference point representation
According to Figure 1, there are three alternative solutions to provision the policies from the PCF to the UE:
Solution-1: As shown with the blue line, the PCF provides the policies to the UE by SM NAS message through the SMF.
Solution-2: As shown with the green line, the PCF provides the policies to the UE by MM NAS message through the AMF.

Solution-3: As shown with the yellow line, the PCF provides the policies to the UE through the user plane.
In the following, some analysis are provided when applying each solution for the different types of policy as listed in the introduction part.
1. Provisioning of NSSP

When taking Solution-1, an example of the signalling flow is shown in Figure 2.
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Figure 2 NSSP Provisioning procedure with Solution-1

1. The UE attaches to the network. It may attach to a specific network slice if the UE provides a NSSAI or to the default network slice if the UE doesn’t provide any NSSAI.
2~7.The UE initiates a PDU Session establishment procedure, and the PCF provides NSSP when the serving SMF requests policy from the PCF. Afterwards, the NSSP will be provided to the UE in the PDU Session Establishment Response.
8.
The UE selects the SM-NSSAI according to the NSSP and the requested application.
9.
The serving CCNF1 has to redirect the request to another serving CCNF2, by triggering an MM procedure.
10~14.The UE initiates a PDU Session establishment procedure with the new SM-NSSAI.
When taking Solution-2, an example of the signalling flow is shown in Figure 3.
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Figure 3 NSSP Provisioning procedure by Solution-2

1~4. The UE attaches to the network. When the AMF or the NSSF receives UE Attach Request, it can communicate with the PCF to get the NSSP and sends the NSSP to the UE.
5~11. Same as step 8~14 in Figure 2.
When taking Solution-3, an example of the signalling flow is shown in Figure 4.
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Figure 4 NSSP Provisioning procedure by Solution-3

Solution-3 is similar as Solution-1, the difference is that the NSSP is provided by the user plane in Solution-3, rather than being provided in step 4~6.
Alternatively, when using Solution-3, as discussed in S2-171141, a combined CP+UP solution may be applied, i.e. the PCF provides the NSSP policy to the UPF via N7 and N4 and then to the UE by user plane.
Observation 1: For Solution-1 and Solution-3 the policies to the UE can only be transported from the PCF during establishment of a PDU session. If the PDU session belongs to a dedicated network slice, it may not be appropriate for a dedicated network slice to transfer the UE level policies.
Observation 2: For Solution-1 and Solution-3, if it is not allowed to use a dedicated network slice to transport the UE level policies, a common or default network slice has to be available in order to transport the UE level policies.
Observation 3: For some kinds of network slices, there may not be UPFs available. In this case, Solution-3 does not work.
Observation 4: For Solution-2, the AMF is common for network slices and appropriate for UE level policies transportation. In addition, it is obvious that Solution-2 is more efficient than other two solutions.
Conclusion 1: It is proposed to take solution-2 for NSSP provisioning from the PCF to the UE.
2. Provisioning of SSCMP

When taking Solution-1, an example of the signalling flow is shown in Figure 5.
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Figure 5 SSCMP Provisioning by Solution-1

1. The UE Attaches to the network.
2. The UE sends a PDU Session Establishment Request, which may take the SSC mode. If the request does not take the SSC mode, the network determines the SSC mode. The AMF selects SMF1 for this PDU session.
3~4. The SMF1 interacts with the PCF to get the policy, which includes SSCMP.
5. SMF1 sends the PDU Session Establishment Response to the UE, which includes SSCMP.
6. The UE determines the SSC mode according to SSCMP and the requested application.
7. If the SSC mode is different from the current PDU session’s SSC mode, the UE initiates a new PDU session with the selected SSC mode.

When taking Solution-2, an example of the signalling flow is shown in Figure 6.
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Figure 6 SSCMP Provisioning by Solution-2

1. The UE sends Attach Request to the AMF.
2~3.The AMF interacts with the PCF to get policy, which includes SSCMP.

4. The AMF sends Attach Response to the UE, which includes SSCMP.

5. The UE selects the SSC mode according to the SSCMP and the requested application.

6. The UE initiates a PDU Session Establishment with the selected SSC mode.
When taking Solution-3, the signalling flow is shown in Figure 7.
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Figure 7 SSCMP Provisioning by Solution-3

Solution-3 is similar as Solution-1, the difference is that the SSCMP is provided by the user plane in Solution-3, rather than being provided in step 3~5.

Alternatively, when using Solution-3, as discussed in S2-171141, a combined CP+UP solution may be applied, i.e. the PCF provides the SSCMP policy to the UPF via N7 and N4 and then to the UE by user plane.
Observation 5: For Solution-1 and Solution-3, the UE has to establish a PDU session without indication of requested SSC mode to retrieve the SSCMP, which may result in PDU session re-establishment. For Solution-2, the UE gets the SSCMP before PDU session establishment procedure, which may avoid the first round of PDU session establishment procedure.
Conclusion 2: It is proposed to take solution-2 for SSCMP provisioning from the PCF to the UE.
3. Proposal

It is proposed to provide the following types of policy to the UE through the AMF via NAS signalling:
· Network slice selection policy (NSSP)
· SSC Mode Selection Policy (SSCMSP)
* * * First Change* * * *
A.3.1.3
UE Policy Provisioning

The 5G core network shall be able to provide policy information to UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses.

Editor's note:
It is FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.

2)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine when a new PDU session should be requested with a new SSC mode. Further details of this policy are specified in clause TBD.
3)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine when a new PDU session should be requested with a new SM-NSSAI. Further details of this policy are specified in clause TBD.
The SSCMSP and NSSP shall be able to be provided from the PCF to the UE via AMF and NAS signalling.
* * * End of Change* * * *
3GPP
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