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Abstract of the contribution: This contribution provides updates to TS 23.501, Clause 5.6.7 on “Application influence on traffic routing”. 
1. Discussion
This contribution provides updates to TS 23.501, Clause 5.6.7 on “Application influence on traffic routing”. 
1.
Information on the UE whose traffic is to be routed

The information to identify UE can be either fixed identitifiers or dynamic identifiers
- 
Fixed identifiers
 
SUPI, PEI described in Clause 5.9 of TS 23.501: Since the edge computing applications may be located in untrusted domains, these identifiers should not be disclosed to 3rd party edge computing applications.

 
MSISDN: Can be used for 3rd party edge computing 

 
External Identifier: Can be assigned either by operators or by edge computing application

- 
Dynamical identifiers
Temporary identifier: Assigned during UE mobility registration procedure

IP address: assigned during session establishment procedure

The above two identifiers can be used to identified the UE having active PDU sessions. However, these identifiers may be changed due to UE mobility or UPF reselection. Additionally, it the PDU session is non-IP type, the IP address is inapplicable. Thus these dynamic identifiers may be not suitable for edge computing applications.
Proposal 1: Either External Identifer or MSISDN is used to identify the UE whose traffic is to be routed.

2
Identifiers for Group of UEs

In some scenarios, the traffic routing updates may be applied to a group of UEs. If there are a large number of UEs and the UE identifiers are included in the message sent from edge computing application to the CN, this message would be large. Some alternative methods should be proposed. Some possible methods are given below.
- 
Geographical areas: the coverage of PLMN can be divided into zones, each zone has an zone identifier (ZID).  The operator can inform the edge computing application about the mapping between geographical location and ZID. There is no need to standardize the ZID. 

-
IP prefix: It is possible that the group of UEs for a given application may be assigned a range of IP addresses. The IP range may be reserved to indicate the group of UEs. However, this solution is inapplicable to non-IP traffic type.
-
DNN: Each edge computing application may have a unique name recognized by CN. The DNN can indicate the UE who can access the DNN.

-
Application Identifier (AID): If a DN provides multiple applications, each application may have an Application Identifier. The Application Identifier can be represented by the port of application server for IP traffic.

-
Combinations of any above attributes can be used to identify group of UEs.

Proposal 2: A combination of DNN, AID and ZID can be used to identify a group of UEs.
3.
Information on where to route the traffic: This can be either DNN of local data network and/or IP address of the application server.

Proposal 3: Either DNN of local data network or IP address of the application server can be used to indicate the routing destination.

4. 
Potential locations of the application to where the traffic routing should apply: The potential locations of the application can be either DNNs of local data networks hosting application server. 

Alternatively, the IP addresses of application server can be used. The network management can configure the CP about the capabilities of transportation link between the UPF(s) and application servers. There is a separate contribution to clarify this issue.

Proposal 4: Either the DNNs of local data networks or IP addresses of application servers can be used to indicate potential locations of application for traffic routing.

5.
Information to identify the traffic to be routed

Once the UE has been identified, additional information can be used to identify the traffic to be routed.

-
DN provides 1 application: If the DN provides only one application, the DNN can be used to identify a PDU session.
-
DN provides multiple applications: Each application should have an Application Identifier (AID). For IP traffic, the AID can be the port number of application server.
Proposal 5: The DNN can be used to identify PDU sessions if the DN provides one edge computing application. If the DN provides multiple application, each the DNN and AID are used to identify PDU sessions.
6. Clarify the one Editor’s Note: “Editor’s Note:
The normative phase will determine how the application function request is routed to SMF e.g. whether the SMF receives it from the NEF or the PCF.”

a. 
In EPC, the Rx Interface between PCRF and Application Function is used to support 3rd party applications: 

-
Examples: IMS and public safety Application Functions, SCEF
-

Security: Those applications are considered located in 3GPP trusted domain. There are no major security issues.

-
The information received over Rx interface is intended for PCRF. It means the PCRF processes the received information to make policy decision.

b.
Edge computing applications in 5G CN

-
Security: Edge computing application control function may be located in non-trusted domains. Thus the request from application control function must be authenticated and authorized. The current agreed functionalities of NEF include authentication/authorization functionalities, but not PCF. 

- 
For edge computing applications, the information from application control function may be intended for SMF for possible re-selection of UPF; the PCF does not process this information. Hence application control function should not send its request to PCF. 
Proposal 6: The NEF is used as the interface between application control function and CN CP functions.

2. Proposal
It is proposed to make the following changes to the TS 23.501.
* * * Begin of Changes * * * 
5.6.7
Application influence on traffic routing

Editor’s Note:
Roaming case is FFS.

An application function may send requests via NEF to influence SMF routeing decisions for traffic of PDU session.  This may influence UPF selection and allow routeing user traffic to a local access to a Data Network
Editor’s Note:
It is FFS whether the application function corresponds to the AF defined in clause 4.2 
Such requests may contain at least:

-
Information to identify the traffic to be routed. The DNN can be used to identify PDU sessions if the DN provides one edge computing application. If the DN provides multiple application, the DNN and AID (Application Identifier) are used to identify PDU sessions.
Editor’s Note: It is FFS whether the port number of application server can be used as AID.
-
Information on where to route the traffic. Either DNN of local data network or IP address of the application server can be used to indicate the routing destination.
-
Potential locations of the application to where the traffic routing should apply. Either the DNNs of local data networks or IP addresses of application servers can be used to indicate potential locations of application for traffic routing.

-
Information on the UE(s) whose traffic is to be routed. Either External Identifer or MSISDN is used to identify individual UEs. The DNN, AID (Application Identifier) and ZID (Zone Identifier) or a combination of any of them can be used to identify a group of UEs

-
Information on when (time indication) the traffic routing is to apply.
The application function issuing such requests is assumed to belong to the PLMN serving the UE. The application function may issue requests on behalf of other applications not owned by the PLMN serving the UE.
SMF may, based on local policies, take this information into account to:

-
(re)select UPF(s) for PDU sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in sub-clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the application function of the (re)selection of the UP path.


An application function may request to get notified about the Location Information of UE(s).

Editor’s Note:
The nature of the Location Information exchanged with the application environment will be determined during the normative phase.


* * * End of Changes * * * 
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