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Abstract of the contribution: During the last SA2#118bis meeting, there were confusion in term of the network functions discovery and selection operation within the 5GC with respect to network slicing feature, and how these features are related to the Network Function Service framework.  Furthermore, how are these operations related to the network sharing have not been explored.  The intent of this PCR is to examine fundamental aspects of these features and identify the relationships among them.  This PCR also proposes clarifications to the TS 23.501 to capture those fundamental aspects.
Background
During the last SA2#118bis meeting, there were confusion in term of the network functions discovery and selection operation within the 5GC with respect to network slicing feature, and how these features are related to the Network Function Service framework.  Furthermore, how are these operations related to the network sharing have not been explored.  The intent of this PCR is to examine fundamental aspects of these features and identify the relationships among them.  This PCR also proposes clarifications to the TS 23.501 to capture those fundamental aspects.
Discussions & Observations
Discussion#1: Relationship between Network Slice Instance and Network Function

During the study phase, we have common agreements on the relationship between the Network Slice Instance and the Network Function which was captured in clause 3.1 of the common part of TR 23.799v14.0. 

	Network Slice Template (NST): is a logical representation of the Network Function(s) and corresponding resource requirements necessary to provide the required telecommunication services and network capabilities.

Network Slice Instance (NSI): is an instance created from a Network Slice Template (NST).
Network Slice: is a concept describing a system behaviour which is implemented via Network Slice Instance(s).


Observation#1.1: When network slicing is supported, the NSI needs to be selected first before the corresponding core part of the NF(s) are discovered and selected. 

Observation#1.2: When network slicing is not supported, the NGC can be operated as a default slice and the NF(s) discovery and selection are proceeded within the default slice. Such approach simplifies network design to support network operation with or without network slicing. 
Discussion#2: The scope of network functions in case of network slicing  
In general, there are two classes of network functions when network slicing is supported in the NGC – Common Control Part and Slice Specific Part.  

For the network functions in the Slice Specific Part, they are intended to be dedicated to a particular NSI and not to be shared with other NSI.  Therefore, the network function discovery and selection (via the support of NRF) as well as network function exposure (via the support of NEF) for this set of Slice Specific network functions should be limited to and specific to their respective slice. In addition, it is possible that a particular NSI is to serve 3rd party which may have their own slice-specific policy control (e.g. QoS mapping and enforcement via the support of slice-specific PCF) to the UEs which accessing the NSI.    
Observation#2.1: it should be possible to discover, select and expose the network functions within the slice-specific part only to its own slice but not to other slice.  Furthermore, it should be possible for the 3rd party to apply their own slice-specific policy to control the UE accessing the 3rd party subscribed NSI. 
Discussion#3: The considerations of network sharing support with or without network slicing  

Today EPS supports two types of network sharing architecture (see Figure-1 below)
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Figure-1: 3GPP architectures for network sharing (a) MOCN and (b) GWCN
5GS should continue to support the two network sharing architecture models.  For the case of MOCN model, the deployment of 5GC is comparable to the deployment of EPC in the sense that MNOs would have their own virtual 5GC (e.g. their dedicated pool of AMFs, SMFs, UPFs etc.) and they can further organize their virtual 5GC to support network slicing.     
For the case of GWCN model, the pools of core part network functions except for AMF would be dedicated to the MNOs and also can be further organized for network slicing.  As for how exactly the pools of AMFs would be shared among AMO to support network slicing needs further considerations.   

The intent of this PCR is not to discuss the details on how network sharing is designed in 5GS.  Instead, the intent of this PCR is to highlight the obvious requirement for the NSI selection and the NF discovery/selection to be MNO aware, so that 5GC can enable MNOs to apply the MNO’s specific policies on their respective NSIs and NFs with or without network slicing support.
Observation#3.1: In case of network sharing, the NSI selection and the NF discovery/selection should be MNO aware to ensure network functions and resources isolation among MNOs.   

Observation#3.2: The 5GC shall support MNOs to apply their specific policies on their respective NSIs and NFs.  
Conclusions and Proposals
Based on the observations discussed above, here is the summary on overall perspectives:

(1) In case of network sharing, the MNO can leverage network slicing feature to further organize its virtual 5GC network functions to support variety of network services.  Therefore, the NSI selection and the NF discovery/selection should be MNO aware to ensure network functions and resources isolation among MNOs with or without network slicing support.  Furthermore, 5GC shall support MNOs to apply their specific policies on their respective NSIs and NFs. 

(2) When network slicing is supported, the NSI needs to be selected first before the corresponding core part of the NF(s) are discovered and selected.

(3) When network slicing is not supported, the NGC can be operated as a default slice and the NF(s) discovery and selection are proceeded within the default slice. Such approach simplifies network design to support network operation with or without network slicing.
(4) It should be possible to isolate the network functions of the slice-specific part from network functions of the other NSI for discovery, selection and exposure. Furthermore, it should be possible for the 3rd party to apply their own slice-specific policy to control the UE accessing the 3rd party subscribed NSI. 
Once the context of the network function is identified for particular MNO and for particular slice (in case of no network slicing, it implies default slice), the network function services (e.g. NF discovery, registration) as described in clause 7 can then proceed. 
This PCR proposes the following clarifications to the existing clauses in TS 23.501v2.0 to capture the important aspects that were described above. 
* * * Start of Change#1 * * * *
6.2.4
PCF

The Policy function (PCF) includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to control plane function(s) to enforce them.
· Supports network slice specific policy control in case of network slicing 
NOTE:
The Policy control function (PCF) is assumed to retrieve subscription information from a subscription repository (UDM). In case of network slicing that is to serve the 3rd party, ability to support for 3rd party specific policy is required.
6.2.5
NEF

The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions e.g 3rd party, internal exposure/re-exposure.

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and used for other purposes such as analytics. 
· In case of network slicing, it should be possible to expose the network functions of the slice-specific part only to its own slice. 
Editor's note:
Bullet above needs to be reflected in the figure.

6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.
· In case of network slicing, it should be possible to discover and to select the network functions only from its own slice. 
NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.

Editor's note:
Whether NRF is used only for NF instance discovery or both NF discovery and selection is FFS.

Editor's note:
Whether Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs.
* * * Start of Change#2 * * * *
6.3.1
General
The NF discovery enables one NF discover a specific target NF.  In case of network slicing, it should be possible to discover the network functions only from its own slice. In case of network sharing, both the slice selection and NF discovery/selection should be MNO aware. 
The NF repository function (NRF) is the logical function that is used to supports the functionality of NF discovery.

In order to access to a requested type NF and no associated NF(s) stored on the requester NF, the requester NF initiates the NF discovery by providing the type of the NF (e.g. SMF, PCF) and other service parameters to discover the target NF. The detail service parameter(s) used for specific NF discovery refer to the related NF discovery and selection clause.
The NRF provides the IP address or the FQDN of NF instance(s) to the requester NF for target NF instance selection. Based on that information, the requester NF can select one NF instance.
Editor’s note: In case of network sharing, how to discover of the appropriate NRF for the corresponding MNO and the IP addressing requirements to differentiate the NF instances among slices need further clarifications.
* * * End of Changes * * * *
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