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Proposal
Add the following to the TS 23.502.

* * * * Start of 1st Change * * * * (All New Text)

[bookmark: _Toc473190663]4.12.X	Handover from 3GPP access to untrusted non-3GPP access
This clause specifies how a UE can handover a PDU session from 3GPP access to untrusted non-3GPP access. It is based on the PDU session establishment procedure for non-3GPP access as specified in clause 4.12.4.


Figure 4.12.X-1: Handover from 3GPP access to untrusted non-3GPP access
1.	If the UE is not registered vis untrusted non-3GPP access, the UE shall initiate registration procedure as defined in clause 4.12.2.
2.	The UE sends a PDU Session Establishment Request (PDU Session ID, Handover Indication) message to the AMF as specified in step 1a of clause 4.12.4. In the PDU Session Establishment Request, the PDU Session ID of a PDU Session the UE wants to handover is included. The AMF forwards the received NAS SM message to the SMF with the access network information, e.g. untrusted non-3GPP access. If the UE has multiple PDU sessions to handover from 3GPP access, the UE may send multiple PDU Session Establishment Request messages in parallel.
Editor's note: It is FFS whether Handover Indication is required.
Editor's note: It is FFS whether the slice change can be occurred during the handover procedure.
Editor's note: It is FFS whether the network supports handover of a PDU session with SSC mode 2/3.
3.	The SMF shall update the access network information of the PDU context to untrusted non-3GPP access. If CN Tunnel Info is allocated by the UPF, the SMF sends an N4 Session Modification Request (N4 Session ID) message to get CN Tunnel Info. The UPF provides CN Tunnel Info for the PDU session. 
[bookmark: _GoBack]4.	The SMF may perform PDU-CAN Session Modification to inform the PCF of access network information of the PDU session.
5.	This step is the same as step 9 in clause 4.3.2.2.1.
6.	The steps 2b-6 specified in clause 4.12.4 are executed.
7.	The steps 13-15 specified in clause 4.3.2.2.1 are executed.
8.	The SMF sends N11 Message (N2 SM information (PDU Session ID), access network information) to the AMF in order to release the PDU session over 3GPP access. The access network information is e.g. 3GPP access.
Editor's note: It is FFS whether SM-NAS message e.g. PDU Session Release Command is sent to the UE.
9.	The PDU Session Release procedure steps from X to Y defined in clause 4.3.4.X
Editor's note: The exact reference to steps of 3GPP Release procedure in clause 4.3.4 will be defined when 3GPP procedure will be available.
10.	The AMF acknowledges N11 Message by sending N11 Message Ack message to the SMF.
Editor's note: The names of N11 message are FFS.


* * * * End of Changes * * * *
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