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This paper proposes a stickiness solution and the update to the related text in TS 23.501.
1. Introduction
In TR 23.799, it was agreed that the 5G network should support the mechanisms to avoid issues caused by at least N2 stickiness. It had the following agreements in section 8.14: 

8.14 Agreements on Key Issue #19: Architectural impacts when using virtual environments

The architecture should support mechanisms to avoid issues caused by the persistence ("stickiness") of UE-specific associations on at least N2.

NOTE 1:
Solutions should be developed during normative phase.

NOTE 2:
Other reference points may be considered.
In the conference call after SA2#118bis on N2 stickiness, there was no solution principle agreed. Individual solutions should be progressed for now instead. In addition, there was no agreement on whether there should be interaction with the UE related to a change of the AMF.
In this paper, we propose a solution to solve the above issues.
2. Discussion: 
When the old AMF can’t serve the UE any more, the RAN needs to reselect another AMF for the UE no matter whether the UE is in CM-CONNECTED state or CM-IDLE state. The signaling for the change of AMF should be minimized. In addition, there should be no or minimal interaction with the UE related to the change of the AMF.

In order to realize the purpose, we have the following proposals:
Proposal 1: Data Storage is introduced to maintain the UE’s context. The new AMF could retrieve the UE’s context from the Data Storage.
The following deployment architecture including the Data Storage is proposed. 
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Figure1. The control plane deployment architecture
In this architecture, several control plane NFs (e.g. AMF, or SMF etc.) could share the same Data Storage based on their location or topology. The location information of the Data storage is configured in the connected NFs. NFs belonging to the same Data Storage can store, retrieve and share the UE’s context with each other. 
In this case, if the AMF can’t serve the UE any more, it could store the UE’s context in its Data Storage without the extra signaling with the UE. Other AMF could fetch the UE’s context from the DS if it is reselected by the RAN or the SMF.

Proposal 2: The Temporary ID needs to be allocated by the AMF for the UE.
The UE’s temporary ID identifies Data Storage function where the UE’s context exists. The selected AMF can fetch the UE’s context from the Data Storage function based on the UE’s temporary ID.
Proposal 3: This solution is also applicable to the non-3GPP access.

3. Text Proposal
It is proposed to add the following text to the TS 23.501.
**************************************Start of 1st change*****************************************
6.2.2
SMF

The Session Management function (SMF) includes the following functionality. Some or all of the SMF functions may be supported in a single instance of a SMF:

-
Session Management e.g. Session establishment, modify and release, including tunnel maintain between UPF and AN node.

-
UE IP address allocation & management (incl. optional Authorization).

-
Selection and control of UP function.

-
Configures traffic steering at UPF to route traffic to proper destination.

-
Termination of interfaces towards Policy control functions.

-
Control part of policy enforcement and QoS.

-
Lawful intercept (for SM events and interface to LI System).

-
Termination of SM parts of NAS messages.

-
Downlink Data Notification.

-
Initiator of AN specific SM information, sent via AMF over N2 to AN.

-
Determine SSC mode of a session (for IP type PDU session)
-
Roaming functionality:

-
Handle local enforcement to apply QoS SLAs (VPLMN).

-
Charging data collection and charging interface (VPLMN).

-
Lawful intercept (in VPLMN for SM events and interface to LI System).

-
Support for interaction with external DN for transport of signalling for PDU session authorization/authentication by external DN.
   -  Reselection of AMF for the UE’s down link data due to certain cause value for N11 connection release. 
NOTE:
Not all of the functions are required to be supported in a instance of a network slice.

Editor's note:
when there is an update to security architecture defined by SA WG3, security functionality mapping to the overall architecture will be updated.
**************************************** Next change***************************************
6.3.X
AMF selection function
6.3.X.Y AMF reselection function
If the AMF decides to stop serving the UE, it should store the UE’s context to its Data Storage. The AMF generates the UE’s temporary ID which includes the Data Storage information. The AMF then releases the established N2 connection with (R)AN, and established N11 connection with SMF. In this case, the established N3 and N4 connections remain. 
The AMF reselection function is supported by the (R)AN for the subsequent MO transaction or the SMF for the subsequent MT transaction.
The (R)AN or the SMF shall reselect a new AMF for the UE based on the factors listed in the above section. The new AMF shall retrieve the UE’s context from the Data Storage function based on the UE’s temporary ID.
Editor's note:
Further detailing of the UE’s Temporary ID is FFS.

****************************************End of change*******************************************
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