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1 Discussion
This document addresses the very frequent case where, an UE reach the 5G Core via both 3GPP and Non 3GPP access both served by the same  serving PLMN and hence the UE  is served by a single AMF.

N3GPP (Non 3GPP) access to EPC relied on a model where the loss of the IKE/IPsec link with the UE leads to the “DETACH” of the UE inducing the release of the corresponding PDN connection. 
In 5GC when the RRC connection is released (due e.g. to the loss of the radio contact with the UE or due to the absence of UE activity) the assumption is that the N2  release procedure is started but that the PDU sessions supported by the released N2 interface are not released but “preserved”. The loss of IKE/IPsec with the UE may be considered as functionally equivalent to the loss of RRC and should lead to the same result.
Proposal 1: In order to support access independent 5GC procedures, the loss of the IKE/IPsec link between the N3IWF and  the UE and more generally the release of the N2 connection with a N3IWF for an UE should not lead to the release of the corresponding PDU sessions of this UE.
This brings system efficiency: when the UE loses  temporarily the WLAN connectivity and then gets back to WLAN, there is no need  to tear down and then re-establish the PDU session / IP connectivity for the UE or to require the UE to move  the PDU session to 3GPP and then back to Non 3GPP accss.
A re-ATTACH over 3GPP access or a TAU supports the UE providing a  “NAS key set identifier” (received at a previous authentication). This makes it possible to avoid a “costly” UE re-authentication. In EPC, each access to an ePDG corresponds to a separate ATTACH (there is no relationship with an ATTACH over 3GPP access, i.e. it is not possible to reuse a Key Set
 output of an ATTACH over 3GPP). Thus each access to an ePDG requires an authentication phase (possibly reduced a bit using Fast Re-authentication) that involves the AAA Server (would be the AUSF in 5G Core). As the connectivity to 5G Core over Non 3GPP may be patchy, this may lead to lots of authentication procedurs.
In 5GC when the UE is accessing to the same 5G Core (of the same PLMN, e.g. of the HPLMN) over both 3GPP and Non 3GPP accesses a single AMF is used to serve the UE. Thus the reuse a Key Set output of a previous authentication would make the 5GC procedures more efficient. 

Proposal 2: over Non 3GPP access, it shall be possible to reuse a Key Set output of a previous authentication phase via the same AMF, regardless of whether this authentication has been carried out over 3GPP or over non 3GPP access.
This will bring system efficiency, dramatically reducing the number of authentication attempts. Security is not compromised as algorithms limiting the number of NAS signalling secured by a Key set may run as don today.
Analyzing further, the proposal 1 basically means that in case N2 is lost for a non 3GPP access, this access is put in CM-IDLE state. This does not preclude the UE to still be served via a N2 interface over 3GPP access thus to be in CM-CONNECTED for that access.
Even though the same AMF serves the UE over both 3GPP and Non 3GPP accesses, there are situations where 

· There is one N2 interface serving the UE over one access (3GPP XOR Non 3GPP)

· There are two N2 interface serving the UE (over 3GPP AND Non 3GPP)

Proposal 3: the AMF may manage two CM states for an UE: a CM state for 3GPP access and a CM state for Non 3GPP access. A maximum of one N2 interface can serve the UE for 3GPP access and a maximum of one N2 interface can serve the UE for Non 3GPP access
Analyzing further, the proposal 2 basically means that even though the UE is served by two N2 interfaces there is a unique RM state for the UE

Proposal 4: For an AMF (i.e. for a given serving PLMN) there is one RM state for an UE even though the UE may be consecutively or simultaneously served by a 3GPP access and a Non 3GPP access (N3IWF) of this PLMN.
Even though there is a unique RM state for the UE, the registration areas over 3GPP and Non 3GPP are different. Furthermore, over Untrusted Non 3GPP access the network is not really aware of where the UE is (the only information that the network may have is the outer IP address of the UE)

Proposal 5: 
a) an AMF may associate the RM-REGISTERED state for an UE with 2 registration areas: one for 3GPP access and one for non 3GPP access. 
b) The registration area for 3GPP access corresponds to a TA list (as already documented in TS 23.501). 
c) The registration area for Non 3GPP access corresponds to a unique reserved TA value (i.e. dedicated to non 3GPP access).
d) The TA list provided to the UE  over 3GPP access does not refer to the reserved TAI
There is no paging procedure over Un-trusted Non 3GPP access. Thus over Non 3GPP access the transition from CM-IDLE to CM-CONNECTED takes place only under UE initiative.

Proposal 6: An UE is considered to be working in MO-Only mode when over Non 3GPP access. This does not prevent an UE that is being paged over 3GPP access to answer to the paging over non 3GPP (getting CM-CONNECTED over Non 3GPP by setting up an NWu association with the network)
Proposal 7: When AMF releases N2 then IKE should released. The UE remains RM-REGISTRED but becomes CM-IDLE.
When an UE is registered over a 3GPP (or a non-3GPP access), the UE is in RM-REGISTERED state and the AMF holds a context for the UE associated to a UE Temporary Identifier. Upon performing a Registration procedure over the non-3GPP access (or the 3GPP access respectively), the UE provides the UE temporary identifier it has received at the first successful registration. This enables the AN to select THE AMF that holds the UE context created at the first registration procedure, and enables the AMF to correlate the registration request to the existing UE context
Proposal 8: The AMF assigns a single Temporary Identifier to the UE. The Temporary Identifier is  assigned upon the first successful registration of the UE, and is valid over any of both 3GPP and Non 3GPP access for the UE

Combining with Tdoc 0795 that proposes to use Service Request to put the UP of PDU sessions in active state ,  following scenario may be envisaged:

1)  The UE establishes N PDU sessions.
2)  The UE loses N3GPP (e.g. WLAN) access ; IKE and N2 are released leading to the UE being CM-IDLE (on this access). The N PDU sessions are preserved but their UP connection is at the Inactive state

3) The UE recovers an access  (WLAN or 3GPP); The UE initiates a SR procedure:  with one UE request (SR with the UP activation bit set for each of the N PDU sessions) , the N PDU sessions are put in a state where their UP is reactivated. The can exchange traffic over its N PDU sessions.
2
Proposal

It is proposed to 
A. Endorse the  Proposals above

B. modify TS 23.501 as follows… 

* * * * Next Change * * * *(update existing text in 23.501)
5.3
Registration and Connection Management

5.3.1
General

The Registration Management is used to setup and release a signalling relation between the UE and the network, and establish the user context in the network. The Connection Management is used to establish and release the signalling connection between the UE and the AMF to provide signalling connectivity.

5.3.2
Registration Management

5.3.2.1
General

A UE/user needs to register with the network to receive services that requires registration. To register to the selected PLMN, the UE shall initiate initial Registration procedure as described in clause 4.1.1 of TS 23.502 [3]. Also the UE shall initiate a periodic Registration procedure upon the expiry of the periodic Registration timer in order to maintain reachability. Also for 3GPP access, the UE may initiate a Registration procedure upon mobility (e.g. enters new TA) with the network to track the UE location and for reachability.
The registration management procedures are applicable over both 3GPP access and non 3GPP access

For an AMF (i.e. for a given serving PLMN) there is one single RM state for an UE even though the UE may be consecutively or simultaneously served by a 3GPP access and a Non 3GPP access (i.e. via a N3IWF) of this PLMN.

· Even though an AMF handles an unique registration state that applies to both 3GPP and non 3GPP access, an AMF associates the RM-REGISTERED state for an UE with different registration areas per access type: one registration area for 3GPP access and another registration areas for non 3GPP access. 

· The registration area for 3GPP access corresponds to a TA list. 

· The registration area for Non 3GPP access corresponds to a unique reserved TA value (i.e. dedicated to non 3GPP access). There is thus an unique Tracking Area for the non 3GPP access to 5GC.
· The TA list provided to the UE  over 3GPP access does not refer to the reserved TAI
5.3.2.2
5GS Registration Management states

The Registration Management (RM) states describe the Registration Management states that result from the Registration management procedures e.g. Registration procedures.

Two RM states are described in this document:

-
RM-DEREGISTERED.

-
RM-REGISTERED.


Transition from RM-REGISTERED to RM-DEREGISTERED can occur regardless of the CM state. However, as the transition from RM-DEREGISTERED to RM-REGISTERED takes place via Registration procedure, the UE has to enter the CM-CONNECTED state.
5.3.2.2.1
Definition of main 5GS Registration Management states

5.3.2.2.1.1
RM-DEREGISTERED

In the RM‑DEREGISTERED state, the UE is not registered to 5GS. The UE context in AMF holds no valid location or routing information for the UE so the UE is not reachable by an AMF. However some UE context may still be stored in the UE and AMF, e.g. to avoid running an authentication procedure during every Registration procedure.

In the RM-DEREGISTERED state if the UE wants to receive service that requires registration, the UE shall:

-
attempt to register to allowed PLMN with Registration procedure.

5.3.2.2.1.2
RM-REGISTERED

The UE enters the RM-REGISTERED state by a successful registration with the Registration procedure. In the RM-REGISTERED state, the UE can receive services that require registration in the System.

In the RM-REGISTERED state, the UE shall:

-
perform Registration procedure if the current TA is not in the list of TAs that the UE has received from the network in order to maintain the registration and enable the AMF to page the UE;.
-
perform Registration procedure triggered by expiration of the periodic update timer to notify the 5GC that the UE is still reachable.

-
perform Deregistration procedure, when the UE needs to be no longer registered to PLMN. 

After performing the Deregistration procedure, the RM state changes to RM-DEREGISTERED in the UE and in the AMF. Upon receiving the Registration Reject messages the actions of the UE and AMF depend upon the 'cause value' in the reject message. After Registration Reject, then RM state in the UE and in the AMF is RM-DEREGISTERED.

The AMF may perform an implicit Deregistration any time after the Implicit Deregistration timer expires. The RM state is changed to RM-DEREGISTERED in the AMF after implicit Deregistration.

Editor's note:
The detailed condition of implicit Deregistration is FFS.
5.3.2.2.2
5GS Registration Management State transition
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Figure 5.3.2.2.2-1: RM state model in UE
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Figure 5.3.2.2.2-2: RM state model in AMF

Editor's note:
More transition case (e.g. Handover from/to EPS) will be added upon discussion result on Interworking.
5.3.2.3
Support of an UE registered over both 3GPP and Non 3GPP access
For an AMF (i.e. for a given serving PLMN) there is one RM state for an UE even though the UE may be consecutively or simultaneously served by a 3GPP access and a Non 3GPP access (N3IWF) of this PLMN.
The AMF assigns a single Temporary Identifier to the UE. The Temporary Identifier is  assigned upon the first successful registration of the UE, and is valid over any of both 3GPP and Non 3GPP access for the UE. It may be re-assigned over any of the 3GPP and Non 3GPP access.
The UE and the network handle an unique registration timer for both 3GPP and Non 3GPP access.
A Deregistration procedure sent over 3GPP (respectively Non 3GPP access) applies also for the Non 3PP access (respectively the 3GPP access)
Registration  Management over Non 3GPP access is further defined in clause 5.5.x
5.3.3
Connection Management

Editor's note:
Access independent aspects.

5.3.3.1
General

Connection management comprises the functions of establishing and releasing a signalling connection between a UE and the AMF.
Two CM states are described in this document:

-
CM-IDLE.
-
CM-CONNECTED
The 5GS Connection Management (CM) states describe the signalling connectivity between the UE and the AMF.

5.3.3.2
5GS Connection Management states
5.3.3.2.1
Definition of main 5GS Connection Management states
5.3.3.2.1.1
CM-IDLE
A UE is in 5G CM-IDLE state when no NAS signalling connection between UE and AMF exists. In CM-IDLE state, a UE can perform cell selection/reselection and PLMN selection.

There are no N2 and N3 connections for the UE in the CM-IDLE state.

A UE in the CM-IDLE state shall:

-
respond to paging by performing a service request procedure;

-
perform a service request procedure when the UE has uplink signalling or user data to be sent.

The UE and the AMF shall enter the CM-CONNECTED state when the NAS signalling connection is established between the UE and the AMF. Initial NAS messages that initiate a transition from CM-IDLE to CM-CONNECTED state are Registration Request, Service Request or De-Registration Request.
The UE and the AMF may adopt the power saving function (e.g. activating MO only mode) to optimize the power efficiency when the UE enters the CM-IDLE state.

5.3.3.2.1.2
CM-CONNECTED
A UE is in the CM-CONNECTED state when a signalling connection between the UE and the AMF exists. The signalling connection is made up of two parts: a connection over the access (e.g. a RRC connection over a 3GPP access) and a N2 connection.
Editor's note:
Whether a N2 connection for the UE in CM-CONNECTED state always exists or not depends on the conclusion on "stickiness" feature.
Editor's note:
Whether an RRC connection for the UE in CM-CONNECTED state always exists or not depends on the conclusion on "RAN level paging" feature.
The UE in CM-CONNECTED state performs a registration procedure when the TAI in the received system information is not in the list of TAs that the UE registered with the network.
The UE shall enter CM-IDLE state when the RRC connection has been released or broken. This release or failure is explicitly indicated by the 5G (R)AN to the UE or detected by the UE.

After a signalling procedure, the AMF may decide to release the signalling connection to the UE, after which the state at both the UE and the AMF is changed to CM-IDLE.
Editor's note:
The CM states for the UE that successfully registered via non-3GPP access is FFS.
5.3.3.2.2
5GS Connection Management state transition



[image: image4.emf]CM-IDLE

ANconnection released

ANconnection established

CM-CONNECTED


Figure 5.3.3.2.2-1: CM state transition in UE
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Figure 5.2.2.2.2-2: CM state transition in AMF
5.3.3.3
NAS signalling connection management
5.3.3.3.1
General

NAS signalling connection management includes the functions of establishing and releasing a NAS signalling connection.
5.3.3.3.2
NAS signalling connection establishment
NAS signalling connection establishment function is provided by the UE and the AMF to establish a NAS signalling connection for a UE in CM-IDLE state.
When the UE in CM-IDLE state needs to transmit an NAS message, the UE shall initiate a Service Request or a registration procedure to establish a signalling connection to the AMF as specified in TS 23.502 [3] clause 4.1.2 and TS 23.502 [3] clause 4.1.1.
Based on UE preferences, UE subscription, UE mobility pattern and network configuration, the AMF may keep the NAS signalling connection until the UE de-registers from the network.
5.3.3.3.3
NAS signalling connection Release
The procedure of releasing a NAS signalling connection is initiated by the 5G (R)AN node or the AMF.
The UE considers the NAS signalling connection is released if it detects the signalling connection over the access (e.g. RRC connection for a 3GPP access) is released. After the NAS signalling connection is released, the UE and the AMF enters CM-IDLE state.
5.3.3.4
Support of an UE connected over both 3GPP and Non 3GPP access
The AMF manages two CM states for an UE: a CM state for 3GPP access and a CM state for Non 3GPP access. A maximum of one N2 interface can serve the UE for 3GPP access and a maximum of one N2 interface can serve the UE for Non 3GPP access. An U may be in any combination of the CM states between 3GPP and Non 3GPP access, e.g. an UE may be CM-IDLE for one access and CM-CONNECTED for the other access, CM-IDLE for both accesses or CM-CONNECTED for both accesses.
Connection Management over Non 3GPP access is further defined in clause 5.5.y
* * * * Next Change * * * * 
4.2.7.3.2
AMF

In addition to the functionalities of the AMF described in clause 4.2, the AMF includes the following functionality to support non-3GPP access networks:

-
Support of N2 interface with N3IWF. Over this interface, some information (e.g. 3GPP cell Identification) and procedures (e.g. Hand-Over related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.

Editor's note:
The definition which 3GPP information and procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.

-
Support of NAS signalling with a UE over N3IWF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
Editor's note:
The definition which NAS signalling procedures are not applicable to N3GPP-access and those N3GPP access specific information and procedure needs to be considered are FFS.
-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility and authentication/security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.
-
Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses 

-
Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.

* * * * Next Change * * * * 
5.5
Non-3GPP access specific aspects

Editor's note:
Non-3GPP access specific aspects e.g. involvement of NG-N3IWF function.
5.5.x
Registration Management
When the UE changes of point of attachment over non 3GPP access (e.g. change of WLAN AP), the UE does not need to issue a re-Registration procedure
5.5.y
Connection Management

In case of Untrusted access to 5G Core the release of the IKE connection between the UE and the N3IWK is interpreted 

· By the UE as a criteria to go to CM-IDLE state for the Non 3GPP access

· By the N3IWK as a criteria to release the N2 connection
In case of Untrusted access to 5G Core, when the AMF releases the N2 interface, the N3IWK shall release all the resources associated with the UE including the IKE connection with the UE.
An UE is considered to be working in MO-Only mode when over Non 3GPP access. This does not prevent an UE that is being paged over 3GPP access to answer to the paging over non 3GPP (getting CM-CONNECTED over Non 3GPP by setting up an NWu association with the network)
* * * * Next Change * * * *  (similar to QC paper)
5.6.2
Interaction between AMF and SMF
The AMF and SMF are separate Network Functions.

N1 related interaction is as follows:

-
A single N1 NAS connection is used for both Registration / Connection Management (RM/CM) and for SM-related messages and procedures for a UE. The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF.
-
When an UE is served by a single AMF while the UE is connected over multiple (3GPP/Non 3GPP) accesses, there is a N1 NAS connection per access. In that case the serving PLMN  ensures that for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) further SM NAS exchanges (e.g. SM NAS message responses) are transported over the same access.
-
When the AMF forwards SM signalling received from an UE over an access (3GPP/Non 3GPP), the AMF provides a handle identifying the related CM context (UE and access).  The SMF should provide back this handle when the SMF requires AMF to send corresponding SM signalling (e.g. SM NAS message responses) to the UE
-
AMF handles the Registration / Connection Management part of NAS signalling exchanged with the UE. SMF handles the Session management part of NAS signalling exchanged with the UE.

-
RM/CM NAS messages and SM NAS messages and the corresponding procedures are decoupled, so that the NAS routing capabilities inside AMF can easily know if one NAS message should be routed to a SMF, or locally processed in the AMF. It is possible to transmit an SM NAS message together with an RM/CM NAS message.

NOTE:
Whether this implies encapsulating the SM NAS message in an RM/CM NAS message or not is FFS and should be defined at stage 3.

-
AMF can decide whether to accept the RM/CM part of a NAS request without being aware of the possibly concatenated SM part of the same NAS signalling contents.

-
When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signaling related with this PDU session is handled by the same SMF instance.

-
The SMF indicates to AMF when a PDU session has been released.

-
Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE.
Editor’s Note: this text may have to be revisited when further progress has been made on the non stickyness topic
N2 related interaction is as follows:

-
N2 signalling related with UE is terminated in the AMF i.e. there is a unique N2 termination for a given UE regardless of the number of PDU sessions (possibly zero) of a UE.

-
Some N2 signalling (such as Handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF.

N3 related interaction is as follows:

-
In case of UE having multiple established PDU sessions using multiple UPFs, the SMF supports the independent activation of UE-CN user plane connection per PDU session.

N4 related interaction is as follows:

-
The SMF(s) supports the end-to-end control functions on PDU sessions (including any N4 interface to control the UPF(s)).

-
When it is made aware by the UPF that some DL data has arrived for a UE whose UP connection is not active  (and the UE is not known to be in a power saving state), the SMF interacts with the AMF in order to have the UP connection of the PDU session re-activated. This may trigger UE paging from the AN (depending on the type of AN).

Editor's note:
Precise details of the interaction for paging depend on the definition of paging mechanisms for the NextGen system. Intearction with power saving states is also FFS
* * * * end of Change * * * *
� Background information: The eKSI [Key Set Indicator] indicates the EPS security context which can be taken into use to establish the secure exchange of NAS messages at the next establishment of a NAS signalling connection without executing a new EPS authentication procedure (see subclause 4.4.2.3).To this purpose the initial NAS messages (ATTACH REQUEST, TRACKING AREA UPDATE REQUEST, DETACH REQUEST, SERVICE REQUEST and EXTENDED SERVICE REQUEST) and the SECURITY MODE COMMAND message contain an eKSI in the NAS key set identifier IE or the value part of eKSI in the KSI and sequence number IE indicating the current EPS security context used to integrity protect the NAS message.
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