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Abstract of the contribution: this paper analyses whether there is a need of different identification of the slices used by a UE in the RAN signalling than it is used in some NAS Signalling.
1. Discussion
At SA2#118bis a paper was submitted (S2-170139 [1]) in which the supporting companies discuss the opportunity to send to the UE in the Registration accept message a single value NSSAI pointing to an AMF that support all the slices the UE is subscribing to. This is the core of the proposal:

1) For a UE which is only accessing one Network Slice it is straightforward to include the NSSAI potentially including SST and SD in all messages which should include the full NSSAI (i.e. all the applicable SM-NSSAIs).
2) For a UE which is allowed to access multiple Network Slices the UE may include all SM-NSSAIs or a subset. The criteria when to include all or a subset of the SM-NSSAIs is FFS e.g. one proposal discussed is that the UE includes SM-NSSAIs dependent on the active applications. Another proposal discussed is that the UE may trigger a NAS MM message to indicate a change of SM-NSSAIs. 
3) In case the network assigns AMFs which are handling all the UE subscribed network slices, then there is no need to send all or a subset of the SM-NSSAIs as part of the MM messages. Instead, the network may provide a single value to be used as Accepted NSSAI in that PLMN. That Accepted NSSAI will be stored in the UE to be used in subsequent procedures. The accepted NSSAI value is determined by the network based on UE provided information, subscription and operator policies. RAN uses this single value NSSAI to route the MM request to the right AMF, and RAN will route the MM request to a default AMF if no NSSAI value is provided by the UE.
4) The UE may also store SM-NSSAIs as a collection of SST and optionally SD pairs. They will be used by the UE in addition to DNN when the Apps require data transmission to determine whether a new data connection is needed or an existing one can be reused. If available, the UE will include the applicable SM-NSSAI in the PDU session establishment request in addition to DNN.
5) The solution with a single value used as Accepted NSSAI in the PLMN also works if a UE/subscription only support one network slice, and/or compatbility with EPS (DECOR/eDECOR) is required. 
6) The solution with a single value sent as Accepted NSSAI can be used together with a list of SM-NSSAIs if multiple network slices for a UE is used, i.e. in such case the UE will use the single value in messages common to all network slices (e.g. MM) and SM-NSSAIs in messages dedicated to a network slice (e.g. SM).
7) Proposal x: A network/PLMN which assigns AMFs, to a UE, supporting all the UE subscribed network slices, may assign the UE a single NSSAI value, which is used to select such AMF. The UE will use that NSSAI single value in procedures common to more than one network slice e.g. Registration requests.
8) NOTE:	This does not preclude that AMF also assigns a list of SM-NSSAIs at the same time, which the UE will use for SM related messages (i.e. messages which are dedicated to one network slice) in case multiple network slices are used.
9) Proposal y: A UE that is assigned a single NSSAI value (to an AMF serving all the subscribed network slices) does not trigger any NAS MM messages to change SM-NSSAI(s) configuration.
The are some aspects we need to consider:
a. As per paragraph 1 here above, the solution allows for UEs that just sit on a single slice to use the S-NSSAI as SST+(optional)SD. This means the RAN needs to be configured for the RAN behaviour and the Routing aspects with rules based on SST+(Optional)SD in addition to rules based on the Single Value NSSAI discussed in the paper.
b. In paragraph 2, there is a statement that mislead the reader to believe it is uncertain what information to include in RRC connection establishment request or NAS messages. The rules should however are very clear: 
· in RRC we can only include the Accepted NSSAI or configured NSSAI or nothing, depending on configuration and registration state of the UE (see section 8.1 of TR 23.799) 
· The accepted NSSAI can change only within a registration procedure and the registration procedure itself must be executed with the last used accepted NSSAI in RRC layer and NAS layer can include a new proposed NSSAI that may differ for the currently stored accepted NSSAI.
· The SM message contains the S-NSSAI only

In short, paragraph two is just an attempt to imply we have uncertain behaviour but should not move us forward by any means.
c. Paragraph 3 is a proposal to assign a UE to an AMF that supports all the subscribed Slices. However, this could be possible only if these slices can share the AMF. Some slices are more optimally served by AMFs that support some smaller combinations of slice, also. So in short, the applicability of this case can be limited to operators that do not want to have optimised AMFs depending on what Slices the UE is using.
d. With the so far assumed approach where the NSSAI= list of S-NSSAI the routing rules in the RAN would be based on routes to a default type of AMF + potential alternate AMFs types that are optimal if the UE uses just a set of slices encompassed by certain set of slices these AMFs optimally support + maybe dedicated AMFs routes for certain SST or SST+ SD combinations where these required isolation of AMF. Per SD routes could also be provisioned when SD identifies a tenant in a PLMN so if NSSAI has a single SD value these routes can be used. 
e. Similar considerations apply also for the behaviour policies provisioned in the RAN for the RAN part of the slice, in fact RAN slice part policies would be based a default policy for all UEs + potential alternate policies types that are optimal if the UE uses certain SST or SD values. Per SD policies could also be provisioned when SD identifies a tenant in a PLMN and the UE only used S-NSSAIs with same SD field. 
f. With the proposal at hand in S2-170139 [1] the RAN has still to support most of the same rules in a), d),e) (to cater with UE’s that have not yet obtained a single value NSSAI or UEs that just use a single S-NSSAI or that require specific RAN behaviour in RRC layer so they need to indicate the full NSSAI in RRC) and on top of that we may have to provision in the RAN
· Rules to route the UE to right AMF based on values pointing to each AMF (see Proposal x highlighted text in paragraph 7)
· Rules to associate a RAN behaviour to EACH of these Single Value NSSAI value (and this can be a long list as this single value NSSAI is supposed to be an encoding of the possible slices combinations and this is equal to n! if n is the number of supported slices that can be subject to combination/used at the same time).
· It is also clear that when a new RAN behaviour associated to the single value NSSAI is needed, a new AMF route (not necessarily a new AMF but at least an existing AMF has to identify itself with this new value) has to be designated also as RAN configuration and CN configuration have to go hand in hand value per value.
g. [bookmark: _GoBack]Based on Proposal y in paragraph 9) the UE that receives the single value NSSAI for use in the RAN and MM signalling is supposed to not initiate a change of set of slices it may use. We perceive this is a limitation. In the event an operator did not want to change AMF supporting the UE even if the UE requests a slice change there is the option to not change AMF indeed from operator side by allocating the UE to a general-purpose AMF. However this would assume the operator finds not beneficial to reroute the UE to a more optimal AMF for the slices the UE declares it intends to use (which may be a small subset of those the UE subscribes to). Or, an operator may base the rerouting on observed behaviour and hysteresis if the concern is frequent change of AMF. Pinning a UE and registering it implicitly in ALL subscribed slices seems an extreme solution. Yet another approach could be to include in the Registration Accept message that provides the Accepted NSSAI to the UE a Flag indicating to the UE that its AMF is pinned and therefore there is no need for the UE to indicate change of Slices set as the operator policy for the UE is to not change AMF when the UE is using any slice in the accepted NSSAI, so virtually the UE is assumed to be always accepted on all slices indicated in the Accepted NSSAI. Still the UE may request to activate other slices not in the ACCEPTED NSSAI. The network may explicitly indicate this possibility. A UE may subscribe also to slices that need a dedicated AMF (like slices sharing a certain value of SD field or an isolated slice with certain SST+SD that requires a dedicated AMF and these may be activated when the UE needs these. The operator may also decide to (possibly temporarily) disallow a UE to change slices also with respect to UEs with a mix of slices that may require diverse kind of AMF by design. the operator may also fine tune the information further and add another flag stating whether the UE is allowed instead to change slices by selecting e.g. slices it is configured to use that require isolation of AMF or AMF dedicated per SD field or simply that are outside the currently accepted NSSAI. In short, we do need much more flexibility than the solution in S2-170139 proposed.
h. There is also an assumption that the solution proposed would help in minimizing the bits sent over the air. While this is true in some cases, we expect there will be a limitation to support a number of slices to be at most equal to the number of DRBs per UE which is also the number of PDU sessions per UE. An educated guess is that 8 could be the maximum with more common number of active slice in the low single digits. Also the most frequent type of slices will be standardized slices that are just using the SST field of the S-NSSAI only and we think it will be 8 bits, so we can see that if we assumed 32 bits per S-NSSAI we would end up with worst case of 256 bits but more common cases between 8 and 64 bits if we allow a S-NSSAI to be sent as just 8 bits when the S-NSSAI misses the SD field… so the savings may not be significant in the most frequent cases (and actually there could be some disadvantage when just 1-3 slices with SST field only are used ). 
i. According to the quoted paragraph 6), the proposal assumes that the UE will use the single value NSSAI in MM procedures. In the event of a TAU this means that this single value must be recognized by all AMFs and therefore we need each AMF in the system to know what this value means in the event that the UE moved to an area where this value is not supported in the local area so the receiving AMF knows which slices combinations have been accepted in the earlier AMF (note, it may not be possible to accept ALL the subscribed slices as the RAN may not support all of the subscribed slices in a certain area!). So each AMF must have a static dictionary mapping the Single Value NSSAI value to the mapped value that the original AMF had provided to the UE and this can be a vendor specific value (see the red highlighted text in the quoted text in Paragraph 3, which means that this mapping algorithm needs to be known system wide to have uniform results across vendors, or this applies on a per vendor basis so the RAN needs also to be configured with multiple vendors values for the same slice combinations across the whole network for the RRC level information to be useful). 
j. It is not clear whether this single value NSSAI is redundant with information contained in the temporary ID that itself is normally used to route to the CN and if the single value NSSAI semantic is to point to an AMF in the CN, it seems that it is at least subsumed by the Temporary ID of the UE especially as we are aiming at making the UE not sticky to a AMF instance network wide. (see paragraph 3 where it is stated “RAN uses this single value NSSAI to route the MM request to the right AMF”)
k. It is unclear what happens when new AMF instances are added: it seems S2-170139 [1] requires RAN configuration update as per the statement in paragraph three highlighted in yellow the right AMF is addressed by the single value NSSAI. So to get some UEs routed to it we need to go from a default AMF or another AMF to this new AMF via rerouting and this AMF has to assign a single value NSSAI to the UE for the UE to route to this instance of AMF. So basically we need change of UE configuration also. With the approach of the UE indicating the S-NSSAIs in NSSAI all we need is to load share UEs into the new AMF deployed. This can be done by central configuration of load balancing and has no UE impact.
l. If the Accepted NSSAI is not including the S-NSSAIs of the accepted slices then the UE has no way to understand which S-NSSAIs have been accepted by the Network for the UE to use. So we have anyway to pass to the UE a Accepted NSSAI with the S-NSSAIs in addition to the single value NSSAI.
m. Now let us consider we want to add a tenant that has a DCN but not a dedicated (i.e. for the specific tenant) RAN behavior so it just uses eMBB and maybe ULLRC, for sake of argument, in the RAN. With S2-170139 [1] approach we need a configuration entry that in the RAN states to what SSTs to map the Single Value NSSAI the AMF assigns (eMBB + ULLRC in this case) and then the SSTs maps to the RAN behavior as in normal case. With the simple S-NSSAIs approach we just need to specify the SST mapping to RAN behaviour and then there is no match on SD field in the RAN for RAN behavior, only for routing, so SST RAN behavior applies. The RAN configuration is therefore simpler. See also the considerations at the end of the discussion part.
n. We understand the proposal on the table is not to replace the sending of NSSAI as collection of S-NSSAIs in all cases, but just to allow the option to also to use a single value NSSAI in the standards. This means that vendors will have to build both options 
o. On DECOR compatibility asserted in the quoted paragraph 5). It is our opinion that when DECOR compatibility is pursued this is only possible when we have a single slice dedicated core network in the 5G slicing domain that maps one to one to a Dedicated core network in the DECOR EPS domain. Therefore this would be a single slice case that S2-170139 [1] quoted paragraph 1) also suggests, can be achieved via a single S-NSSAI value. So the requirement will be to map the DCN-ID in EPS to S-NSSAI in 5G Core which could be a trivial exercise as most likely this scenario will not work well when we have tenancies that fully use the SD field in 5G system, so we would most likely have a mapping of an 8 bit SST to the DCN ID. 
p. It is worth spending some few more words on the aspect of RAN configuration. Let us consider a simple network with ten slices. 

With the NSSAI approach so far considered, we can make the RAN work with defining up to 10 RAN behaviours for the user plane and up to 10 signaling priority levels, one for each slice. On the C-plane (which is where common handling for the slice combination is needed as the RRC connection establishment is in principle oblivious of what happens after the RRC connection is up so we have to make sure we apply the right handling by including the NSSAI in RRC) slice combinations can be supported simply by allowing the RRC connection to be associated with the highest priority signaling the UE is expected to possibly use. Or, alternatively, if the Signalling handling polices are more complex, e.g. use the highest priority and the best guarantees and loosest constraint.  

Even in this simple case, though with a Single value NSSAI as in S2-170139 [1] for the RAN to identify what slices a UE has activated, it has to have a dictionary translating a value it receives into the supported slice combinations so that the RAN can determine the right RAN C-plane behavior to be applied. Assuming up to 8 simultaneously active slices and the UEs could have possible combination of slice ranging from 1 to 8 simultaneous slices, the RAN must have a configured dictionary of M values:
 = 760
Which is also the set of values that need to be provisioned in the routing table to route to an AMF as the RAN and CN routing configuration need to be bound since the single NSSAI value forces alignment of RAN and CN configuration selector.
In the case of classic NSSAI we need to have just N entries where N are the AMF types the network supports and the rules that need to be matched to lead to these N types (normally the rule is just the set of slices that needs to be matched to optimally be handled by the slice and if a smaller set is supported by another AMF UEs that use NSSAI including slices in that smaller set would use that AMF).


2. Proposal
It is proposed that different slice identification methods as proposed in S2-170139 [1] are not adopted in the RAN and CN and there is no need, nor it is desirable, to summarize the S-NSSAI components of a NSSAI in a single value.
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4. Annex – further details on Routing in the RAN
It is felt the complexity of the rules to be provisioned in RAN is higher in the case of Single Value NSSAI. The explanation is the following:
4.1 With NSSAI
We need to consider two types of AMFs:
TYPE 1: AMFs that can be optimised per slice combinations of SST fields.
TYPE 2: Dedicated AMFs per SST and/or SD value
For type 2 AMFs: there need to be dedicated entries in the RAN routing table matching the S-NSSAI or the SST or the SD fields alone.
So this will be a function of the number of dedicated purpose/dedicated tenant AMFs an operator wants to use. 
For Type 1 AMFs: the routing entries include:

1) a default route including the case of no match to any rule (addressing both unknown NSSAI and missing NSSAI)
2) as many entries as there are pools of AMFs that serve optimally UE’s with NSSAI which include S-NSSAIs that are encompassed by a list of values in the entry. These will be rules on SST field only and on the most commonly used SSTs that deserve optimized behaviour. Example could be an AMF pool for MIoT SST, one for ULLRC+ eMBB). It is expected that there will be a small set (in the low single digit) of such entries for optimised AMFs.
4.2 with Single value NSSAI
For type 1 AMFs: Single value NSSAI requires a routing entry per Single value NSSAI assigned by the network. If the operator intends to identify the slices the UE is using in the RAN via the single value NSSAI in RRC then the number of these entries is quite high as the RAN values and CN values are the same and have to match. Combinatorial effect applies.
For type 2 AMFs: if there are lots of customers/tenants which can have UEs that can have different slices combinations then the number of entries will be >> than in the case of regular NSSAI as a combinatorial multiplier effect kicks in. 
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