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This contribution addresses an EN in the Interim Agreements on Key Issue #2 whether whether Priority Level is used for more than scheduling purpose
Introduction

In the EPS QoS framework, two priority parameters are specified:
· The Allocation and Retention Priority (ARP) governing the priority at admission and retention providing the information about the priority level (scalar), the pre-emption capability (flag) and the pre-emption vulnerability (flag)

· The Priority level associated to the QoS Class Identifier (QCI) in the table provided in TS 23.203, providing information on the scheduler priority in meeting the PDB.
In the Next Gen QoS framework, agreement #13 introduces the QoS parameter “Priority Level”, and Interim Agreements on Key Issue #2 QoS Framework, an EN opens for a discussion on whether Priority Level is used for more than scheduling purpose. 
Additionally, an agreement on the inclusion of the QoS parameter “Admission Control” has been achieved, however the use of that parameter is not clarified.

This contribution addresses the interpretation of the QoS parameters Priority Level and Admission Control as well it propose some new QoS parameters for consideration.
Discussion
The EPS QoS framework has some counterintuitive behaviors at fulfilment of the QoS targets.
For GBR flows, situations may occure where high prio GBR flows is given a high ARP and is admitted with high priority, but is still not served, since it is competing for resources with other flows with low ARP, but same or higher scheduling priority. To combat this, admission and congestion control must keep the GBR load below capacity, or different QCI’s must be used for all different ARP values.Instead, the NextGen QoS framework should be designed in such a way that a flow with high priority should both be admitted with high priority, and be served with an equal high priority. 

Therefore we propose that the priority of a flow is controlled with only one priority parameter. This priority parameter shall be used by the network both to decide if a service shall be admitted/retained in the network and how it shall be served.
Proposal 1: Use one QoS parameter for priority, the Flow priority, described in interim agreement #13. This priority parameter indicates how important a certain flow is, both with regards to admission control, and to packet forwarding. 
Different services have different requirements on the network behaviour if the requested QoS requirements cannot be fullfilled. For some flows it is crucial that the network have enough network resources to fulfil the service requirements (for example required bitrate, delay requirements and/or drop rate). 

Three different network behaviors would be beneficial: Admission control, Retention control and Notfication if QoS requirements are no longer fulfillled. These different network behaviors may be applied different for different services based on an indication per flow. 

If Admission control is indicated for a flow, the network checks if the QoS requirements can be fulfilled at admission of the flow, and only admits the flow if the QoS requirements can be fulfilled. A flow may also be indicated as admission control does not apply, and the flow is admitted as long as the PDU session is admitted. 

Retention control may also be indicated per flow, and the network monitors the fulfilment of the QoS requirements. If the QoS requirements no longer is fulfilled the flow is released. A flow may also be indicated as retention control does not apply, and the flow is retained as long as the PDU session is retained. The Retention indication may be combined with the indication of applying Admission control.

For some services it may be beneficial to get a notifcation when the QoS requirements are no longer fulfilled. The network monitors the fulfilment of the QoS requirements and if the QoS requirements no longer are fulfilled a notification is sent per flow. The service (or user) may then take own actions to either adapt to lower QoS requirements or to end the service. The Notification indication may be combined with the indication of applying Admission control, but may also be used if no Admission control applies.

To summaries the following behaviors may be applied per QoS flow:

· Apply admission control and retention control

· Apply admission control and notification if QoS requirements are no longer fulfilled

· Always admit QoS flow (when PDU session admitted) and send notification if QoS requirements are no longer fulfilled

· QoS flows without applying admission control, retention control or notification

The importance of a QoS flow with respect to Admission control and Retention control may be indicated with a Flow priority parameter.

In the NextGen QoS framework, it must be possible for the network to know what Network behavior the QoS flow shall be treated with; whether to apply Admission control, Retention control or Notification of QoS requirements not fullfilled.

The admission control QoS parameter can be used for this, but may be renamed to better describe all behaviors, and therefore we propose a note clarifying that the QoS parameter Admission Control is used to indicate what Network behaviour applies fora QoS flow. The parameter is not used to indicate the priority with regards to admission/retention. To decide the importance of admission/retention of the QoS flow, the Flow priority parameters is used as described above.

Proposal 2: Use one QoS parameter, the Admission Control parameter as described in Interim Agreement #13, to indicate to the network behaviour with respect to Admission control, Retention control and Notification if QoS requirements are no longer is fulfilled per QoS Flow.

The QoS parameters are used by the network to know the service requirements to be able to deliver the traffic with the expected Quality of Experience. This applies to both non-GBR and GBR services. Of the QoS parameters listed in Interim Agreeemnt #13, it is 

b) Guaranteed Flow Bit Rate

d) Packet Delay Budget

f) Packet Error rate

that are reflecting the service requirements.

In order to for the network to deliver the best possible Quality of Experience for the traffic, it should be possible to indicate values for all three of these parameters both for non-GBR and GBR QoS Flows. If available this information can be used by the network to make decision about how to distribute the available network resources. If the available network resources are not enough to fulfil the service requirements of all active QoS Flows, the Flow Priority parameter shall be used to decide how to distribute the resources.
In the EPS QoS framework, a bitrate is only possible to indicate for GBR services. This means that this information is not available in the network for non-GBR services. Instead the network only knows the delay budget and the error rate for these service. With more information about the service requirements, it is possible to the network elements to make better decisions about how to distribute the available network resources. We propose that in NextGen QoS framework, it shall be possible to indicate a Flow Bitrate for both non-GBR and GBR QoS Flows. How the network shall behave if the service requirements are not met is controlled by the Admission Control parameter as described above.

Proposal 3: It shall be possible to indicate to the network a Flow Bit Rate both for flows that requires admission control (GBR flows), and for flows that do not require admission control (non-GBR flows). The expected behaviour if the Flow Bit Rate is not fulfilled is controlled by the Admission Control parameter
The QoS parameters are used by the network to know the service requirements to be able to deliver the traffic with the expected Quality of Experience. Service requirements are defined by parameters flow bit rate, packet delay budget, packet error loss rate, etc. For the network to monitor and ensure the fulfilment of the service requirements there is need of defining a method for how the network should monitor the fulfilment. We propose that an averaging window, defining a time period over which the service requirements should be fulfilled, is used as a monitoring method.

Proposal 4: It shall be possible to monitor and ensure the fulfilment of the service requirements by using an averaging window, defining a time period over which the service requirements should be fulfilled. The averaging window should be added as a QoS parameter g) in the Interim Agreement 13.
Proposal

It is proposed to capture the following updates in TR 23.799.

***** First Change *****

8.3
Interim Agreements on Key Issue #2 QoS Framework

Interim agreements for Key issue #2 QoS framework are as follows:

1a.
Support Reflective QoS over RAN under control of the network. The network decides on the QoS to apply on the DL traffic and the UE reflects the DL QoS to the associated UL traffic. When the UE receives a DL packet for which reflective QoS should be applied, the UE creates a new derived QoS rule. The packet filter in the derived QoS rule is derived from the (i.e. the header of the) DL packet. For traffic that is subject to Reflective QoS the UL packet gets the same QoS treatment as the reflected DL packet. It shall be possible to apply Reflective QoS and non-reflective QoS on the same PDU session.

Editor's note:
It is FFS whether Reflective QoS indication is signalled via C-plane or inband.
Editor's note:
It is FFS whether derived QoS rules (derived via Reflective QoS) have higher or lower precedence order compared to signalled QoS rules.
Editor's note:
It is FFS whether Reflective QoS can be applied for every access network connecting to the NG Core.
1b
Reflective QoS can be used for non-GBR service data flows.

Editor's note:
It is FFS whether Reflective QoS can also be used for GBR service data flows.
2.
U-plane marking for QoS is carried in encapsulation header on NG3 i.e. without any changes to the e2e packet header.

3a.
A default QoS rule shall be provided at PDU Session establishment to UE.Pre-authorised QoS rules may be provided at PDU Session establishment to UE.
NOTE 1:
A pre-authorised QoS rule is any QoS rule (different from the Default QoS rule) provided at PDU Session establishment.
Editor's note:
QoS related signalling to the UE for non-3GPP access is FFS.

3b.
The NAS-level QoS profiles of the QoS rules provided at PDU Session establishment to the UE shall also be provided at PDU Session establishment to the RAN using NG2 signalling. QoS rules can be provided at PDU Session establishment to a NG AN based on non-3GPP access (e.g. depending on access capabilities) using NG2 signalling.
Editor's note:
It is FFS whether RAN needs to be aware which QoS rule is the Default QoS rule.

3c.
QoS rule consists of NAS-level QoS profile (A- or B-type), packet filters and precedence order.

3d.
To a UE connected via NG RAN based on 3GPP access, the signalled QoS rules are provided using NG1 signalling. To a UE connected via NG AN based on non-3GPP access, the signalled QoS rules may be provided using NG1 signalling.

NOTE 2:
In this release it is assumed that UEs that access the NextGen CN over non-3GPP access utilise the 3GPP NAS signalling.

Editor's note:
The bullet 3d above is the working assumption made by SA2 and can be reviewed in case RAN groups identify a scenario where AS awareness of packet filters is required.
4.
GBR SDF shall be supported in the NextGen System and QoS Flow-specific QoS signalling via the C-plane is needed for GBR SDF.

5.
NG2 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.

Editor's note:
This is target for SA2, but the feasibility needs to be confirmed by RAN WG.

Editor's note:
NG2 QoS related signalling for non-3GPP access is FFS.

6.
NG1 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.
Editor's note:
NG1 QoS related signalling for non-3GPP access is FFS.
7a.
For the purpose of subscription and service differentiation, enforcement of Max bit rate limits in UL and DL per Service Data Flow (SDF) shall be done in a CN_UP, being a trusted point of enforcement in the network. Rate limit enforcement per PDU session applies for flows that do not require guaranteed flow bit rate.
7b.
Max bit rate limit (MBR) in UL and DL per PDU session is enforced in CN_UP for flows that do not require guaranteed flow bit rate. For multi-homed PDU session, the PDU session MBR is enforced in each UPFs terminating the NG6 interface . The enforcement is done separately by each of these UPFs.
Editor's note:
It is FFS which type of flows the CN_UP applies "per SDF", "per PDU session" rate limitation on. It is FFS whether additional rate limit enforcement functionality is needed in the UP function.
NOTE 3:
AMBR per DN name is not supported.
8.
The AN shall enforce Max bit rate limit in UL and DL per UE for flows that do not require guaranteed flow bit rate.
Editor's note:
It is FFS which type of flows the AN applies rate limitation on.
Editor's note:
How to handle UL rate limitation per UE when the UE has access over non-3GPP AN and when the UE has access over multiple ANs including 3GPP and non-3GPP ANs is FFS

Editor's note:
UL Rate limitation requirements for the UE is FFS.
9.
QoS Flow is the finest granularity for QoS treatment in the NG System. User plane traffic with the same NG3 marking value within a PDU session correspond to a QoS flow.
10.1.1.
In the downlink the (R)AN binds QoS Flows onto access-specific resources based on the NG3 marking and the corresponding QoS characteristics provided via NG2 signalling, also taking into account the NG3 tunnel associated with the downlink packet. Packet filters are not used for binding of QoS Flows onto access-specific resources in (R)AN.
10.1.2.
When passing an UL packet from (R)AN to CN, the RAN determines the NG3 QoS marking and selects the NG3 tunnel based on information received from the Access Stratum.
NOTE 4:
How RAN maps QoS flows onto access-specific resources based on the NG3 marking is up to RAN WGs to decide.
10.2.1.
At the upper layers the UE matches the uplink packet to a QoS rule and binds the uplink packet to the NAS-level QoS profile (A- or B-type) of this QoS rule (explicitly signalled or implicitly derived via reflective QoS).
10.2.2.
When passing an UL packet from the upper layers to AS in the UE, the upper layers indicate to AS the NAS-level QoS profile (via the corresponding QoS marking), including information allowing the AS to identify the PDU Session.

10.2.3.
Conversely, when passing a DL packet from AS to the proper upper layer instance in the UE, it is the AS's responsibility to select the proper upper layer instance corresponding to the PDU Session. The AS also indicates the NAS-level QoS profile (via the corresponding QoS marking) to the upper layer instance.

NOTE 5:
The two bullets above do not make any assumption on the need for U-plane marking from RAN to the UE. That is up to RAN2 decision.

10.2.4.
For QoS-aware applications that use DSCP marking to indicate the requested QoS in the IP packet, a packet filter including the DSCP marking in the QoS rules provided by the CN_CP may be used for the purpose of binding to a specific QoS marking.
Editor's note:
It is FFS how to prevent potential abuse of DSCP marking by the applications in the UE (e.g. applications in the UE always using the highest DSCP marking).
10.3.
In case RAN decides that there is flexible (e.g. other than 1:1) mapping between NAS-level QoS profile and AS-level QoS, this mapping is transparent to the upper layers and has no impact on the NG3 marking. It is assumed that the access stratum will comply with the QoS characteristics associated with the NAS-level QoS profile.
NOTE 6:
It is up to RAN to define the AS-level QoS of DRBs and how uplink and downlink packets (with the associated QoS profile (A- or B-type) and the associated PDU Session information) are mapped to DRBs. It is noted that SA2 does not specify APIs between the upper layers and the AS. The use of terms such as "passing between upper layers and AS" is there only to clarify the responsibilities between SA2 and RAN2.
11.
Some User plane QoS markings are scalar values that have standardized QoS characteristics (referred to as A-type QoS profile).
12.
Some User plane QoS markings are scalar values that point to dynamic QoS parameters signalled over NG2 (referred to as B-type QoS profile).
NOTE 7:
The value of the QoS marking indicates the type of associated QoS profile (A- or B-type).
13.
QoS parameters may include the following:

a.
Maximum Flow Bit Rate.
b.
Guaranteed Flow Bit Rate.
c.
Priority level.
d.
Packet Delay Budget.
e.
Packet Error rate.
f.
ARP.
h.
Notification Control
NOTE 8:
Parameters c, d), e) apply for both bullets #11 and #12. Parameters a), b), f) and h) apply only to bullets #12.

NOTE 9:
Need for other parameters such as packet jitter, size, periodicity and relative priority etc is FFS and will be determined during normative phase. 
NOTE 10: Parameters a) through f) are based on definitions in TS 23.203. Parameter a), b) and h) are only applicable to GBR QoS flows. Parameter h) controls whether notification should be made if the QoS targets are no longer fulfilled for a QoS flows.  

NOTE 11: It is to be determined during normative phase whether c) Priority level  and ARP Priority in f) may be indicated throuh a single parameter.. 


Editor's note:
It is FFS which of the parameters listed above need to be signalled to the UE.
14.
QoS framework does not assume the need for NG3 tunnel per QoS flow.
15.
For non-guaranteed bit rate QoS flows corresponding to pre-authorized QoS rules, the UE sends UL traffic without any further NG1 signalling.

Editor's note:
How the UE indicates the QoS level is FFS.

16.
UE triggered QoS establishment for guaranteed bit rate QoS flows is based on explicit UE-requested QoS over NG1.
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