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Abstract of the contribution: This paper discusses the issue of PDU session Id allocation with MMF-SMF split, and proposes to update the Interim agreements on MMF-SMF split.

1
Introduction
	Consideration:　 
1. PDU session identity is allocated during the PDU session establishment.
2. For the subsequent SM signalling for specific PDU session, AMF has to ensure that all NAS signaling related with this PDU session is handled by the same SMF. It is assumed AMF uses the PDU session identity and/or other information to find the right SMF to handle the PDU session.


There are three alternatives for the allocation of the PDU session identity:
- Alternative 1: The PDU session Identity is allocated by the SM in the UE: when it starts a new PDU session, the UE is responsible to allocate a new PDU session Identity to the PDU session.

- Alternative 2: The PDU session Identity is allocated by the MMF: when it starts a new PDU session, the UE provides no PDU Session Id or uses a default dummy PDU session Identity and upon reception of the corresponding SM signalling, the MMF allocates the PDU session Identity for that PDU session.

- Alternative 3: The PDU session Identity is allocated by the SMF: when an UE starts a new PDU session, upon reception of the corresponding SM signalling, the SMF allocates the PDU session Identity for that PDU session.
This paper discusses the above three alternatives, and proposes that the PDU session Id shall be allocated by the SMF.
2
Discussion
2.1 Alternative 1: The PDU session Identity is allocated by the SM in the UE
When UE starts a new PDU session, it is responsible to allocate the PDU session Identity for the PDU session.

When MMF detects NAS SM signalling with a new PDU session Identity, it selects a SMF for this new PDU session, and stores the association between the SMF Id and the PDU session Id for NAS SM message routing.

When the PDU session is torn down, SMF indicates to MMF the release of the PDU session Identity. The MMF removes the association between the SMF Id and the PDU session Id.
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Figure 1. PDU session Id is allocated by the SM in the UE
2.2 Alternative 2: The PDU session Identity is allocated by the MMF
When UE starts a new PDU session, the it uses a default dummy PDU session Identity.

Upon reception of the corresponding SM signalling, the MMF allocates the PDU session Identity for that PDU session, selects a SMF for this new PDU session and stores the association between the SMF Id and the PDU session Id for NAS SM message routing. Since the MMF selects SMF function, the MMF is able to identify that the SM message is corresponds to a request for a new PDU session . 
When the PDU session is torn down, SMF indicates to MMF the release of the PDU session Identity. The MMF removes the association between the SMF Id and the PDU session Id.
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Figure 2.1 PDU session Id is allocated by the MMF
There is another solution in LGE paper S2-166478 as below:
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Figure 2.2 PDU session Identity allocation when SMF requested
PDU session Identity is allocated when the MMF receives explicit request from the SMF. The MMF transparently relays create PDU session request message to the SMF. If the SMF accepts the request, the SMF requests to allocate PDU session Identity to the MMF. The MMF makes an association between SMF id and PDU session Identity. If the SMF rejects the request, the SMF does not request PDU session Identity allocation. In this method, the MMF does not need to know what type of SM message is forwarded to the SMF or UE. However, this method may increase inter MMF and SMF signalling because PDU session Identity allocation request/response message is generated whenever new PDU session is created. Also when PDU session is released, PDU session Identity deallocation request/response message is exchanged between the MMF and the SMF.

Support of cases where an UE is served by multiple MMF
In following situation an UE may be simultaneously served by 2 MMF

· The UE is roaming and for the 3GPP access is served by an AMF of the VPLMN

· The UE is accessing NGC via a N3IWK located in HPLMN and is thus served by an AMF of the VPLMN 
NOTE: the UE may at any time decide or have to move a PDU session from Non 3GPP access to 3GPP access
To avoid 2 AMF allocating the same PDU session Identity to the same UE, the PDU session Identity has to carry an indication allowing to resolve potential conflicts. This indication may correspond to

· An identifier of the MMF that has allocated it including an indication of the PLMN Id of that MMF
· An indication of the access (3GPP/N3GPP) over which the PDU session has been created
This latter solution would create conflicts in following situation
· The UE activates a first PDU session 1 over N3GPP accesss that is allocated a PDU session ID1 = N3GPP tag | value-1 
· The UE loses the N3GPP access. The PDU session 1 is now served by a MMF over 3GPP access
· When the UE moves PDU session, new PDU session is established over 3GPP access with handover indication. Then new PDU session Id is allocated, i.e. PDU session ID1=3GPP tag|value-1. The old PDU session over N3GPP access is released implicitly or explicitly.
· The UE recovers the N3GPP access and E activates a second PDU session 2 . The MMF serving the UE over N3GPP access allocates a PDU session ID2 = N3GPP tag | value-1  (bad chance!!) 
There is no issue.

2.3 Alternative 3: The PDU session Identity is allocated by the SMF 
3.1 session ID allocated by SMF not including the SMF ID
When the UE starts a new PDU session, it uses a default dummy PDU session Identity. Upon reception of the corresponding SM signalling, the MMF, selects a SMF for this new PDU session . Upon reception of the corresponding SM signalling, the SMF allocates the PDU session Identity for that PDU session.

The SMF notifies the PDU session Id to the MMF, and the MMF stores the association between the SMF Id and the PDU session Id for NAS SM message routing.

When the PDU session is torn down, SMF indicates to MMF the release of the PDU session Identity. The MMF removes the association between the SMF Id and the PDU session Id.
Different SMFs may allocate the same PDU session Id for different PDU session of the UE.  Thus this alternative is no more considered
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Figure 3.1 PDU session Id is allocated by the SMF






3.2 session ID allocated by SMF including the SMF ID


the PDU session Id can be generated by SMF based on the SMF Id. As depicted in the following figure, the PDU session Id = m bits SMF Id/ hash (SMF Id) + n bits random value. 
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Figure 3.2. PDU session Id structure
To avoid duplicated PDU session Id, the SMF can allocates different PDU session Id for different PDU session with different random value.
When the full SMF ID information is included in the PDU session Id, here is no need to manage the routing information of NAS SM message,.
The UE may have multiple PDU sessions; some for LBO and the other for HR. In order to support this scenario, SMF Id should be globally unique to prevent duplication, i.e. SMF Id need to include PLMN Id. The, size of PDU session Id becomes very large. In EPS, default bearer Id is used to identify PDN connection and it is only 4-bit information. If PDU session Id includes PLMN Id, the size of all SM NAS message should be increased.
3.3 session ID allocated by SMF not including the SMF ID, but UE always provide the SM NSSAI + DNN in the following NAS SM message
To resolve the ID duplication issue, UE always provide the SM NSSAI + DNN in the following NAS SM message. After the PDU session establishment, AMF will store the mapping between the SM NSSAI + DNN and the selected SMF. With the UE provided SM NSSAI + DNN, AMF will select the right SMF. 











2.4 Evaluation
The evaluation of the above three alternatives are given as following:

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	

	Alt.
	Pros
	Cons

	Alt.1: UE allocates PDU session ID
	- No need for AMF or SMF to allocate the PDU session Id.
- UE make sure the uniqueness for the PDU session ID. Simple to guarantee the uniqueness in any situation

	. 

- AMF store the mapping between PDU session ID and SMF


	Alt.2.1: MMF allocates PDU session ID when a request for a new PDU session received
	- MMF can make sure the unique for the PDU session ID

	The PDU session ID has to contain an identifier of the MMF that has allocated it including an indication of the PLMN Id of that MMF

- Not align with the principle of MM and SM separation. 
-.
- AMF store the mapping between PDU session ID and SMF


	Alt.2.2: MMF allocates PDU session ID when SMF requested
	- No need for MMF to recognize the exact type of the SM message.
- MMF can make sure the unique for the PDU session ID
	The PDU session ID has to contain an identifier of the MMF that has allocated it including an indication of the PLMN Id of that MMF

- increase inter MMF and SMF signalling because PDU session Identity allocation request/response message is generated whenever new PDU session is created.
- AMF store the mapping between PDU session ID and SMF
- SMF needs to indicate to MMF the release of PDU session for PDU session Id deallocation and SM message routing info deletion,.



	Alt.3.1: SMF allocates PDU session ID without SMF ID information
	- Align with MM and SM separation principle because the PDU session ID allocation is SM related function.


	- ID duplication as different SMFs may allocate the same session ID for different PDU sessions. (Thus this alternative is no more considered)
- 

	Alt.3.2: SMF allocates PDU session ID with SMF ID information
	- Align with MM and SM separation principle because the PDU session ID allocation is SM related function.

- No need for AMF store the mapping between PDU session ID and SMF. MMF however anyway need to store the SMF ID(s) serving the UE.
- 
	- SMF ID is added in the PDU Session ID. The SMF ID should be globally unique and it increases size of all SM NAS message.
- ID
.
- UE becomes aware of what SMFs are serving the UE. Internal core network topology is exposed. Also higher risk for DoD attacks in case the UE can direct the SM NAS message to any SMF.
- supporting roaming case：in roaming case, V-SM and H-SM are applied for the PDU session connection, which SM is responsible for the PDU session id allocation?

	Alt. 3.3 session ID allocated by SMF not including the SMF ID, but UE always provide the SM NSSAI + DNN in the following NAS SM message
	- Align with MM and SM separation principle because the PDU session ID allocation is SM related function.


	- AMF store the mapping between the SM NSSAI + DNN and the selected SMF.
-UE always provide the SM NSSAI + DNN in the following NAS SM message





3.
Proposal

It is proposed to update the Interim agreements on MMF-SMF split into TR23.799
***** First Change *****

8.4
Interim Agreements on Session management and Service Continuity (Key Issue #4, 5 and 6)

***** skip unchanged part *****
Interim agreements for MM and SM interaction are as follows:

1.
A single NG1 NAS connection is used for both MM and SM-related messages and procedures for a UE. The single NG1 termination point is located in MM.
Editor note:
This is applied for UE only registered via 3GPP access. The case of UE registered via non-3GPP is FFS.

2. The MMF and SMF are separate NFs (Network Function), with a standard NG11 interface specified in-between. MMF handles the Mobility management part of NAS signalling exchanged with the UE. SMF handles the Session management part of NAS signalling exchanged with the UE

Editor's note: "MMF" and "Mobility Management" naming may be changed to a more access independent name such as "MMF" and "Access and Mobility control Function".
3.
A UE with multiple established PDU sessions may be served by different instances of SMF. The MMF selects the SMF functions for the PDU sessions. MMF may select different SMF functions for different PDU sessions.
Editor's note: It is FFS whether, in case of roaming, the MMF selects both the SMF in the VPLMN and the SMF in the HPLMN, or whether the SMF in the VPLMN selects the SMF in the HPLMN.
4.
MMF forwards SM related NAS information to the SM function.

5.
Upon successful PDU session establishment, MMF stores the identification of serving SM function(s) of UE and SMF stores the identification of serving MM function of UE. The MMF is not expected to maintain any additional session context information. The MMF is not required to be aware of the content of SM NAS message.
6.
NextGen system supports the independent activation/deactivation of UE-CN user plane connection per PDU session.
NOTE 8:
The criteria to deactivate UE-CN user plane connection is up to RAN WGs decision.
Editor's note: The exact impact of such mechanism on the MM and SM procedures are FFS.
7.
The SMF(s) supports the end-to-end control functions on PDU sessions (including any NG4 interface to control the UPF(s)),
8
(when multi-slicing per group B applies) In case of an UE served by multiple slice instances there are multiple instances of SMF that serve the UE.

Editor's note: it is FFS whether a single SMF is present in each slice, or whether multiple SMFs can serve one UE in a slice instance.

9
NG2 signalling related with UE is terminated in the MMF i.e. there is an unique NG2 termination for a given UE regardless of the number of PDU sessions (possibly zero) of a UE.

10
NAS MM messages and NAS SM messages and the corresponding procedures are decoupled, so that the NAS routing capabilities inside MMF can easily know if one NAS message should be routed to a SMF, or locally processed in the MMF. It is possible to transmit an SM NAS message together with an MM NAS message.

NOTE 9:
Whether this implies encapsulating the SM NAS message in an MM NAS message or not is FFS and should be defined at stage 3.
10
MMF can decide whether to accept the MM part of a NAS request without being aware of the possibly concatenated SM part of the same NAS signalling contents.

11
Some NG2 signalling (such as Hand-Over related signalling) may require the action of both MMF and SMF. In such case, the MMF is responsible to ensure the coordination between MMF and SMF


This may corresponds to following interactions:


NG2 impacts of SM events:

a.
At the set-up / modification / release of a PDU session: the SMF interacts with RAN via the MMF for setup, modification and release of radio and NG3 resources for the PDU session.

b.
At the set-up/modification of QoS for GBR flows or modification of QoS rules for non-GBR flows, the SMF interacts with the RAN via the MMF to provide the QoS information.


Impacts of MM events:

a.
At the transition from IDLE to CONNECTED: the SMF interacts with RAN via the MMF for setting up of radio and NG3 resources for the PDU session.

b.
During a Hand-Over : the SMF interacts with MMF at least to receive from the RAN the NG3 DL information.

NOTE 10:
The interaction information between MMF and SMF in Handover procedure depends on the detail handover solution discussed in mobility management key issue.
c.
When the UE becomes IDLE, MMF notifies SMF(s) in order for SMF(s) to modify the settings for DL data forwarding in the NGUP(s) for NG3.

d.
When it is made aware by the NGUP that some DL data has arrived for an UE in IDLE mode (and the UE is not known to be in a power saving state), the SMF interacts with the MMF in order to trigger UE paging from the AN (depending on the type of AN).

Editor's note: Precise details of the interaction for paging depend on the definition of paging mechanisms for the NextGen system.

e.
The SMF may need to interact with MMF in order to be able to control the NGUP(s) based on the power saving state of the UE.

f.
When UE sends (non periodic) TAU request to MMF, the MMF may need to notify SMF(s) so that the SMF(s) can determine whether User Plane Function relocation is required or not (based on SSC mode and on the new user location).

12
The SMF needs to receive the permanent user identity of the UE.
13
When SMF needs to send NAS SM signalling to an UE, it provides information allowing the MMF to retrieve the corresponding UE NAS signalling context.
14 When the UE establishes a new PDU session, the PDU session Identity is allocated by the UE.
***** End of Change *****
�Not needed to change the The PDU session ID even if SMF would change
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