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Abstract of the contribution: This paper discuss how the Reflective QoS works and proposes to extend the Reflective QoS scheme to support asymmetric QoS which have different UL and DL QoS characteristics. 
In addition, it adds a solution proposal to explain the UE operation of Reflective QoS and Asymmetric QoS. Also it adds an interim agreements.
Motivation
Various OTT applications have different traffic characteristics. For example, person live broadcasting application requires high uplink data rate and low latency while less downlink data rate requirement. Conversely, the OTT HTTP video streaming service requires high downlink data rate while requiring low uplink data rate.
Reflective QoS is useful because we can install the uplink packet filter without control plane signaling. However, the usage of Reflective QoS is very limited because it only apply the same QoS for uplink and downlink traffic which are usually different traffic characteristics and different QoS requirements.
Operator may want to have different QoS treatment for uplink and downlink due to the different traffic characteristics. For example, operator may want to limit maximum bit rate or prioritize downlink traffic for the OTT video service, but not to the uplink. Or operator may want to limit maximum bit rate or prioritize the uplink traffic for the personal live broadcasting uplink traffic but not for the downlink traffic.
In this paper, it is proposed to extend Reflective QoS to the asymmetric QoS which have different QoS requirements on uplink and downlink traffic with the same user plane marking value.
Discussion
1. Understanding how Reflective QoS works
In order to decide whether we can apply the same concept of the Reflective QoS to apply the asymmetric QoS requirements. We illustrate more detailed operation of the UE based on the interim agreement as in the figure 1.

In the example UE operation as described in the figure, we assumed that the Reflective QoS is applied per the QoS Flow.

After the network decides to apply the reflective QoS, the network marks the downlink packet with the NG3 marking value (let’s call it “QoS-Flow-ID” in this paper). The AS layer of the UE receives the packet and sends the pair of received QoS-Flow-ID and the packet to the NAS layer. The NAS layer checks that QoS-Flow-ID was installed for the Reflective QoS. If the QoS Flow should be applied, it derives the packet filter (n-tuple) from the received packet and installs the newly derived packet filter to the table of QoS Rule.
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Figure 1. Example UE operation of Reflective QoS

	Precedence order
	Packet Filter (n-tuple)
	Marking value

(QoS-Flow-ID)
	NAS-level QoS Profile
	Reflective QoS[1]

	1
	(1.1.1.1,2,2,2,2,TCP, *,80)
(1.1.1.1,2,2,2,2,TCP, *,443)
	2
	B-Type, QoS (A,B,C)
	NO

	2
	(1.1.1.1,*,*,*,*)
	3
	A-Type QoS Profile = X
	NO

	3
	(1.1.1.1,*,*,*,*)
	1
	A-Type QoS Profile = Y
	YES

	4
	(10.10.0.1,*,*,*,*)
	4
	A-Type QoS Profile = X
	NO

	5
	(10.10.0.1,*,*,*,*)
	5
	A-Type QoS Profile = Z
	NO

	[1] Note that whether Reflective QoS is applied for QoS Flow may be signaled during PDU session establishment for the QoS Flow, or it may be indicated from the AS layer per each IP flow.


Table 1. Example table of QoS Rule
2. Proposal of asymmetric QoS

From the understanding of the Reflective QoS mechanism above, we can extend the NAS-level QoS profile to have UL and DL NAS-level QoS profile to support asymmetric QoS as third QoS Rule of Table 2 (see the marked green row):

	Precedence order
	Packet Filter (n-tuple)
	Marking value

(QoS-Flow-ID)
	NAS-level QoS Profile (Uplink)
	NAS-level QoS Profile (Downlink)
	Reflective QoS

	1
	(1.1.1.1,2,2,2,2,TCP, *,80)
(1.1.1.1,2,2,2,2,TCP, *,443)
	2
	B-Type 

QoS (A,B,C)
	B-Type
QoS (A,B,C)
	NO

	2
	(1.1.1.1,*,*,*,*)
	3
	A-Type
QoS Profile = X
	A-Type
QoS Profile = X
	NO

	3
	(1.1.1.1,*,*,*,*)
	1
	A-Type
QoS Profile = Y2
	A-Type 
QoS Profile = Y1
	YES

	4
	(10.10.0.1,*,*,*,*)
	4
	A-Type
QoS Profile = X
	A-Type
QoS Profile = X
	NO

	5
	(10.10.0.1,*,*,*,*)
	5
	A-Type
QoS Profile = Z
	A-Type
QoS Profile = X
	NO

	[1] Note that whether Reflective QoS is applied for QoS Flow may be signaled during PDU session establishment for the QoS Flow, or it may be indicated from the AS layer per each IP flow.


Table 2. Example table of asymmetric QoS Rule
We can support the asymmetric QoS by deriving a new packet filter as used in the same way as reflective QoS uses. Only one addition is to allow the same QoS-Flow-ID value to have two different QoS characteristics for the uplink and downlink QoS flow respectively. 
For the asymmetric QoS, QoS Rule(s) is provision to the UE, AN and CN_UP from CN_CP. 
· UE is provisioned with precedence order, n-tuple packet filter, marking value, NAS-level QoS Profile (UL). 

· AN is provisioned with marking value, NAS-level QoS Profile for UL and DL. 

· CN_UP is provisioned with precedence order, n-tuple packet filter, marking value, NAS-level QoS Profile (DL).
Proposed Text
































***** Start of 2nd Change *****
8.3 Interim Agreements on Key Issue #2: QoS framework

Interim agreements for Key issue #2 QoS framework are as follows:

1a.
Support Reflective QoS over RAN under control of the network. The network decides on the QoS to apply on the DL traffic and the UE reflects the DL QoS to the associated UL traffic. When the UE receives a DL packet for which reflective QoS should be applied, the UE creates a new derived QoS rule. The packet filter in the derived QoS rule is derived from the (i.e. the header of the) DL packet. For traffic that is subject to Reflective QoS the UL packet gets the same QoS treatment as the reflected DL packet. It shall be possible to apply Reflective QoS and non-reflective QoS on the same PDU session.

Editor's note:
It is FFS whether Reflective QoS indication is signalled via C-plane or inband.
Editor's note:
It is FFS whether derived QoS rules (derived via Reflective QoS) have higher or lower precedence order compared to signalled QoS rules.
Editor's note:
It is FFS whether Reflective QoS can be applied for every access network connecting to the NG Core.
1b
Reflective QoS can be used for non-GBR service data flows.

Editor's note:
It is FFS whether Reflective QoS can also be used for GBR service data flows.
2.
U-plane marking for QoS is carried in encapsulation header on NG3 i.e. without any changes to the e2e packet header.

3a.
A default QoS rule shall be provided at PDU Session establishment to UE.Pre-authorised QoS rules may be provided at PDU Session establishment to UE.
NOTE 1:
A pre-authorised QoS rule is any QoS rule (different from the Default QoS rule) provided at PDU Session establishment.
Editor's note:
QoS related signalling to the UE for non-3GPP access is FFS.

3b.
The NAS-level QoS profiles of the QoS rules provided at PDU Session establishment to the UE shall also be provided at PDU Session establishment to the RAN using NG2 signalling. QoS rules can be provided at PDU Session establishment to a NG AN based on non-3GPP access (e.g. depending on access capabilities) using NG2 signalling.
Editor's note:
It is FFS whether RAN needs to be aware which QoS rule is the Default QoS rule.

3c.
QoS rule consists of NAS-level QoS profile (A- or B-type), packet filters and precedence order.

3d.
To a UE connected via NG RAN based on 3GPP access, the signalled QoS rules are provided using NG1 signalling. To a UE connected via NG AN based on non-3GPP access, the signalled QoS rules may be provided using NG1 signalling.

NOTE 2:
In this release it is assumed that UEs that access the NextGen CN over non-3GPP access utilise the 3GPP NAS signalling.

Editor's note:
The bullet 3d above is the working assumption made by SA2 and can be reviewed in case RAN groups identify a scenario where AS awareness of packet filters is required.
4.
GBR SDF shall be supported in the NextGen System and QoS Flow-specific QoS signalling via the C-plane is needed for GBR SDF.

5.
NG2 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.

Editor's note:
This is target for SA2, but the feasibility needs to be confirmed by RAN WG.

Editor's note:
NG2 QoS related signalling for non-3GPP access is FFS.

6.
NG1 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.
Editor's note:
NG1 QoS related signalling for non-3GPP access is FFS.
7a.
For the purpose of subscription and service differentiation, enforcement of Max bit rate limits in UL and DL per Service Data Flow (SDF) shall be done in a CN_UP, being a trusted point of enforcement in the network. Rate limit enforcement per PDU session applies for flows that do not require guaranteed flow bit rate.
7b.
Max bit rate limit (MBR) in UL and DL per PDU session is enforced in CN_UP for flows that do not require guaranteed flow bit rate. For multi-homed PDU session, the PDU session MBR is enforced in each UPFs terminating the NG6 interface . The enforcement is done separately by each of these UPFs.
Editor's note:
It is FFS which type of flows the CN_UP applies "per SDF", "per PDU session" rate limitation on. It is FFS whether additional rate limit enforcement functionality is needed in the UP function.
NOTE 3:
AMBR per DN name is not supported.
8.
The AN shall enforce Max bit rate limit in UL and DL per UE for flows that do not require guaranteed flow bit rate.
Editor's note:
It is FFS which type of flows the AN applies rate limitation on.
Editor's note:
How to handle UL rate limitation per UE when the UE has access over non-3GPP AN and when the UE has access over multiple ANs including 3GPP and non-3GPP ANs is FFS

Editor's note:
UL Rate limitation requirements for the UE is FFS.
9.
QoS Flow is the finest granularity for QoS treatment in the NG System. User plane traffic with the same NG3 marking value within a PDU session correspond to a QoS flow.
10.1.1.
In the downlink the (R)AN binds QoS Flows onto access-specific resources based on the NG3 marking and the corresponding QoS characteristics provided via NG2 signalling, also taking into account the NG3 tunnel associated with the downlink packet. Packet filters are not used for binding of QoS Flows onto access-specific resources in (R)AN.
10.1.2.
When passing an UL packet from (R)AN to CN, the RAN determines the NG3 QoS marking and selects the NG3 tunnel based on information received from the Access Stratum.
NOTE 4:
How RAN maps QoS flows onto access-specific resources based on the NG3 marking is up to RAN WGs to decide.
10.2.1.
At the upper layers the UE matches the uplink packet to a QoS rule and binds the uplink packet to the NAS-level QoS profile (A- or B-type) of this QoS rule (explicitly signalled or implicitly derived via reflective QoS).
10.2.2.
When passing an UL packet from the upper layers to AS in the UE, the upper layers indicate to AS the NAS-level QoS profile (via the corresponding QoS marking), including information allowing the AS to identify the PDU Session.

10.2.3.
Conversely, when passing a DL packet from AS to the proper upper layer instance in the UE, it is the AS's responsibility to select the proper upper layer instance corresponding to the PDU Session. The AS also indicates the NAS-level QoS profile (via the corresponding QoS marking) to the upper layer instance.

NOTE 5:
The two bullets above do not make any assumption on the need for U-plane marking from RAN to the UE. That is up to RAN2 decision.

10.2.4.
For QoS-aware applications that use DSCP marking to indicate the requested QoS in the IP packet, a packet filter including the DSCP marking in the QoS rules provided by the CN_CP may be used for the purpose of binding to a specific QoS marking.
Editor's note:
It is FFS how to prevent potential abuse of DSCP marking by the applications in the UE (e.g. applications in the UE always using the highest DSCP marking).
10.3.
In case RAN decides that there is flexible (e.g. other than 1:1) mapping between NAS-level QoS profile and AS-level QoS, this mapping is transparent to the upper layers and has no impact on the NG3 marking. It is assumed that the access stratum will comply with the QoS characteristics associated with the NAS-level QoS profile.
NOTE 6:
It is up to RAN to define the AS-level QoS of DRBs and how uplink and downlink packets (with the associated QoS profile (A- or B-type) and the associated PDU Session information) are mapped to DRBs. It is noted that SA2 does not specify APIs between the upper layers and the AS. The use of terms such as "passing between upper layers and AS" is there only to clarify the responsibilities between SA2 and RAN2.
11.
Some User plane QoS markings are scalar values that have standardized QoS characteristics (referred to as A-type QoS profile).
12.
Some User plane QoS markings are scalar values that point to dynamic QoS parameters signalled over NG2 (referred to as B-type QoS profile).
NOTE 7:
The value of the QoS marking indicates the type of associated QoS profile (A- or B-type).
13.
QoS parameters may include the following:

a.
UL and DL Maximum Flow Bit Rate.
b.
UL and DL Guaranteed Flow Bit Rate.
c.
Priority level.
d.
Packet Delay Budget.
e.
Packet Error rate.
f.
Admission control.
NOTE 8:
Parameters c, d), e) apply for both bullets #11 and #12. Parameters a), b), f) apply only to bullets #12.

NOTE 9:
Need for other parameters such as packet jitter is FFS.
Editor's note:
Whether Priority Level is used for more than scheduling purpose is FFS.
Editor's note:
It is FFS which of the parameters listed above need to be signalled to the UE.
14.
QoS framework does not assume the need for NG3 tunnel per QoS flow.
15.
For non-guaranteed bit rate QoS flows corresponding to pre-authorized QoS rules, the UE sends UL traffic without any further NG1 signalling.

Editor's note:
How the UE indicates the QoS level is FFS.

16.
UE triggered QoS establishment for guaranteed bit rate QoS flows is based on explicit UE-requested QoS over NG1.
.
***** End of 2nd Change *****
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