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Abstract of the contribution: This paper includes why Transport level packet marking (e.g. DSCP) function is needed in 5G system and the location of the functions in 5Gsystem.
1
Discussion
In LTE, PGW and eNB support transport level packet marking of the data packets that are transmitted over the downlink and uplink, e.g. DiffServ Code Point (DSCP) marking in outer IP header. DSCP levels can be assigned to specific traffics in order to ensure that data packets are delivered across the backhaul (i.e. between eNB, S-GW and P-GW) according to the precedence with which they’re tagged. The DifServ markings are applied to the outer IP header of every data packet transmitted over the backhaul.The need to exercise similar functions remains in 5G system core networks to provide QoS differentiation in the backhaul network. 
As the QoS rule describes the QoS characteristics, the transport level packet marking value is based on the QoS profile. 
Therefore, it is proposed the following transport level packet marking in UPF and (R)AN concept in 5G system core network.
Proposal 1-a: 
UPF conducts transport level packet marking in the downlink, e.g. setting the DiffServ Code Point(DSCP) in outer IP header, based on the QoS profile of the associated QoS flow 
Proposal 1-b: 
(R)AN conducts transport level packet marking in the uplink, e.g. setting the DiffServ Code Point(DSCP) in outer IP header, based on the QoS profile of the associated QoS flow
2
Proposal

The following is proposed to be updated to TS 23.501.
***** Start of Change # 1 *****
5.4.x
Transport level packet marking 
5G system core network support transport level packet marking function. Transport levels can be assigned to QoS flows in order to ensure that data packets are delivered across the backhaul network (i.e. between (R)AN and UPF). The transport level packet marking is applied to the tunnelling protocol header (e.g. outer IP header) of every data packet transmitted over the backhaul.

- UPF executes transport level packet marking in downlink, e.g. setting the DiffServ Code Point in tunnelling protocol header, based on the QoS profile of the associated QoS flow.
- (R)AN executes transport level packet marking in the uplink, e.g. setting the DiffServ Code Point in tunnelling protocol header, based on the QoS profile of the associated QoS flow.
***** End of Change # 1 *****
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