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Abstract of the contribution: This paper discusses the stateless AMF and proposes a new subsection to describe a stateless AMF in the TS23.501
1
Discussion

In TR 23.799, the following agreements are captured on Key Issue #19: Architectural impacts when using virtual environments
	The architecture should support mechanisms to avoid issues caused by the persistence (“stickiness”) of UE-specific associations on at least NG2.

NOTE 1:
 Solutions should be developed during normative phase 

NOTE 2:
Other reference points may be considered.


In TR 23.799, the following agreements are captured on Key Issue #7: Network function granularity and interactions between them
	5.
To support “stateless” NFs (where the “compute” resource is decoupled from the “storage” resource that stores state as opaque data), 3GPP will specify (possibly by referencing) interfaces from NFs to a data storage function. NFs may use data storage function to store opaque data.

6.
Exposure of information as a service is supported as follows:

-
Network functions may expose structured information (e.g. UE related information) to other network functions as a capability. Exposure of information can trigger actions in the consuming NF.

NOTE 6:
What information is to be exposed will be determined during the normative phase.

-
A network function may use information exposed by other network functions. 

-
A network function may expose information that it received from another NF. 

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be “re-exposed” by the NEF to other network functions and used for other purposes such as analytics.


2
Architectural Assumptions
This figure shows a conceptual architecture to show the relationship between AMF Group, Data Storage and the AMF.
AMF Group is a collection of AMFs within the AMF Pool Area. An AMF Pool Area is defined as an area within which a UE may be served without need to change the serving AMF. An AMF Pool Area is served by one or more AMFs ("pool of AMFs") in parallel. AMF Pool Areas are a collection of complete Tracking Areas. MME Pool Areas may overlap each other.
In one AMF pool area, there are AMF computing resource is called AMF. The UE context is stored in the Data Storage.

AMF stores the UE context information to Data Storage within which UE’s temporary identifier (M-TMSI) is uniquely identified.

To support stateless AMF, it is assumed that AMF does not keep any UE context information after it stores the all the UE context information to the Data Storage while the UE is in idle mode.
UE context information stored in the Data Storage can be retrieved by the associated NEF with the Data Storage. It is assumed that every AMF can connect with every Data Storages within the AMF Group.
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<Figure 1. AMF and Data Storage Architecture>
At initial registration, the AMF allocates the NG-GUTI which is globally unique temporary identifier to the UE. The NG-GUTI includes the AMF Group ID, Data Storage ID and unique identifier of the UE. 

At service request, the UE sends the NG-GUTI or NG-STMSI (a shortened version of NG-GUTI which is equivalent with the S-TMSI) to the NG-RAN. The NG-RAN selects one of the AMF within the AMF Group to serve the UE.
When the SMF receives the downlink data notification from the UPF, it retrieves the UE context information from the Data Storage and notifies the downlink data arrival to the one of AMFs.
During the tracking area update within the same AMF group, the UE sends the NG-GUTI to the NG-RAN. The NG-RAN selects one of the AMFs within the AMF Group.

During the tacking area update across the AMF group, the UE sends the NG-GUTI to the NG-RAN. The NG-RAN select a new target AMF in case the NG-RAN node does not have a connection with the old AMF group. The target AMF retrieves the UE context information from the old NEF which identified by the AMF Group and the Data Storage ID.
3
Proposal
The following solution is proposed to be updated to TS 23.501.

***** Start of Change # 1 *****
3.1
Definitions

…

NG-GUTI: Next Gen Globally Unique Temporary Identifier is to provide an unambiguous identification of the UE that does not reveal the UE or the user's permanent identity in the Next Gen System (NGS). It also allows the identification of the AMF and network. It can be used by the network and the UE to establish the UE's identity during signaling between them in the NGS.
<NG-GUTI> = <GUAMFI><M-TMSI>,

where <GUAMFI> = <MCC><MNC><AMF Identifier>

and <AMF Identifier> = <AMF Group ID><AMF Data Storage ID>
The NG-GUTI has two main components. One that one that uniquely identifies the AMF (GUAMFI = MCC, MNC, AMFI (AMF Group ID + AMF Storage ID) which allocated the NG-GUTI; and one that uniquely identifies the UE (M-TMSI) within the AMF Data Storage that allocated the NG-GUTI.
***** End of Change # 1 *****
***** Start of Change # 2 *****
5.X
Stateless NF

5.X.1
Stateless AMF

NG System shall support the stateless functionality of the AMF. 

· During UE’s registration, the AMF allocates the UE’s globally unique temporary identifier to the UE. The temporary identifier does include the identifier of the AMF Data Storage and does not include the identifier of the AMF compute resource.

· The NG-RAN can selects one of AMFs based on the AMF load information where the NG-RAN node can connect the multiple AMFs which connects to the same Data Storage which stores the UE’s context.

· The target AMF can retrieve the UE context information through NEF which represents the Data Storage

***** End of Change # 2 *****
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