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Abstract of the contribution: New Key Issue on Admission of a Public Safety UE not known in the E-UTRAN site
Proposal

According to the Rel-13 IOPS feature described in Annex K of TS 23.401, UEs using the Isolated E-UTRAN mode of operation are authenticated by the HSS of the Local EPC. 

When the E-UTRAN site is fully isolated (no backhaul), only UEs whose subscription have provisionned in the HSS/AuC of the Local EPC before the loss of backhaul (or at the set up of a nomadic EPS) can be admitted.

When a limited backhaul is present, it is desirable to make use of this limited backhaul to admit Public Safety UEs that are not known in the E-UTRAN site. This would allow e.g. foreign rescuers to join a rescue team after a major natural disaster.

***************** Start of changes **********************

5.1
Key issue 1: Optimizing the use of the limited backhaul for local communications
This Key Issue aims at developing solutions to: 
-
limit the signalling exchanges between an IOPS network and other PLMN entities to provide local mission-critial communications, when the E-UTRAN experiences backhaul limitations
-
make use of the limited backhaul to allow Public Safety UEs not known in the IOPS network but having a subscription in a PLMN, to be served by this IOPS network operating with a limited backhaul. 
Editor's Note: An additional Key Issue is needed to study the transitioning from/to the full isolation scenario when the Rel-13 IOPS feature is also deployed.
***************** End of changes **********************
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