SA WG2 Temporary Document

Page 1

SA WG2 Meeting #117
S2-165895
17 - 21 October, Kaohsiung, Taiwan
(revision of S2-16xxxx)
Source:
Intel

Title:
Way forward on accomplishing a single AN-CN interface
Document for:
Approval

Agenda Item:
6.10.8
Work Item / Release:
FS_NextGen / Rel-14

Abstract of the contribution: The contribution proposes a way forward on accomplishing a single AN-CN interface.

1
Discussion and proposal
While there are currently 6 solutions described in TR 23.799 clause 6.10, there are only two solutions that are described with sufficient level of detail: solution 8.2 and solution 8.6 in clause 6.8.2 and 6.8.6, respectively.

Solution 8.2 describes a common framework for both trusted and untrusted access (refer to clause 6.8.2.2.2 and clause 6.8.2.2.3, respectively), whereas solution 8.6 focuses on untrusted non-3GPP access.
While there is no particular reason for trying to conclude on both trusted and untrusted non-3GPP access by Nov 2016, we would like to double-check if SA2 companies are comfortable with such an approach. It is noted that by concluding one of the two (i.e. untrusted non-3GPP access), while postponing the other one for later, may result in some missed opportunity for architectural synergies between the two architectures.
Proposal 1: Double-check whether the architecture for untrusted non-3GPP access and non-3GPP access should be concluded at the same time, or whether it is acceptable to complete the untrusted non-3GPP access first.

Regarding non-3GPP access, solutions 8.2 and 8.6 look almost the same, with the following differences:
1. The naming of the “intermediate node” (N3ASF vs N3CNGW) which also implies a specific belonging to RAN vs CN, and associated claims on benefits / drawbacks.

2. The call flow for the Attach procedure (including possible consequences on EAP authentication methods).

3. The existence of a 3GPP-defined protocol on the interface between UE and the “intermediate node” (Y2 or NWx in solution 8.2 and 8.6, respectively).

4. Potential differences in the User plane (currently not clearly covered in either solution).

As we have insisted in several occasions in previous meetings, the first item above is a red herring. Any discussion on advantages and drawbacks of this “intermediate node” being a RAN function or CN function is really irrelevant, given that functionally the node will look the same, regardless how it is perceived. It is noted that in both cases (i.e. RAN node vs CN node) the “intermediate node” has no geographical dependency and implementation-wise it will be designed based only on the maximum UE population that it can serve (rather than based on the size or type of specific geographical areas that it needs to serve).

It is proposed instead to work on a common solution for untrusted non-3GPP access. The “intermediate node” can be given a neutral name (e.g. N3IWF) in order to evacuate any unnecessary debate regarding the RAN vs CN location.

The evaluation should then focus on the remaining three differences listed above (or any other details that we have missed in our analysis) and try and conclude on each of those items as variants of a common solution.

Proposal 2: Work on a common solution for non-3GPP access using a neutral name for the intermediate node (e.g. N3IWF) and try and conclude on every item where multiple options exist (e.g. Attach call flow, need for 3GPP-defined protocol on Y2 / NWx, User plane stack).
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