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Abstract of the contribution: This paper analyzes the called mobile simultaneously moving from an old to a new MSC in I2 case, and gives a proposal.
1. Introduction
In the last meeting, the paper S2-164569 clarified that:

In Rel-11, ICS MSC can be used for CSFB. This means MSC can perform I2 registration to IMS. 

In an reply LS from CT1 (C1-141234), it has been clarified that:

· When the old MSC sends a deREGISTER to the S-CSCF via I2 interface, then as a result all dialogs related to the public user identity used in the deREGISTER are released. This includes early dialogs.

· When the new MSC sends an initial REGISTER for a public user identity to the S-CSCF, and this public user identity is currently registered from the old MSC and ongoing dialogs exist for this public user identity, then the S-CSCF will release the existing dialogs. This includes early dialogs.
And in the 23.292, it defines the IMS registration/de-registration perform by eMSC via I2.
7.2.1.2
Registration using I2 reference point

Figure 7.2.1.2-1 describes how IMS registration is performed by the MSC Server enhanced for ICS upon receiving of a Location Update Request.
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Figure 7.2.1.2-1: Initial IMS Registration via CS Access

1.
The UE sends a Location Update Request towards the CS network.

NOTE 1:
Combined RA/LA Update Request (as specified in TS 23.060 [35]) can be used instead when the network is in MNO I configuration.

NOTE 2:
Combined TA/LA Update procedure (as specified in TS 23.272 [44]) can be used instead when the network supports EMM combined procedures.

2.
The MSC Server enhanced for ICS performs standard CS location update, authentication and obtains subscriber data.

3.
A Location Area Update Accept is returned to the UE.

NOTE 3:
If Combined RA/LA Update Request is used in Step 1, the MSC Server enhanced for ICS does not return Location Area Update Accept to the UE but returns Location Update Accept to SGSN, as specified in TS 23.060 [35].

NOTE 4:
If Combined TA/LA Update procedure is used in Step 1, the MSC Server enhanced for ICS does not return Location Area Update Accept to the UE but returns Location Update Accept to MME, as specified in TS 23.272 [44].

4.
The MSC Server enhanced for ICS decides to initiate IMS registration for this subscriber. If the subscriber is already registered via this MSC Server enhanced for ICS, no IMS registration is sent.

5.
The MSC Server enhanced for ICS derives a domain name from the subscriber’s identity (e.g. IMSI) and discovers the address of the appropriate I‑CSCF/IBCF.

6.
The MSC Server enhanced for ICS sends a SIP REGISTER to the IMS with a private and temporary Public User Identity derived from the subscriber’s IMSI as well as an InstanceID. The REGISTER also contains information indicating the capabilities (e.g. media types) supported and characteristics of the MSC Server as a SIP User Agent Client. The I‑CSCF verifies that the incoming REGISTER origins from a trusted MSC Server (in the same way it would check that a normal REGISTER origins from a trusted P‑CSCF).

7.
The I‑CSCF initiates standard procedures for S‑CSCF location/allocation.

8.
The I‑CSCF forwards the REGISTER to the S‑CSCF.

9.
The S‑CSCF identifies the REGISTER as being from the MSC Server. The S‑CSCF skips any further authentication procedures and performs registration procedures with the HSS. 

10.
The S‑CSCF performs standard service control execution procedures. Filter criteria directs the S‑CSCF to send a REGISTER to the SCC AS.

11.
IMS registration procedures are completed.

7.2.1.3
Deregistration using I2 reference point

Figure 7.2.1.3-1 describes how IMS deregistration is performed by an MSC Server enhanced for ICS upon detection of the Location Cancellation procedure. In this scenario, the UE is moving away from an MSC Server enhanced for ICS to an MSC Server not enhanced for ICS. Identical IMS deregistration procedures are initiated by the source MSC Server enhanced for ICS upon receiving of any other indication that the UE is no longer considered registered.


[image: image2.emf]UE

MSC Server 

(source)

I-CSCF S-CSCF HSS/HLR SCC AS

1 .  Location Updating

3.  Cancel Location

4.  De-REGISTER

MSC Server 

(target)

7.  Cx-Put  +  Cx-Pull  /  Resp

6.  De-REGISTER

8.  De-REGISTER

9.  Completion of De-registration Signaling

2.  CS Location Update and Authentication procedures

5.  Cx-Query  +  Cx-Select-Pull  / 

Resp

 


Figure 7.2.1.3-1: IMS Deregistration via CS Access by source MSC Server enhanced for ICS when moving to an MSC Server not enhanced for ICS

1.
The UE initiates standard location updating procedures toward the CS network.

2.
The CS network performs standard CS location updating and authentication procedures.

3.
The HSS initiates location cancellation procedures towards the source MSC Server that is enhanced for ICS.

4.
On receipt of the Cancel Location, the source MSC Server should delay the deregistration procedure for a short period of time, e.g. by starting a timer.

NOTE:
The delay mentioned in step 4 is used to reduce the signalling at S‑CSCF when UE moves between MSC Servers enhanced for ICS (see clause 7.2.1.4). The delay needs to be long enough to ensure that the deregistration request from the source MSC Server arrives at the S‑CSCF after the registration request from target MSC Server enhanced for ICS.
5.
The I‑CSCF initiates standard procedures for S‑CSCF location/allocation.

6.
The I‑CSCF forwards the REGISTER to the S‑CSCF.

7.
The S‑CSCF identifies the REGISTER as being from an MSC Server enhanced for ICS that is a trusted network node. The S‑CSCF skips any further authentication procedures and performs deregistration procedures with the HSS.

8.
The S‑CSCF performs the procedures as described in clause 7.2.1.1. As the contact address in the REGISTER is the same with the contact address in the existing binding, the S‑CSCF performs standard service control execution procedures. Filter criteria directs the S‑CSCF to send a REGISTER to the SCC AS.

9.
IMS deregistration procedures are completed.

Therefore, in general, the S-CSCF/SCC AS will receive the new IMS registration from new eMSC before the IMS de-registration from old eMSC.

2. Discussion 

In the 23.018, it defines the MTRR and MTRF.
It applies to a mobile terminating call while the called mobile is simultaneously moving from an old to a new MSC
The following fig show one of possible scenario:
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In 23.292 MT case, it illustrates the MTRR/MTRF handling except I2 scenario. In I2 case, when the UE moves from an old eMSC to new eMSC in MT like above scenario, the old eMSC will follow the section 7.2.1.3 in 23.292 and the new eMSC will follow the section 7.2.1.2 in 23.292.
When SCC AS sends the INVITE to the old eMSC and does not receive the response, it receives a new 3rd party IMS registration from new eMSC. It is not clear the behaviour of the SCC AS.
If the SCC AS does nothing, the call will fail.
From Rel-11, ICS MSC can be used for CSFB. This means that MSC (old MSC) can perform I2 registration to IMS after it receives the combined Attach from MME. In this scenario, the old MSC may be often different with the MSC that the UE is redirected to. This adds failure possibility described above greatly. 
This paper suggests that, if the SCC AS receive new IMS registration from new MSC after it sends INVITE to old MSC, it sends the new INVITE to the new eMSC.
If the new MSC is the legacy MSC, it will not send the IMS registration. In SCC AS side, after it sends the INVITE to the old eMSC, it receives the IMS de-registration. In this case, it can follow the procedure in 23.292 section 7.4.2.1.3 (Termination to non ICS UE not registered in IMS).
3. Proposal 

It proposes add the following paragraph to 23.292

.
For voice call terminating sessions that use CS media via I2 case, if the SCC AS receives new IMS registration from new MSC Server enhanced for ICS after it sends INVITE to old MSC Server enhanced for ICS, the SCC AS may redeliver the terminating session to new MSC Server enhanced for ICS. After the SCC AS sends the INVITE to MSC Server enhanced for ICS, it receives the IMS de-registration from this eMSC and does not receive the IMS registration from new MSC, it follows the procedure in 7.4.2.1.3
NOTE 2:
The SCC AS can delay the above decision for a while. This depends on SCC AS implementation.
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