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1	Discussion
Solution 8.6 introduced the support of untrusted non-3GPP access via the introduction of a new core network function that acts as a gateway to other core network functions via NG2 and NG3.
The current description of the solution assumes that the successfully authenticated establishment of an IPSec tunnel between the UE and the gateway implicitly attaches the UE to the NGC. However, based on such assumption, the NGC UE is required to modify the behaviour of NAS in the case on untrusted non-3GPP access. Moreover, it requires in the core network that the functions dedicated to authenticating a UE implicitly create a mobility management state for the UE in the mobility management functions.
It is proposed to modify the solution as follows:
-	after obtaining IP connectivity over the untrusted non-3GPP access, the UE discovers the gateway (called ngPDG in the modified proposal) with a mechanism similar to the ePDG discovery in the EPC. 
-	The UE performs an attach to the network in two steps:
-	the UE establishes an IPSec tunnel with the ngPDG with the same procedures defined for the ePDG in EPC
-	once the tunnel is established, and the UE is therefore authenticated, the UE send NAS signalling containing the Attach Request
-	the network, upon receiving the NAS attach request from the UE, verifies that the UE is already authenticated and processes the attach procedure without re-authenticating the UE
-	the NAS signalling between the UE and the core network control plane functions is transported between the UE and the ngPDG over IP, including the NAS Attach messages

2	Proposal
The paper proposes a way forward for the support on untrusted non-3GPP access by:
-	updating solution 8.6
-	updating the interim conclusions for Key Issue #8
-	updating the interim conclusions for Key Issue #4 to address the FFS regarding non-3GPP accesses.

START OF CHANGES


[bookmark: _Toc463017202]6.8.6	Solution 8.6: Architecture for support of untrusted WLANNon-3GPP Access
The solution focuses specifically on the support of untrusted Non-3GPP Accesses.WLAN in the NextGen architecture and addresses Key Issue #8, and in particular the following:.
-	identify how the functionality can be modularized for the definition of a modular Next Generation Core -ANs interface that minimizes access dependencies and applies to any access networks
-	identify how to decouple the access network and the core network, and identify its effects and implications to the Next Generation Core. Such decoupling shall allow for parallel and independent design and evolution of access networks and core networks.
[bookmark: _Toc463017203]6.8.6.1	Architecture description
Depicted in Figure 6.8.6.1-1 represent a proposal for the integration of untrusted Non-3GPP Access WLAN access in NextGen CN based on the reference points in Annex G. The specific aspects of the CN architecture in terms of control plane and user plane are illustrated by grouping the functions into Control Plane functions (CP functions) and User Plane functions (UP functions).
The key points of the architecture are:
-	introduction of a Non-3GPP Core Network Packet Data Gateway (N3CNGWngPDG) standardized as part of the NextGen CN definition and deployable close to the access network. The N3CNGW hasngPDG supports:
-	 a control plane component for the establishment of a secure tunnel between the UE and the N3CNGW ngPDG (e.g. via IKEv2) , interfaced to the CN CP functions in the CN with NG2. The ngPDG uses a set of NG2 capabilities to support the EAP authentication and the NG1 NAS signalling between the UE and the CN CP functions.
-	a user plane component, implementing the termination of an IPSec secure tunnel between the UE and the N3CNGW  ngPDG in order to provide secure access to the NextGen CN over the untrusted WLAN non-3GPP access to the UE. The N3CNGW ngPDG interacts with other CP functions to authenticate the UE, and interfaces with the u-plane functions in the CN with NG3. 
NOTE: the ngPDG is a function defined by SA2. Procedures between the UE and the ngPDG and between the ngPDG and the CN are defined in SA2.
-	the interface between the UE and the CN CP control plane functions beyond the N3CNGW is NG1. NG1 is transported transparently between the UE and the CN CP functions in the CN, using IP transport between the UE and the N3CNGWngPDG, and NG2 between the ngPDG and the CN CP functions. 
-	After obtaining IP connectivity over the untrusted non-3GPP access, the UE discovers the ngPDG with a mechanism similar to the ePDG discovery in the EPC. 
-	The UE performs an attach to the network in two steps:
-	The UE establishes an IPSec tunnel with the ngPDG with the same procedures defined for the ePDG in EPC. The IPSec tunnel established at this step is needed to protect subsequent NG1 signalling between the UE and the CN CP functions and transported between the UE and the ngPDG.
-	Once the tunnel is established, and the UE is therefore authenticated, the UE send NAS signalling containing a NAS Attach Request
-	The network, upon receiving the NAS attach request from the UE, verifies that the UE is already authenticated and processes the attach procedure without re-authenticating the UE
-	a secure IPSec tunnel is established between the UE and the N3CNGW function upon UE attach to the network, and protect user plane data and subsequent NG1 signalling between the UE and the CP functions in the CN. -	The attach procedure is separate from the PDU session establishment procedure.
The architecture proposes that N3CNGW ngPDG acts both as a control plane and a user plane function. Definition of the interface between the control plane and user plane functions in the ngPDG is out of scope. The N3CNGW ngPDG acts as an evolution of an ePDG in the EPC. 
In this solution, the following is assumed:
-	the UE is dual radio, i.e. can connect to both a 3GPP RAN and the untrusted N3GPP AN;
-	Before exchanging NAS signalling between the UE and the CN CP functions (e.g. attach), the UE needs to establish an IPSec tunnel with the ngPDG.
-	the NAS protocol stack the UE uses over untrusted N3GPP AN is different from the same NAS protocol stack the UE uses over an NG RAN, similarly to the way the protocol used between a UE and the ePDG in EPC is different from the protocol used by the UE with a RAN connected to the EPC. 

-	one secure tunnel between the UE and the N3CNGW ngPDG is used for the support of NAS signalling between the UE and the ngPDG. 
-	For the support of multiple PDN connectionsPDU sessions, one child SA may be created to protect each PDU session user plane between the UE and the ngPDG, and distinguish the traffic of each PDU sessions and enable appropriate routing between NG3 .
Editor’s Note: whether child SAs or other mechanisms are used for this with security over the untrusted radio secured by a single security context for all the UE PDU sessions
-	attach is performed via EAP authentication over IKEv2, and the UE is authenticated by the CN CP Functions. EAP can be used to carry additional parameters to support functionality supported by NAS attach.
Editor's note:	it is FFS how additional parameters can be transported in EAP.


[bookmark: _MON_1403780306]
Figure 6.8.6.1-1: Architecture for NextGen CN access via untrusted WLAN.
In addition to the reference points described in Annex G, the following reference points are introducedconsidered:
Y1: Reference point between the UE and the non-3GPP access (e.g. WLAN).
Y2: Reference point between the untrusted non-3GPP access and the N3CNGW ngPDG for the transport of UE user plane and the transport on NWxNGu.
NWxNGu: NWx NGu represents interface between the UE and N3CNGW the ngPDG  for establishing a secure tunnel between the UE and the NextGen CN, similar to the interface between the UE and the ePDG, and for securing the control plane and user plane exchanged between the UE and the NextGen CN.
NG2: NG2 represents the interface between the N3CNGW ngPDG and the CP functions. In the case of ngPDG, the NG2 functions used include to transporting signalling between the UE and the CP Functions for UE authentication and secure tunnel establishment, transporting NG1 NAS signalling, enabling the CN CP functions to configure the ngPDG (e.g. at PDU session establishment). 
NG3: represents the user plane interface between the N3CNGW ngPDG and the UP functions.
[bookmark: _Toc463017204]6.8.6.2	Function description
The proposed architecture is characterized by the following functionality, based on two alternative options:
-	The UE obtains an IP address from the Non-3GPP access;
Editor's note: UE authentication with the Non-3GPP access is not covered in this proposal. 

-	The UE discovers and selects an N3CNGWngPDG, similarly to the way a UE selects an ePDG in EPC;
Editor's note: ngPDG discovery is not covered in this proposal and is expected to be based on ePDG discovery mechanisms defined for the EPC.
-	The UE performs procedures (e.g. IKEv2) over NWx NGu for the establishment of an IPSec tunnel with the N3CNGWngPDG. As part of IKEv2 set-up the UE performs EAP authentication over IKEv2;.
-	As part of establishing the IPSec tunnel, the ngPDG interacts with the CN CP functions to authenticate the UE. EAP signalling is transported between the ngPDG and the CN CP functions via NG2
-	The UE does not perform a NAS Attach procedure. The establishment of the IPSec tunnel and the authentication performed by the CN of the UE during the tunnel establishment (i.e. by the CP-AU in solution 6.12.1) correspond to an attach procedure (e.g. similarly to the procedures in EPC for ePDG)creates a security context for the UE in the CN CP functions, indicating the UE is successfully authenticated; 
-	Upon successful EAP authentication of the UE: 
-	As a result, the UE is authenticated with the CN and security context can be provided by tThe CN CP functions provide to the N3CNGW ngPDG (via NG2) the security context necessary to establish the IPSec in order to secure the tunnel between the UE and the N3CNGngPDG;
-	The ngPDG provides to the UE the ngPDG C-plane addressing information to be used by the UE for subsequent NAS signalling (e.g. a specific IP address and/or port number) to enable the UE to transport NAS over IP
-	Upon successful UE attachment over untrusted non-3GPP access, the CN CP function is informed of the type of access the UE is attached to, in order to perform mobility management procedures appropriate to the access (e.g. avoid paging procedures over untrusted non-3GPP access). 
-	The UE exchanges any further NG1 signalling (e.g. PDU Session Establishment) with the CN CP functions over the secure tunnel established with the ngPDG N3CNGW and over NG2 between the N3CNGW and the CN CP functions. Such signalling is transported over UDP/IP in the IPSec tunnel between the UE and the ngPDG, using the ngPDG C-plane addressing information provided to the UE by the ngPDGN3CNGW. The NAS signalling is extracted by the ngPDG N3CNGW and forwarded to the CP Functions over NG2;
-	The UE performs a NAS Attach procedure with the CN by sending an Attach message over NGu. Upon receiving the Attach message, the CN CP functions verify that the UE is already authenticated and the UE profile has already been retrieved, and process the attach request without authentication the UE again.
Editor's note:	it is FFS whether further MM signalling is required for the UE in this solution besides attach. This depends on mobility and network slicing solutions defined for mobility between an NG RAN and untrusted WLAN.

-	the UE exchanges explicit SM signalling for the establishment of PDU Sessions  over the IPSec tunnel established with the ngPDG. The ngPDG extracts the NAS signalling and routes it over, NG2 between the ngPDG and the other CP functions
-	The main differences between this solution and an ePDG-based solution areis that 
-	the ngPDG N3CNGW interfaces, over NG2 between the ngPDG N3CNGW and the core network CP Functions for UE authentication, encapsulating the EAP signalling for the authentication in NG2. Authentication and PDU session management is performed in the CN CP functions, whereas in EPC they were performed in the ePDG. This enables using the same set of CN CP functions for both a 3GPP access and an untrusted non-3GPP access for the same UE when the UE is connected simultaneously to both accesses or to handover traffic between a 3GPP access and a non-3GPP access without having to relocate the serving functions;

-	the UE exchanges explicit SM signalling for the establishment of PDU Sessions  over the IPSec tunnel established with  the N3CNGW between the UE and the N3CNGW. The N3CNGW extracts the NAS signalling and routes it over, NG2 between the N3CNGW and the other CP functions;
Editor's note:	how a single IPSec tunnel allows transporting both NAS signalling between the UE and the CP-functions and user plane data for PDU sessions is FFS.
Editor's note:	whether one secure tunnel is sufficient for the support of multiple PDU sessions, or dedicated per-PDU sessions secure tunnels are needed, is FFS and depends on SA3.
Editor's note: 	how QoS is supported for different PDU session may be based on the solutions developed for the ePDG solution in the EPC and is FFS. 
-	upon PDU session establishment, user plane function selection is performed. The ngPDG N3CNGW can be selected as the only user plane function for the UE, acting as a GW towards data networks, or separate user plane function(s) can be selected and interconnected to the ngPDG N3CNGW via NG3;
-	upon the creation of a PDU session, the CN CP functions select a User Plane function (UPF) for routing the traffic of the PDU session to the corresponding Data Network. 
-	The CN CP functions provide to the UPF the routing tunnel end point corresponding to the ngPDG. 
-	The CP CN functions provide to the ngPDG the routing tunnel end point corresponding to the UPF and the IP address(es) for the corresponding to the PDU session. 
-	Upon receiving the indication that a new PDU session has been established, the ngPDG establishes a child Security Association with the UE, and both the UE and the ngPDG associate the new SA to the PDU session and the corresponding UE address(es) 
-	the IPSec tunnel is used as follows to transport NAS signalling and user plane data:
-	the ngPDG provides to the UE, upon successful IPSec tunnel establishment, the ngPDG C-plane addressing information to be used by the UE to send NAS signalling to the network
-	for each PDU session activated for the UE, a child security association is created and the IP address(es) assigned to the UE as part of the PDU session activation are associated to the child SA corresponding to the PDU session
Editor's note:	When UE is connected via both 3GPP and non-3GPP access, the impact of multiple NG1 instances on mobility management solutions is FFS in terms of the mobility management model maintained by the network for the UE.
-	The ngPDG N3CNGW performs the following additional functionality:
-	Routing of packets from/to the NextGen CN to/from UE by interfacing via NG3 with other user plane functions or via NG6 with the Data Network;
-	De-capsulation/Encapsulation of packets for IPSec;
-	Local mobility anchor within untrusted non-3GPP access networks using MOBIKE (if needed).
Editor's note: ngPDG N3CNGW functionality in terms of transport of level packet marking and QoS Enforcement are FFS and depend on the QoS solutions defined in NextGen.
-	support of network slicing is provided by the UE using the same NAS NG1 procedures between the UE and the CN CP functions that the UE uses over an NG RAN. 
Editor’s note: the extent of required network slicing support over a non-3GPP access and what features of network slicing can be supported over a non-3GPP access are FFS. Further network slicing considerations are not covered by the present proposal.
The proposal has the following difference with respect to the use of NG2 for NG RAN:
-	NG2 in case of NG RAN transports authentication signalling within NAS request messages (specifically the Attach Request). In this proposal NG2 needs to be extended to carryies the EAP signalling for UE authentication and IPSec tunnel establishment
-	not all parameters delivered to a 3GPP AN (i.e. parameters specific to a 3GPP access) are delivered to the ngPDG over NG2
Editor’s note: consideration for handover of traffic between NG RAN and untrusted non-3GPP access connected to the NGC are FFS. Considerations for simultaneous connectivity over NG RAN and over untrusted non-3GPP access connected to the NGC are FFS.by itself, in order for NG2 to be able to transport EAP signalling to the CN in the untrusted case
[bookmark: _Toc463017205]6.8.6.2.1	Initial attach procedure for Untrusted N3GPP Access
The call flow in Figure 6.8.6.2-1 describes the Attach procedure via untrusted N3GPP access with NAS transported in EAP within IKEv2 between the UE and N3CNGW.
In this procedure it is assumed that:
-	EAP is transported in IKEv2 between UE and N3CNGW ngPDG for the IPSec tunnel establishment;

-	The EAP-based authentication during the establishment of the secure tunnel via IKEv2 is equivalent to the an attach procedure, i.e. NAS Attach messages are not used;
-	The N3CNGW ngPDG extracts the EAP messages sent in IKEv2 in uplink and forwards them to the Serving CN CP Functions over NG2 to carry out the authentication in the CP AU function. The ngPDG, upon receiving EAP messages over NG2 from the Serving CN CP function, forwards them to the UE in IKEv2;
-	to attach to the network, the UE first performs the IPSec tunnel establishment and, once the tunnel is established, the UE performs a NAS attach procedure with NAS messages transported over IP between the UE and the ngPDG. The ngPDG extracts the NAS messages in uplink and forwards them over NG2 to the CN CP function 



Figure 6.8.6.2.1-1: Attach procedure for untrusted N3GPP access using EAP-over-IKEv2 between UE and N3ANF
The call flow is as follows:
1.	The UE gains IP connectivity with the untrusted N3GPP AN.
Editor's note: 	UE authentication with the Non-3GPP access is outside the scope of this proposal. 
2.	The UE discovers a NCNGW ngPDG via a procedure similar to ePDG discovery of Rel. 13.
Editor’s note: it is assumed that an NGC UE discovers an ngPDG or a PDG that has both the ePDG and ngPDG functionality. Details of the ngPDG discovery are FFS. 
3.	UE initiates the IKE setup procedure via an IKE_SA_INIT exchange, triggered by the need to attach and establish connectivity over untrusted N3GPP AN. 
4.	UE sends IKE_AUTH Request and provides the UE identity. The UE does not provide any information to identify a Data Network.
NOTE: The behaviour of the UE is similar to the IPSec tunnel establishment with an ePDG in EPC, with the difference that the UE does not provide any APN information.
5.	The N3CNGW ngPDG selects a Serving CN CP function, and forwards the request to the Serving CN CP Function.
Editor’s Note: how the ngPDG selects the Serving CN CP function is FFS.
s
6. 	The Serving CN CP Function interacts with the HSS/AAA to retrieve the subscriber profile.	
7.	The Serving CN CP Functions sends an EAP Request to the ngPDG.
8.	ngPDG responds with an IKE_AUTH Response including the authentication EAP request.
9.	The UE sends the IKE_AUTH Request. The UE does not send an NG NAS Attach Request.
10.	The ngPDG N3CNGW forwards the EAP request to the Serving CN CP Functions. 
11. The Serving CN CP Functions (e.g. CP-AU of solution in 6.12.1) process the EAP Request and sends an Authentication Request over NG2. 
12.	The ngPDG N3CNGW forwards the Authentication Request over IKEv2 to the UE.
13. The UE computes an authentication response and sends an Authentication Response to the Serving CN CP Functions encapsulating it in IKEv2 to the ngPDGN3CNGW
143.	The ngPDG N3CNGW forwards the Authentication response to the Serving CN CP Functions over NG2
154.	The Serving CN CP Functions completes the authentication procedure towards the UE and provides the security context for the UE, including the generic attach security context and the security context for the setup of the IPSec Tunnel. The Serving CN CP functions forward the security context for the establishment of the IPSec Tunnel over NG2 to the N3CNGW ngPDG. The Serving CN CP Function may store a context for the UE indicating that the UE has been successful authenticated. The Serving CN CP function also provide the UE with the temporary secure identity. 
Editor’s Note: the Serving CN CP function may include an SEAF (Security Anchor Function) function to store the UE security context. 

165.	The ngPDG N3CNGW sends an EAP response to the UE over IKEv2. The ngPDG sends the IP address of the UE in the final IKEv2 message with the ngPDG IP address in IKEv2 Configuration payloads, similarly to the ePDG procedure. However, the IP address of the UE shall be not be used for user plane traffic but only used to transmit and receive NAS signalling to the CN CP functions via the ngPDG,  The ePDG also includes in the IDr payload of IKEv2  the ngPDG N3CNGW C-plane addressing information to be used by the UE for subsequent NAS signalling to the Serving CN CP Function via the ngPDG (e.g. a specific IP address and/or port number), and the the IKEv2 procedure is completed. An NG2 interface instance for the UE is established between the ngPDG and the Serving CN CP Function. 
NOTE: with respect to the IKEv2 procedure used for the UE tunnel setup with the ePDG in EPC, the IP address for the UE returned in the IKEv2 message is not for user plane data, but for transport of NAS signalling between the UE and the Serving CN CP Function via the ngPDG. 
17. The UE sends a NAS Attach Request to the Serving CN CP Function over UDP/IP addressing the ngPDG C-plane termination. The UE provides in the Attach Request the same identity it provided in step 4 or, if received in step 14, provides the temporary secure identity.
18. The ngPDG forwards the NAS Attach Request to the Serving CN CP Function.
19.	The Serving CN CP Function verifies that the UE has been previously authenticated based on the identity provided by the UE (i.e. the secure temporary identity provided by the Serving CN CP function in step 15, or the UE identity provides by the UE in step 4 if the Serving CN CP function has not provided the secure temporary identity) and by verifying the context in the Serving CN CP function, and proceeds with the attach procedure without re-authenticating the UE.



Figure 6.8.6.2.1-2: Protocol stack for IPSec Tunnel Establishment.
The following Figure 6.8.6.2.1-32 describes the protocol stack during the UE attach.


[bookmark: _MON_1407230184]
Figure 6.8.65.2.1-32: Protocol stack for Attach procedure
[bookmark: _Toc463017206]6.8.6.2.2	PDU session establishment via untrusted N3GPP access 
Subsequent NAS signalling for PDU Session establishment is transported over UDP and IP in the IPSec tunnel. The UE addresses the NAS signalling using the addressing information provided to the UE by the N3CNGW ngPDG in step 15 during the IPSec tunnel establishment. The NAS signalling is extracted by the ngPDG N3CNGW and forwarded to the Serving CN CP Function selected during the attach procedures over NG2. Selection of the CP Functions the NAS signalling is forwarded to is performed by the N3CNGW.


[bookmark: _MON_1407050233][bookmark: _MON_1411141834]
Figure 6.8.6.2.2-1: PDU session establishment via non-3GPP access procedure
Once the initial attach procedure as described in subclause 6.8.6.2.1 is completed, the UE can initiate PDU session establishment procedure as described in Figure 6.8.6.2.2-1 above.
1.	The UE performs the attach procedure over non-3GPP access as shown in subclause 6.8.6.2.1.
2.	The UE sends a PDU session request message to the CP function ngPDG over using UDP/IP between the UE and the ngPDG and using the c-plane ngPDG addressing information obtained during step 15 of the attach procedure. 
3.	The UE may address the request to the CP Function Address obtained at the attach and use a specific UDP port number (either a standardized value or a value assigned during the attach procedure), and encapsulates it in an IPSec packet. The N3CNGW ngPDG de-capsulates the received message and forwards it to the Serving CN CP function via NG2 interface. The ngPDG also includes an IP address for a tunnel termination point for the establishment of the user plane for a PDU Session.
NOTE: the ngPDG is not aware of the content of the NAS message. The ngPDG however assigns an IP address for a tunnel termination point for the establishment of the user plane for a PDU Session anyway, and forwards it to the Serving CN CP Function. If at the completion of the procedure the ngPDG does not receive from the Serving CN CP Function the user plane information for the UP functions, the ngPDG releases the allocated IP address.
34.	The CP function performs the UP setup (including UP function selection) with the UP function, including assigning the UE IP address(es) for the PDU session, providing to the UP function the IP address for the tunnel termination point at the ngPDG, and retrieving the UP function tunnel termination address.
45.	The Serving CN CP function sends a PDU session response message to the UE over NG2 including the IP address(es) assigned to the UE. The Serving CN CP function provides to the ngPDG over NG2 the IP address(es) assigned to the UE, and the  UP function tunnel termination address.
6.	The ngPDG forwards the PDU session response message is over UDP/IP  and is encapsulated in an IPSec packet to the UEby the N3CNGW. The ngPDG may trigger the establishment of a child SA with the UE and associates the IP address(es) allocated to the UE for the PDU session with the child SA.
The protocol stack for the PDU session setup is described below.


[bookmark: _MON_1408033623]
Figure 6.8.6.2.2-2: Protocols for control plane
Editor's note:	the user plane stack figure is FFS.
[bookmark: _Toc463017207]6.8.6.3	Solution evaluation
Editor's note:	This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.
The proposed solution enables re-using the concepts and mechanisms defined for UE connectivity over untrusted non-3GPP access in the EPC. Some differences are present in terms of parameters exchanged during the procedures.
The solution enables the UE to use the same NAS stack and procedures defined over an NG RAN connected to the NGC also over an untrusted non-3GPP access connected to the NGC via an ngPDG.
The solution does not require modification to the EAP authentication methods to support NectGen-specific information (e.g. a NAS Attach message or parameters regularly transported in a NAS attach message). Therefore the solution does not require interactions with external standardization fora, e.g. IETF. The UE can e.g. attach to NextGen core over trusted non-3GPP access by carrying out the normal EAP-AKA’ procedure.
The proposal makes the ngPDG functionality independent from the NAS functionality, therefore future enhancements to e.g. NGC NAS MM, like an Attach Message and the parameters included, has no impacts on the ngPDG functionality and does not require modifications to IKEv2 or EAP.
The proposal enables support of network slicing, since the UE uses the same NAS NG1 procedures between the UE and the CN CP functions that the UE uses over an NG RAN.
Editor’s Note: the extent of required network slicing support over a non-3GPP access and what features of network slicing can be supported over a non-3GPP access are FFS. 
The proposal does not require RAN groups to define any new interfaces or protocols for the support of untrusted non-3GPP. This is particularly important since RAN has decided to put on hold till March 2017 any aspects related to interworking with non-3GPP, as described in RAN report to SA#73: SP-160742.



NEXT CHANGE
[bookmark: _Toc463017330]8.8	Interim Agreements on Key Issue #8: Next Generation core and access - functional division and interface
The following table documents the current status of agreements on the CN-RAN functional allocation:

Table 8.8-1: Logical function allocation
	Location:
Function:
	NextGen RAN
	NextGen CN
	Comments

	Key Issue #1 - Network Slicing
	
	
	

	CN instance selection when UE attach to a CN network slice
	FFS
	FFS
	

	Key Issue #3 - Mobility Management
	
	
	

	Mobility management control, (Subscription and Policies) 
	
	X
	

	Determination of mobility restriction
	
	X
	

	Roaming restrictions execution
	
	X
	

	Mobility restrictions execution, [CN Connected]
	X
	
	

	Mobility restrictions execution, [CN Idle]
	
	X
	It is expected that the RAN design will enable minimization of CN-initiated paging and UE associated CN/RAN signaling

	UE registration
	
	X
	

	Area tracking
	FFS
	X
	 The need for RAN level area tracking is for RAN WGs to determine.

	UE unreachability detection
	
	X
	Assumed to be supported in CN for UEs in CN Idle state.

	RAN UE unreachability detection
	X
	
	Assumed to be supported in RAN for UEs in RAN Inactive state. If RAN inactive state exists.

	NAS state transitions
	
	X
	

	RRC state transitions
	X
	
	

	Paging initiation and control in RAN Inactive state
	X
	
	RAN Inactive state is RAN state that corresponds to CN connected state. If RAN inactive state exists.

	Paging initiation in CN Idle state
	
	X
	

	Access Stratum UE Context storage in RAN Inactive state
	X
	
	If RAN inactive state exists.

	Control of connected state mobility
	X
	X
	

	UP buffer for UE in CN Idle state
	
	X
	

	UP buffer for UE in RAN Inactive state
	X
	
	If RAN inactive state exists.

	Key Issue #4 - Session Management
	
	
	

	PDU Session address allocation
	
	X
	FFS for non-IP PDU Sessions

	PDU Session Termination Point
	
	X
	Note that this refers to the ownership of the specification for the function supporting the termination point. In a NW deployment this function may be deployed on or close to a RAN site.

	Session Management
	
	X
	

	Termination of UP security
	FFS
	FFS
	FFS

	Subscription Data Handling (incl. default QoS profile)
	
	X
	

	Key issue #12
	
	
	

	Authentication and Key Agreement
	
	X
	

	Key Issue #2 QoS
	
	
	

	Radio Resource Admission Control
	X
	
	

	Radio Resource management (QoS attributes)
	X
	
	Packet scheduling with regards to resource utilization and availability (RRM)

	Max rate control
	X
	X
	Maximum bitrate policing in the CN and RAN in UL and DL.

	QoS Policy Control
	
	X
	

	Transport marking
	X
	X
	Used for prioritization in the transport network.

	Charging Data Collection
	
	X
	

	Packet classification of DL packets for QoS differentiation on the Radio
	FFS
	FFS
	Some companies think the QoS classification for QoS differentiation of DL packets is performed in RAN.

	QoS differentiation and verification for UL packets
	FFS
	FFS
	Some companies think the QoS verification for UL packets is performed in RAN and/or CN.



Interim agreements for Key issue #8 with respect to the support of untrusted non-3GPP access are as follows:
1.	A core network function ngPDG is introduced in the NextGen architecture. The ngPDG is similar to an EPC ePDG but does not authenticate the UE, and does not perform PDU session establishment.
2.	The ngPDG interfaces to other functions in the NGC via NG2 and NG3
3.	NAS signalling between the UE and the core network control plane functions is transported between the UE and the ngPDG via UDP over IP in the IPSec tunnel. The ngPDG forwards the NAS signalling to the core network control plane functions over NG2
4.	The UE performs attach to the network by separately establishing an IPSec tunnel between the UE and the ngPDG, and then performing a NAS attach procedure with the core network control plane functions 
5.	The core network control plane functions configure the ngPDG for the establishment of the IPSec tunnel and the user plane setup via NG2 interface.
6. 	Support of NAS signalling and user plane data corresponding to PDU session over the IPSec tunnel may rely on the establishment of a child security association for each established PDU session.
Editor’s Note: whether child SAs or other mechanisms are used for this 
Solution 8.6 is selected as the way forward. 


NEXT CHANGE

[bookmark: _Toc463017326]8.4	Interim Agreements on Key Issue #4: Session management
Interim agreements for Key issue #4 Session Management are as follows:
1.	The NextGen system should support multiple PDU sessions via multiple accesses to the same data network or different data networks in the following case 
-	One access network is NG RAN and another access network is non-3GPP access
2.	The NextGen system should support PDU sessions whose traffic is simultaneously carried over multiple access where one access is a 3GPP access and the other is a non-3GPP access 
NOTE: The bullet 2 will be handled in Phase 2.
3.	The User Plane format in NextGen on NG3 shall at least support per PDU Session tunnelling, as described in clause 6.4.10.
Editor's note:	User Plane format within the CN is FFS. 
Editor's note:	The granularity of the tunnelling for non-3GPP accesses is FFS.
Editor's note:	Whether an additional tunnelling granularity variant will be supported for stationary UEs is FFS.
Interim agreements for MM and SM interaction are as follows:
1. A single NG1 NAS connection is used for both MM and SM-related messages and procedures for a UE. The single NG1 termination point is located in MM.
NOTE: this applies for UE registered via 3GPP access and for UE registered via an untrusted non-3GPP access.
Editor notes: This is applied for UE only registered via 3GPP access. The case of UE registered via a trusted non-3GPP access is FFS.
Editor notes: The case of a UE registered both via 3GPP access and a non-3GPP access is FFS.
2. The MM selects the SM functions for the PDU sessions. MM may select different SM functions for different PDU sessions.
3. MM forwards SM related NAS information to the SM function.
4. MM stores the identification of serving SM function(s) of UE and SM stores the identification of serving MM function of UE.




END OF CHANGES
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