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Abstract of the contribution: the paper proposes a way forward and interim agreements on QoS establishment mechanisms.
1	Discussion
Interim agreements have been achieved regarding the use of Pre-Authorized QoS rules defined by the NextGen CN upon PDU session establishment and on the provisioning by the CN control plane of Preauthorized QoS rules to the UE, the AN and the User Plane Functions in the CN.
However, the interim agreements do not have conclusions on the mechanisms required for the actual establishment of QoS, included dedicated resources in the AN when necessary depending on the type of AN.  
2	Proposal
The proposal is to:
-	accept the clarifications to solution 6.2.4 and the solution evaluation
-	the modifications to the solution aim at capturing alignment with other QoS solutions and cover aspects that were not fully explained.
-	implicit QoS setup has been removed since it does not match interim agreements (including the concept of pre-authorized QoS rules)
-	for explicit QoS request by the UE, it captures the scenario of non-guaranteed bit rate QoS corresponding to pre-authorized QoS rules, and the case of guaranteed bit rate QoS. It is proposed that, with the introduction of pre-authorized QoS rules distributed by the CN to the UE and the AN, it is not necessary for the UE to use NG1 signalling to establish QoS for data flows for which pre-authorized QoS flows exist.
-	moreover, for explicit UE QoS request by the UE, it captures the two models discussed at previous meetings but that were not captured in any flows or descriptions, and on which there is still no conclusions
-	do not endorse UE triggered QoS establishment via NG1 signalling, in order to avoid unnecessary 
-	add the following agreement.

START OF CHANGES
[bookmark: _Toc463016798][bookmark: _Toc463017324]6.2.4	Solution 2.4: QoS model for QoS Authorization and Request 
[bookmark: _Toc463016799]6.2.4.1	Architecture description 
Editor's note:	This clause will contain e.g., terminology, overview, architecture description of the solution. 
[bookmark: _Toc463016800]6.2.4.1.1	Functional Architecture
The functional architecture of solution 2.2 is assumed. 
[bookmark: _Toc463016801]6.2.4.2	Function description 
Editor's note:	This clause will contain function descriptions and the interactions among the network functions.
[bookmark: _Toc463016802]6.2.4.2.1	QoS Pre-Authorization at PDU Session Establishment
Traditionally in EPC, and in solutions 2.1 and 2.2, data flows that require a specific QoS treatment have the QoS authorized by the network based on interaction with an AF.
In certain scenarios, when the UE establishes a PDU session towards a Data Network, the network may have policies associated to the UE subscription profile that indicate that certain data flows are pre-authorized to obtain a specific level of QoS. This may be based e.g. on specific applications in the UE. 
This solution proposes that, when QoS is established (e.g. at PDU session establishment, as in the case of solution 2.1 in 6.2.1.2.1), the CP Function performing QoS decisions provides to the UP function (UP-GW(s)) and to the AN the Authorized QoS (per solution 2.1) or the QoS Policy (per solution 2.2) containing pre-authorized QoS information for specific IP flows. The same QoS information is also provided to the UE. Such pre-authorized QoS information applies to data flows for which no explicit QoS establishment is requested either by the AF or the UE. 
When the UE establishes a data flow for which QoS needs to be established and sends traffic over the AN, the UE uses best-effort transport over the AN. The AN, detecting that the UE is generating traffic corresponding to a data flow for which a specific level of QoS is pre-authorized performs AN specific actions to establish the resources required to provide such QoS and provides the UE with the information about the resources (e.g. radio bearers in case of a RAN with dedicated bearers). As an example, a RAN for which dedicated bearers are supported may establish a new dedicated bearer for the data flow, or may re-use an existing dedicated bearer, inform the UE of what bearer should be used for the uplink traffic belonging to the flow, and use the dedicated resources to deliver corresponding downlink traffic.
If the UE receives from the AN QoS information for a data flow that do not match what the CN provided, the UE uses the information from the AN.  
[bookmark: _Toc463016803]6.2.4.2.2	QoS Establishment
In addition to solutions 2.1 and 2.2, this solution proposes two additional alternatives for QoS authorization:
-	Explicit UE requested QoS (over access stratum or over NG1): the UE can trigger the establishment of QoS for data flows. In reference to solution 2.1 in section 6.2.1.2.2, and solution 2.2 in section 6.2.2.2, instead of the AF triggering the establishment of QoS for data flows that require specific treatment in the network, the UE performs the triggering. When an application in the UE requires specific treatment of data flows, either the application requests to the lower layer a specific level of QoS and provides the data flow descriptor, or the UE may be configured with policies (e.g. provided by the HPLMN or preconfigured in the UE) to associate the application request for transporting data with a specific QoS level. 
-	If the required non guaranteed bit-rate QoS level corresponds to one of the pre-authorized QoS rules that the CN has provided to the UE,the UE then sends a request to the network providing information to identify the pre-authorized QoS rule(s) for the data flow(s) for applying a pre-authorized QoS rule(s) to the data flow(s).
-	If the required QoS level corresponds to a guaranteed bit rate, the UE sends a request to the network providing the specific QoS requirements for the data flow(s).the data flow descriptors and the level(s) of required QoS. 
The UE may send the QoS request before the establishment of the application session.
-	Implicit QoS setup: the UE generates data flow(s) traffic for the application session and transmits the traffic using best-effort transport over the AN. The AN forwards the traffic toward the CN-UP function and uses best effort transport. The CN-UP function detects unclassified uplink data flow(s) and reports it to the CN-CP function providing the data flow(s) descriptor(s). To support such scenario, it is assumed that when the UE establishes a PDU session, the CP-CN function indicates to the UE whether implicit QoS setup is supported for the PDU session. 
-	Explicit UE requested QoS in user plane: the UE determines that the data flow(s) for the application require a specific QoS for which a pre-authorized rule exists. The UE then sends the corresponding uplink traffic without using dedicated AN resources, and marks the uplink traffic with a specific indication to inform to the network that the traffic corresponds to a new flow for which a pre-authorized QoS rule(s) has been provided to the UE.
-  	Dynamic binding of QoS rule: For the pre-authorized QoS without traffic classifier, dynamic binding of downlink traffic to the pre-authorized QoS Flow flow can be performed by either by explicit an NAS signalling (as described in the step 43a or step 4b) or by uplink marking (as described in the step 43c) so that the network is able to perform accounting for the informed traffic classifier.





Figure 6.2.4.2.2-1: UE Requested QoS
1.	The UE attaches to the network and a PDU session between the UE and a data network is requested. 
2.	The UE may establish an application session with a server in the Data Network. If the UE want to use the pre-authorized QoS which has been established without traffic classifier, it triggers the QoS establishment procedure explicitly to inform the network of the traffic classifier information so that the network is able to perform accounting for the informed traffic classifier.
NOTE: Step 2 may take place after step 43a.
3.	If the UE was IDLE, the UE re-establishes the AN context.
34.	Qos QoS establishment is triggered. EitherOne of the following options applies for the QoS establishment for a data flow:
4a.	The UE determines that the data flow(s) for the application require a specific non-guaranteed bit rate QoS and a pre-authorized rule exists corresponding to such data flow(s)., The UE sends an explicit QoS Request in access stratum to the AN with the pre-authorized QoS rule(s) for the data flow(s). If step 4a is performed, steps 4 to 7 are not executed; or
3a5b.	The UE determines that the data flow(s) for the application require a guaranteed bit rate QoS and the UE sends an explicit QoS Request to the CN-CP providing information containing the specific guaranteed bit-rate requirements for the data flow(s); or
53c. The UE determines that the data flow(s) for the application require a specific non-guaranteed bit rate QoS for which there is no pre-authorized rule exists corresponding to such data flow(s). The UE sends the corresponding uplink traffic without using dedicated AN resources, and the UE marks the uplink traffic with a specific indication to inform to the network that the traffic corresponds to a new non-guaranteed bit rate flow for which a pre-authorized QoS rules has not been provided to the UE. Only for uplink traffic marked by the UE the CN-UP reports the traffic to the CN-CP function. The CN-CP function provides the data flow(s) descriptor(s) for the uplink traffic and the corresponding downlink traffic if the traffic flow is authorized.
Editor's note:	what mechanisms can be used to avoid excessive signalling between the CN-UP and the CN-CP due to unwarranted unclassified flow detections are FFS.
Editor's note:	how the UE can mark the packets in step 43c and what type of marking is used (e.g. identify the type of flow or only indicate it is a new flow) is FFS.
45.	Steps 5 to 8 are executed only if one of steps 3b or 3c has been executed. The CN-CP function establishes a session towards the Policy function, invokes the authorization of QoS for the data flow(s), and receives the Authorized QoS for (each) data flow.
5.	The CN-CP function forwards the Authorized QoS to CN-UP. 
6.	The CN-CP function may forward the Authorized QoS to AN. The AN acknowledges the reception and confirms that the Authorized QoS can be fulfilled to the CN-CP. The AN establishes the AN resources required to provide the QoS and may interact with the UE to establish the resources. As an example, a RAN for which dedicated bearers are supported may establish new dedicated bearer(s) for the data flow(s), or may re-use existing dedicated bearer(s), informs the UE of what dedicated resources should be used for the uplink traffic, and uses the dedicated resources to deliver corresponding downlink traffic.
7.	The CN-CP function forwards the Authorized QoS to CN-UP. 

78.	The CN-CP function forwards the Authorized QoS to the UE for classification and for information and possible actions such as rate control. The UE stops the UL marking described in step 3c, if step 3c has been performed by the UE.
9.	The AN may establish the dedicated AN resources required to provide the QoS and may interact with the UE to establish the dedicated resources. As an example, a RAN for which dedicated bearers are supported may establish new dedicated bearer(s) for the data flow(s), or may re-use existing dedicated bearer(s), informs the UE of what dedicated resources should be used for the uplink traffic, and uses the dedicated resources to deliver corresponding downlink traffic.
In addition or as alternative to step 7, if the UE has requested QoS establishment in user plane as in step 3c, the CN-CP function requests the CN-UP function to inform UE with explicit response signal in user plane. Upon receiving the corresponding downlink packets, the CN-UP marks some PDUs with a specific indication in PDUs’ encapsulation header in order to reliably inform the UE that the UE’s request has been received. When the downlink packet with the indication comes to the UE, it stops the UL marking described in step 3c.
[bookmark: _Toc463016814]6.2.4.3	Solution evaluation
Editor's note:	This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
The solution has the following properties:
-	NG2 signalling is not needed to support initiation or termination of non-guaranteed bit rate flows for which pre-authorized QoS rules have been defined and provided to UE, AN and CN. 
-	NG2 signalling can still be used for non-guaranteed bit rate flows when the network wants to perform QoS modification.
-	NG1 signalling is not needed to support initiation or termination of non-guaranteed bit rate flows corresponding to one of the pre-authorised QoS rules: either access stratum signalling triggered by the UE is used, or explicit user plane marking is used with no signalling. 
-	The UE can initiate a new flow with guaranteed bit rate using NG1 signalling
Editor's note: The RAN dependencies in this evaluation need to be confirmed by the RAN groups.


NEXT CHANGE
8.2	Interim Agreements on Key Issue #2: QoS framework
Interim agreements for Key issue #2 QoS framework are as follows:
1	Support Reflective QoS over RAN under control of the network. The network decides on the QoS to apply on the DL traffic and the UE reflects the DL QoS to the associated UL traffic. When the UE receives a DL packet for which reflective QoS should be applied, the UE creates a new implicit QoS rule. The packet filter in the implicit QoS rule is derived from the header of the DL packet.
Editor's note:	It is FFS whether Reflective QoS indication is signalled via C-plane, or inband, or not signalled at all.
Editor's note:	It is FFS whether implicit rules (derived via Reflective QoS) have higher or lower precedence order compared to explicitly signalled QoS rules.
2.	U-plane marking for QoS is carried in encapsulation header on NG3 i.e. without any changes to the e2e packet header.
3a.	A default QoS rule shall and pre-authorised QoS rules may be provided at PDU Session establishment to UE. 
Editor's note:	The content of the QoS rule is FFS, including a possible change of the term to avoid confusion with PCC/QoS rules. It is FFS whether the QoS rule signalling to UE involves NAS or AS-level signalling.
Editor's note:	QoS related signalling to the UE for non-3GPP access is FFS.
3b. QoS rules can be (e.g. depending on access capabilities) provided at PDU Session establishment to the RAN using NG2 signalling.
4.	QoS Flow-specific QoS signalling via the C-plane is needed for GBR SDF.
5.	NG2 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.
Editor's note:	This is target for SA2, but the feasibility needs to be confirmed by RAN.
Editor's note:	NG2 QoS related signalling for non-3GPP access is FFS.
6.	NG1 signalling related to QoS, outside of PDU Session establishment, corresponding to a pre-authorised QoS rule should be minimised for initiation, modification or termination of SDFs with no GBR requirements.
Editor's note:	NG1 QoS related signalling for non-3GPP access is FFS.
7.	For the purpose of subscription and service differentiation, enforcement of UL rate limit per Service Data Flow and per PDU Session shall be done in a CN_UP, being a trusted point of enforcement in the network, handling all traffic of the PDU session.
Editor's note:	It is FFS which type of flows the CN_UP applies “per SDF”, “per PDU session” rate limitation on.
8.  The AN shall enforce a rate limit in UL per UE. 
Editor's note:	It is FFS which type of flows the AN applies rate limitation on.
Editor's note:	How to handle UL rate limitation per UE when the UE has access over non-3GPP AN and when the UE has access over multiple ANs including 3GPP and non-3GPP ANs is FFS
Editor's note:	UL Rate limitation requirements for the UE is FFS.
9.	QoS Flow is the finest granularity for QoS treatment in the NG System.
10.1. In the downlink the (R)AN binds QoS Flows onto access-specific  resources based on the NG3 marking and the corresponding QoS characteristics provided via NG2 signalling. Packet filters are not used for binding of QoS Flows onto access-specific  resources in (R)AN.
10.2. UE binds uplink packets onto access-specific  resources based on information for binding uplink packets onto access-specific  resources provided explicitly by the access network and/or based on QoS rules (explicitly signaled or implicitly derived via reflective QoS).
Editor's note:	It is FFS whether UE is aware of the QoS level / QoS profile associated with a QoS flow.
11. Some User plane markings are scalar values that have standardized QoS characteristics. 
12. Some User plane markings are scalar values that point to dynamic QoS parameters signalled over NG2.
13. Dynamic QoS parameters may include the following:
a. Maximum Flow Bit Rate
b. Guaranteed Flow Bit Rate.
c. Priority level
d. Packet Delay Budget
e. Packet Error rate.
f. Admission control. 
Editor's note:	Whether a certain parameter in bullet 13) applies to both bullets (#11 and #12) or only one of them (either bullet #11 or bullet #12) is FFS.
Editor's note:	Whether Priority Level is used for more than scheduling purpose is FFS.
14.	UE triggered QoS establishment for non-guaranteed bit rate QoS flows corresponding to pre-authorized QoS rules is based on the following mechanisms described in solution 6.2.4:
-	Explicit UE-requested QoS in access stratum 
-	Explicit user plane marking
15.	UE triggered QoS establishment for guaranteed bit rate QoS flows is based explicit UE-requested QoS over NG1 described in solution 6.2.4.


END OF CHANGES
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